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[bookmark: _Toc393958830]INSTRUCTIONS TO OFFERORS
[bookmark: _Toc367883554]It is the responsibility of each Offeror to:

Follow the format required in the RFP when preparing your response. Provide point-by-point responses to all sections in a clear and concise manner. 

Provide complete answers/descriptions. Read and answer all questions and requirements. Don't assume the State or evaluator/evaluation committee will know what your company capabilities are or what items/services you can provide, even if you have previously contracted with the State. The proposals are evaluated based solely on the information and materials provided in your response.

Use the forms provided, i.e., cover page, sample budget form, certification forms, etc.

Submit your response on time. Note all the dates and times listed in the Schedule of Events and within the document, and be sure to submit all required items on time. Late proposal responses are never accepted.

The following items MUST be included in the response to be considered responsive.
Failure to include any of these items may result in a nonresponsive determination.

	Signed Cover Sheet
	Signed Addenda (if appropriate) in accordance with Section 1.4.3
	Correctly executed State of Montana "Affidavit for Trade Secret Confidentiality" form, if claiming information to be confidential or proprietary in accordance with Section 2.3.1.
	In addition to a detailed response to all requirements within Sections 3, 4, 5, and Appendices C, D, E, and F. Offeror must acknowledge that it has read, understands, and will comply with each section/subsection listed below by initialing the line to the left of each.  If Offeror cannot meet a particular requirement, provide a detailed explanation next to that requirement.

		Section 1, Project Overview and Instructions
		Section 2, RFP Standard Information
		Section 3, Scope of Project
		Section 4, Offeror Qualifications
		Section 6, Evaluation Process
		Appendix A, Standard Terms and Conditions
		Appendix B, Contract
		Appendix G, Glossary



[bookmark: _Toc393958831]SCHEDULE OF EVENTS

EVENT	DATE

RFP Issue Date	July 31, 2014

Deadline for Receipt of Written Questions	August 14, 2014

Deadline for Posting Written Responses to the State's Website	August 21, 2014

RFP Response Due Date	September 18, 2014

Notification of Offeror Interview & Product Demonstrations*	October 2, 2014

Offeror Interviews/Product Demonstrations*	October 20-21, 2014

Intended Date for Contract Award*	October 23, 2014
[bookmark: _Toc367883555]
*The dates above identified by an asterisk are included for planning purposes. These dates are subject to change.


[bookmark: _Toc393958832]SECTION 1: PROJECT OVERVIEW AND INSTRUCTIONS

[bookmark: _Toc379284344][bookmark: _Toc393958833]1.1	INTRODUCTION
The State of Montana, Department of Justice (“State”), Motor Vehicle Division (MVD) seeks contractor proposals for a central issuance system to replace an existing system that produces and delivers secure driver licenses and state identification cards. Proposals should also include a flexible and scalable facial identity management solution that provides the MVD with advanced image search and analysis capabilities.    
A more complete description of the supplies and/or services sought for this project is provided in Section 3, Scope of Project.  

[bookmark: _Toc379284345][bookmark: _Toc393958834]1.2	CONTRACT PERIOD
This contract shall terminate seven years (84 months) after commencement of DL/ID card production. This contract may, upon mutual agreement between the parties and according to the terms of the existing contract, be renewed in one year intervals, or any interval that is advantageous to the State. This contract, including any renewals, may not exceed a total of ten years from the date of contract signature.

[bookmark: _Toc379284346][bookmark: _Toc393958835]1.3	SINGLE POINT OF CONTACT
From the date this Request for Proposal (RFP) is issued until an Offeror is selected and the selection is announced by the procurement officer, Offerors are not allowed to communicate with any state staff or officials regarding this procurement, except at the direction of Rhonda Grandy of the procurement officer in charge of the solicitation.  Any unauthorized contact may disqualify the Offeror from further consideration.  Contact information for the single point of contact is as follows:
Procurement Officer: Rhonda Grandy
Telephone Number: 406-444-3320
Fax Number: 406-444-2529
E-mail Address: rhgrandy@mt.gov

[bookmark: _Toc379284347][bookmark: _Toc393958836]1.4	REQUIRED REVIEW
	1.4.1 Review RFP.  Offerors should carefully review the instructions, requirements, specifications, standard terms and conditions, and contract set out in this RFP and promptly notify the procurement officer identified above in writing or via e-mail of any ambiguity, inconsistency, unduly restrictive specifications, or error which they discover upon examination of this RFP. This should include any terms or requirements within the RFP that either preclude the Offeror from responding to the RFP or add unnecessary cost. This notification must be accompanied by an explanation and suggested modification and be received by the deadline for receipt of written or e-mailed inquiries set forth below. The State will make any final determination of changes to the RFP. 
	1.4.2 Form of Questions.  Offerors with questions or requiring clarification or interpretation of any section within this RFP must address these questions in writing or via e-mail to the procurement officer referenced above on or before August 14, 2014.   Offerors are to submit questions using the Vendor RFP Question and Answer Form available on the OneStop Vendor Information website at: OneStop Vendor Information or by calling (406) 444-2575.  Clear reference to the section, page, and item in question must be included in the form.   Questions received after the deadline may not be considered.
	1.4.3 State’s Response.  The State will provide a written response by August 21, 2014 to all questions received by August 14, 2014.  The State's response will be by written addendum and will be posted on the State's website with the RFP at http://svc.mt.gov/gsd/OneStop/SolicitationDefault.aspx by the close of business on the date listed.  Any other form of interpretation, correction, or change to this RFP will not be binding upon the State.  Offerors shall sign and return with their RFP response an Acknowledgment of Addendum for any addendum issued.
[bookmark: _Toc379284348][bookmark: _Toc393958837]1.5	PRE-PROPOSAL CONFERENCE/CONFERENCE CALL
A Pre-Proposal Conference/Conference Call will not be conducted.  Questions or clarifying information must be submitted per paragraph 1.4.2 above.

[bookmark: _Toc379284349][bookmark: _Toc393958838]1.6	GENERAL REQUIREMENTS
	1.6.1 Acceptance of Standard Terms and Conditions / Contract.  By submitting a response to this RFP, Offeror agrees to acceptance of the standard terms and conditions and contract as set out in Appendices A and B of this RFP. Much of the language included in the standard terms and conditions and contract reflects requirements of Montana law. Requests for additions or exceptions to the standard terms and conditions, contract terms, including any necessary licenses, or any added provisions must be submitted to the procurement officer referenced above by the date for receipt of written/e-mailed questions. Any request must be accompanied by an explanation of why the exception is being sought and what specific effect it will have on the Offeror's ability to respond to the RFP or perform the contract. The State reserves the right to address nonmaterial requests for exceptions with the highest scoring Offeror during contract negotiation. Any material exceptions requested and granted to the standard terms and conditions and contract language will be addressed in any formal written addendum issued for this RFP and will apply to all Offerors submitting a response to this RFP. The State will make any final determination of changes to the standard terms and conditions and/or contract. 
	1.6.2 Resulting Contract.  This RFP and any addenda, the Offeror's RFP response, including any amendments, a best and final offer, and any clarification question responses shall be included in any resulting contract. The State's contract, attached as Appendix B, contains the contract terms and conditions which will form the basis of any contract between the State and the highest scoring Offeror. In the event of a dispute as to the duties and responsibilities of the parties under this contract, the contract, along with any attachments prepared by the State, will govern in the same order of precedence as listed in the contract. 
	1.6.3 Requirements.  To be eligible for consideration, an Offeror must meet the intent of all Pass/Fail and Scored requirements as listed in Appendices A, B, C, D E, and F. The State will determine whether an Offeror's RFP response complies with the intent of the requirements. RFP responses that do not meet the full intent of all requirements listed in this RFP may be deemed nonresponsive.
	1.6.4 Understanding of Specifications and Requirements.  By submitting a response to this RFP, Offeror agrees to an understanding of and compliance with the specifications and requirements described in this RFP.
1.6.5 PRIME Contractor / Subcontractors.  The highest scoring Offeror will be the prime contractor if a contract is awarded and shall be responsible, in total, for all work of any subcontractors. All subcontractors, if any, must be listed in the proposal. The State reserves the right to approve all subcontractors. The Contractor shall be responsible to the State for the acts and omissions of all subcontractors or agents and of persons directly or indirectly employed by such subcontractors, and for the acts and omissions of persons employed directly by the Contractor. Further, nothing contained within this document or any contract documents created as a result of any contract awards derived from this RFP shall create any contractual relationships between any subcontractor and the State.
If Offeror is relying upon licenses or agreements with subcontractors or other service providers to perform or provide any of the functions or features of the proposed system then those licenses or agreements must be established prior to the commencement of any agreement to provide the card production and facial recognition system and its related services to the State. Also, all such subcontractors and the nature of these licenses and agreements must be specified in Offeror’s proposal, including a description of the service or function the subcontractor will provide and where this service or function fits into Offeror’s proposed solution (e.g., identify project phases involved, services involved, etc.).
	1.6.6 Offeror’s Signature.  The proposals must be signed in ink by an individual authorized to legally bind the business submitting the proposal. The Offeror's signature on a proposal in response to this RFP guarantees that the offer has been established without collusion and without effort to preclude the State of Montana from obtaining the best possible supply or service. Proof of authority of the person signing the RFP response must be furnished upon request.
	1.6.7 Offer in Effect for 120 Days.  A proposal may not be modified, withdrawn, or canceled by the Offeror for a 120-day period following the deadline for proposal submission as defined in the Schedule of Events, or receipt of best and final offer, if required, and Offeror so agrees in submitting the proposal.

[bookmark: _Toc379284350][bookmark: _Toc393958839]1.7	SUBMITTING A PROPOSAL
	1.7.1 Organization of Proposal.  Offerors must organize their proposal into sections that follow the format of this RFP, with tabs separating each section. A point-by-point response to all numbered sections, subsections, and appendices is required.  If no explanation or clarification is required in the Offeror's response to a specific subsection, the Offeror shall indicate so in the point-by-point response, or utilize a blanket response for the entire section, with the following statement:

“(Offeror's Name)” understands and will comply.

An Offeror making the statement “Refer to our literature…” or “Please see www…….com” may be deemed nonresponsive or receive point deductions. If making reference to materials located in another section of the RFP response, specific page numbers and sections must be noted. The Evaluator/Evaluation Committee is not required to search through literature or another section of the proposal to find a response.

1.7.2 Failure to Comply with Instructions.  Offerors failing to comply with these instructions may be subject to point deductions. The State may also choose to not evaluate, may deem nonresponsive, and/or may disqualify from further consideration any proposals that do not follow this RFP format, are difficult to understand, are difficult to read, or are missing any requested information.

	1.7.3 Multiple Proposals.  Offerors may, at their option, submit multiple proposals, in which case each proposal shall be evaluated as a separate document.

	1.7.4 Price Sheet.  Offerors must respond to this RFP by utilizing the RFP Price Sheet found in Appendix C. This price sheet serves as the primary representation of Offeror's cost / price, and will be used extensively during proposal evaluations. Additional information should be included as necessary to explain in detail the Offeror's cost / price.

1.7.5 Copies Required and Deadline for Receipt of Proposals.  Offerors must submit one original proposal and seven (7) hard copies plus one electronic copy in Microsoft Word saved to a thumb drive to the State Procurement Bureau. PROPOSALS MUST BE SEALED AND LABELED ON THE OUTSIDE OF THE PACKAGE to clearly indicate that they are in response to RFP15-2953R. Proposals must be received at the receptionist’s desk of the State Procurement Bureau prior to 2:00 PM, local time, September 18, 2014.  Facsimile responses to requests for proposals will not be accepted.

1.7.6 Late Proposals.  Regardless of cause, late proposals will not be accepted and will automatically be disqualified from further consideration. It shall be the Offeror's sole risk to assure delivery at the receptionist's desk at the designated office by the designated time. Late proposals will not be opened and may be returned to the Offeror at the expense of the Offeror or destroyed if requested.

[bookmark: _Toc379284351][bookmark: _Toc393958840]1.8	COST/OWNERSHIP OF MATERIALS

	1.8.1 State Not Responsible for Preparation Costs.  The costs for developing and delivering responses to this RFP and any subsequent presentations of the proposal as requested by the State are entirely the responsibility of the Offeror. The State is not liable for any expense incurred by the Offeror in the preparation and presentation of their proposal or any other costs incurred by the Offeror prior to execution of a contract.
	1.8.2 All Timely Submitted Materials Become State Property.  All materials submitted in response to this RFP become the property of the State and are to be appended to any formal documentation, which would further define or expand any contractual relationship between the State and Offeror resulting from this RFP process.
[bookmark: _Toc379284352][bookmark: _Toc393958841]SECTION 2:  RFP STANDARD INFORMATION

[bookmark: _Toc379284353][bookmark: _Toc393958842]2.1	AUTHORITY
This RFP is issued under the authority of section 18-4-304, MCA (Montana Code Annotated) and ARM 2.5.602 (Administrative Rules of Montana). The RFP process is a procurement option allowing the award to be based on stated evaluation criteria. The RFP states the relative importance of all evaluation criteria. Only the evaluation criteria outlined in this RFP will be used.
[bookmark: _Toc379284354][bookmark: _Toc393958843]2.2	OFFEROR COMPETITION
The State encourages free and open competition among Offerors. Whenever possible, the State will design specifications, proposal requests, and conditions to accomplish this objective, consistent with the necessity to satisfy the State's need to procure technically sound, cost-effective services and supplies.

[bookmark: _Toc379284355][bookmark: _Toc393958844]2.3	RECEIPT OF PROPOSALS AND PUBLIC INSPECTION

2.3.1 Public Information.  All information received in response to this RFP, including copyrighted material, is deemed public information and will be made available for public viewing and copying shortly after the time for receipt of proposals has passed with the following three exceptions: (1) bona fide trade secrets meeting the requirements of the Uniform Trade Secrets Act, Title 30, chapter 14, part 4, MCA, that have been properly marked, separated, and documented; (2) matters involving individual safety as determined by the State; and (3) other constitutional protections. See section 18-4-304, MCA. The State will make a copier available for interested parties to use at $0.10 per page. The interested party is responsible for the cost of copies and to provide personnel to do the copying. 
2.3.2 Procurement Officer Review of Proposals.  Upon opening the proposals received in response to this RFP, the procurement officer in charge of the solicitation will review the proposals and separate out any information that meets the referenced exceptions in Section 2.3.1 above, providing the following conditions have been met:
· Confidential information is clearly marked and separated from the rest of the proposal.
· The proposal does not contain confidential material in the cost or price section.
· An affidavit from an Offeror's legal counsel attesting to and explaining the validity of the trade secret claim as set out in Title 30, Chapter 14, Part 4, MCA, is attached to each proposal containing trade secrets. Counsel must use the State of Montana “Affidavit for Trade Secret Confidentiality” form in requesting the trade secret claim. This affidavit form is available on the OneStop Vendor Information website at: http://svc.mt.gov/gsd/OneStop/GSDDocuments.aspx or by calling (406) 444-2575.
Information separated out under this process will be available for review only by the procurement officer, the evaluator/evaluation committee members, and limited other designees.  Offerors must be prepared to pay all legal costs and fees associated with defending a claim for confidentiality in the event of a “right to know” (open records) request from another party.
[bookmark: _Toc379284356][bookmark: _Toc393958845]2.4	CLASSIFICATION AND EVALUATION OF PROPOSALS

2.4.1 Initial Classification of Proposals as Responsive or Nonresponsive.  All proposals will initially be classified as either “responsive” or “nonresponsive,” in accordance with ARM 2.5.602. Proposals may be found nonresponsive at any time during the procurement process if any of the required information is not provided; the submitted price is found to be excessive or inadequate as measured by criteria stated in the RFP; or the proposal is not within the plans and specifications described and required in the RFP. If a proposal is found to be nonresponsive, it will not be considered further.
2.4.2 Determination of Responsibility.  The procurement officer will determine whether an Offeror has met the standards of responsibility in accordance with ARM 2.5.407. Such a determination may be made at any time during the procurement process if information surfaces that would result in a determination of non-responsibility. If an Offeror is found non-responsible, the determination must be in writing, made a part of the procurement file, and mailed to the affected Offeror.
2.4.3 Evaluation of Proposals.  An evaluator/evaluation committee will evaluate the remaining proposals and recommend whether to award the contract to the highest scoring Offeror or, if necessary, to seek discussion/negotiation or a best and final offer in order to determine the highest scoring Offeror. All responsive proposals will be evaluated based on stated evaluation criteria.  In scoring against stated criteria, the State may consider such factors as accepted industry standards and a comparative evaluation of all other qualified RFP responses in terms of differing price, quality, and contractual factors. These scores will be used to determine the most advantageous offering to the State. If an evaluation committee meets to deliberate and evaluate the proposals, the public may attend and observe the evaluation committee deliberations.
2.4.4 Completeness of Proposals.  Selection and award will be based on the Offeror's proposal and other items outlined in this RFP.  Submitted responses may not include references to information located elsewhere, such as Internet websites or libraries, unless specifically requested.  Information or materials presented by Offerors outside the formal response or subsequent discussion/negotiation or best and final offer, if requested, will not be considered, will have no bearing on any award, and may result in the Offeror being disqualified from further consideration. 
2.4.5 Achieve Passing Score.  Any proposal that fails to achieve 60% of the total available points for Section 6 (or a total of 8,055 out of 13,425 points) will be eliminated from further consideration. A "fail" for any individual evaluation criteria may result in proposal disqualification at the discretion of the procurement officer. 
2.4.6 Opportunity for Discussion/Negotiation and/or Oral Presentation/Product Demonstration.  After receipt of all proposals and prior to the determination of the award, the State may initiate discussions with one or more Offerors should clarification or negotiation be necessary. Offerors may also be required to make an oral presentation and/or product demonstration to clarify their RFP response or to further define their offer.  In either case, Offerors should be prepared to send qualified personnel to Helena, Montana, to discuss technical and contractual aspects of the proposal. Oral presentations and product demonstrations, if requested, shall be at Offeror’s expense.
If Offeror is requested to demonstrate its product, the agenda and flow of demonstration must follow the course of the requirements set forth in Appendix F, and uniquely address each requirement.  Offeror will be expected to describe how each requirement is satisfied and, demonstrate satisfaction of the requirement where possible.
2.4.7 Best and Final Offer.  The Best and Final Offer is an option available to the State under the RFP process, which permits the State to request a best and final offer from one or more Offerors if additional information is required to make a final decision. Offerors may be contacted asking that they submit their best and final offer, which must include any and all discussed and/or negotiated changes. The State reserves the right to request a best and final offer for this RFP, if any, based on price/cost alone.

2.4.8 Evaluator / Evaluation Committee Recommendation for Contract Award.  The evaluator/ evaluation committee will provide a written recommendation for contract award to the procurement officer that contains the scores, justification, and rationale for the decision. The procurement officer will review the recommendation to ensure its compliance with the RFP process and criteria before concurring in the evaluator's/evaluation committee’s recommendation of the responsive and responsible Offeror that achieves the highest score and is, therefore, the most advantageous to the State.
2.4.9 Request for Documents Notice.  Upon concurrence with the evaluator's/evaluation committee's recommendation, the procurement officer will issue a “Request for Documents Notice” to the highest scoring Offeror to obtain the required documents/information, such as insurance documents, contract performance security, an electronic copy of any requested material, i.e., RFP response, response to clarification questions, and/or best and final offer, and any other necessary documents. Receipt of the “Request for Documents Notice” does not constitute a contract and no work may begin until a contract signed by all parties is in place. The procurement officer will notify all other Offerors of the State's selection.
2.4.10 Contract Execution.  Upon receipt of all required materials requested in the “Request for Documents Notice," a formal contract utilizing the contract attached as Appendix B and incorporating the Standard Terms and Conditions attached as Appendix A, as well as the highest scoring Offeror's response to the RFP, will be provided to the highest scoring Offeror for signature. The highest scoring Offeror will be expected to accept and agree to all material requirements contained in the contract and set out in Appendices A and B of this RFP. If the highest scoring Offeror does not accept all material requirements, the State may move to the next highest scoring Offeror, or cancel the RFP. Work under the contract may begin when the contract is fully executed, i.e., when the contract is signed by all parties.

[bookmark: _Toc379284357][bookmark: _Toc393958846]2.5	STATE’S RIGHTS RESERVED
While the State has every intention to award a contract as a result of this RFP, issuance of the RFP in no way constitutes a commitment by the State of Montana to award and execute a contract. Upon a determination such actions would be in its best interest, the State, in its sole discretion, reserves the right to:
· Cancel or terminate this RFP (section 18-4-307, MCA).
· Reject any or all proposals received in response to this RFP (ARM 2.5.602).
· Waive any undesirable, inconsequential, or inconsistent provisions of this RFP which would not have significant impact on any proposal (ARM 2.5.505).
· Not award if it is in the best interest of the State not to proceed with contract execution (ARM 2.5.602).
· If awarded, terminate any contract if the State determines adequate state funds are not available (section 18-4-313, MCA).

[bookmark: _Toc379284358][bookmark: _Toc393958847]2.6	DEPARTMENT OF ADMINISTRATION POWERS AND DUTIES
The Department of Administration is responsible for carrying out the planning and program responsibilities for information technology (IT) for state government. (Section 2-17-512, MCA) The Chief Information Officer is the person appointed to carry out the duties and responsibilities of the Department of Administration relating to information technology. The Department of Administration shall:
· Review the use of information technology resources for all state agencies.
· Review and approve state agency specifications and procurement methods for the acquisition of information technology resources.
· Review, approve, and sign all state agency IT contracts and shall review and approve other formal agreements for information technology resources provided by the private sector and other government entities.

[bookmark: _Toc43254541][bookmark: _Toc379284359][bookmark: _Toc39047061][bookmark: _Toc39283772][bookmark: _Toc39290471][bookmark: _Toc393958848][bookmark: _Toc39291287][bookmark: _Toc41449278]2.7	COMPLIANCE WITH STATE OF MONTANA IT POLICIES AND STANDARDS
The Offeror is expected to be familiar with the State of Montana IT environment. All services and products provided as a result of this RFP must comply with all applicable State of Montana IT policies and standards in effect at the time the RFP is issued. The Offeror must request exceptions to State IT policies and standards in accordance with Section 1.6 of this RFP. It will be the responsibility of the State to deny the exception request or to seek a policy or standards exception through the Department of Administration, Information Technology Services Division (ITSD). Offerors are expected to provide proposals that conform to State IT policies and standards. The State of Montana’s CIO has determined that the State of Montana shall follow the National Institute of Standards and Technology (NIST) security guidelines and the Federal Information Security Management Act (FISMA). It is the intent of ITSD to utilize the existing policies and standards and not to routinely grant exceptions. The State reserves the right to address nonmaterial requests for exceptions with the highest scoring Offeror during contract negotiation.
The links below will provide information on State of Montana IT strategic plans, current environment, policies, and standards.  

State of Montana Department of Justice Information Technology Strategic Plan
http://itsd.mt.gov/stratplan/agencyplans2010/DOJ/default.mcpx

State of Montana Information Technology Strategic Plan
http://itsd.mt.gov/stratplan/statewide/default.mcpx

State of Montana Operations Manual (MOM) IT Policies and Standards
State of Montana Information Technology Policies

State of Montana Software Standards
http://itsd.mt.gov/policy/software/default.mcpx

MCA Code 2-17-534. Security Responsibilities of Department
http://leg.mt.gov/bills/mca/2/17/2-17-534.htm

MCA Code 2-15-114. Security Responsibilities of Departments for Data
http://leg.mt.gov/bills/mca/2/15/2-15-114.htm

Federal Information Security Management Act
http://csrc.nist.gov/drivers/documents/FISMA-final.pdf

NIST SP 800-53, Security and Privacy Controls for Federal Information Systems and Organizations
http://nvlpubs.nist.gov/nistpubs/SpecialPublications/NIST.SP.800-53r4.pdf
[bookmark: _Toc393958849]SECTION 3: SCOPE OF PROJECT
The scope of this procurement is for a driver credential production system that will produce secure driver licenses/state identification cards, and provide a facial recognition system. Project scope includes system design, configuration, testing, deployment, and ongoing support. Montana is a central issuance State.
[bookmark: _Toc367883603][bookmark: _Toc393958850]3.1	BACKGROUND
The Montana Department of Justice, Motor Vehicle Division (MVD) is responsible for licensing Montana drivers. The MVD headquarters and administrative offices are located in the Scott Hart Building at 302 North Roberts Street in Helena, Montana.
There are currently more than 706,000 active non-commercial driver license holders in Montana and nearly 55,000 Commercial Driver License (CDL) holders. Approximately 1.4 million driver accounts are maintained on the MVD’s driver licensing system (including inactive or historical records). About 180,000 driver licenses and state-issued identification cards are produced annually in Montana. By 2016, the yearly number of cards produced is projected to increase to around 195,000.
3.1.1 Driver License Bureau (DLB) Service Models.  Driver licensing operations and support services are currently provided at forty nine driver exam stations located throughout Montana (Exhibit B). The days and hours of operation and the services available at the driver exam stations vary by location (see Driver Exam Stations). The MVD currently uses three staffing models to provide customer service at the driver exam stations:
· Permanent driver exam stations – these stations are located in Montana’s larger cities (e.g., Billings, Missoula, and Great Falls), provide full driver licensing services, are generally open Monday through Friday, and are staffed fulltime by MVD employees.
· Part-time “travel” stations – these stations are typically located in Montana’s smaller towns (e.g., Townsend, Chinook, and Superior). Part-time stations are staffed by MVD employees who travel from the full-service offices with mobile equipment (e.g., image capture workstation, laptops, and printer) that is set up on site. These stations may provide only limited services and are generally open from one to four days per month. These stations do have network services.
· Permanent “travel” stations – these stations are also staffed by MVD employees who travel from the full-service offices. However, driver license processing equipment is permanently stored at these stations. These sites may provide only limited services and are generally open from one to four days per month.
Both full-service and part-time driver exam stations are equipped with at least one direct online State network connection (called SummitNet) to the state computer system and the driver license system. Field office and headquarters employee workstations consist of state-owned PC’s running Microsoft Windows 7.
3.1.2 Current Driver License/ID Card Generation Process. The DLB issues several different types of driver licenses, along with ID cards, special IDs, renewal licenses, and replacement licenses. The current process for issuing a standard DL/ID card is described below:
1. The applicant arrives at a designated driver services station.
2. The applicant completes an application and other forms, as appropriate.
3. A driver license examiner searches for the customer in the MVD’s driver licensing system and updates their information, or, for a new customer, creates a new customer record.
4. The driver license examiner initiates the information exchange between the driver licensing system and the card production system.
5. The driver license examiner captures the applicant’s photo/signature images (photo first). Quality checks are performed.
6. The card production system provides the driver license examiner with a one to one match of the images to prior images the card production system has on record.
7. The driver licensing examiner conducts driver history searches (e.g., Montana history, PDPS, CDLIS, and SSOLV), and verifies any documents presented by the customer.
8. The driver license examiner collects and processes required fees using the MVD driver licensing system.
9. The driver license examiner administers a vision test and initiates other required testing.
10. The driver license examiner administers driving skills tests, (if required).
11. Once an application for a driver license is approved, the information to be updated will be given to the driver licensing staff who will update the applicant’s record in the driver licensing system.
12. The driver license examiner initiates the driver licensing system to send the driver’s demographic information and other license issuance information such as driver address or special header verbiage (or an indication if this is an “Image Only” (photo first) process) to the Image Capture Workstation.
13. The Image Capture Workstation software collects any photos and signatures to produce a card and prints the Temporary DL/ID Card at a locally attached printer.
14. The Image Capture Workstation operator issues the Temporary DL/ID Card to the applicant.
15. Image files are uploaded online/real-time to the Central Image Storage System (housed at a State data center) via the State Network.
16. The Contractor’s production facility retrieves the image files from the Central Image Storage System for DL/ID card production on a nightly basis.
17. All “over 21 DL/ID” cards are horizontal and all “under 21 DL/ID” cards are vertical.  All features of the DL/ID card follow the 2005 version of the American Association of Motor Vehicle Administrators (AAMVA) DL/ID Card Design Standard.  
18. The DL/ID card is processed at the Contractor’s facility and mailed to the customer via the United States Postal Service.
License Renewals
Most Montana driver licenses are renewed by the applicants in person at the driver exam stations. Customers receive a temporary license at the counter. If the type of license to be issued also requires a new hard copy license it will be sent to them through the mail. Persons living outside of Montana at the expiration of their driver’s license are allowed to renew by mail. Renewals completed by mail are valid for eight years. After renewing by mail, the applicant’s next renewal must be done in person at a driver services station. 
The MVD accepts customer-provided color photos in passport format and a signature to be sent for the renewal of a license by mail. When the image and signature files are received from the driver, the MVD updates the applicant’s record on the driver licensing system. Appropriate fees are collected and entered into the system. The photo and signature are scanned.  The system then sends the driver’s demographic information, the scanned images, and other licensing issuance information to an Image Capture Workstation.
The customer provided photo and signature images are scanned and the images are matched with the demographic information transferred from the driver licensing system and retained on the Image Capture Workstation. The license is processed and mailed to the applicant.

Replacement Licenses
Montana allows persons who have lost their driver’s license to apply for a replacement at a driver services station. Applicants temporarily living out of state can download a form, contact the MVD via phone, or fax to have the necessary forms sent to them to apply for the replacement. When the customer returns the application, the MVD locates the customer record in the driver licensing system and processes the fees. During the issuance process the driver’s demographic information, other license issuance information as required (replacement reason), and an indicator this is a “Replacement License” is sent via the driver licensing system to the Image Capture Workstation. The license is processed using the existing signature and photo on file (unless a new signature and photo was taken) and mailed to the applicant.

“Photo First” DL/ID Cards
The MVD uses what’s known as a “photo first” process to capture the customer’s images up front before starting a transaction for the customer. The driver’s demographic information, other license issuance information, and an indicator that this is a “photo first” transaction is sent via the driver licensing system to the Image Capture Workstation. No permanent or temporary DL/ID card is generated for “photo first” transactions.  For some inquiry processes to the central issuance data, the photo first images are not returned.

Restricted Probationary DL
The MVD can issue a restricted probationary license to drivers whose license has been suspended or revoked. If granted, this license allows the applicant to drive to and from work, school, or medical appointments or treatment programs. Once the application is received, the customer record is located in the driver licensing system, the probationary restriction is noted by an examiner, and the appropriate fee is collected and receipted via the driver licensing system. The driver’s demographic information, other license issuance information, and an indicator the license is restricted to probationary is sent via the driver licensing system to the Image Capture Workstation to produce a temporary DL/ID card. During the term of the probationary restriction, no hard copy DL/ID card is processed or mailed to the customer.

Special Identification Cards
Special IDs are created by the MVD for other State of Montana and County government departments or organizations to identify their members. Authorized applicants may request the ID in person at a driver services station, or the process can be started by an authorized MVD employee at MVD headquarters. Driver licensing staff records the applicant’s information (name, organization, title, etc.), collect the applicant’s photo and signature images, or use existing images files retrieved from the Central Image System. The special ID cards are produced at the card production facility and distributed to the requesting organizations.

DL/ID Card Corrections
Occasionally an applicant’s DL/ID card must be reprocessed because an error was made on the original issuance. The MVD sends a letter to the applicant asking them to visit a driver services station so their license can be reprocessed. There is no charge for the license correction. In most cases, the examiner is able to retrieve the customer’s existing photo and signature and no new images are captured. A reason for the correction is noted. The driver licensing system sends the driver’s demographic information, expiration date, and header verbiage to the Image Capture Workstation. The license is processed and mailed to the applicant. Sometimes these corrections are caused because of a problem that occurred at the card production facility in which case the offeror would cover the cost of producing this card.
3.1.3 Response Expectations.  Responses sought from the offeror community must integrate driver license card production and facial recognition components into a functional, inter-operative system that will support and enhance current and future MVD operations. The response must address evolving changes that are described herein: changes to information technology systems, legislative requirements, and security standards.
· Any card production system that is proposed must be compatible with the 2013 American Association of Motor Vehicle Administrators (AAMVA) DL/ID Card Design Standard. These standards include durability, security, image capturing/storing, and bar-coding.
· The integrated system must meet State standards for computer software and hardware. The system must communicate seamlessly with:
· The MVD’s driver licensing system. 
· Offeror supplied equipment that may use the state network for communications.
· State equipment used in the driver exam stations in support of this process. 
· Offeror supplied server systems used to support effective data and information transmission over the established state network.  
Links to information on State of Montana IT strategic plans, current environment, policies, and standards can be found in Section 2.7.
Any hardware, software, and applications that are proposed in response to this RFP must conform to State systems standards and be compatible with other Offeror’s hardware. As long as the proposed system can operate seamlessly with MVD’s systems, Offerors may propose alternatives that include hardware and software components that are owned and maintained by the Offeror in accordance with a contract as proposed.
The data and image files that are created by and/or stored upon the proposed system must also meet industry standards as defined in the RFP. This is important to any Offeror response provided in accordance with this RFP because the development of an integrated driver license issuance and facial recognition system will commence during a time period when the MVD still uses a legacy mainframe system known as the Driver Control System (DCS). The DCS is outdated and is now being replaced.
To facilitate the long term funding strategies that have been adopted by the MVD within this RFP, the Offeror shall use a “cost per card basis” to estimate, schedule, and amortize the dollar amounts that will be paid by the State for all aspects of system acquisition, set-up, implementation, and ongoing maintenance/production. As a result this RFP requires the Offeror to set forth a single cost per card that will account for all of the expenses that are projected within the Offeror’s response. Alternative funding strategies that directly address the requirements that are described herein may also be presented by the Offeror. These funding alternatives will be examined and considered.

[bookmark: _Toc367883604][bookmark: _Toc393958851]3.2	OBJECTIVES
The State’s objectives for this project include: 
· Solicit qualified bidders to provide the MVD with an up-to-date driver license/ID card issuance and production system with the flexibility for future process and system enhancements that will have minimal impact on system infrastructure.  
· Efficiently and accurately capture customer data, image, and signature and maintain a record of these elements in a central database.
· Develop and implement a flexible and scalable facial identity management solution that supports image investigation and photo verification processes.
· Bring the State into compliance with the current 2013 American Association of Motor Vehicle Administrators (AAMVA) DL/ID Card Design Standard.
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Offers submitted in accordance with the terms of this RFP must account for the provision and installation of all hardware, software, cabling, and parts necessary for proper assembly, installation and operation of the system. The offered price must include the cost of components, installation, and parts. Hardware and software must operate in compliance with the requirements of the current state environment (See Section 3.10).
The Offeror must provide a card production and facial recognition system that consists, at a minimum, of the following components: 
· Image Capture System to record demographics, photo, and signature.
· Central Image Storage System with image files and associated driver data database components.
· Temporary DL/ID Card production/printing system.
· Central Card Production Facility and materials to produce the card.
· Facial Recognition System (FRS) with associated database components.
· Interface with existing driver licensing system. 
· Interface with the state network for communications between Offeror applications, databases, and equipment.
· Complete test system for the application, databases, and hardware. This test system will be used in Montana to test new changes prior to migration to production. Storage requirements for the test system do not have to be as large as those required for the production system. This includes being able to receive card requests from the test driver licensing system and being able to produce the physical card.

[bookmark: _Toc367883606][bookmark: _Toc393958853]3.4	MAJOR PROJECT MILSTONES
The State has projected milestones for implementing the MVD’s DL/ID card production and facial recognition system:
	Project initiation

	Requirements Validation and Business Process Model Definition

	Design Acceptance and Implementation Approach

	Project Plan that includes timelines and resource allocations

	Conversion of existing central database images and demographics to the Offeror supplied system

	Training Requirements Definition and Plan

	Testing Requirements Definition and Plan

	User Acceptance

	System Delivery and Production Implementation

	System Warranty

	Final Acceptance

	System Operations and Maintenance Support



[bookmark: _Toc367883607][bookmark: _Toc393958854]3.5	PROJECT PHASES, TEAM RESPONSIBILITIES, AND DELIVERABLES
This project includes multiple, and in some cases, concurrent implementation phases for various aspects of the DL/ID card production and facial recognition system implementation. Each phase will have its own established plan, including the various phases and team roles and responsibilities below:
	Function
	Workgroup / Individuals
	Primary Responsibility / Deliverable
	Project Phase

	Define, Review, and Approve Requirements
	Key participants:
Contractor Project Manager, Contractor Business Operations Manager
MVD Business Systems Architect, DOJ Application & Support Services Bureau Chiefs or designee, DOJ IT Project Manager
	· Review and understand DOJ Information Technology Services Division’s (JITSD) application and State network standards.
· Review and confirm business requirements.
· Review, clarify, and confirm conceptual design.
· Develop user acceptance criteria.
· Secure approval. 
	Initiating Phase

	Project Plan and Schedule
	Key Participants:
Contractor Project Manager
DOJ IT Project Manager
	· Update the project plan, work, and schedule. This will become the baseline project plan and schedule.
· Secure approval for the updated project plan and schedule from the DOJ IT Project Manager.
· Maintain and update the project plan as changes occur.
· Maintain the project schedule and provide biweekly progress status reports and schedule updates to the DOJ IT Project Manager and MVD Business Systems Architect.
	Planning Phase

	Design and Develop System Components

	Key Participants:
Contractor Technical Lead, Contractor Business Operations Manager
MVD Business Systems Architect, DOJ Application Services Manager or designee
	· Develop, document, and secure approval for the detail design and technical specifications for system components.
	Executing and Control Phases

	Programming and System Testing
	Key Participants:
Contractor Technical Lead
DOJ Application & Support Services Bureau Chiefs or designee, MVD Business Systems Architect or designee (for testing)

	· Program and secure approval for interfaces.
· Program and secure approval for reports.
· Develop, document, and secure approval for the Test Plan from DOJ IT Project Manager and MVD Business Systems Architect.
· Develop and execute system tests.
· Secure approval of completed tests from DOJ IT Project Manager and MVD Business Systems Architect.
	Executing and Control Phases

	User Acceptance Testing
	Key Participants:
Contractor Business Operations Manager, Contractor Technical Lead
DOJ Application Services Manager or designee, MVD Business Systems Architect or designee, State staff as needed to perform testing, Go-Live User Group Representative (will vary by phase)
	· Develop user acceptance test (UAT) plan and obtain approval of test plan from MVD Business Systems Architect, DOJ IT Project Manager, and DOJ Application Services Manager.
· Execute UAT and obtain approval of results from MVD Business Systems Architect, DOJ IT Project Manager, DOJ Application Services Manager, and other State leadership as determined necessary.
	Executing and Control Phases

	Training
	Key Participants:
Contractor Business Operations Manager, Contractor Technical Lead
DOJ Application Services Manager or designee, MVD Business Systems Architect or designee
	· Develop training plans and materials for training end users and affected MVD and DOJ IT staff.
· Obtain approval of plans and materials from MVD Business Systems Architect, DOJ IT Project Manager, and DOJ Application Services Manager.
· Execute user training and obtain approval of results from MVD Business Systems Architect, DOJ IT Project Manager, and DOJ Application Services Manager.
	Executing and Control Phases

	Implementation 
	Key Participants:
Contractor Project Manager, Contractor Installation Manager
MVD Business Systems Architect, DOJ Application Services Manager or designee,
DOJ IT Project Manager
	· Develop/update and secure final approval for the Implementation Plan and Schedule from MVD Business Systems Architect, DOJ IT Project Manager, and DOJ Application Services Manager.
· Execute go-live plan. The implementation plan must ensure that all equipment and system components can be installed and functional prior to the target go live date of the system. The Contractor must fully implement the system and all components at all facilities in the State of Montana.
	Executing and Control Phases

	Support and Knowledge Transition
	Key Participants:
Contractor Business Operations Manager, Contractor Technical Lead
MVD Business Systems Architect, DOJ Application Services Manager or designee, DOJ IT Project Manager
	Complete maintenance and customer support documentation.
	Executing and Control Phases

	Final Acceptance
	Key Participants:
Contractor Business Operations Manager, Contractor Technical Lead 

MVD Business Systems Architect, DOJ Application Services Manager, DOJ IT Project Manager
	· DOJ IT Project Manager obtains approvals from MVD Business Systems Architect and DOJ Application Services Manager for final acceptance of delivered product.
·  DOJ IT Project Manager will release retention funds upon completion of the post-implementation hold period, if applicable.
	Closeout Phase

	Implementation Completion
	Contractor Project Manager, Contractor Installation Manager 

DOJ IT Project Manager, DOJ Application Services Manager, DOJ Support Services Manager
	· Complete documentation of project closure, including updates to project budget, status reports, issue logs, and risk registers, and all other relevant project documentation.
· Complete transition of project to ongoing operations and maintenance status.
	Closeout Phase

	Ongoing Operations and Maintenance
	Contractor Project Manager, Contractor Business Operations Manager, Contractor Technical Lead 
MVD Business Systems Architect, DOJ IT Support Services Manager
	· Monitor ongoing operations and maintenance of system.
· Monitor periodic Key Performance Indicators for system, e.g., usage rates, data accuracy, server errors.
· Plan and execute change orders for enhancements as needed. 
	Closeout Phase



[bookmark: _Toc367883608][bookmark: _Toc393958855]3.6	PROJECT ASSUMPTIONS
Offeror and the State assume the following:
· DOJ will provide a Project Manager, MVD Business Architect, and DOJ Application Services Manager, or their designees, who will coordinate work with contractor staff. These individuals will be contractor’s daily point of contact to assist in providing department technology standards, monitor performance, and serve as the initial reviewers and approvers of the deliverables and documents produced by contractor.
· DOJ will provide a Project Manager who will be the point of contact for the contract, reviews, and approvals of project management deliverables, and final acceptance.
· Offeror may perform offsite work at any time.
· Any onsite work performed by the contractor will be conducted during Monday through Friday from 8:00 AM to 5:00 PM, local Mountain Time. DOJ contacts or designees will be available during those hours.  Exceptions will require prior approval from the DOJ IT Project Manager.
· Offeror will provide qualified staff with senior-level skills and experience applicable to the management and technical needs of the project work.
· Offeror will follow DOJ technology standards to the extent to which they apply, e.g., for any DL/ID card production or facial recognition system components that will exist within DOJ’s or the State’s environment (servers, communications equipment, customized programming, etc.), and for any interface or connection between these components and State systems and networks. This includes remote software and hardware maintenance tools, virus protection, and patch distribution.

[bookmark: _Toc367883609][bookmark: _Toc393958856]3.7	PROJECT RISKS
All changes to the DOJ’s production systems environment involve some risk of affecting the availability and performance of existing systems and networks. The following is the principal risk identified up to this point in the planning of this project. These and other risks identified throughout the course of the project will be monitored through a project Risk Management Plan.  

	Risk
	Impact
	Mitigation

	Ability of the Offeror to meet statewide system implementation and operations date of April 15, 2015.
	Existing Driver License and Identification Card System running on Windows XP. Extended Microsoft support for Windows XP expires April 15, 2015.
	Work with contractor to ensure system implementation by April 15, 2015.
Explore options to extend Windows XP support.



[bookmark: _Toc367883610][bookmark: _Toc393958857]3.8	SCOPE INCLUSIONS
The scope of this project for each phased delivery outlined herein includes, but is not limited to:
· Provide technical requirements documentation.
· Provide the detailed design, including interfaces.
· Program all application components, including process to receive data from the MVD driver licensing system.
· Prepare the training materials, train key State staff, and work with the State to deploy an effective training program for users.
· Test the application interface with the DL/ID card production and facial recognition system.
· Coordinate and facilitate the design acceptance and User/CTO Acceptance Testing (UAT) for the DL/ID card production and facial recognition system.
· Provide ongoing DL/ID card production and facial recognition system support and maintenance services through the life of the contract.

[bookmark: _Toc367883611][bookmark: _Toc393958858]3.9	SCOPE EXCLUSIONS
The State has determined that it is not in the State’s interest to acquire a DL/ID card production and facial recognition system solution that is wholly installed by and managed by the State, and instead requires the Offeror to propose a solution that is developed, deployed, and maintained by the Offeror. In addition, the following are not in scope:
· Offeror programming of the MVD driver licensing system to provide the data to the Offeror’s solution. 
· Business process documentation utilizing the new solution.
· Offeror is not responsible for the network jacks or State network infrastructure.

[bookmark: _Toc393958859]3.10	DOJ TECHNICAL ARCHITECTURE
The selected offeror must commit contractually to work within the described architecture not only now but with future planned upgrades. The Offeror is responsible for ensuring that the MVD has a working card production and facial recognition system for the life of this contract. It will be the Offeror’s responsibility to keep up-to-date with the identified commercial products used, or interfaced, by the Offeror.

· All desktops and laptops are Intel based using a variety of Microsoft Windows operating systems, such as Windows 7, Windows 8, and Windows 8.1 Professional 64 bit. Microsoft Internet Explorer version 8 -11 is the currently supported browser. Office 2007-2013 is the currently supported productivity suites.

· Applications must be compatible with the current Windows server and Desktop operating systems in use by DOJ. The contractor must support two most recent Microsoft Windows Server and Microsoft Desktop Operating Systems versions. The offeror must provide an upgrade path/decision to any new Microsoft OS release version within 6 months of Microsoft Release To Manufacturing. The offeror must support new Microsoft Windows Server, Microsoft Windows desktop operating system and browser releases after they have been released to manufacturing. In addition, Red Hat Linux versions AS6 and above, as well as IBM AIX 6.1 and 7.1 operating systems are in use.

· Offeror is expected to test their application with Microsoft security patches. Normal patches are required to be tested within one month of release, critical security patches are required to be tested within 48 hours of release, and OOB (out of band) patches are required to be tested within one week of release.

· If the application requires .NET, the .NET runtime required shall be at a level generally available from Microsoft.

· The DOJ operates an environment with shared web application servers running on VMware ESX 5.5.

· Supported Database Management Systems are Microsoft SQL Server 2008 R2 and 2012, Enterprise 64-bit editions or Oracle Real Application Cluster 11.1 and 11.2.  

· Supported web servers are the Microsoft IIS versions 7- 8, Apache Tomcat and JBoss. 

· DOJ supports shared database instances. If the application requires a dedicated database instance, then the cost associated with licensing needs to be considered during evaluation and cost of the RFP.

· Any proposed system must conform to the State of Montana Network configuration. The Department of Administration (DOA) operates the State Data Network, referred to as SummitNet.  

· Microsoft System Center Configuration Manager 2012 provides configuration control, patch and application deployment, and Antivirus Endpoint Protection. 

· Network and application load balancing is supported by Citrix NetScaler’s.

· Database high availability is supported by (1) windows clustering and (2) Oracle RAC.

· Firewall management is supplied by Cisco ASA 5585s.

· Virtual Private Network (VPN) service is supported by Cisco ASA 5515s.

· Virtual desktop services are provided Citrix through SITSD, or VMWare Horizon View Virtual Desktop Infrastructure.

· Storage Area Network (SAN) services are provided by Dell Compellent fiber tiered storage (8GB) and ISCSI (1GB) connections.

· Backup services are provided using Commvault, Simpana Enterprise Software.

· Java application containers utilize JBOSS application server platform.

· System integration is supported through the use of SOAP web services.

· Authentication and access control is via DOJ Active Directory.
[bookmark: _Toc379284370][bookmark: _Toc393958860][bookmark: _Toc367883620]SECTION 4: OFFEROR QUALIFICATIONS

All subsections of Section 4 not listed in the "Instructions to Offerors" on page 4 require a response.  Restate the subsection number and the text immediately prior to your written response.

[bookmark: _Toc379284371][bookmark: _Toc393958861]4.1	STATE’S RIGHT TO INVESTIGATE AND REJECT
The State may make such investigations as deemed necessary to determine the offeror's ability to provide the supplies and perform the services specified.  The State reserves the right to reject a proposal if the information submitted by, or investigation of, the offeror fails to satisfy the State’s determination that the offeror is properly qualified to perform the obligations of the contract.  This includes the State's ability to reject the proposal based on negative references.

[bookmark: _Toc379284372][bookmark: _Toc393958862]4.2	OFFEROR QUALIFICATIONS/INFORMAL REQUIREMENTS
To enable the State to determine the capabilities of an offeror to provide the supplies and perform the services specified in the RFP, the offeror shall respond to the following regarding its ability to meet the State's requirements.  THE RESPONSE, "(OFFEROR'S NAME) UNDERSTANDS AND WILL COMPLY," IS NOT APPROPRIATE FOR THIS SECTION.

NOTE:  Each item must be thoroughly addressed.  Offerors taking exception to any requirements listed in this section may be found nonresponsive.
4.2.1 References.  Offeror shall provide three (and no more than three) references that are currently using or have previously used supplies and services of the type proposed in this RFP.  The references may include state governments or jurisdictions for whom the offeror, preferably within the last three years, has successfully implemented card production and facial recognition services similar to those required by this RFP.  Offerors must use the form found at Appendix D to provide references. These references may be contacted to verify offeror's ability to perform the contract.  The State reserves the right to use any information or additional references deemed necessary to establish the ability of the offeror to perform the contract.  Negative references may be grounds for proposal disqualification.
4.2.2	Project Team and Experience.  Offeror shall provide documentation establishing the individual(s) or company submitting the proposal has the qualifications and experience to provide the supplies and services specified in this RFP, including, at a minimum a project team as defined in Section 17.1.  
4.2.3	Resumes.  A resume or summary of qualifications, work experience, education, and skills must be provided for all key personnel, including any subcontractors, who will be performing any aspects of the contract.  Include years of experience providing services similar to those required; education; and certifications where applicable.  Identify what role each person would fulfill in performing work identified in this RFP.
4.2.4	Offeror Financial Stability.  Offerors shall demonstrate their financial stability to implement the card production and facial recognition services specified by:  (1) providing financial statements, preferably audited, for the three consecutive years immediately preceding the issuance of this RFP; and (2) providing copies of any quarterly financial statements that have been prepared since the end of the period reported by its most recent annual report..

4.2.5	Oral Interview and Product Demonstration.  Offerors must be prepared to have the key personnel assigned to this project complete an oral interview and product demonstration in Helena, Montana.  The State reserves the right to: (1) have interviews and demonstrations from only the two highest scoring offerors; (2) have interviews and demonstrations from all offerors within 10% of the highest scoring offeror; or (3) have no interviews and demonstrations, at the State's discretion.
[bookmark: _Toc393958863]SECTION 5: COST PROPOSAL
All subsections of Section 5 not listed in the "Instructions to Offerors" on page 3 require a response.  Restate the subsection number and the text immediately prior to your written response.

[bookmark: _Toc393958864]5.1 PRICE SHEET

This section describes the requirements to be addressed by bidders in preparing the Cost Proposal (Appendix C: Price Sheet). Offeror’s cost proposal must be broken out as described in the sub-sections below. The proposal must provide for the total cost for full implementation and ongoing maintenance for the contract term. 

The MVD will select the DL/ID card production and facial recognition hardware and software solution that best meets the State’s business and technical requirements at the best value. Offerors must propose a fixed rate fee per card for each of the seven years in the initial term of the contract using the table below. Year one starts the day the card issuance and facial recognition system is deployed into production and begins producing DL/ID cards that meet the MVD’s business and technical requirements as detailed in this RFP. 
The following parameters apply to this fixed rate fee per card:
· Offerors should base their fixed rate fee per card proposals on the projected DL/ID card volume averages shown in the table below.
· The MVD will only pay the fixed rate fee on completed DL/ID cards that meet the MVD’s business, technical, and quality requirements. The contractor is responsible for the cost of cards that have to be reprinted because of an error due to the Contractor’s mistakes, material failures, or production issues.
· The fixed rate fee per card must include the cost of all equipment and software proposed in the Offeror’s card production and facial recognition solution, including all costs associated with the installation and implementation for production and test. The fixed rate fee must also include software licensing fees, provision of hosting and other services, and support and maintenance costs. The state will not pay any additional fees for portions of the solution that are proposed without a corresponding separate price.
· The fixed rate fee per card shall not include postage cost. The Offeror will be responsible for postmarking and mailing completed DL/ID cards, but will be reimbursed for actual postage costs by the MVD.
· The Offeror must agree to provide up to three (3) card design format changes per card type, for the initial term of the contract, must be allowed at no additional cost to MVD. Data interface changes should be free through the term of the contract. 
· The Offeror must describe how the MVD will be charged relative to equipment setup for office moves during the term of the contract (e.g., what will be rate charged, how many moves will be provided free during contract, how much will be charged per move after a set limit has been reached).
· MVD envisions that there will be future changes to the Card Production System beyond the scope of the initial project described in this RFP, e.g. to accommodate future state and/or federal laws, administrative codes, rules, guidelines, or standards related to the use and function of the system.  Offeror must propose a rate, either hourly, or per change, or both, whereby the State may engage Offeror to make any customizations needed following the implementation of this RFP.

Fixed Rate Fee per Card (Initial Contract Term)

	
	Year 1
	Year 2
	Year 3
	Year 4
	Year 5
	Year 6
	Year 7

	Card Volume
	185,000
	185,000
	185,000
	190,000
	190,000
	195,000
	195,000

	Basic DL/ID
	$____
	$____
	$____
	$____
	$____
	$____
	$____



Note: The projected basic card volumes shown in the chart above are for financial evaluation purposes only. The MVD makes no guarantees of either a maximum or minimum issuance number for any card type.

[bookmark: _Toc393958865]5.2 FEES FOR CONTRACT RENEWAL PERIOD(S)
As detailed in Section 1.2, the contract with the successful Offeror, upon mutual agreement, may be renewed in one year intervals, or any interval that is advantageous to the state. This contract, including any renewals, may not exceed a total of ten years. Offerors are required to provide a fixed rate fee per card for each year of the contract renewal period. 
Fixed Rate Fee per Card (Contract Renewal Periods)
	
	Year 8
	Year 9
	Year 10

	Card Volume
	195,000
	200,000
	200,000K

	Basic DL/ID
	$____
	$____
	$____



[bookmark: _Toc393958866]5.3 ADDITIONAL FEES
As detailed in Section 9.4, the successful Offeror must define the fees (if any) associated with Expedited processing and delivery. Provide the additional cost per card for any expedited card requests. Cost must include next day shipping service and fees for expedited processing.

 Fixed Rate Fee per Card (Expedited Processing)

	Fee per Expedited Request
	$____



[bookmark: _Toc393958867]5.4 Post-implementation customizations
Costs and fees associated with post-implementation customization costs, either per hour, per change, or both.

	Post Implementation Customization Fee(s) 
	$____



[bookmark: _Toc393958868]5.5 Costs for New Driver Exam Station or Move

	
	

	Costs per New Driver Exam Station
	$____

	Costs per Driver Exam Station Move
	$____



[bookmark: _Toc367883622]
[bookmark: _Toc393958869]SECTION 6: EVALUATION PROCESS

[bookmark: _Toc393958870]6.1 BASIS OF EVALUATION
The MVD evaluation committee will review and evaluate all offers deemed to be responsive according to the following criteria based on a highest possible score of 13,425 Evaluation points:
The Scope of Project; Company Profile and Experience; Resumes; and Oral Interview/Product Demonstration portions of the proposal will be evaluated based on the following Scoring Guide.

The References; Project Team; Staff Qualifications; Project Plan; and Financial Stability portions of the proposal will be evaluated on a pass/fail basis, any offeror receiving a "fail" may be eliminated from further consideration.

The Cost Proposal will be evaluated based on the formula set forth below.

Any response that fails to achieve a minimum score per the requirements of Section 2.4.5 will be eliminated from further consideration.  A "fail" for any individual evaluation criterion may result in proposal disqualification at the discretion of the procurement officer.

SCORING GUIDE

In awarding points to the evaluation criteria, the evaluator/evaluation committee will consider the following guidelines:

Superior Response (95-100%):  A superior response is an exceptional reply that completely and comprehensively meets all of the requirements of the RFP.  In addition, the response may cover areas not originally addressed within the RFP and/or include additional information and recommendations that would prove both valuable and beneficial to the agency. 

Good Response (75-94%):  A good response clearly meets all the requirements of the RFP and demonstrates in an unambiguous and concise manner a thorough knowledge and understanding of the project, with few deficiencies noted.  

Fair Response (60-74%):  A fair response minimally meets most requirements set forth in the RFP.  The offeror demonstrates some ability to comply with guidelines and requirements of the project, but knowledge of the subject matter is limited.

Failed Response (59% or less):  A failed response does not meet the requirements set forth in the RFP.  The offeror has not demonstrated sufficient knowledge of the subject matter.

[bookmark: _Toc393958871]6.2	EVALUATION CRITERIA

	
	Category
	Section of RFP
	Point Value

	
	
	

	
	1. References
	Pass/Fail

	1. 
	(3) Contractor Reference Forms
	4.2.1 & Appendix D
	Pass/Fail

	
	
	

	
	2. Project Team/Resumes/Financial Stability
	Pass/Fail

	2. 
	Project Team & Experience
	4.2.2 & Appendix E, 2.1 & 17.1
	Pass/Fail

	3. 
	Resumes
	4.2.3 & Appendix E, 2.2
	Pass/Fail

	4. 
	Financial Stability
	4.2.4
	Pass/Fail

	
	
	
	

	
	3. Functional Requirements
	43% of points for a possible 5800 points

	
	
	
	

	5. 
	Image Capture Workstation (ICW)
	Appendix E, 3.1-3.56
	1120

	6. 
	Mobile ICW
	Appendix E, 4.1-4.13
	260

	7. 
	Replacement ICW
	Appendix E, 5.1-5.2
	40

	8. 
	Image Retrieval
	Appendix E, 6.1-6.11
	220

	9. 
	Central Image Storage System (CISS)
	Appendix E, 7.1.1-7.1.32
	640

	10. 
	Image File Storage, Retrieval, and Printing Requirements
	Appendix E, 7.2.1-7.2.3
	60

	11. 
	Third Party Access Requirements
	Appendix E, 7.3.1-7.3.5
	100

	12. 
	FRS Engine Requirements
	Appendix E, 8.1.1-8.1.5
	100

	13. 
	FRS Specifications
	Appendix E, 8.2.1-8.2.13
	260

	14. 
	Investigator Support
	Appendix E, 8.3.1-8.3.12
	240

	15. 
	FRS Reports
	Appendix E, 8.4.1-8.4.4
	80

	16. 
	Central Issuance Facility General Requirements
	Appendix E, 9.1.1-9.1.9
	180

	17. 
	Facility Security
	Appendix E, 9.2.1-9.2.9
	180

	18. 
	Facility Personnel
	Appendix E, 9.3.1-9.3.4
	80

	19. 
	Card Processing and Delivery
	Appendix E, 9.4.1-9.4.25
	500

	20. 
	Card Design
	Appendix E, 10.1.1-10.1.11
	220

	21. 
	Temporary DL/ID Card
	Appendix E, 10.2.1-10.2.14
	280

	22. 
	Data Elements for Temporary DL/ID Card
	Appendix E, 10.3.1-10.3.2
	40

	23. 
	General Reports
	Appendix E, 11.1-11.9
	180

	24. 
	System Implementation
	Appendix E, 12.1-12.10
	200

	25. 
	Conversion & Migration
	Appendix E, 13.1.1-13.1.6
	120

	26. 
	System Acceptance Testing
	Appendix E, 13.2.1-13.2.3
	60

	27. 
	User Acceptance Testing
	Appendix E, 13.3.1-13.3.3
	60

	28. 
	Training
	Appendix E, 13.4.1-13.4.19
	380

	29. 
	Standards of Performance
	Appendix E, 13.5.1-13.5.2
	40

	30. 
	Liquidated Damages
	Appendix E, 13.6.1-13.6.7
	140

	31. 
	Brochure
	Appendix E,14.1
	20

	
	
	

	
	 4. Technical Requirements
	17% of points for a possible 2325 points

	
	
	
	

	32. 
	Access & Environment
	Appendix E, 15.1.1-15.1.23
	345

	33. 
	Architecture & Design
	Appendix E, 15.2.1-15.2.24
	360

	34. 
	General Business
	Appendix E, 15.3.1-15.3.3
	45

	35. 
	Interfaces
	Appendix E, 15.4.1-15.4.3
	45

	36. 
	Security
	Appendix E, 15.5.1-15.5.11
	165

	37. 
	System Components
	Appendix E, 15.6.1-15.6.5
	75

	38. 
	System Service Levels
	Appendix E, 15.7.1-15.7.14
	210

	39. 
	System Updates
	Appendix E, 15.8.1-15.8.7
	105

	40. 
	System Utilities
	Appendix E, 15.9.1-15.9.3
	45

	41. 
	General Requirements
	Appendix E, 16.1.1-16.1.5
	75

	42. 
	Warranty & Maintenance
	Appendix E, 16.2.1-16.2.10
	150

	43. 
	Warranty – Maintenance Agreement
	Appendix E, 16.3-16.3.2
	30

	44. 
	Warranty – Maintenance Agreement (General Provisions)
	Appendix E, 16.4.1-16.4.6
	90

	45. 
	Warranty – Maintenance Agreement (Response Time – Time Frames for Maintenance)
	Appendix E, 16.5.1-16.5.9
	135

	46. 
	Warranty – Maintenance Agreement (Preventive Maintenance)
	Appendix E, 16.6.1-16.6.4
	60

	47. 
	Warranty – Maintenance Agreement (Key Maintenance Personnel)
	Appendix E, 16.7.1-16.7.2
	30

	48. 
	Warranty – Maintenance Agreement (Points of Contact)
	Appendix E, 16.8.1-16.8.12
	180

	49. 
	Warranty – Maintenance Agreement (Equipment Replacement)
	Appendix E, 16.9.1-16.9.3
	45

	50. 
	Warranty – Maintenance Agreement (Software Upgrades)
	Appendix E, 16.10.1-16.10.5
	75

	51. 
	Warranty – Maintenance Agreement (Obsolescence)
	Appendix E, 16.11.1-16.11.4
	60

	
	
	

	
	9. Project Management
	 8% of points for a possible 1000 points 

	
	
	
	

	52. 
	Project Team
	Appendix E, 17.1.1-17.1.6
	300

	53. 
	Project Work Plan
	Appendix E, 17.2.1
	500

	54. 
	Communication
	[bookmark: _GoBack]Appendix E, 17.3.1, 17.3.2
	100

	55. 
	Contract Management
	Appendix E, 17.4.1-17.4.2
	100

	
	
	
	

	
	10. Cost Proposal
	22% of points for a possible 3000 points

	
	
	
	

	56. 
	Implementation & Per Card Costs
	5.1 & Appendix C
	1500

	57. 
	Renewal Options
	5.2 & Appendix C
	500

	58. 
	Additional Fees
	5.3 & Appendix C
	500

	59. 
	Post Implementation Customization
	5.4 & Appendix C
	250

	60. 
	Costs for New Exam Station or Move
	5.5 & Appendix C
	250



Lowest overall cost receives the maximum allotted points.  All other proposals receive a percentage of the points available based on their cost relationship to the lowest.  Example:  Total possible points for cost are 250.  Offeror A's cost is $20,000.  Offeror B's cost is $30,000.  Offeror A would receive 250 points.  Offeror B would receive 167.5 points (($20,000/$30,000) = 67% x 250 points = 167.5).

Lowest Responsive Offer Total Cost	x	Number of available points = Award Points
	This Offeror's Total Cost
	
	
	
	

	
	11. Demonstration
	10% of points for a possible 1300 points

	
	
	
	

	61. 
	General Requirements
	4.2.5, Appendix F
	500

	62. 
	Card Production System
	4.2.5, Appendix F
	600

	63. 
	Facial Recognition
	4.2.5, Appendix F
	200



[bookmark: _Toc367883625][bookmark: _Toc393958872]APPENDIX A:  STANDARD TERMS AND CONDITIONS
By submitting a response to this invitation for bid, request for proposal, limited solicitation, or acceptance of a contract, Offeror agrees to acceptance of the following Standard Terms and Conditions and any other provisions that are specific to this solicitation or contract. 

ACCEPTANCE/REJECTION OF BIDS, PROPOSALS, OR LIMITED SOLICITATION RESPONSES: The State reserves the right to accept or reject any or all bids, proposals, or limited solicitation responses, wholly or in part, and to make awards in any manner deemed in the best interest of the State. Bids, proposals, and limited solicitation responses will be firm for 30 days, unless stated otherwise in the text of the invitation for bid, request for proposal, or limited solicitation.

ALTERATION OF SOLICITATION DOCUMENT: In the event of inconsistencies or contradictions between language contained in the State’s solicitation document and Offeror’s response, the language contained in the State’s original solicitation document will prevail. Intentional manipulation and/or alteration of solicitation document language will result in Offeror’s disqualification and possible debarment.

DEBARMENT: The contractor certifies, by submitting this bid or proposal, that neither it nor its principals are presently debarred, suspended, proposed for debarment, declared ineligible, or voluntarily excluded from participation in this transaction (contract) by any governmental department or agency. If the contractor cannot certify this statement, attach a written explanation for review by the State.

FAILURE TO HONOR BID / PROPOSAL: If a bidder/Offeror to whomever a contract is awarded refuses to accept the award (PO/contract) or fails to deliver in accordance with the contract terms and conditions, the State may, in its discretion, suspend the bidder/Offeror for a period of time from entering into any contracts with the State of Montana.

RECIPROCAL PREFERENCE: The State of Montana applies a reciprocal preference against a contractor submitting a bid from a state or country that grants a residency preference to its resident businesses. A reciprocal preference is only applied to an invitation for bid for supplies or an invitation for bid for nonconstruction services for public works as defined in section 18-2-401(9), MCA, and then only if federal funds are not involved. For a list of states that grant resident preference, see http://gsd.mt.gov/ProcurementServices/preferences.mcpx.

SHIPPING: Supplies shall be shipped prepaid, F.O.B. Destination, unless the contract specifies otherwise.

SOLICITATION DOCUMENT EXAMINATION: Offerors shall promptly notify the State of any ambiguity, inconsistency, or error which they may discover upon examination of a solicitation document.
[bookmark: _Toc367883626][bookmark: _Toc393958873]APPENDIX B: CONTRACT

CARD PRODUCTION AND FACIAL RECOGNITION SYSTEM
JUS15-2953R

THIS CONTRACT is entered into by and between the State of Montana Department of Justice, (State), whose address and phone number are Scott Hart Building, 302 N  Roberts, Helena MT 59620, (406) 444-2424, and (insert name of contractor), (Contractor), whose address and phone number are (insert address) and (insert phone number).

1.	Effective Date, Duration, and Renewal

1.1 Contract Term.  The contract’s initial term is (insert term) through (insert term), unless terminated earlier as provided in this contract.  In no event is this contract binding on the State unless the State’s authorized representative has signed it.  The legal counsel signature approving legal content of the contract and the procurement officer signature approving the form of the contract do not constitute an authorized signature.

1.2 Contract Renewal.   The State may renew this contract under its then-existing terms and conditions (subject to potential cost adjustments described below in section 2) in one-year intervals, or any interval that is advantageous to the State.  This contract, including any renewals, may not exceed a total of ten years.  

2.	Cost Adjustments

After the contract’s initial term and if the State agrees to a renewal, the parties may agree upon a cost increase.  The State is not obligated to agree upon a renewal or a cost increase.  Any cost increases must be based on demonstrated industry-wide or regional increases in Contractor's costs.  Publications such as the Federal Bureau of Labor Statistics and the Consumer Price Index (CPI) for all Urban Consumers may be used to determine the increased value.  

3.	Services and Supplies

Contractor shall provide the State customer flow management system and related services as more fully described in the Contractor’s response to RFP15-2953R and the attached Statement of Work.

4.	WARRANTIES

4.1 Warranty for Services.  The contractor warrants that it performs all services using reasonable care and skill and according to its current description (including any completion criteria) contained in this contract.  State agrees to provide timely written notice of any failure to comply with this warranty so that the contractor can take corrective action.

4.2 Warranty for Software.  For a period of ninety (90) days from the date of receipt of software, the contractor warrants that:  (i) the unmodified software will provide the features and functions, and will otherwise conform to all published documentation including on the contractor's website; and (ii) the media upon which the software is furnished will be free from defects in materials and workmanship under normal use and service.

4.3 Warranty for Hardware.  The contractor warrants that hardware provided is free from defects in materials and workmanship and conforms to the specifications. The warranty period for provided hardware is a fixed period commencing on the date specified in a statement of work or applicable contract. If the hardware does not function as warranted during the warranty period and the contractor is unable to either:  i) make it do so; or ii) replace it with one that is at least functionally equivalent, State may return it to the contractor for a full refund.

The parties agree that the warranties set forth above do not require uninterrupted or error-free operation of hardware or services unless otherwise stated in the specifications.

These warranties are the state’s exclusive warranties and replace all other warranties or conditions, express or implied, including, but not limited to, the implied warranties or conditions of merchantability and fitness for a particular purpose.

5.	Consideration/Payment

5.1 Payment Schedule.  In consideration of the customer flow management system and related services to be provided, the State shall pay Contractor according to the following schedule:  (insert pay schedule from RFP response).

5.2 Withholding of Payment.  The State may withhold disputed payments to Contractor under the subject statement of work (or where no statement of work exists, the applicable contract).  The withholding may not be greater than, in the aggregate, fifteen percent (15%) of the total value of the subject statement of work or applicable contract.  With respect to payments subject to milestone acceptance criteria, the State may withhold payment only for such specific milestone if and until the subject milestone criteria are met.  Contractor is not relieved of its performance obligation if such payment(s) is withheld.

5.3 Payment Terms.  Unless otherwise noted in the solicitation document, the State has 30 days to pay invoices, as allowed by 17-8-242, MCA.  Contractor shall provide banking information at the time of contract execution in order to facilitate the State’s electronic funds transfer payments.

5.4 Reference to Contract.  The contract number MUST appear on all invoices, packing lists, packages, and correspondence pertaining to the contract.  If the number is not provided, the State is not obligated to pay the invoice.  In consideration for the equipment, system components, supplies and services to be provided, the State shall pay Contractor one time amounts and fees over time in the manner set forth in the payment schedule in Section 14.

6.	Access and Retention Of Records

6.1 Access to Records.  Contractor shall provide the State, Legislative Auditor, or their authorized agents access to any records necessary to determine contract compliance. The State may terminate this contract under section 23, without incurring liability, for the Contractor’s refusal to allow access as required by this section.  (18-1-118, MCA.)

	6.2 Retention Period.   Contractor shall create and retain all records supporting the customer flow management system and related services for a period of eight years after either the completion date of this contract or termination of the contract.

7.	Assignment, Transfer, and Subcontracting

Contractor may not assign, transfer, or subcontract any portion of this contract without the State's prior written consent.  (18-4-141, MCA.)  Contractor is responsible to the State for the acts and omissions of all subcontractors or agents and of persons directly or indirectly employed by such subcontractors, and for the acts and omissions of persons employed directly by Contractor.  No contractual relationships exist between any subcontractor and the State under this contract.

8.	HOLD HARMLESS/INDEMNIFICATION

Contractor agrees to protect, defend, and save the State, its elected and appointed officials, agents, and employees, while acting within the scope of their duties as such, harmless from and against all claims, demands, causes of action of any kind or character, including the cost of defense thereof, arising in favor of Contractor's employees or third parties on account of bodily or personal injuries, death, or damage to property arising out of services performed or omissions of services or in any way resulting from the acts or omissions of Contractor and/or its agents, employees, representatives, assigns, subcontractors, except the sole negligence of the State, under this contract.

9.	Limitation Of Liability

Contractor's liability for contract damages is limited to direct damages and further to no more than twice the contract amount.  Contractor shall not be liable for special, incidental, consequential, punitive, or indirect damages.  Damages caused by injury to persons or tangible property, or related to intellectual property indemnification, are not subject to a cap on the amount of damages.

10.	Required Insurance

10.1	General Requirements.  Contractor shall maintain for the duration of this contract, at its cost and expense, insurance against claims for injuries to persons or damages to property, including contractual liability, which may arise from or in connection with the performance of the work by Contractor, agents, employees, representatives, assigns, or subcontractors.  This insurance shall cover such claims as may be caused by any negligent act or omission.  

10.2	Primary Insurance.  Contractor's insurance coverage shall be primary insurance with respect to the State, its officers, officials, employees, and volunteers and shall apply separately to each project or location.  Any insurance or self-insurance maintained by the State, its officers, officials, employees, or volunteers shall be excess of Contractor's insurance and shall not contribute with it.

10.3	Specific Requirements for Commercial General Liability.  Contractor shall purchase and maintain occurrence coverage with combined single limits for bodily injury, personal injury, and property damage of $1,000,000 per occurrence and $2,000,000 aggregate per year to cover such claims as may be caused by any act, omission, or negligence of Contractor or its officers, agents, representatives, assigns, or subcontractors.  

The State, its officers, officials, employees, and volunteers are to be covered and listed as additional insureds for liability arising out of activities performed by or on behalf of Contractor, including the insured's general supervision of Contractor, products, and completed operations, and the premises owned, leased, occupied, or used.

10.4	Deductibles and Self-Insured Retentions.  Any deductible or self-insured retention must be declared to and approved by the State.  At the request of the State either:  (1) the insurer shall reduce or eliminate such deductibles or self-insured retentions as respects the State, its officers, officials, employees, or volunteers; or (2) at the expense of Contractor, Contractor shall procure a bond guaranteeing payment of losses and related investigations, claims administration, and defense expenses.

10.5	Certificate of Insurance/Endorsements.  A certificate of insurance from an insurer with a Best's rating of no less than A- indicating compliance with the required coverages has been received by the State Procurement Bureau, P.O.  Box 200135, Helena, MT 59620-0135.  Contractor must notify the State immediately of any material change in insurance coverage, such as changes in limits, coverages, change in status of policy, etc.  The State reserves the right to require complete copies of insurance policies at all times.

11.	Compliance With Workers' Compensation Act

Contractors are required to comply with the provisions of the Montana Workers' Compensation Act while performing work for the State of Montana in accordance with sections 39-71-401, 39-71-405, and 39-71-417, MCA. Proof of compliance must be in the form of workers' compensation insurance, an independent contractor's exemption, or documentation of corporate officer status. Neither the contractor nor its employees are employees of the State. This insurance/exemption must be valid for the entire term of the contract. A renewal document must be sent to the State Procurement Bureau, P.O. Box 200135, Helena, MT 59620-0135, upon expiration.

Contractor shall comply with the provisions of the Montana Workers' Compensation Act while performing work for the State of Montana in accordance with 39-71-401, 39-71-405, and 39-71-417, MCA.  Proof of compliance must be in the form of workers' compensation insurance, an independent contractor's exemption, or documentation of corporate officer status.  Neither Contractor nor its employees are State employees.  This insurance/exemption must be valid for the entire contract term and any renewal.  Upon expiration, a renewal document must be sent to the State Procurement Bureau, P.O.  Box 200135, Helena, MT 59620-0135.

12.	COMPLIANCE WITH LAWS

Contractor shall, in performance of work under this contract, fully comply with all applicable federal, state, or local laws, rules, and regulations, including but not limited to, the Montana Human Rights Act, the Civil Rights Act of 1964, the Age Discrimination Act of 1975, the Americans with Disabilities Act of 1990, and Section 504 of the Rehabilitation Act of 1973.  Any subletting or subcontracting by Contractor subjects subcontractors to the same provision.  In accordance with 49-3-207, MCA, Contractor agrees that the hiring of persons to perform this contract will be made on the basis of merit and qualifications and there will be no discrimination based upon race, color, religion, creed, political ideas, sex, age, marital status, physical or mental disability, or national origin by the persons performing this contract.

13.	DISABILITY ACCOMMODATIONS

The State does not discriminate on the basis of disability in admission to, access to, or operations of its programs, services, or activities.  Individuals who need aids, alternative document formats, or services for effective communications or other disability related accommodations in the programs and services offered are invited to make their needs and preferences known to this office.  Interested parties should provide as much advance notice as possible.

14.	TECHNOLOGY ACCESS FOR BLIND OR VISUALLY IMPAIRED

Contractor acknowledges that no state funds may be expended for the purchase of information technology equipment and software for use by employees, program participants, or members of the public unless it provides blind or visually impaired individuals with access, including interactive use of the equipment and services, that is equivalent to that provided to individuals who are not blind or visually impaired.  (18-5-603, MCA.) Contact the State Procurement Bureau at (406) 444-2575 for more information concerning nonvisual access standards.

15.	REGISTRATION WITH THE SECRETARY OF STATE

Any business intending to transact business in Montana must register with the Secretary of State.  Businesses that are incorporated in another state or country, but which are conducting activity in Montana, must determine whether they are transacting business in Montana in accordance with 35-1-1026 and 35-8-1001, MCA.  Such businesses may want to obtain the guidance of their attorney or accountant to determine whether their activity is considered transacting business.

If businesses determine that they are transacting business in Montana, they must register with the Secretary of State and obtain a certificate of authority to demonstrate that they are in good standing in Montana.  To obtain registration materials, call the Office of the Secretary of State at (406) 444-3665, or visit their website at http://sos.mt.gov.

16.	INTELLECTUAL PROPERTY/OWNERSHIP

16.1	Mutual Use.  Contractor shall make available to the State, on a royalty-free, non-exclusive basis, all patent and other legal rights in or to inventions first conceived and reduced to practice, or created in whole or in part under this contract, if such availability is necessary for the State to receive the benefits of this contract.  Unless otherwise specified in a statement of work, both parties shall have a royalty-free, nonexclusive, and irrevocable right to reproduce, publish, or otherwise use copyrightable property created under this contract.  This mutual right includes (i) all deliverables and other materials, products, modifications that Contractor has developed or prepared for the State under this contract; (ii) any program code, or site- related program code that Contractor has created, developed, or prepared under or primarily in support of the performance of its specific obligations under this contract; and (iii) manuals, training materials, and documentation.  All information described in (i), (ii), and (iii) is collectively called the "Work Product".

16.2	Title and Ownership Rights.  The State retains title to and all ownership rights in all data and content, including but not limited to multimedia or images (graphics, audio, and video), text, and the like provided by the State (the "Content"), but grants Contractor the right to access and use Content for the purpose of complying with its obligations under this contract and any applicable statement of work.  

16.3	Ownership of Work Product.  Contractor shall execute any documents or take any other actions as may reasonably be necessary, or as the State may reasonably request, to perfect the State's ownership of any Work Product.

16.4	Copy of Work Product.  Contractor shall, at no cost to the State, deliver to the State, upon the State's request during the term of this contract or at its expiration or termination, a current copy of all Work Product in the form and on the media in use as of the date of the State's request, or such expiration or termination.

16.5	Ownership of Contractor Pre-Existing Materials.  Contractor retains ownership of all literary or other works of authorship (such as software programs and code, documentation, reports, and similar works), information, data, intellectual property, techniques, subroutines, algorithms, methods or related rights and derivatives  that Contractor owns at the time this contract is executed or otherwise developed or acquired independent of this contract and employed by Contractor in connection with the services provided to the State (the "Contractor Pre-existing Materials").  Contractor Pre-existing Materials are not Work Product.  Contractor shall provide full disclosure of any Contractor Pre-Existing Materials to the State before its use and to prove its ownership.  If, however,  Contractor fails to disclose to the State such Contractor Pre-Existing Materials, Contractor shall grant the State a nonexclusive, worldwide, paid-up license to use any Contractor Pre-Existing Materials embedded in the Work Product to the extent such Contractor Pre-Existing Materials are necessary for the State to receive the intended benefit under this contract.  Such license shall remain in effect for so long as such Pre-Existing Materials remain embedded in the Work Product.  Except as otherwise provided for in Section 16.3 or as may be expressly agreed in any statement of work, Contractor shall retain title to and ownership of any hardware it provides under this contract.

17.	PATENT AND COPYRIGHT PROTECTION

17.1	Third-Party Claim.  If a third party makes a claim against the State that the products furnished under this contract infringe upon or violate any patent or copyright, the State shall promptly notify Contractor.  Contractor shall defend such claim in the State's name or its own name, as appropriate, but at Contractor's expense.  Contractor shall indemnify the State against all costs, damages, attorney fees, and all other costs and expenses of litigation that accrue as a result of such claim.  If the State reasonably concludes that its interests are not being properly protected, or if principles of governmental or public law are involved, it may enter any action.  

17.2	Product Subject of Claim.  If any product furnished is likely to or does become the subject of a claim of infringement of a patent or copyright, then Contractor may, at its option, procure for the State the right to continue using the alleged infringing product, or modify the product so that it becomes non-infringing.  If none of the above options can be accomplished, or if the use of such product by the State shall be prevented by injunction, the State will determine whether the contract has been breached.

18.	CONTRACT PERFORMANCE ASSURANCE

18.1	Payments.  Payments to the Contractor will be based on a fee per card basis for cards actually issued to an applicant. The State will not pay for cards rejected due to material or printing process defects, or for cards used for system testing.

18.2	Federal IRS Withholding.  With the implementation of U.S. Congress Bill H.R. 4297, beginning January 1, 2012, all payments of $10,000 or more made by governmental entities will be subject to a 3% withholding tax reported and remitted to the IRS.

18.3	Contract Performance Security – All Forms Accepted.  The Contractor must provide contract performance security based upon 25% of the contract total, or $500,000, whichever is the greater amount.

Contractor shall provide the contract performance security in one of the following forms, within 10 working days from the Request for Documents Notice.  ONLY THE FOLLOWING TYPES OF SECURITY ARE ACCEPTABLE AND MUST BE IN ORIGINAL FORM.  FACSIMILE, ELECTRONIC, OR PHOTOCOPIES ARE NOT ACCEPTABLE.  Personal or business checks are not acceptable.

· A sufficient bond from a surety company licensed in Montana with a Best's rating of no less than A- and supplied on the State of Montana's designated form entitled "Contract Performance Bond," found at http://svc.mt.gov/gsd/OneStop/GSDDocuments.aspx; or
· Lawful money of the United States; or
· An irrevocable letter of credit from a single financial institution and supplied on the State of Montana's designated form entitled "Irrevocable Letter of Credit," found at http://svc.mt.gov/gsd/OneStop/GSDDocuments.aspx; or
· A cashier's check, certified check, bank money order, bank draft, certificate of deposit, or money market certificate drawn or issued by a federally or state-chartered bank or savings and loan association that is insured by, or for which insurance is administered by the FDIC, or that is drawn and issued by a credit union insured by the National Credit Union Share Insurance Fund.  Certificates of deposit or money market certificates will not be accepted as security for bid, proposal, or contract security unless the certificates are assigned only to the State.  All interest income from these certificates must accrue only to Contractor and not the State.  

See Title 18, chapter 4, part 3, MCA; Title 30, chapter 5, MCA; and ARM 2.5.502.

This contract performance security must remain in effect for the entire term of this contract, including all contract renewals.  

The contract performance security in the form of a (insert form) has been provided to the following address:  State Procurement Bureau, P.O.  Box 200135, Helena, MT 59620-0135.



19.	CONTRACT OVERSIGHT

19.1	CIO Oversight.  The Chief Information Officer (CIO) for the State of Montana, or designee, may perform contract oversight activities.  Such activities may include the identification, analysis, resolution, and prevention of deficiencies that may occur within the performance of contract obligations.  The CIO may require the issuance of a right to assurance or may issue a stop work order.

19.2	Right to Assurance.  If the State, in good faith, has reason to believe that Contractor does not intend to, is unable to, or has refused to perform or continue performing all material obligations under this contract, the State may demand in writing that Contractor give a written assurance of intent to perform.  Contractor’s failure to provide written assurance within the number of days specified in the demand (in no event less than five business days may, at the State's option, be the basis for terminating this contract and pursuing the rights and remedies available under this contract or law.

19.3	Stop Work Order.  The State may, at any time, by written order to Contractor require Contractor to stop any or all parts of the work required by this contract for the period of days indicated by the State after the order is delivered to Contractor.  The order must be specifically identified as a stop work order issued under this clause.  Upon receipt of the order, Contractor shall immediately comply with its terms and take all reasonable steps to minimize the incurrence of costs allocable to the work covered by the order during the period of work stoppage.  If a stop work order issued under this clause is canceled or the period of the order or any extension expires, Contractor shall resume work.  The State Project Manager shall make the necessary adjustment in the delivery schedule or contract price, or both, and this contract shall be amended in writing accordingly.  

20.	CONTRACT TERMINATION

20.1	Termination for Cause.  The State may, by written notice to Contractor, immediately terminate this contract in whole or in part for Contractor’s failure to materially perform any of the services, duties, terms or conditions contained in this contract.  

20.2	Termination for Convenience.  The State may, by written notice to Contractor, terminate this contract without cause and without incurring liability to Contractor.  The State shall give notice of termination to Contractor at least 30 business days before the effective date of termination.  The State shall pay Contractor only that amount, or prorated portion thereof, owed to Contractor up to the date the State's termination takes effect.  This is Contractor's sole remedy.  The State shall not be liable to Contractor for any other payments or damages arising from termination under this section, including but not limited to general, special, or consequential damages such as lost profits or revenues.

20.3	Termination for Cause with Notice to Cure Requirement.  Contractor may terminate this contract for the State’s failure to perform any of its duties under this contract after giving the State written notice of the failure.  The written notice must demand performance of the stated failure within a specified period of time of not less than 30 business days.  If the demanded performance is not completed within the specified period, the termination is effective at the end of the specified period.

20.4	Reduction of Funding.  The State must by law terminate this contract if funds are not appropriated or otherwise made available to support the State's continuation of performance of this contract in a subsequent fiscal period.  (18-4-313(4), MCA.)  If state or federal government funds are not appropriated or otherwise made available through the state budgeting process to support continued performance of this contract (whether at an initial contract payment level or any contract increases to that initial level) in subsequent fiscal periods, the State shall terminate this contract as required by law.  The State shall provide Contractor the date the State's termination shall take effect.  The State shall not be liable to Contractor for any payment that would have been payable had the contract not been terminated under this provision.  As stated above, the State shall be liable to Contractor only for the payment, or prorated portion of that payment, owed to Contractor up to the date the State's termination takes effect.  This is Contractor's sole remedy.  The State shall not be liable to Contractor for any other payments or damages arising from termination under this section, including but not limited to general, special, or consequential damages such as lost profits or revenues.

20.5	Noncompliance with Department of Administration Requirements.  The Department of Administration, under the provisions of 2-17-514, MCA, retains the right to cancel or modify any contract, project, or activity that is not in compliance with the Department's Plan for Information Technology, the State Strategic Plan for Information Technology, or any Statewide IT policy or standard in effect as of the date of contract execution.   In the event of such termination, the State will pay for products and services delivered to date and any applicable termination fee specified in the statement of work or work order.  Any modifications to this contract must be mutually agreed to by the parties.

21.	EVENT OF BREACH – REMEDIES

21.1	Event of Breach by Contractor.  Any one or more of the following Contractor acts or omissions constitute an event of material breach under this contract:
●	Products or services furnished fail to conform to any requirement; 
●	Failure to submit any report required by this contract; 
●	Failure to perform any of the other terms and conditions of this contract, including but not limited to beginning work under this contract without prior State approval or breaching Section 26.1 obligations; or
●    Voluntary or involuntary bankruptcy or receivership.

21.2	Event of Breach by State.  The State’s failure to perform any material terms or conditions of this contract constitutes an event of breach.

21.3	Actions in Event of Breach.  

Upon Contractor’s material breach, the State may:
●   Terminate this contract under section 23; or
●   Treat this contract as materially breached and pursue any of its remedies under this contract, at law, or in equity.

Upon the State’s material breach, Contractor may:
· Terminate this contract after giving the State written notice of the stated failure.  The written notice must demand performance of the stated failure within a specified period of time of not less than 30 business days.  If the demanded performance is not completed within the specified period, the termination is effective at the end of the specified period; or
· Treat this contract as materially breached and, except as the remedy is limited in this contract, pursue any of its remedies under this contract, at law, or in equity.

22.	FORCE MAJEURE

Neither party is responsible for failure to fulfill its obligations due to causes beyond its reasonable control, including without limitation, acts or omissions of government or military authority, acts of God, materials shortages, transportation delays, fires, floods, labor disturbances, riots, wars, terrorist acts, or any other causes, directly or indirectly beyond the reasonable control of the nonperforming party, so long as such party uses its best efforts to remedy such failure or delays.  A party affected by a force majeure condition shall provide written notice to the other party within a reasonable time of the onset of the condition.  In no event, however, shall the notice be provided later than five working days after the onset.  If the notice is not provided within the five day period, then a party may not claim a force majeure event.  A force majeure condition suspends a party’s obligations under this contract, unless the parties mutually agree that the obligation is excused because of the condition.  

23.	WAIVER OF BREACH

Either party’s failure to enforce any contract provisions after any event of breach is not a waiver of its right to enforce the provisions and exercise appropriate remedies if the breach occurs again.  Neither party may assert the defense of waiver in these situations.    

24.	 CONFORMANCE WITH CONTRACT

No alteration of the terms, conditions, delivery, price, quality, quantities, or specifications of the contract shall be granted without the State Procurement Bureau’s prior written consent.  Product or services provided that do not conform to the contract terms, conditions, and specifications may be rejected and returned at Contractor’s expense.

25.  	LIAISONS AND SERVICE OF NOTICES

25.1	Contract Manager.  The State Contract Manager identified below is the State's single point of contact and shall perform all contract management under 2-17-512, MCA, on the State’s behalf.  Written notices, requests, complaints, or any other issues regarding this contract should be directed to the State Contract Manager.

Mike Cochrane is the State's Contract Manager.
Department of Justice
Scott Hart Building
302 N. Roberts, Rm. 466
Helena, MT, 59620
Office:  406-444-5603
Fax: 406-444-1264
E-mail: mcochrane@mt.gov  

	 is Contractor's Contract Manager.
(Address):
(City, State, ZIP):
Telephone: 
Cell Phone: 
Fax:
E-mail: 

25.2	Notifications.  The State's liaison and Contractor's liaison may be changed by written notice to the other party.  Written notices, requests, or complaints must first be directed to the liaison.  Notice may be provided by personal service, mail, or facsimile.  If notice is provided by personal service or facsimile, the notice is effective upon receipt; if notice is provided by mail, the notice is effective within three business days of mailing.  A signed and dated acknowledgement of the notice is required of both parties. 

25.3	Identification/Substitution of Personnel.  The personnel identified or described in Contractor's proposal shall perform the services provided for the State under this contract.  Contractor agrees that any personnel substituted during the term of this contract must be able to conduct the required work to industry standards and be equally or better qualified than the personnel originally assigned.  The State reserves the right to approve Contractor personnel assigned to work under this contract and any changes or substitutions to such personnel.  The State's approval of a substitution will not be unreasonably withheld.  This approval or disapproval shall not relieve Contractor to perform and be responsible for its obligations under this contract.  The State reserves the right to require Contractor personnel replacement.  If Contractor personnel become unavailable, Contractor shall provide an equally qualified replacement in time to avoid delays to the work plan.

26.	MEETINGS

26.1	Technical or Contractual Problems.  Contractor shall meet with the State's personnel, or designated representatives, to resolve technical or contractual problems occurring during the contract term or to discuss the progress made by Contractor and the State in the performance of their respective obligations, at no additional cost to the State.  The State may request the meetings as problems arise and will be coordinated by the State.  The State shall provide Contractor a minimum of three full working days’ notice of meeting date, time, and location.  Face-to-face meetings are desired; however, at Contractor's option and expense, a conference call meeting may be substituted.  Contractor’s consistent failure to participate in problem resolution meetings, Contractor missing or rescheduling two consecutive meetings, or Contractor’s failure to make a good faith effort to resolve problems may result in termination of the contract.
	
26.2	Progress Meetings.  During the term of this contract, the State's Project Manager shall plan and schedule progress meetings with Contractor to discuss Contractor’s and the State’s progress in the performance of their respective obligations.  These progress meetings will include the State Project Manager, the Contractor Project Manager, and any other additional personnel involved in the performance of this contract as required.  At each meeting, Contractor shall provide the State with a written status report that identifies any problem or circumstance encountered by Contractor, or of which Contractor gained knowledge during the period since the last such status report, which may prevent Contractor from completing any of its obligations or may generate charges in excess of those previously agreed to by the parties.  This may include the failure or inadequacy of the State to perform its obligation under this contract.  Contractor shall identify the amount of excess charges, if any, and the cause of any identified problem or circumstance and the steps taken to remedy the same.

26.3	Failure to Notify.  If Contractor fails to specify in writing any problem or circumstance that materially affects the costs of its delivery of services or products, including a material breach by the State, about which Contractor knew or reasonably should have known with respect to the period during the term covered by Contractor's status report, Contractor shall not be entitled to rely upon such problem or circumstance as a purported justification for an increase in the price for the agreed upon scope. 

26.4	State's Failure or Delay.  For a problem or circumstance identified in Contractor's status report in which Contractor claims was the result of the State's failure or delay in discharging any State obligation, the State shall review same and determine if such problem or circumstance was in fact the result of such failure or delay.  If the State agrees as to the cause of such problem or circumstance, then the parties shall extend any deadlines or due dates affected thereby, and provide for any additional charges by Contractor. This is Contractor’s sole remedy.  If the State does not agree as to the cause of such problem or circumstance, the parties shall each attempt to resolve the problem or circumstance in a manner satisfactory to both parties.

27.	TRANSITION ASSISTANCE

If this contract is not renewed at the end of this term, if the contract is otherwise terminated before project completion, or if particular work on a project is terminated for any reason, Contractor shall provide transition assistance for a reasonable, mutually agreed period of time after the expiration or termination of this contract or particular work under this contract.  The purpose of this assistance is to allow for the expired or terminated portion of the services to continue without interruption or adverse effect, and to facilitate the orderly transfer of such services to the State or its designees.  The parties agree that such transition assistance is governed by the terms and conditions of this contract, except for those terms or conditions that do not reasonably apply to such transition assistance.  The State shall pay Contractor for any resources utilized in performing such transition assistance at the most current contract rates.  If the State terminates a project or this contract for cause, then the State may offset the cost of paying Contractor for the additional resources Contractor utilized in providing transition assistance with any damages the State may have sustained as a result of Contractor’s breach.

28.	CHOICE OF LAW AND VENUE

Montana law governs this contract.  The parties agree that any litigation concerning this bid, proposal, or this contract must be brought in the First Judicial District in and for the County of Lewis and Clark, State of Montana, and each party shall pay its own costs and attorney fees.  (18-1-401, MCA.)

29.	TAX EXEMPTION  

The State of Montana is exempt from Federal Excise Taxes (#81-0302402).

30.	AUTHORITY

This contract is issued under authority of Title 18, Montana Code Annotated, and the Administrative Rules of Montana, Title 2, chapter 5.

31.  	SEVERABILITY CLAUSE

A declaration by any court or any other binding legal source that any provision of the contract is illegal and void shall not affect the legality and enforceability of any other provision of the contract, unless the provisions are mutually and materially dependent.

32.  	SCOPE, ENTIRE AGREEMENT, AND AMENDMENT

32.1	Contract.  This contract consists of (insert number) numbered pages, any Attachments as required, Solicitation # RFP15-2953R, as amended, and Contractor's response, as amended.  In the case of dispute or ambiguity arising between or among the documents, the order of precedence of document interpretation is the same.  

32.2	Entire Agreement.  These documents are the entire agreement of the parties. They supersede all prior agreements, representations, and understandings.  Any amendment or modification must be in a written agreement signed by the parties.

33.	WAIVER

The State's waiver of any Contractor obligation or responsibility in a specific situation is not a waiver in a future similar situation or is not a waiver of any other Contractor obligation or responsibility.

34.	EXECUTION

The parties through their authorized agents have executed this contract on the dates set out below.


	(INSERT CONTRACTOR’S NAME) 

	(Insert Address)

	(Insert City, State, Zip)

	FEDERAL ID # 

	

	

	BY: 	

	(Name/Title)

	

	

		

	(Signature)

	

	DATE:  	

	

	

		MONTANA DEPARTMENT of JUSTICE
MOTOR VEHICLE DIVISION	
	
	

	302 N. Roberts, PO Box 201405
	
	

	Helena, MT 59620
	
	

	
	
	

	
	
	

	BY:  _____________________________                                                          
	
	

	(Name/Title)
	
	

	
	
	

	        _____________________________                                           
	
	

	(Signature)
	
	

	
	
	

	DATE: ___________________________                                                            
	
	




	MONTANA DEPARTMENT of JUSTICE
INFORMATION TECHNOLOGY SERVICES DIVISION	
	
	MONTANA DEPARTMENT of JUSTICE
CENTRAL SERVICES DIVISION

	302 N. Roberts, PO Box 201405
	
	302 N. Roberts, PO Box 201405

	Helena, MT 59620
	
	Helena, MT 59620

	
	
	

	
	
	

	BY:  _____________________________                                                          
	
	BY:  _____________________________                                                          

	(Name/Title)
	
	(Name/Title)

	
	
	

	        _____________________________                                           
	
	        _____________________________                                           

	(Signature)
	
	(Signature)

	
	
	

	DATE: ___________________________                                                            
	
	DATE: ___________________________                                                            




	MONTANA DEPARTMENT OF JUSTICE
ATTORNEY GENERAL’S OFFICE
	
	MONTANA DEPARTMENT OF JUSTICE
ATTORNEY GENERAL’S OFFICE
Approved as to Legal Content

	215 N. Sanders, PO Box 201401
	
	215 N. Sanders, PO Box 201401

	Helena, MT 59620
	
	Helena, MT 59620

	
	
	

	
	
	

	BY:  _____________________________                                                          
	
	BY:  _____________________________                                                          

	(Name/Title)
	
	(Name/Title)

	
	
	

	        _____________________________                                           
	
	        _____________________________                                           

	(Signature)
	
	(Signature)

	
	
	

	DATE: ___________________________                                                            
	
	DATE: ___________________________                                                            




	
	
	

	
	
	

	
	
	

	Approved as to Form:
	
	

	
	
	

	
	
	

	  _____________________________                                                          
	
	

	Procurement Officer                    Date
	
	

	State Procurement Bureau
	
	






Chief Information Officer Approval:

Contractor is notified that, under the provisions of 2-17-514, MCA, the Department of Administration retains the right to cancel or modify any contract, project, or activity that is not in compliance with the Agency's Plan for Information Technology, the State Strategic Plan for Information Technology, or any statewide IT policy or standard.


	
Chief Information Officer	(Date)
Department of Administration

[bookmark: _Toc393958874]APPENDIX C: PRICE SHEET
This section describes the requirements to be addressed in preparing the Cost Proposal. Offeror’s cost proposal must be broken out as described in Section 5 and the sub-sections below.

· If the offeror is recommending an alternate proposal, a photo copy of this page can be made and the bidder must clearly differentiate between their cost proposals.

· This Cost Proposal must be signed by a person whose signature legally binds the bidder’s organization.

Bidder’s Organization: __________________________________________________


Fixed Rate Fee per Card (Initial Contract Term)

	
	Year 1
	Year 2
	Year 3
	Year 4
	Year 5
	Year 6
	Year 7

	Card Volume
	185,000
	185,000
	185,000
	190,000
	190,000
	195,000
	195,000

	Basic DL/ID
	$____
	$____
	$____
	$____
	$____
	$____
	$____




Fixed Rate Fee per Card (Contract Renewal Periods)
	
	Year 8
	Year 9
	Year 10

	Card Volume
	195,000
	200,000
	200,000

	Basic DL/ID
	$____
	$____
	$____




Fixed Rate Fee per Card (Expedited Processing)

	Fee per Expedited Request
	$____



[bookmark: _Toc393958875]Post-Implementation Customizations
Costs and fees associated with post-implementation customization costs, either per hour, per change, or both.

	Post Implementation Customization Fee(s) 
	$____



[bookmark: _Toc393958876]Costs for New Driver Exam Station or Move

	Costs per New Driver Exam Station
	$____

	Costs per Driver Exam Station Move
	$____


[bookmark: _Toc393958877]APPENDIX D: CONTRACTOR REFERENCE FORM

Per Section 4.2.1 of this RFP, a completed Contractor Reference Form must be provided from three, and no more than three, Offeror’s customers that receive supplies/services described in this proposal request. The form can be found on the following page. Offerors must follow the instructions below:

	INSTRUCTIONS TO PROPOSING OFFEROR

	1. 
	Proposing Offeror MUST complete Part A and/or Part B of the Reference Questionnaire.

	2. 
	Proposing Offeror MUST send the Reference Questionnaire to three references listed for completion of Part D, Part E and Part F.

	3. 
	The Contractor Reference Form(s) must be submitted with the Offeror’s proposal.

	4. 
	In addition to the Questionnaire, the State may contact any and all references by phone for further clarification, if necessary.

	5. 
	Questions regarding the Questionnaire or process should be directed to the individual identified on the RFP cover page.




	OFFEROR REFERENCE FORM

	

	STATE OF MONTANA REQUEST FOR PROPOSAL (RFP) 15-2953R

	

	 CARD PRODUCTION AND FACIAL RECOGNITION SYSTEM




	
PART A – TO BE COMPLETED BY PROPOSING OFFEROR – Please type or print

	Name of Company Submitting Proposal:
	



	PART B – IF APPLICABLE, NAME OF COMPANY ACTING AS SUBCONTRACTOR 
FOR OFFEROR IDENTIFIED IN PART A – Please type or print

	Name of Subcontractor:
	



	PART C – REFERENCE INSTRUCTIONS

	1. 
	This Reference Questionnaire is being submitted to your organization for completion as a reference for the company listed in Part A or Part B, above.

	2. 
	The Contractor Reference Form(s) must be submitted with the Offeror’s proposal.

	3. 
	Return the Reference Questionnaire to the Proposer (Offeror).

	4. 
	In addition to the Reference Questionnaire, the State may contact references by phone for further clarification, if necessary.

	5. 
	Questions regarding the Reference Questionnaire or process should be directed to the individual identified on the RFP cover page.

	6. 
	When contacting the State, please be sure to include the RFP number listed at the top of this page.

	7. 
	We request all questions be answered.  If an answer is not known please answer as “U/K”.  If the question is not applicable please answer as “N/A”.

	8. 
	If you need additional space to answer a question or provide a comment, please attach additional pages.  If attaching additional pages, please place your company/organization name on each page and reference the RFP # noted at the top of this page.



	PART D – COMPANY PROVIDING REFERENCE – Please type or print

	Company Providing Reference:
	

	Contact Name:
	

	Title:
	

	Signature:
	

	Date:
	

	Contact Telephone:
	

	Contact Email Address:
	





PART E – QUESTIONS:  

	1.  In what capacity (i.e. Card Production, Facial Recognition) have you worked with this Contractor in the past?

	





	2. Rate the firm’s knowledge and expertise.

	Comments:






	3. Rate the contractor’s flexibility relative to changes in the project scope and timelines.

	Comments:






	4. Rate your level of satisfaction with hard copy materials produced by the contractor.

	Comments:






	5. Rate the dynamics/interaction between the contractor and your staff.

	Comments:






	6. Rate your satisfaction with the products developed by the contractor.

	Comments:






	7. 
Rate how well the agreed upon, planned schedule was consistently met and deliverables provided on time.  (This pertains to delays under the control of the contractor.)

	Comments:






	8. Rate the overall customer service and timeliness in (1) responding to customer inquiries/issues and (2) providing production down time resolutions.

	Comments:






	9. Rate the knowledge of the contractor’s assigned staff and their ability to accomplish duties as contracted.

	Comments:






	10. Rate the accuracy and timeliness of the contractor’s billing and/or invoices.

	Comments:






	11. Rate the contractor’s ability to quickly and thoroughly resolve a problem related to the services provided once the system was deployed.

	Comments:






	12. Rate the contractor’s flexibility in meeting business requirements.

	Comments:






	13. Rate the likelihood of your company/organization recommending this contractor to others in the future.

	Comments:






	14.  With which aspect(s) of this contractor’s services are you most satisfied?

	Comments:







	15. With which aspect(s) of this contractor’s services are you least satisfied?

	Comments:






	16. Would you choose to renew a contract with this contractor?

	Comments:






PART F – GENERAL INFORMATION: 

	1. During what time period did the contractor provide these services for your organization?

	Month/Year:
	
	TO:
	Month/Year:
	



[bookmark: _Toc393958878]APPENDIX E: REQUIREMENTS
Offerors must provide clear, detailed, and specific responses to each of the requirements listed in this appendix. Offerors should not submit white papers, promotional materials, customer statements, or other pre-prepared materials in response to these requirements. 
Response Guidelines
Unless otherwise specified, an Offeror’s response to the terms and provisions of this RFP must be in the form of a thorough narrative that addresses each requirement. 
· The narrative response must fully and completely describe the solution that the Offeror proposes to provide. 
· Narrative(s) must include details as to how Offeror proposes to meet the requirement as specified. 
· The narrative information, along with required supporting materials provided by the Offeror, shall be evaluated in accordance with the criteria provided within this RFP. Subsequent to evaluation as described, points shall be awarded accordingly.

1. [bookmark: _Toc393958879]References

	REFERENCES
	 
	 

	 
	 
	 
	Max Score

	Number
	Requirement
	 
	(Pass / Fail)

	1.1
	Contractor Reference Form #1
	 
	Pass/Fail

	1.2
	Contractor Reference Form #2
	
	Pass/Fail

	1.3
	Contractor Reference Form #3
	
	Pass/Fail

	
	
	
	



2. [bookmark: _Toc393958880]Project Team/ Resumes/ Project Plan and Experience
	
	
	
	

	PROJECT TEAM / RESUMES / PROJECT PLAN and EXPERIENCE - Pass / Fail Items

	 
	 
	 
	Max Score

	Number
	Requirement
	 
	(Pass / Fail)

	2.1
	Project Team
The Offeror shall propose a project team composed of the best-qualified staff for the State of Montana. Key personnel are those responsible for the management, planning, design, testing, implementation, installation, system integration, security, and ongoing maintenance of the Digital Driver’s License System and processes.
· The State has designated four (4) positions as “Key Personnel”: 
· Project Manager
·  Business Operations Manager
· Technical Lead 
· Installation Manager
· The Offeror shall specify the name of each person designated as Key Personnel and shall provide detailed resumes for each of the staff that is proposed to meet the Key Personnel Minimum Requirements. The State realizes the same person may fill one or more of the above roles.
· The Offeror must demonstrate through resumes and references that each proposed Key Personnel possesses a minimum level of experience in the general areas of responsibility listed for that position. 
· Consideration will be given to combined roles for the Offeror Project Manager and Offeror Business Operations Manager.
· Consideration will be given to combined roles for the Offeror Technical Lead and the Offeror Installation Manager.
	Pass

	2.2
	Staff Qualifications and Technical Capabilities
Resumes must be specific to the individuals who will perform the tasks and produce the deliverables associated with this project; "representative" or "sample" resumes are not acceptable. Sufficient detail must be included in each resume to allow DOJ to verify the experience cited, including references and an explicit statement of the total cumulative time each individual performed worked on each of the components for each project. At its discretion, DOJ may contact listed references to confirm the information provided by the Contractor. Notice will be provided to the Contractor prior to contacting any listed references.
	Pass

	2.3
	Project Plan
The Offeror must provide a project plan that shows how their company will meet Montana's phased implementation. See Appendix E, 17.2.2. 
	Pass

	2.4
	Experience
The Offeror must have their proposed system deployed and in production in other jurisdictions, preferably at least two. Production means the service is being used by a jurisdiction to run their DL/ID Card Production and Facial Recognition system.
	Pass


3. [bookmark: _Toc393958881]
Solution Requirements - Permanent Image Capture Workstations
	Functional Requirements – Scored Items

	 
	 
	 
	Max Score

	Number
	Requirement Description
	(Low = 0)

	3.1
	The Offeror must describe the components that comprise their Image Capture Workstation (ICW).
	20

	3.2
	The Offeror’s ICW must describe the options available for their solution to receive an individual’s demographics via the MVD driver licensing system. 
	20

	3.3
	The Offeror’s ICW must be able to capture, store, and transfer photo/signature images to a Central Image Storage System for storage.
	20

	3.4
	The Offeror’s ICW’s located in offices throughout the State must be able to transfer the images from the ICW to the Central Image Storage System. The State does have the State network to facilitate this if necessary. The State would like the following options for supporting this transfer: (1) online/real-time (preferred) and (2) using a batch transfer which could be stage to run during off hours. This could be centrally setup per office or the operator/driver licensing staff should have a menu option whereby the desired transfer method is selected for that given location. It is important that each office can use a different transfer method.
Note: If the State network is down or traffic prohibits the online/real-time update, the system will accept a batched transfer of all transactions for the day.
	20

	3.5
	The Offeror will describe typical and maximum response times achieved by their systems from query to response under various workloads for the following functions - photo retrieval, image capture, third party interfaces (CJIN).
	20

	3.6
	The Offeror’s ICW must give the driver licensing staff the option of either using a customer’s existing photo/signature image file or collecting a new photo and signature.
	20

	3.7
	The Offeror’s ICW must be able to produce a permanent or paper (temporary) credential, based on credential type (e.g., renewal/replacement, restricted probationary, special ID).
	20

	3.8
	The Offeror’s ICW must be able to print a Temporary DL/ID card at a locally attached or networked printer for issuance to an applicant.
	20

	3.9
	Offeror-provided printers to be used at driver exam stations for printing Temporary DL/ID Cards must be capable of printing on an MVD designed two-part, perforated, snap out form (medium to heavyweight security paper). Once separated from the paper by the recipient, the resulting DL/ID card should be approximately 2-1/8 inches by 3-3/8 inches so it fits in a wallet. The Offeror must supply the paper for the temporary DL/ID card.
	20

	3.10
	Offeror-provided printers to be used at driver exam stations for printing Temporary DL/ID Cards must be able to print MVD approved informational or public service messages in any unused space on the heavy weight security paper used for the Temporary DL/ID card. In conjunction with the Offeror MVD will design the text to be printed on the Temporary DL/ID card for these types of messages.
	20

	3.11
	The Offeror’s ICW must be able to provide for retrieval of demographic information and photo/ signature images at the driver exam stations, and via other pathways and transfer methods as specified herein.
	20

	3.12
	The Offeror must provide the minimum number of Image Capture Workstations (ICWs), replacement ICWs, and other equipment to meet the volumes and service levels at each driver services station as listed in Exhibit A.
	20

	3.13
	Upon original installation, all ICWs, operating systems, software, and their components must be of new manufacture and versions.
	20

	3.14
	The Offeror must provide ICWs capable of being operated by either a left-handed or right-handed operator from behind a desk or counter.
	20

	3.15
	The Offeror must provide ergonomically satisfactory monitors for comfort and fatigue-free viewing. The monitors shall include tilt and swivel adjustments, reflection/glare reduction features, brightness and contrast controls, and low- level radiation protection features. The size should be at least 21 inches.
	20

	3.16
	The Offeror must provide ICW keyboards that are detachable and angle adjustable including palm and wrist supports. A mouse must also be supplied for each work station.
	20

	3.17
	The Offeror provided ICWs must be able to boot up from a cold start to be ready to process a driver license in no more than two minutes. This time does not include the time it takes to download software updates, when required. When a software update is needed, it should take no more than 15 minutes to perform the update. If more time is needed the Offeror will be required to work with MVD on days and times when the update can be performed for each site.
	20

	3.18
	The Offeror provided ICWs must take no longer than ten minutes to close down and secure at the end of the day. This time must include any end of day updates and shut down procedures the Offeror’s solution may need.
	20

	3.19
	The Offeror must describe their records queue management solution for managing customer’s to process for driver exam stations with more than one ICW or state workstation.
	20

	3.20
	The Offeror’s ICW, after receiving demographic information for a driver from the MVD Driver Licensing system, must be able to place a record in a queue so the first applicant processed through the driver services station PC will be the first applicant to be processed by the ICW. 
If the first person in the queue is not available for processing, the operator must have the ability to skip that record and choose another person from the queue. 
	20

	3.21
	The Offeror must describe the functionality provided by its ICWs that allows a temporary DL/ID card to be processed even when the State network is not available. Please include the process used to sync these records to the central server when the network becomes available.
	20

	3.22
	The Offeror must provide printers at permanent driver exam stations, travel sites, and MVD headquarters for the purpose of printing the Temporary DL/ID Card. Please note if these printers will be able to be networked as part of the solution.
	20

	3.23
	Offeror-provided printers must be able to print on security paper required for production of the Temporary DL/ID Card.  
	20

	3.24
	Offeror-provided printers must be able to store quantities of security paper as appropriate to the projected volume of usage for a given site and use a paper storage drawer or feeder that allows an examiner the option to print a Temporary DL/ID Card without any necessity for manual paper feed. There should be a paper drawer for the Temporary card stock and one for plain 8.5” by 11” paper.
	20

	3.25
	Offeror-provided signature capturing devices must support right and left hand applicants, as well as physically disabled applicants (who may be in wheelchairs, etc.).
	20

	3.26
	Offeror-provided signature capturing devices must allow applicants to see their signature as they are signing.
	20

	3.27
	The Offeror must describe their anti-static control on their signature capturing devices. The MVD will give preference to devices with: 
· Static control surfaces.
· A measurable static level not to exceed 200 volts.
	20

	3.28
	Offeror-provided signature capturing devices must allow an operator to select “Unable to Sign” or some similar indication or response for applicants who are unable to provide a signature.
	20

	3.29
	Offeror-provided signature capturing devices must allow a signature to be viewed on the monitor for acceptability, and be capable of unfreezing an image for retake until an acceptable image is captured.
	20

	3.30
	The ICW must capture applicant facial and signature images in a manner that meets or exceeds AAMVA, ICAO, and ISO quality and technical standards.
	20

	3.31
	The Offeror must describe the quality assurance check their system provides for photo and signature prior to acceptance.
	20

	3.32
	The Offeror must provide appropriate backdrops, as well as specifications for paint to be used when an existing wall is used as the backdrop for taking an applicant’s photo.
	20

	3.33
	Offeror-provided backdrops must be constructed with materials and colors that optimize performance of the image capture device and enhance the applicant’s image.
	20

	3.34
	Offeror-provided backdrops must accommodate applicants who are at a height, either standing or sitting, of 4’ to 6’6”.
	20

	3.35
	Offeror-provided backdrops must be capable of being hung on a wall or freestanding, depending on individual site requirements. The travel sites also need these backdrops.
	20

	3.36
	Color and material of Offeror-provided backdrops must optimize performance of the image capture device and enhance the image.
Note: The backdrop's color and material is subject to the MVD’s approval, prior to implementation.
	20

	3.37
	The Offeror must describe the camera that is integrated with the ICW. This description must include information about the following with respect to the camera’s:
· Depth of field
· Focus capabilities
· Ability to center an image
· Strobe or other lighting device )for adequate illumination of the applicant)
· Adjustment abilities that enable an operator to easily capture an applicant's photo
· Camera technology
· Photo configuration
	20

	3.38
	The Offeror’s ICW must be able to generate a confirmation that the photo and signature images have been taken, digitized, and stored on the ICW. If must allow the clerk the ability to unfreeze an image and recapture it until an acceptable photo has been captured.
	20

	3.39
	If a new applicant is started and prior images were not properly stored, the Offeror’s ICW must display an error message to the operator that images have not been properly captured, digitized, and stored.
The Offeror’s ICW must provide a permission-based security level override capability that will allow the clerk to process another customer in this situation.
	20

	3.40
	The Offeror must provide ICWs and associated electrical equipment that operates on a regular 110 volts, 60 cycle AC, is equipped with a grounded plug, and meets Underwriter Laboratory standards. 
	20

	3.41
	The Offeror must provide an automatic voltage control unit designed to compensate for voltage fluctuations.
	20

	3.42
	The Offeror must provide ICWs and associated electrical equipment that operates normally under room temperature extremes, and after being transported in a vehicle subjected to varying temperature extremes specific to Montana.
	20

	3.43
	The Offeror’s ICW must be capable of saving the following information as part of the image file:
· Applicant’s photo image
· Signature image
· MVD assigned Customer number
· Credential number and complete demographics
· Full expiration date
· Issue date
· Date / time the photo was taken 

The MVD customer number will be part of the search criteria MVD will use to retrieve the image file from the Central Image Storage System and it must not be compressed.
	20

	3.44
	The Offeror’s ICW software must provide a menu for selecting the mode for transferring images. Available modes shall include: online/real-time and batch.
	20

	3.45
	The Offeror’s ICW must display an error message to an operator during sign-on when a previous image transfer (or evening batch transfer) has failed.
	20

	3.46
	Offeror-supplied ICWs must be able to upload images after hours if the transfer method cannot handle the load during normal work hours. The Offeror must describe a stand-by mode that will allow the ICW to operate, but must not allow anyone to produce a DL/ID card or gain access to image files or data without authentication.
	20

	3.47
	During the end-of-day shut-down procedure the Offeror’s ICW must provide an audible and visual indication if any images have not been uploaded to the Central Image Storage System.
	20

	3.48
	During the end-of-day shut-down procedure, if any images have not been uploaded to the Central Image Storage System, the Offeror’s ICW must display an error message to the operator to not turn off the ICW. 
Once the operator acknowledges this message, the ICW must be automatically placed in a stand-by mode that allows the ICW to hold on to image files that have not been uploaded, and transfer the data via the batch process.
	20

	3.49
	The Offeror’s solution must be able to accept and process third party-provided image and signatures sent to the MVD for use in all applicable DL/ID card production processes (e.g., mail renewal/special handling). This requires a scanner be supplied by the Offeror for those images that are sent via paper instead of electronically.
	20

	3.50
	The Offeror’s ICW must be able to integrate with a scanner that can scan customer-provided images to be used in the processing of renewal/replacement licenses. This scanner is only used at MVD HQ.
	20

	3.51
	The Offeror’s ICW must be able to retrieve a customer’s prior photo and signature to match (via MVD Customer Number) with the customer’s demographic information on the ICW to produce a new DL/ID card for situations like replacements and special IDs. 
	20

	3.52
	The Offeror’s ICW must be able to send variable language that will be printed on the permanent or temporary DL/ID card header, based on card type (refer to Exhibit D for list of credential types).
	20

	3.53
	The Offeror’s ICW must be able to produce a corrected driver’s license, and be able to store the retake reason as part of the issuance process... This reason will be sent as part of the demographics the ICW will receive from the MVD Driver License system.
	20

	3.54
	The Offeror shall be responsible for the cost of license retakes that are the result of an Offeror’s production errors or material failures.
	20

	3.55
	All or part of the ICW operating system, equipment, and application must be updated if the technology used requires an update at the time of any contract extensions. A price and approach for implementation of the updated ICWs will be mutually agreed to between MVD and the Offeror no later than 18 months prior to the end of the original contract period.
	20

	3.56
	The ICW and all unused supplies will remain the property of the Offeror. Insurance coverage and applicable taxes for said ICW and supplies will be the responsibility of the Offeror.
	20




4. [bookmark: _Toc393958882]Solution Requirements - Mobile Image Capture Workstations

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)



	4.1
	The Offeror shall fully describe the components of their mobile ICWs, including the following:
· Computer(s)  
· Camera
· Signature capturing device
· Printer
· Carrying cases
· Backdrops
	20

	4.2
	The Offeror shall provide enough mobile ICWs for issuance of driver licenses and identification cards at travel driver exam stations throughout the state. See Exhibit A for list of travel driver exam stations that examiners transport mobile equipment to. The Offeror must describe if they will use Mobile or permanent equipment at the permanent travel sites.  The equipment must be housed at these sites and must be able to be secured from easily walking out the door.
	20

	4.3
	The Offeror must provide mobile ICWs for the travel driver exam stations that are functionally identical to permanently installed ICWs.
	20

	4.4
	Offeror-provided mobile ICWs must be capable of running computer software that is owned by the MVD and provided to the Offeror for the purpose of allowing an examiner to use a mobile ICW to gain access to the MVD driver licensing system via a state established and maintained network connection. This arrangement will allow an examiner to process licensing transactions and issue driver licenses without having to transport an additional State computer to a remote location.
Refer to Section 2.7 for information on State of Montana IT strategic plans, current environment, policies, and software standards.
	20

	4.5
	Offeror-provided printers for the travel driver exam stations must be able to print documents such as Temporary DL/ID, voter registration cards, and financial receipts on both plain and security paper. 
	20

	4.6
	Offeror-provided printers for the travel driver exam stations must be of a weight and size suitable for easy transport. 
	20

	4.7
	Offeror-provided printers for the travel driver exam stations must use a paper feeding process that allows an examiner a convenient option for choosing regular or security paper as required.
	20

	4.8
	Total time to set-up mobile equipment for the travel driver exam stations and synchronize data with the central repository prior to being able to serve a customer shall not exceed 15 minutes. 
	20

	4.9
	Total application close down and equipment breakdown time for mobile equipment for the travel driver exam stations shall not exceed 15 minutes.
	20

	4.10
	The Offeror must describe the total number of carrying cases required for the travel sites and the weight of each case, including hardware.
Note: It is recommended that Offeror-provided cases for carrying equipment for mobile ICWs weigh no more than 20 pounds per case when fully loaded with equipment.
	20

	4.11
	Carrying cases, including hardware, supplied by the Offeror that weigh more than 20 pounds must have at least two wheels, a handle for pulling, and carrying handles at both ends of the case, so the case can be carried by a single person. 
	20

	4.12
	During end-of-day shut-down procedure for mobile ICWs, the system must provide an audible and visual indication that images have not been uploaded to the Central Image Storage System
	20

	4.13
	During end-of-day shut-down procedure for mobile ICWs, the system must display an error message to the operator that can also be used to facilitate image file transfer to saving the files to the mobile ICW internal hard drive. The file transfer process must not delay equipment shutdown and subsequent preparation for transport. It must allow the batch transfer process to be run once the equipment can be set up back at the home station.
	20




5. [bookmark: _Toc393958883]Solution Requirements - Replacement Image Capture Workstations

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	Requirement Description
	(Low = 0)

	5.1
	The Offeror must provide the MVD with enough spare/replacement/ backup ICWs, signature pads, cameras, and printers that the MVD can temporarily use when necessary to replace equipment that become inoperative. The spare/replacement/ backup equipment requirement is dependent on the Offeror’s structure for how to service the exam stations located through Montana and to maintain the service level MVD requested.
The replacement ICWs must be functionally identical to the permanently installed ICWs.  There must be replacement Mobile ICWs in order to service those sites.
The Offeror should propose the most advantageous location of the spare equipment based on the driver services station information provided in Exhibit A.  
Note: The Offeror is responsible for transporting, installing, retrieving, refreshing, upgrading, and restaging spare equipment.
	20

	5.2
	The Offeror must describe how images stored on inoperative ICWs will be saved onto the replacement ICW or sent to the Central server. 
	20





6. [bookmark: _Toc393958884]Solution Requirements – Image Retrieval

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	6.1
	The Offeror must provide the capability that enables a user to retrieve and or print photo/signature images and demographics from a state-owned computer. The Offeror must describe their solution and technology used. This must allow the MVD customer number to be able to be one of the search criteria options.
	20

	6.2
	The Offeror’s image retrieval software must be capable of retrieving all of an applicant’s stored photo and signature images. There should be an option to select all photos or just photo that are not photo first images.
	20

	6.3
	The Offeror’s image retrieval software must allow an operator to look forward or backward through displayed images.
	20

	6.4
	The Offeror must describe their image retrieval software’s search functionality. The MVD would like to search for images using the following criteria:
· MVD-assigned customer number 
· DL/ID number
· Date of birth
· Name (last name, first name, middle name, suffix)
Search functionality must allow partial word searches.
	20

	6.5
	The Offeror’s image retrieval software must allow an authorized operator to access and print (print screen) a copy of a photo/ signature image displayed in association with customer demographic data. The software must provide the MVD with options to print color photos with either full or limited demographics.
	20

	6.6
	The Offeror’s image retrieval software must allow an authorized operator to access a system-stored facial image, retrieve the image, and format the image as a JPEG file that can be shared electronically with other MVD approved users or sent via email.
	20

	6.7
	The Offeror’s image retrieval software must be able to return high resolution decompressed applicant images and signatures.
An applicant’s signature image must be a smooth reproduction of the applicant’s signature and must not be jagged in appearance.
	20

	6.8
	The Offeror's solution must include a web service to allow authorized users to retrieve customer photos, signatures, and full demographics. List of demographics to be mutually agreed to by the MVD and the successful Offeror. This needs to have a security level that can be assigned to determine if the person can receive the photo first photos or not.
	20

	6.9
	The Offeror’s image retrieval software must be able to return a customer’s most recent photo, signature, and a limited number of demographics (i.e., “image retrieval light” - Name, birth date, customer number are only demographics that accompany the photo and signature) when necessary. Customer demographics for image retrieval light to be mutually agreed to by the MVD and successful Offeror.
	20

	6.10
	The Offeror’s system must allow an authorized outside system (e.g., CJIN, Hope Card, Secretary of State) to access verified customer image and demographic data stored in the central image repository. This service must not return the photo first images.
	20

	6.11
	The Offeror’s system must support “machine-to-machine” calls based on Montana customer number from authorized outside systems to access customer photo and/or signature, and photo date when necessary (for example, when the Secretary of State’s Office needs a customer signature from the MVD to complete voter registration). This service must not return photo first images. It should have the option to retrieve just photo and photo date, just signature, photo/date and signature, or photo/signature/demographics.
	20

	 
	
	



7. [bookmark: _Toc393958885]Central Image Storage System (CISS) Requirements
7.1 System Requirements

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	7.1.1
	Location
All servers and equipment necessary for the Central Image Storage System (CISS) must be located in the Department of Justice (DOJ) Data Center within a facility to be provided by the State.
	20

	7.1.2
	Offeror Responsibilities
The Offeror shall be responsible for installing their purposed solution beginning on the key action date for installation start-up so the full implementation of the Central Image Storage hardware/software and conversion of existing image files can be completed by the key action date for full implementation.
	20

	7.1.3
	Data Ownership
All image files and demographics shall be the sole property of the State of Montana, MVD.
	20

	7.1.4
	CISS Metrics
The CISS software must allow the MVD to report and print the number of DL/ID cards issued by type per Image Capture Workstation, by driver services station and by examiner for a daily, weekly, monthly and yearly period. The Offeror must provide example reports their solution can produce. The final format of these reports will be agreed upon between the Offeror and the MVD.
	20

	7.1.5
	Data Storage Requirements
Photo and signature images with the demographics will be stored for 20 years from date of capture.
	20

	7.1.6
	Delete Authority
Only certain people will be given delete authority and MVD should have a menu whereby MVD can maintain who has the delete authority. This could be managed via an active directory group.
	20

	7.1.7
	Basic Functionality
Image files will be stored and backed-up on Offeror provided hardware as part of the CISS.
	20

	7.1.8
	CISS Hardware/Software Costs
The Offeror must pay for any hardware and/or software that must be installed at the CISS site to make the CISS function properly.
	20

	7.1.9
	CISS Connectivity Costs
The Offeror will be responsible for all costs to provide connectivity to the State network and for remote maintenance and service of their equipment and software.
	20

	7.1.10
	Hardware Components

Offeror shall describe the CISS design for:
· Disk storage, or equivalent technology, to protect against hard disk failure, for primary storage of 2,500,000 image files, associated indexes, operating system, and programs.
· Off-site storage of 2,500,000 image files, associated indexes, operating system, and programs. Used for recovery purposes.
· Connection to the State Network. 
· Uninterruptible power supply (UPS).
· Security protection to prevent unauthorized access.
	20

	7.1.11
	Image Storage

The Offeror’s system shall store the applicant's photo image in color, the applicant’s signature in black and white, and applicant demographics.
	20

	7.1.12
	Multiple Files Per Individual

The Offeror’s system should be able to store multiple image files for a single individual. The system should have the ability to store facial image information at the workstation and then transmit information to the CISS. The information stored at the workstations should only be kept for a limited time, e.g. 3 days.

The Offerors system must also supply the ability for an MVD admin security level user to merge customers together. This process will be used when MVD has identified that a customer has two different records and should only have one.
	20

	7.1.13
	Image File Indexing

Each image file shall be indexed with an-assigned customer number, date of birth, and name. These indexes will be used to retrieve the image file. One index must be the MVD assigned customer number.
	20

	7.1.14
	Image File Date-Time Stamp

Image files shall contain a date and time image was taken.
	20

	7.1.15
	File Index Compression

The file index for the image file (MVD customer identification number) shall not be compressed.
	20

	7.1.16
	Format Required

The CISS must store the digital image DL/ID cards, which includes the photo image and signature using AAMVA Best Practices Imaging Standard for Photographs and Signatures.
	20

	7.1.17
	Image File Size

The Offeror shall specify in their technical response their CISS image file compression and file size specifications.
	20

	7.1.18
	File Stored Should Match Created File

The Offeror-proposed CISS should store the composite image files exactly as they were created and shipped from a workstation.
	20

	7.1.19
	CISS Search Support

The Offeror-shall describe their image file search capability.
	20

	7.1.20
	Data Transfer

The Image Capture Workstations will transmit the image files via the State Network to the CISS. If the State Network is down or traffic prohibits the online/real time update, the system will accept a batched transfer at night of all transactions for the day. . The Image Capture Workstation software shall provide a menu for selecting the mode for transferring images. The modes are: online/ real-time and, batch at night.
	20

	7.1.21
	Data Formats

The Offeror must specify the specific and complete record formats of the image database to be used for the life of this contract. MVD may need this information for future access to those images.
	20

	7.1.22
	Interface for Query and Retrieval

The Offeror shall supply an industry standard Application Program Interface (API) which is in widespread commercial use for query and retrieval to and from the CISS.
	20

	7.1.23
	Operating System

The operating system must reflect and operate in accordance with an accepted industry standard.
	20

	7.1.24
	Automated Backup

The Offeror shall describe the CISS automated backup process and procedures used for disaster recovery and recovery from system failures. 
	20

	7.1.25
	Disk Capacity and Utilization Audit

The Offeror shall describe the ability to perform operator generated system functional checks. The Offeror must state in their proposal how their reporting system will work.
	20

	7.1.26
	System Availability

The CISS software and hardware must be installed and operational no later than the key action date for acceptance testing.
	20

	7.1.27
	Data Preservation

The Offeror shall describe how their system ensures that no records or images are lost.
	20

	7.1.28
	CISS Reports

The Offeror’s CISS software must allow MVD to print out the report at a MVD network attached printer. 
· This report must be able to provide daily, weekly, monthly, and annual statistics sorted by driver services station, and/or operator.
· MVD should be able to request the report on demand or as a regularly scheduled process.
	20

	7.1.29
	CISS Audit Reports

The system must provide an audit trail that shows who deleted what images and when. This report should be able to be viewed online, printed on demand, or on a determined schedule.
	20

	7.1.30
	End of Contract – Image Transfer

The Offeror, at the end of the contract, or sooner, if the contract is terminated, must agree to transfer all image files and data from the central image system to an MVD or third party database.  
	20

	7.1.31
	Offeror Transition Plan

The Offeror must include in their proposal a description of how the Offeror will accomplish the transition referenced above, with emphasis on the transition from current to new contractor’s central image database.
	20

	7.1.32
	Technical Support

The Offeror must agree to provide technical support for a period of two months after the conversion data transfer to ensure that the data migrated is successful and functional for MVD use.
	20




7.2 Image File Storage, Retrieval, and Printing Requirements

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	7.2.1
	Image File Deletion

The Offeror’s software must allow MVD the ability of removing image files from the CISS. Authorized personnel shall be able to remove a single image or a range of images based on given expiration dates.
	20

	7.2.2
	Image Delete

The Offeror shall describe the process to delete a range of images.
	20

	7.2.3
	System Purge Warning

The Offeror’s software must print out a purge message before removing images giving the operator the option of not eliminating certain files.
	20



7.3 Third Party Access Requirements

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	7.3.1
	Open Architecture Support

The proposed provisions for law enforcement image retrieval must address both system security and connectivity between driver license data and law enforcement. The proposed system should support a secure, open architecture and the straightforward exchange of data between authorized agencies. The use of Microsoft products to provide continuity and performance for all required tasks is encouraged.
	20

	7.3.2
	CJIN Interface

When an electronically received request for a photo/signature image is received via the law enforcement Criminal Justice Information (CJIN) of the Montana Department of Justice, the Offeror’s CISS must electronically respond with the requested photo/signature image. The CJIN system also manages NLETS transactions. Vehicle and driver data transmitted from the driver licensing system will use XML to communicate with CJIN.
	20

	7.3.3
	Accessible Data Types

Law enforcement access to MVD images must support retrieval of all digital photographs and associated electronic information that have been captured by MVD, including historical images (except for photo first images) and multiple images associated with a single customer. At a minimum, the data retrieved must include:
· Photo, signature, and updated demographic data that has been matched to the customer 
· MVD driver licensing system-assigned Customer Number
	20

	7.3.4
	Image Retrieval, Display, and Print

The image retrieval system must provide an authorized person/ agency with the ability to retrieve applicant files for viewing and/or printing. The retrieved applicant photo, signature, and data must be displayed to the authorized requestor through a browser window. If so authorized, the requestor should then be able to print the data and/or download the applicant’s file to his/her local workstation for further use. 
	20

	7.3.5
	Image Retrieval Format Options

In response to a law enforcement request, the image retrieval system must provide the authorized requestor with an option for receiving the image either as a color photo copy of a photo/ signature image displayed in association with customer demographic data, Base 64, or as a facial image stored in a JPEG file format that can be transmitted electronically.
	20

	
	

	


8. [bookmark: _Toc393958886]Facial Recognition System (FRS)
8.1 FRS Engine Requirements

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	8.1.1
	System Conversion and Capacity
The proposed FRS must support:
· Conversion of all existing legacy images Enrollment of 450,000 new images annually (approximately 1,000 new images per day).
· Capacity to enroll 100% of daily applicant volume and run facial comparisons for all new images within an overnight batch process. 
· Capacity to complete the comparative analysis and ensure that results are ready to be received by authorized MVD personnel by start of business on the following day.
	20

	8.1.2
	1:1 Matches
The system must be capable of performing one-to-one comparisons, using the new image against the previously stored image for the same person. One-to-one comparisons must be performed instantaneously while the customer is still at the driver exam station immediately after image capture on the ICW.
	20

	8.1.3
	1:Many Matches
The system must be capable of performing one-to-many comparisons.  The Offeror must provide software and equipment to enroll and compare batches of images to the enrolled database on a scheduled or on-demand basis. This would take the image provided and compare it to the images on record.
	20

	8.1.4
	Many to Many Search

The system must be capable of performing a scheduled process for many to many searches against the total database of enrolled images. The output of this process is possible matches that exist in the database.
	20

	8.1.5
	System Performance 
The facial recognition engine must be capable of returning match or non-match results to 1:N searches within five (5) seconds from the time the search request is received. 
· System must allow users to apply filters for some demographic information prior to the 1:N search.
· Enabling and disabling of filters should be controlled by the user and easily changed for each search.
	20



8.2 FRS Specifications

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	8.2.1
	Browser Based Application 
The image retrieval user application must be browser based so that installation of client software is not required. All browser based applications must support the version of Internet Explorer that is available at the time of implementation. 
	20

	8.2.2
	Search Criteria 

The FR image and data retrieval application must allow database searches based on one or more of the following data elements: 

· Last Name 
· First Name 
· Middle Name 
· DL or ID Number 
· MVD Customer Number 
· Date of Birth (allow range) 
· Age (allow range) 
· Gender 
· Height Range 
· Weight Range 
· Eye Color 
· Issue Date (allow range) 
· Facility Number (Exam station where application processed.) 
· Operator Number 
· Card Type 
· Image Capture Date (allow range) 
· Image ID assigned by the Offeror system
· Address Line 1 
· Address Line 2 
· City 
· State
· Zip Code
	20

	8.2.3
	Wildcard Searches

Wildcard searches must be allowed for all data elements including first character searches (S*, Sm*, or *mith) and replacement of individual characters (S? ith).
	20

	8.2.4
	Search Results

· Search results must be returned in a format that allows for easy sorting and selection of individual records to view. 
· Application must allow for easy navigation between the search results list, individual detail records, and back to the search results list without searching again. 
· Thumbnail images for each record should be displayed. 
· The number of search results returned shall be limited to prevent accidental execution of a broad search which could overly burden the server. This should be a parameter MVD can set.
· Search results page must include a count of the total number of records returned. 
· Search results shall be printable and properly formatted.
	20

	8.2.5
	Multi-tiered Workflow
· The solution must provide a multi-tiered workflow for the manual review of match and non-match records, including priority queues. 
· All expedited records that have matches must go to a separate priority queue for same day manual review. 
· All queues listed must include the number of records that are pending review. 
· Access to individual queues must be controlled with permissions in the account management system. This security level could use active directory security groups.
System must allow for multiple users to work in the same queue at the same time. It will need to lock records that are being worked by one person so another cannot work the same record at the same time.
	20

	8.2.6
	Integration with DL/ID Issuance Environment
The offeror must describe their solutions ability for the ICW or system administration function to identify an image that should not be enrolled in the FR database.  This type of request is used to protect law enforcement personnel. 
	20

	8.2.7
	Uploading of External Images
· Offeror solution must allow images that were not captured by the image and signature capture workstation to be uploaded to the system for comparison against the other images in the database.
· System must allow images of various file types to be uploaded into the manual enrollment application, including JPG, GIF, TIF, PNG, and BMP. 
· System should allow user to choose to keep uploaded images permanently enrolled in the facial recognition system with appropriate demographic data. 
Uploaded images that are retained in the facial recognition system must be distinguishable from images captured via the normal process.
	20

	8.2.8
	Image Quality Assessment
During the process for conversion of existing MVD images, the Offeror should provide a procedure for identifying poor quality images within the existing image database. 
	20

	8.2.9
	Image Use Flexibility
The system shall be able to use images of varying quality levels such as varied lighting conditions, small image sizes, and low image quality.
	20

	8.2.10
	Source Facial Image Specifications
The Offeror shall provide the minimum and optimal specifications for the source facial image to be used in creating a template for the image.   
	20

	8.2.11
	System Performance
The software performance characteristics should provide for a failure to enroll rate of less than 3% of all images that are compliant with minimum standards.
	20

	8.2.12
	Error Codes
The Offeror shall describe error codes returned when an image is rejected. 
	20

	8.2.13
	Test Results Inclusion
The proposal shall include the proposed software’s complete test results from the Facial Recognition Vendor Test (FRVT 2013), conducted by the National Institute of Standards (NIST). Preference will be given to proposals for software for which superior results are achieved in the FRVT 2013 tests, as presented in the official results.
	20




8.3 Investigator Support

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	8.3.1
	Fraud Case Management 

· The system must allow for the creation of electronic fraud case files. 
· The system must allow users to easily add match or non-match records with suspected fraud to active fraud case files. 
· The system must allow for the closing of active fraud case management files, but must store closed files for historical purposes. 
· The system must allow for the re-opening of closed fraud case files in the event that new information is found. 
· Access to fraud case files must be controlled based on permissions set in the account management system. This could use active directory security groups.
· Fraud case files must be printable and properly formatted.
	20

	8.3.2
	Login
Access to the manual review and fraud case management application shall be controlled by username and password login with validation of appropriate permissions. This could use active directory security groups to control.  This security level should be different than the level to run ICW and to view the FR queues.
	20

	8.3.3
	Configurable Settings
The system shall provide configurable settings for interactive comparisons. 
	20

	8.3.4
	Comparison Results Organization
Comparison results created during nightly batches or interactively shall be organized as a list that includes key details supporting grouping and sorting for efficiency. Typical details include credential number, customer name, highest match score, number of matches and image create date. 
	20

	8.3.5
	Comparison Results Summary View
For each row in the results list, the system shall construct summary view containing images and data for possible duplicates. Data included on this page shall include portrait images for the probe, all Templates identified as possible matches, associated match scores, name and/or customer number, and credential number, if any.
	20

	8.3.6
	Comparison Results Side-by-Side View
The system shall provide a side-by-side view of the probe and one of the candidate matches to support detailed evaluation of potential fraud. This view shall be available for each image on the summary view. Offeror shall describe the system capability to assist investigators to determine possible matches.
	20

	8.3.7
	Investigator Comparison Tools
The side-by-side view shall contain additional data and images to investigators with the evaluation including:
· Credential number, if any
· MVD Customer number (this is not the same as driver license number)
· Name
· Date of birth, 
· Application or issuance date
· Address 
· Signature image Data from previous investigations (notes), if any
	20

	8.3.8
	Work Management Features
The system shall provide investigators with the ability to easily flag one or more candidates within the summary view as “suspected duplicate.” In accordance with business rules, this designation shall initiate a work management item and send messages or data as required.
	20

	8.3.9
	Notes Functionality
The system shall allow authorized personnel to input and/or read investigative notes/comments, view/print images and/or schedule reports.
	20

	8.3.10
	Progressive Search Support
The system shall support progressive searching using one of the match candidates within results view as a probe in a new interactive comparison. This function will be used to enable investigators to broaden their investigation for the purpose of finding additional duplicate DL/ID cards.
	20

	8.3.11
	Collaboration Support
The system should facilitate collaboration during investigation of suspected fraud by allowing authorized users to input and share information within one investigation and automatically link the data two other investigations relating to the same or similar individuals.
	20

	8.3.12
	Print Function
The system shall provide a function to generate printed images in combinations with demographics like the ICW image retrieval process supplies and other supporting documents that include images and associated data elements for use during formal investigation and/or adjudication activities. 
	20



8.4 FRS Reports

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	8.4.1
	Browser Based Application 
The FR application must be browser based so that installation of client software is not required. All browser based applications must support the version of Internet Explorer that is available at the time of implementation. 
	20

	8.4.2
	Login 
Access to the system reports shall be controlled by username and password login with validation of appropriate permissions. User permissions must be capable of being set by all or individual reports, and be auditable. This could use active directory security groups.  MVD should be able to give report access to people that do not have queued viewing or fraud case access.
	20

	8.4.3
	System Reports Application 
Offeror solution must include an application for running various FR system reports on demand. 
	20

	8.4.4
	Standard Reports 
Offeror proposals must include descriptions and examples of all standard system reports, including criteria used to limit the report data for the FR system. 
	20

	 
	
	



9. [bookmark: _Toc393958887]Central Issuance Facility
9.1 Central Issuance Facility General Requirements

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	9.1.1
	Offeror’s Responsibilities
The Offeror shall designate a secure Central Issuance Facility that will be used throughout the term of a contract in accordance with this RFP. The Central Issuance Facility must provide centralized card production services to:
· Retrieve the image files from the CISS.
· Produce driver licenses and identification cards (of various types).
· Place the driver licenses and identification cards in individual mailers.
· Sort, package, and distribute them in the most efficient and economical process per U.S. Postal Service requirements for 1st Class delivery to individual licensees and cardholders.
	20

	9.1.2
	Location
The physical location of the Central Issuance Facility must be in one of the 48 contiguous states of the United States of America or the District of Columbia.
	20

	9.1.3
	Card Processing – Customer Addresses
As part of the customer demographic information furnished with image files, the MVD driver licensing system will provide the Offeror’s system with the mailing address.  The address will be one of the following from the customer residential address, mailing address, or alternate mailing address. 
The MVD driver licensing system will denote the format and address to mail customer cards. 
	20

	9.1.4
	Mailing Address
The Offeror’s system shall accept the designated mailing address from the MVD driver licensing system to deliver the completed DL/ID card. The DL/ID card shall not be visible in the envelope. 
	20

	9.1.5
	Production Integration Approach
The Offeror must include a description detailing the approach that will be taken to incorporate production of Montana card types into the Offeror’s Central Issuance Facility’s capacity. This description should include all the quality control procedures that will be used to ensure the right card gets into the right mailer and that the data in the barcode matches the face of the card.
	20

	9.1.6
	Quality Control
For quality control purposes, the Offeror may at random times be requested to send a sample of customer cards, in their postage paid envelopes, directly to the MVD. If the DL/ID cards meet MVD’s quality guidelines as described within this RFP, MVD will mail the DL/ID cards. If they do not meet the MVD’s quality guidelines they will be returned to the Offeror for reprocessing.
	20

	9.1.7
	Transfer of Data
The secure central issuance facility must be capable of communicating with the central image system located in the Montana DOJ Data Center. The transfer of information must be over secure site to site virtual private network (VPN) channels and all data in motion must be encrypted. The Central Production Systems must not make changes to the images or demographics data.
	20

	9.1.8
	Multiple ID Card Requests
The Offeror’s system must accommodate requests and payment from a customer for multiple copies of an ID Card (not a driver’s license).  Montana allows a customer to have more than one ID card.
	20

	9.1.9
	Data Ownership
All image files shall be the sole property of the State and the MVD will be the custodian. MVD data will not be stored at the Central Card Production Facility after card production. Once the cards have been produced and mailed the data should be removed.
	20



9.2 Facility Security

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	9.2.1
	Offeror Responsibility
The Offeror must describe their security plan to protect customer data and other physical assets in the Central Issuance Facility.
	20

	9.2.2
	Security Breach
Offeror must describe their process and procedures for security breaches involving State of Montana data containing personal information. 
	20

	9.2.3
	Card Production Security
The Central Issuance Facility must meet industry accepted standards for secure operations and production of DL/ID cards, including at minimum operational safeguards and secured chains of supply, quality assurance, inventory, and records keeping.
	20

	9.2.4
	Physical Plant Security
As applicable, and in accordance with Montana law, the Central Issuance Facility must comply with physical security requirements set forth by the North American Security Products Association (at least Level II), AAMVA standards for DL/ID security, and other standards as set forth by the U.S. Department of Homeland Security.
	20

	9.2.5
	Facility Alarm System
At a minimum, the Central Issuance Facility must be alarmed during non-business hours. Security procedures must provide for limited and secure access to areas of the facility where production and/or storage of DL/ID cards and materials are taking place. Offeror must describe their security protocols.
	20

	9.2.6
	Secure Storage
DL/ID card stock and card production materials must be stored in a limited access safe or highly secure room during non-business hours. Inventory control and sign-in/sign-out procedures for tracking card production materials must be maintained.
Defective card production materials and DL/ID cards must be destroyed. Offeror must describe what is stored at their secure facility and the method use to destroy the defective material. 
	20

	9.2.7
	Facility Access Audits
Security measures must include a way of auditing facility access, including identification of individuals who access the area and their date and time of access.
	20

	9.2.8
	Secure Storage of Consumables
The Offeror must describe how they provide adequate supervision and control procedures to eliminate the possibility of theft or vandalism of DL/ID cards, at all phases in the process.
	20

	9.2.9
	Secure Materials/Processes
Materials and processes used in card production must not be readily available to those who may potentially produce counterfeit cards. The Offeror must describe how their proposed solution meets this requirement.
	20



9.3 Facility Personnel

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	9.3.1
	Offeror’s Responsibilities
Offeror personnel will operate the Central Card Production Facility. Enough equipment and personnel must be employed to meet the production requirements for issuance of the DL/ID cards.
	20

	9.3.2
	Personnel Screening
Offeror’s personnel must meet or exceed security standards appropriate to the nature of the contracted services contemplated in this RFP, and must comply with the background check requirements recommended by the North American Security Products Organization (NASPO). Proposals must describe the personnel screening process followed and security clearances required prior to hiring manufacturing staff. 
	20

	9.3.3
	Background Checks
Offeror’s on-site personnel shall be required to pass a FBI criminal background check to include fingerprints, and obtain appropriate security clearance.
	20

	9.3.4
	Inconclusive Checks
Background checks that come up inconclusive will prevent that employee from having access to the secure facility where the cards are manufactured and produced.
	20



9.4 Card Processing and Delivery

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	9.4.1
	Offeror’s Responsibilities
The Offeror is required to properly mail a completed DL/ID card to the intended customer. The Offeror must provide detailed information that describes their proposed card mailing and delivery solution and how it provides for efficient and secure delivery of DL/ID cards.
	20

	9.4.2
	Standard Processing Time
From the day that an applicant's image file is uploaded to the CISS, the Offeror will have five business days to produce, process, and mail a completed DL/ID card. If a third party Contractor is to be used for mail sorting, their processing time must be included in the maximum five (5) business days and the Offeror must be disclosed as a subcontractor. 
The Offeror must describe their process for MVD to request the cancelation of printing a card. How does the process work prior to the request getting sent to the central card production facility? How does the process work once the request has been received at the central card production facility? MVD must have a way to cancel the production of a physical card.
	20

	9.4.3
	Expedited Processing Time
MVD anticipates the need to offer expedited processing of central issuance requests. Expedited print requests shall be processed and shipped the same day they are received from MVD and must be sent to the applicant for delivery the following business day, including Saturdays.
· Tracking for expedited print requests must be available through the system administration module.
· Offeror will return a confirmation file to MVD upon receipt of the expedited card production file(s).
	20

	9.4.4
	Billing for Expedited Processing
Offerors must clearly distinguish expedited processing fees on the cost proposal worksheet. 
	20

	9.4.5
	Mailing Requirements
The DL/ID cards will be inserted, postmarked, and mailed by the Offeror via U.S. 1st Class Mail, and the actual postage will be billed to and paid for by the MVD.
	20

	9.4.6
	Mailing Requirements
The Offeror must take advantage of postal discounts (e.g., CASS certification, zip code sorts, postal bar coding) to reduce the cost, to the fullest extent possible, of postage on behalf of MVD.
	20

	9.4.7
	Card Carriers (including proposed additional language)
Currently, completed DL/ID cards are attached to a carrier card to retain the document’s position in the envelope and to help prevent damage to the document when opening. The card carrier also secures the card from view in a windowed envelope. The card carrier will be inserted by the contractor. The card carrier and/or envelope must include the following:
· Name and mail-to address printed on it 
· U.S. Postal Service (USPS) barcode and a 1D or 2D barcode that contain the intended recipient’s MVD customer number (this is not the driver license number)
· USPS specifications must be met, even if a window envelope/card carrier combination is not used, and the DL/ID card must not show. The return address on the envelope will be the MVD Headquarters’ address and the envelope must state “Return Service Requested”.
	20

	9.4.8
	Right of Facility Inspection
MVD and other authorized State personnel will have the right to inspect the Offeror’s Central Card Production Facility at any time during normal working hours, during the life of the contract. The inspection will include, but not be limited to, inspecting the DL/ID card quality, security of the facility, security of the materials to generate the card, and security of DL/ID card handling. 
	20

	9.4.9
	Card Quality Issues
The Offeror will be responsible for the cost (including postage) of replacing any card mailed to a MVD customer that includes the following defects:
· Card materials and durability of card materials 
· Card production defects (including printing defects)
· Incorrect data (including image or signature and errors in any printed data or machine readable data; where the correct data was provided to the Offeror by the MVD)
	20

	9.4.10
	Systemic Defects
The Offeror may be subject to a penalty of $10,000 for each day when more than 2.5 percent of DL/ID cards printed was printed with defects or defective material. This same penalty could be applied if the Offeror misses the card turnaround time of 5 days to be mailed once card request has been made via the ICW. 
	20

	9.4.11
	Card Status
The system must provide user accessible real-time production status to include the actual date of mailing through an electronic process that will update the status information in the central issuance database.
	20

	9.4.12
	Monthly Invoice
The Offeror shall invoice MVD monthly. MVD will reimburse the Offeror for the cost of postage for mailing the completed DL/ID cards. The invoice should detail the count of cards produced and mailed separate from the postage due.
	20

	9.4.13
	Offeror’s Invoice
The Offeror’s invoice shall show the quantity of issued DL/ID cards for each DL/ID card type and the unit charge. DOJ will only be responsible for paying the cost per card for cards actually issued to an applicant. DOJ will not pay for cards rejected due to material or printing process defects, or for cards used for system testing. This detail should also include those cards that are produced and not charged for because of the Offeror’s requirement to reproduce a card.
	20

	9.4.14
	Postage Billing
The billing for the postage must be a line item on the Offeror’s invoice that is separate from the cost for DL/ID cards issued.
	20

	9.4.15
	Estimated Postage Rates
Within the response to this RFP, the Offeror must estimate and state the USPS postage rate anticipated for mailing the volume of completed DL/ID cards as specified in Section 5: Cost Proposal.
	20

	9.4.16
	Envelope and Card Carrier Costs
The cost of the envelope and DL/ID card carrier will be included in the Offeror’s price per DL/ID card issued.
	20

	9.4.17
	MVD Payment for Completed Cards
MVD will pay the Offeror only for completed DL/ID cards actually issued on behalf of the MVD. This billing tally shall not include the number of locally printed Temporary DL/ID Cards. It is anticipated that this cost per DL/ID card completed will account for all Offeror-provided aspects of the card production and facial recognition systems.
	20

	9.4.18
	Offeror Billing Reports
The proposal submitted in response to this RFP must account for provision of billing reports from the Offeror to the MVD. The Offeror must create, print out, and submit to the MVD in printed and electronic form billing reports that support monthly invoices and specify/record details associated with the number of DL/ID cards issued by card type per Image Capture Workstation, by driver services station and by examiner for both a monthly and yearly period. The information on the report should include the date the card was sent to be mailed by the USPS. The final form of these billing reports will be agreed on between MVD and the Offeror.
	20

	9.4.19
	Multiple IDs
The Offeror's card production facility must be able to process and print multiple ID cards for a customer when more than one ID card request is received for the customer in a day.
	20

	9.4.20
	The Offeror's card production facility must only print the most recent card request for a customer when more than one request is received for the customer in a day for all license types other than special ID and ID cards. A customer could have a special ID, ID card, and DL card all in the same day and all should print. The following are some of Montana’s license types that generate a physical card:
· Operators
· Motorcycle Only
· CDL A – Commercial Driver License (Interstate)
· CDL A – Commercial Driver License (MT Only)
· CDL B – Commercial Driver License (Interstate)
· CDL B – Commercial Driver License (MT Only)
· CDL C – Commercial Driver License (Interstate)
· CDL C – Commercial Driver License (MT Only)
	20

	9.4.21
	The Offeror's card production facility must have the ability to hold the printing of a physical DL/ID card for a person who will turn 21 years old within 90 days of their 21st birthday.  If this is a configurable parameter that MVD could set, that would be preferred. The temporary will still print in the orientation of the age of the customer at the time the temporary prints.  
A driver license or identification card issued within 90 days of an individual's 21st birthday will have the characteristics of a license or identification card issued to a person 21 years of age or older when the card finally prints after their birthday. 
There needs to be a way to override the process by an MVD admin user security authority level in order to remove the hold on printing the card. If the hold is removed it will print in the orientation per the age of the customer at the time of the printing. 
	20

	9.4.22
	Disposal of Consumables
The Offeror will be responsible for the complete destruction of used or wasted card materials and consumables so that no usable product can be obtained. The Offeror will provide DOJ with a monthly report on the disposal of all consumables from the central issuance facilities.
	20

	9.4.23
	The Offeror's card production system must be able to use the characters listed below to print a person's legal name on a DL/ID card. This equates to the list of characters allowed per the CDLIS modernization specifications. The one exception is the @ sign since this is an XML special character we will not allow it in a name:
  Apostrophe (')
  Dollar sign ($)
  Space ( ) not consecutive
  Dash (-)
  Exclamation (!)
  Quote (")
  Percent (%)
  Ampersand (&)
  Open and Close Parenthesis ()
  Open and Close Brackets {}
  Asterisk (*)
  Period (.)
  Colon (:)
  Semi-Colon (;)
  Question Mark (?)
  Underscore (_)
  Tilde (~)
  Plus (+)
  Equals (=)
  Number Sign (#)
	20

	9.4.24
	The Offeror's card production facility must be capable of producing the following list of special ID cards:
Department of Justice
Gambling License
County Treasurer
County Attorney
Montana Highway Patrol
Department of Revenue
Department of Agriculture
Department of Livestock
Specific designs for each card type will be determined during the planning phase after contract award. The Offeror solution must allow the MVD to send the header information to print on the special ID card. The card itself will have a standard format but some of the test needs to be supplied by MVD data entry per the type of special ID card. Also some cards will have an expiration date and some will not so the solution must be able to handle both situations.  It would be preferred to have this as a table that MVD can update to define special ID card type, generate card or just send photo to a directory, and expiration date or not. The gambling control special IDs just use the photo and we send that to their server so they can produce a card. May be the machine to machine call could be used to just send the photo and signature to gambling so they can produce a card.
	20

	9.4.25
	The Offeror's card production facility must be capable of adding a “VETERAN” designation to an applicant's driver’s license and/or ID card. This flag will be sent as part of the interface information from the MVD Driver License system. 
The other flags will be CDL MT only, CDL Interstate, Organ Donor, Living Will, and Non Domiciled. If the customer is under 18 and under 21 there should be a denotation on the card for this information. 
	20



10. [bookmark: _Toc393958888]Card Design and Security Features
10.1 Card Design

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	10.1.1
	Compliance With ISO Standards
The card physical characteristics should conform to ISO/IEC 7810 standards dimensions, thickness, surface distortion, warp resistance, and straightness. 
	20

	10.1.2
	Card Materials
The Offeror should clearly specify all materials used to manufacture the cards, the benefits of certain card material, and provide a unit cost difference of the various cards proposed.
	20

	10.1.3
	Compliance With AAMVA Personal Identification Specifications
DL/ID cards must meet or exceed the personal identification standards contained in the American Association of Motor Vehicle Administrator’s (AAMVA) DL/ID Card Design Standard – Personal Identification – AAMVA North American Standard document dated August 2013 or a more current publication, if one is issued by AAMVA prior to contract award.
	20

	10.1.4
	Compliance With AAMVA Card Design Specifications
DL/ID card design must meet the specifications as outlined in the 2013 AAMVA DL/ID Card Design Specifications or a more current publication, if one is issued by AAMVA prior to contract award in both a horizontal and vertical format. Including PDF 417 2D bar code.
	20

	10.1.5
	Consumables Management
The Offeror must provide to MVD individual and unique serial numbers for every card provided that can be tied to the customers and the materials inventory system for centralized issuance and audit. This a number assigned to the card material so you can tie which card stock item was used to produce this customer’s card.
	20

	10.1.6
	Consumables Costs Responsibility
The Offeror shall be responsible for the cost of all consumables required for the production of permanent and temporary DL/ID cards, whether from proper use, improper use, waste, or defects and will only be compensated for completed physical cards.
	20

	10.1.7
	Design Changes
The MVD reserves the right to add, delete, or change card layout data at any time during the term of the contract. 
1. Changes to the data elements printed on the front or back of the card must be allowed at any time with no additional cost to DOJ as long as the new text/element will print in an existing spot.
2. Up to three (3) card design format changes per card type, for the initial term of the contract, must be allowed at no additional cost to MVD.
3. MVD agrees to work with the Offeror on the timing of the card format changes to make efficient use of existing card materials and to avoid waste.
	20

	10.1.8
	Additional Card Formats
The MVD reserves the right to add one new card type beyond the formats that are currently produced at no charge to MVD for the initial term of the contract. 
	20

	10.1.9
	Durability Testing
After the card design is finalized during the planning phase of the project, the Offeror will, at no cost to MVD, be required to provide no less than twenty five (25) sample cards produced with the same card materials and security features for MVD to submit for independent durability testing and/or the AAMVA Courtesy Verification Program. The Offeror will be required to make modifications to the card materials and/or card manufacturing process and to submit additional samples until the card is able to pass the required testing.
	20

	10.1.10
	Sample Cards
After the card design is final, the Offeror will be required to provide 700 cards initially, and 100 cards annually with the same card materials and security features for dissemination to law enforcement agencies, courts, other state/ government agencies, and the retail industry at no extra cost to the MVD.  
	20

	10.1.11
	General Card Security Requirements
The Offeror must describe the DL/ID card security features they are able to provide within their cost per card proposal at each of the three levels.
Level 1 refers to easily identifiable visual or tactile features designed for rapid inspection without tools or aids. MVD’s current card has 11 security features in this category.
Level 2 refers to security features that require examination by trained inspectors with simple equipment (e.g., magnifying glass, UV light, machine reading equipment). MVD current card has 3 security features in this category.
Level 3 features may require special equipment to provide true certification by forensic specialists conducting detailed examination. MVD’s current card has 1 security feature in this category.
Note: The Offeror may recommend any additional security features for DL/ID cards that will be considered as options with associated costs considered.
	20




10.2 Temporary DL/ID Card

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	10.2.1
	Offeror’s Responsibilities
The Offeror must explain in their proposal how they plan to produce the Temporary DL/ID Cards. 
	20

	10.2.2
	Required Sample
The Offeror must submit a sample of a Temporary DL/ID Card on the proposed secure paper stock as required and specified within this RFP. If the proposed samples submitted cannot fulfill security requirements that MVD stipulated in this RFP, the MVD may reject the proposal solely on this basis.
	20

	10.2.3
	Card Types
The types of Temporary DL/ID Cards issued by the MVD are listed in Exhibit D. Specific designs for each card type will be determined during the planning phase after contract award.
	20

	10.2.4
	Temporary DL/ID Card Headers
The headers for all Temporary DL/ID Cards shall contain the words “Montana” in large letters and the type of Temporary DL/ID Card in smaller letters. The type of temporary is sent in the interface between the MVD Driver License system and the Offeror solution. 
As an example, the words “Under 21 Until MM/DD/YYYY” must appear on the Temporary DL/ID Card if the applicant is under 21 years of age. The temporary contains the same flag settings as the physical card. A lot of the same data on the face of the physical card gets displayed on the temporary.
The final design of all Temporary DL/ID Cards will be mutually agreed to between the MVD and the Offeror.
	20

	10.2.5
	Temporary DL/ID Card Photo
The Image Capture workstation shall produce a digitized image of the applicant and a signature from either a scanned form or an electronic source, in such a manner as to provide for a finished Temporary DL/ID Card, one section of which shall be an “above the shoulder” photo of the applicant printed in either a horizontal format or in a vertical format (in compliance with applicable AAMVA standards). 
	20

	10.2.6
	Temporary DL/ID Card Data
The Temporary DL/ID Card must contain the applicant’s photo, the applicant’s signature, the applicant’s demographic information, barcode and other special features and background information, designated by MVD to be electronically captured and shown on the Temporary DL/ID. 
	20

	10.2.7
	Signature
The signature must be a smooth reproduction of the applicant’s signature and shall not be jagged in appearance. 
	20

	10.2.8
	Expiration Date
The expiration date for the temporary credential, supplied by MVD Driver Licensing System. 
	20

	10.2.9
	Data Elements
The data elements listed in Part 10.3.2 must appear on the Temporary DL/ID Card.
	20

	10.2.10
	Editing Costs Responsibility
The Offeror must edit the content or layout of the data elements at no extra cost to the State if changes in laws or procedures require a change in the layout of the Temporary DL/ID Card or the information contained on the Temporary DL/ID Card.
	20

	10.2.11
	Document Serviceability Standards
Temporary DL/ID cards must remain serviceable for a minimum of one year. In particular, all details, including the photograph/image, signature images, machine-readable data and security features, shall not fade, and shall remain clearly legible and distinguishable.
	20

	10.2.12
	Security Features
Offerors are required to submit detailed information on those characteristics, materials, and features which are provided in their proposed Temporary DL/ID Card for adequate protection against various forms of counterfeiting, alteration of data, duplication of the entire Temporary DL/ID Card, substitution of applicant’s photo, etc. 
Each Temporary DL/ID Card issued shall be of such material and design to prevent its reproduction or alteration without being readily detected.
	20

	10.2.13
	Consumables Management
The Offeror shall be responsible for the cost of all consumables supplied by the Offeror for the purpose of producing Temporary ID Cards whether from proper use, improper use, waste, or defects. MVD will exercise “reasonable care” when dealing with Offeror-provided consumables.
	20

	10.2.14
	Required Stock on Hand
Secure paper stock for the production of the secure temporary DL will be provided to MVD by the Offeror. 
· Offeror must maintain a minimum sixty (60) day supply of secure paper in each facility at all times. 
· Offeror must provide a system for electronically ordering and tracking the secure paper stock for use in each of MVD facilities.
· Offeror must maintain printer service, repairs, and materials (ribbons, cartridges, etc.) at each location. 
	20



10.3 Data Elements for DL/ID Card

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	10.3.1
	AAMVA Compliance
MVD plans to redesign and improve the security features on the current DL/ID in accordance with AAMVA standards. The Offeror must describe in detail the features of its DL/ID card design and services with regard to current AAMVA DL/ID Card Design Standards.
	20

	10.3.2
	DL/ID Card Data Elements (not all required if photo first or special ID):
	1. Facial Image
	2. Signature

	3. Last Name
	4. First Name

	5. Middle Name
	6. Customer Address  

	7.  City
	8. State

	9.  Zip
	10. License Number (not the same as MVD customer number)

	11. Birth Date
	12. Expiration Date

	13. License Issue Date
	14. Class

	15. Restrictions
	16. Special Restrictions

	17. Endorsements
	18. Eye Color

	19. Donor
	20. Sex

	21. Height
	22. Weight

	23. Veteran Designation
	24. Living Will

	25. Non-Domicile, interstate, intrastate
	26. Under 18/21 Designation Including Vertical Format

	27. 2D barcode containing same data elements printed on front of card
	Note: Character length and requirements will be defined/designed once contractor selected, and in accordance with AAMVA standards and bar code specifications.

	28. Special unique code assigned by MVD driver license system.
	



	20




11. [bookmark: _Toc393958889]General Reports
 
	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	11.1
	Custom Reports 

In addition to any standard reports the solution offers, proposal must allow DOJ to define up to 5 additional custom reports at no additional charge over the life of the contract. 
If DOJ determines a need for more than 5 custom reports over the life of the contract, those additional reports must be provided, but for a fee that will be negotiated based on the number of programming hours needed to write the report. 
	20

	11.2
	View or Print 
All reports must display for view on the screen and must be printable and properly formatted. Report data must be displayed on screen in such a way as to limit the need to navigate through multiple pages. The reports should be able to be extracted into a delimited file.
	20

	11.3
	Driver License Data/Customer Information Reports
All of the system components that are used to manage driver license data and/or customer information in accordance with any aspect or version of Offeror-provided administrative software must be capable of compiling and printing reports.
	20

	11.4
	Automated Standard Reports
The system must produce reports automatically in accordance with a predefined schedule (standard) or in response to queries submitted by authorized operators (on-demand). Standard reports should be able to be automatically printed on a network printer, or saved to a Common Internet File System (CIFS) share. 
	20

	11.5
	Production Report Examples
Examples of production reports include:, 
· Database activity statistics, including record counts by record type, originator and record date.
· Adds (enrollments), changes, deletes and purges by selected record type, selected Driver Services Station and/or selected user.
· Daily, weekly, monthly, and annual statistics sorted by card type (including temporary type), driver services station, zip code, and/or user.
· System repository activities, including statistics for complete and incomplete records.
· Source, frequency and outcome indicators associated with database audits and system integrity checks.
· System status, backup activity, downtime, error incident counts and media usage with a designated time period.
· Processing statistics by transaction type / transaction originator for automated processing, manual processing and rejected transactions.
· Cost accounting reports by application type / application originator for transactions with associated applicant fees conducted within a specific date or time period.
· Transactions processed by (1) card type, (2) each driver services station, (3) each individual, and assemble those totals into regional reports and summaries by time periods for up to two years. 
· MVD would like the ability to extract report information into a delimited file to be loaded into other tools.
	20

	11.6
	Reports Determination
The selected Offeror must work with MVD to define the specific production reports that will be generated by the system.
	20

	11.7
	Ad Hoc Reporting Support
System software shall have a capability for “ad hoc reporting.”  
· The system should include a graphically-oriented Report Writer that can be employed by a user to generate ad hoc reports of the operator’s design. 
· The Report Writer should be able to access all system databases and activity logs for the compilation of report information, enabling an operator to structure a query against the data and information that is retained within various aspects of the Offeror-proposed system.  
· Easy to select and change the way data can be sorted. 
· Allow the data to be extracted into a delimited file suitable for ad hoc reporting may be characterized by Comma Separated Variables (CSV).  
· The Report Writer should include the capability to catalog frequently-used ad hoc reports and then add them as scheduled for standard or on-demand reports.
	20

	11.8
	Security Features
The reporting capability for the system must support related logon and system security features.
	20

	11.9
	Report Generation User Support
Training materials and technical manuals shall include a detailed description of the basic reporting functionality that is available within designated aspects of the Offeror-proposed software.
	20



12. [bookmark: _Toc393958890]System Implementation

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	12.1
	Full Installation Services
The Offeror shall provide full installation services and additional installation assistance and support as necessary.
	20

	12.2
	Project Management Plan
For the purpose of installing, testing and deploying system components and software, an Offeror proposal shall include a high-level project management plan that states and describes the work that will be provided by the Offeror, MVD, and the work that will be required of the Information Technology Services Division (ITSD) of the Montana Department of Justice.
	20

	12.3
	Milestone Chart
Within 30 days of award of a contact, the Offeror must prepare and submit to the MVD a Milestone Chart that lists key action dates associated with system implementation.  Offeror reimbursement for all aspects of system implementation and operation (cost per card X number of cards produced monthly) will occur in accordance with the billing procedures described herein 30 days after commencement of card production 
	20

	12.4
	System Implementation Plan
The system implementation plan shall be developed using up-to-date standards-based technology for ease of integration with existing or new MVD systems (hardware, software, interfaces). The Offeror shall describe the installation plan and provide labor, tools, equipment, parts, and accessories required to install the system.
	20

	12.5
	 Personnel Requirements
In accordance with Section 4.2.2 and before system implementation begins, the Offeror must provide position descriptions and specify the number of personnel that will be assigned to installation.
	20

	12.6
	Open Architecture
The system architecture shall be open to provide the ability to easily add additional hardware and software components after and beyond the initial purchase and roll-out.
	20

	12.7
	System Operational Date
Unless otherwise specified and approved by the MVD, the Offeror-proposed system must be fully operational by April 15, 2015. An Offeror-proposed system implementation plan may address phased-in implementation for specific system components or specific MVD locations.
	20

	12.8
	System Completion Date
Completion of system implementation must be no later than the key action date specified for full implementation and approved by the MVD.
	20

	12.9
	Travel Costs
The Offeror must agree to pay travel costs for the Offeror’s employees for the life of the contract. These costs are not billable to the MVD. This includes travel time and per diem expenses related to remedial and preventive maintenance.
	20

	12.10
	Cutover Plans
The Offeror shall provide a detailed cutover plan including all procedures for new system implementation to MVD for approval at least 30 days prior to beginning the acceptance testing. This plan shall take into account fixed equipment cutover, interfaces with and transfer of control to or from existing systems/equipment, scheduled downtime, any dual operation necessary, conversion, and personnel schedules.
	20




13. [bookmark: _Toc393958891]System Development
13.1 Conversion and Migration 

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	13.1.1
	Offeror’s Responsibilities
The Offeror will be responsible for converting files of existing images, photos, signatures, and demographics into their application(s) and system(s) from the existing system. These are currently large objects stored within the database. This includes the enrollment of the images for FR. 
The Offeror must describe prior conversion efforts that they have worked on for their solution and process used to ensure photos match newly created photos in their solution. 
	20

	13.1.2
	Data Conversion/Migration Approach
 The Offeror must submit for MVD review and approval, a data cleansing and conversion plan that meets the State business and technical environment. The minimum requirements for the conversion plan are:
1. A detailed plan for conversion of all files, images, user validation of converted data, and final conversion of files; the plan should include a detailed conversion schedule, definition of the universe of files to be converted, any metrics used to monitor data quality and personnel resources assigned to the conversion.
1. A discussion of the management of the conversion effort, including strategies for dealing with delays, contingencies, data reconciliation procedures, back-up plan, back-up personnel, process verification, and other issues impacting data conversion and data cleaning.
1. Procedures for tracking and correcting conversion problems when encountered and for documenting the revised procedures in the data cleansing and conversion plan.
1. Risks that may be encountered during conversion and the mitigation plan for each risk.
1. Before converting the data, the Offeror must perform trial conversions and conduct walk-throughs of completed file/table conversions for the MVD staff and submit the results for approval.
	20

	13.1.3
	Conversion User Acceptance Test (UAT)
Before conducting the UAT test for conversion, the Offeror must submit, for State review and approval, a conversion test plan that clearly sets forth how the process is designed to fully test the functions and features of the conversion software.  The plan must identify the inputs to the test, the steps in the testing process and the expected results, and any software tools used during testing.
	20

	13.1.4
	Offeror Compliance
An Offeror shall comply with State statutory provisions, administrative rules, and records retention requirements, including electronic data migration to an approved MVD-accessible electronic platform, as they relate to this RFP and the resulting contract.
	20

	13.1.5
	Production Information Accessibility
Any reports or production information created by the Offeror during the course of activities applicable to this contract, including reports and production outputs from an Offeror-maintained Internet-accessible website, if any, shall be readily accessible to the State for 42 months then archived by the Offeror for nine years (eight years plus one year) from the completion date of the contract.
	20

	13.1.6
	Migration Permissions
The Offeror shall receive approval from authorized MVD staff before migrating any changes into the production environment or otherwise modifying or deviating from data provisions and requirements as approved.
	20




13.2 System Acceptance Testing 

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	13.2.1
	General Requirements
Before implementation is allowed to begin, the Offeror must conduct CPS and FRS System Acceptance Testing (SAT), including SAT for the Image Capture Workstations, Central Card Production System hardware/software, and CISS hardware/software acceptance testing (collectively referred to as the “system”).  
· SAT must be conducted and completed in a manner that is satisfactory to the MVD.  
· SAT must start no later than the key action date identified by the Offeror for SAT and approved by the MVD.
	20

	13.2.2
	SAT Approach
Offeror implemented SAT procedures shall be designed and carried out in a manner that exercises the entire system. 
	20

	13.2.3
	Certification of Completion
The Offeror shall certify in writing to MVD when SAT is complete and the system is completely installed and operational. At this time User Acceptance Testing (UAT) will begin.
	20



13.3 User Acceptance Testing

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	13.3.1
	Offeror’s Responsibilities
The Offeror shall develop and include as a part of their proposal a user acceptance testing (UAT) plan for their proposed system. 
· The UAT will be conducted at MVD Headquarters, located in Helena, Montana. 
· The initial UAT at MVD Headquarters must be followed by a second session of UAT conducted at a designated driver services station.
This UAT environment must continue to exist for the life of the contract so all future system, database, or application changes can be run through UAT prior to moving in to production.
	20

	13.3.2
	UAT Start Date
The Offeror will conduct Image Capture Workstation, Central Card Production Facility, FR, and Central Image Storage hardware/software acceptance testing, satisfactory to MVD, starting no later than the key action date for acceptance testing.
	20

	13.3.3
	UAT Acceptance Criteria
The Offeror must agree to a 30-day trial period to allow MVD to test and qualify the installation and operation of the system. If the system is in accordance with the RFP specifications and working properly, the MVD project manager will signify acceptance of the system by issuing a dated, signed memo stating acceptance of the system on behalf of the MVD.
	20



13.4 Training

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	13.4.1
	Offeror’s Responsibilities
The successful Offeror is responsible for designing and delivering training to users of the system who have been designated by the MVD. For the purposes of this section, “user” is defined as any examiner, operator, supervisor, compliance officer, Service Desk operator or LAN support person employed or appointed by the MVD.  
· Training must ensure that each user will be able to operate the integrated digital driver license issuance system as authorized and planned in advance.  
· Once a user successfully completes training that has been conducted or arranged by the Offeror, the user must be capable of competently and effectively using the system and implementing all aspects and functionalities of the system for which they have been trained.
	20

	13.4.2
	Training Expectations
The Offeror will be expected to train all required MVD personnel on the operation of the Image Capture Workstations before full implementation. Offeror must describe their techniques for individual and “train the trainer” training, and use of Learning Management System implementations for “new” and recurring training.
	20

	13.4.3
	User Manuals and Supporting Documentation
The Offeror must provide customized CPS and FRS documentation for the MVD and deliver the documentation electronically. Documentation must include, but is not limited to:
· User documentation
· System software administrator documentation
· System IT hardware support documentation
· Use of reports
	20

	13.4.4
	Required Training Plan
The Offeror’s response must include a written training plan that provides details about a proposed training schedule; training curricula; teaching methods (including ratio of instructors to students); means of delivering training (including pre-course, CBT’s, classroom, “hands on” and distance learning activities, if any); handouts and instructional aides; instructor qualifications (resume, experience, etc.); documentation of training content, delivery and performance; certification of student performance; evaluation and assessment; and post-training support to program graduates.
	20

	13.4.5
	Initial Training
At a minimum, an initial training plan must include:
· A topical outline that sequences and describes all of the various training modules that will be developed and offered.
· A sample lesson plan for one of the proposed modules (goal, objectives, means, method, curricula, exercises, aides, etc.).
· The name, contact information, instructor qualifications and references for the lead trainer who will be designated to develop and implement the overall training plan on behalf of the Offeror once selected.
	20

	13.4.6
	Training Plan Acceptance
Within 30 days’ notice of completion of SAT, but before the start of UAT, the Offeror must complete and submit a copy of a complete training plan. The training plan must be reviewed and approved by the MVD before it is finalized, during which time the preliminary draft plan may be modified in regards to any aspect of training content, materials, and means or methods of delivery.
	20

	13.4.7
	Training Plan Maintenance
Once training commences commensurate with system installation, the Offeror is expected to maintain on file with the MVD an up-to-date copy of the completed training plan. 
	20

	13.4.8
	Training Guide
One training guide (may be electronic) is required for each trained employee specific to the class content. The training guide must include (at a minimum):
· An introduction to the integrated digital driver license issuance system.
· A layman’s explanation describing the function of each component of hardware and software, including a list of the components (item name, number installed, physical description, make and model, brief overview of technical specifications).
· Step by step operating instructions for system components.
· Procedures for system start-up, daily operation, and end-of-day transactions.
· Image Capture and DL/ID card issuance procedures.
· FRS processes and procedures.
· Guidelines for maintenance, problem solving, troubleshooting, back-up and recovery.
· Red flags and warning signs.
The training guide must also be available to all employees online through the MVD internal website and through online help which is integrated into the software application.
	20

	13.4.9
	Updates to Documentation
The Offeror must supply and or update all training, operations, or troubleshooting manuals when a system is replaced, or software is upgraded that creates a significant change to a process. The appropriate manuals must be redistributed by the Contractor to all impacted locations.
	20

	13.4.10
	Specific Training Needs
The MVD projects that approximately 80 users operating from headquarters and geographically dispersed driver exam stations located throughout Montana will require training in the operation of the integrated digital driver license issuance system. 
	20

	13.4.11
	Instructors
The Offeror shall provide a sufficient number of qualified instructors per student for all training. The MVD retains the right to approve or disapprove of any individual instructor authorized to deliver training on behalf of the Offeror.
	20

	13.4.12
	General Training Requirements 
An instructor representing the Offeror shall be available to deliver initial training and act to ensure a successful start-up at each examination site. This instructor / start-up representative shall conduct training and take all other actions required to ensure successful introduction and operation of the integrated digital driver license issuance system. During “rollout” training (training conducted in conjunction with system installation) the instructor / start-up representative shall remain at the installation site for at least four hours subsequent to the completion of initial training and start-up, or until the representative is no longer needed as mutually determined between the Offeror and the MVD. The representative will monitor equipment, users, applicants and general operation of the system, assuring that immediate problems are corrected or that additional training / orientation / system adjustments are implemented as needed. For educational purposes, the MVD will also assign a Service Desk operator to participate in the first two installations of the new system.
	20

	13.4.13
	Training Materials
The Offeror must provide all of the equipment, materials and supplies necessary to present and deliver training effectively.
	20

	13.4.14
	Right to Reproduce and Distribute
MVD has the right to reproduce the training material and documentation of this system for distribution to system users and managers. All training material and documentation is subject to MVD approval prior to use.
	20

	13.4.15
	Training Locations
1. Training must be delivered at MVD Headquarters and at all examination sites that operate, support or contribute to the integrated digital driver license issuance system. The MVD will work with the Offeror to select the training dates, schedule and instructional methods that best suit specific needs that may exist at an examination site.
2. At most examination sites, Initial Training will be provided on the same day that Image Capture Workstations first become available for use. For “in-office” Initial Training, the following applies:
· Closing an office is unacceptable.
· Training may begin as early as 8:00 A.M.
· During regular business hours only a portion of the office staff may be trained at any one session.
· Up to eight employees may be trained per session.
· Because required workstations will be installed in areas that facilitate easy public access, training sessions that rely upon these workstations may be subjected to frequent interruptions.
3. Training for system operators, Help Desk operators and other designated users assigned to headquarters will be held at the MVD Headquarters in Helena.
	20

	13.4.16
	Other Training Provisions
1. The Offeror must also provide training for MVD Central Administration and Training staff, Bureau Chiefs, and Field Office Managers.
2. Training must be provided for use of Travel Stations and FRS equipment. Training must be provided in regards to installation and use of back-up Image Capture Workstations.
3. The cost of all training and training materials must be included in the Offeror’s cost per DL/ID Card issued. The Offeror will be responsible for the costs of the Offeror personnel’s travel, lodging, or expenses, but not for MVD personnel travel, lodging, and wage expenses.
	20

	13.4.17
	Distant Learning
The Offeror may propose providing a self-study course, computer based, or online training program as a substitute for refresher training (i.e., training that occurs more than 30 days after system implementation is complete). If the Image Capture Workstations contain a CD drive, the training material submitted may be in CD format. 
	20

	13.4.18
	Training Updates
If the MVD determines that significant changes are made to the Image Capture, Card Production, and Facial Recognition System or associated equipment during the life of the contract, the MVD may require the Offeror to conduct update training sessions at no added cost to MVD.
	20

	13.4.19
	Technical Documentation Repository
The Offeror’s response shall designate the repository for technical assistance manuals/Help Screens that will be furnished by the Offeror, including system orientation materials that will assist the DOJ Service Desk in providing assistance to examiners.
	20



13.5 Standards of Performance

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	13.5.1
	Offeror’s Responsibilities
Throughout the period of the contract that results from this RFP, the Offeror shall be required to maintain the integrated driver license issuance system in good working order without downtime.
“System downtime” is defined as that period of time when any part of the Offerors solution is inoperative due to failure of the hardware and/or software to operate in accordance with the specifications of this RFP / contract, the test criteria, and the Offeror's proposal. The failure of the State Network or mainframe to function properly will not be considered as system.
	20

	13.5.2
	Remedial Solution
If the Offeror is deemed to be in default of standards of performance, the Offeror shall have an opportunity to provide a remedial solution that allows the affected driver services station(s) to continue operations in a manner that is satisfactory to the MVD. Remedial solutions may include alternative equipment, alternative connectivity, alternative information exchange and/or alternative production processes.
If a remedial solution cannot be offered and implemented within both a manner and time frame that is satisfactory to the MVD (discretionary with the MVD), and no satisfactory remedial solution is provided, and the maintenance standards for downtime are exceeded, liquidated damages will be assessed to the Offeror. 
Once assessed in accordance with the contract, liquidated damages will be subtracted from the next monthly card production invoice and all subsequent invoices as required. The Offeror agrees that the liquidated damages are not a penalty.
	20




13.6 Liquidated Damages

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	13.6.1
	Single or Multiple System Component(s) - Single Driver Services Station
If the maintenance cannot be completed at a single driver services station for either single or multiple component(s) of the Offeror’s system within the time frame specified in 16.5.6, and no satisfactory remedial solution is provided by the Offeror or accepted by the MVD, and, in default of performance, the Offeror’s system remains inoperative, the Offeror will pay $1,000 per work day or fraction of a work day during which an MVD driver services station remains inoperative.
	20

	13.6.2
	Single System Component – All Driver exam stations
If a single component of the Offeror’s system, CPS or FRS is deemed inoperative at all driver license stations, and maintenance cannot be completed within the time frame specified in 16.5.6, and no satisfactory remedial solution is provided by the Offeror or accepted by the MVD, and, in default of performance, the Offeror’s system remains inoperative, the Offeror will pay $2,000 per work day or fraction of a work day during which the MVD driver exam stations remain inoperative.
	20

	13.6.3
	Multiple System Components – All Driver exam stations 
If multiple components of the Offeror’s system CPS and FRS are deemed to be inoperative at and all driver exam stations are affected, and maintenance cannot be completed within the time frame specified in 16.5.6, and no satisfactory remedial solution is provided by the Offeror or accepted by the MVD, and, in default of performance, the Offeror’s system remains inoperative, the Offeror will pay $3,000 per work day or fraction of a work day during which the MVD driver exam stations remain inoperative.
	20

	13.6.4
	Missed Key Action Date
For each work day, or fraction of a work day that the Offeror, at no fault of others, fails to comply with or goes beyond the key action dates that are specified within the Offeror-proposed, MVD-approved system implementation plan, the Offeror will be assessed $2,000 as liquidated damages.
	20

	13.6.5
	Missed System Implementation
For each work day, or fraction of a work day, that the Offeror, at no fault of others, fails to comply with or goes beyond the approved end date for system implementation the Offeror will be assessed $2,500 as liquidated damages.
	20

	13.6.6
	Title and Risk of Loss
Title to and liability for risk of loss of the equipment, hardware, carrying cases, print media, central processing equipment, and central processing systems, including all of the hardware and software aspects of CPS and FRS shall at all times remain with the Offeror. Title to and risk of loss of the finished DL/ID Cards, as defined in this RFP, shall remain with the Offeror until delivery to and acceptance by MVD.
	20

	13.6.7
	Complete Installation Prior to Go-Live
Install the driver licensing system beginning on the key action date for installation start-up so the full implementation of the Image Capture Workstation hardware/software, Central Card Production Facility hardware/software, Central Image Storage hardware/software and conversion of existing image files can be completed by the key action date for full implementation.
	20




14. [bookmark: _Toc393958892]Brochure

	 Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	14.1
	Offeror’s Responsibilities
The Offeror must provide MVD with a color, two-sided brochure and two copies of camera ready art, describing the features of the new DL/ID card and its security features.
· The Offeror must also produce 7,000 full color copies of the brochure for MVD and deliver them to MVD by a mutually agreed to date. 
· The content and layout of the brochure must be agreed to by the MVD. 
· The brochures must be delivered by the key action date for brochure delivery.
· Any brochure produced in accordance with this RFP, whether in printed or electronic form, shall be and shall remain the property of the MVD.
· All work performed, equipment/supplies provided and acceptable documents produced will be paid for using the cost per card model.
A two page PDF electronic file of a brochure that is currently produced to describe the features of the Montana DL/ID card, including license types and security features, is available as a sample in conjunction with this RFP (Exhibit C - Page 1 and 2).
	20



15. [bookmark: _Toc393958893]Technical Requirements
15.1 Access and Environment Requirements

	Technical Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	15.1.1
	The Offeror must describe how their system will function in an environment of limited state network resources and low-speed, low-bandwidth Internet connections. 
Note: Internet connectivity within the state of Montana is technically challenging due to distance and terrain. Offerors should be aware of these factors when preparing a proposal.
	15

	15.1.2
	The Offeror's application must secure all communications that authorized users use to query or supply data. The Offeror must describe how this will be accomplished. These data transfers contain protected personal data per Driver's Privacy Protection Act of 1994 (DPPA).
	15

	15.1.3
	The common XML standard chosen will have an approach to align with the other web service infrastructure standards. The Offeror will confirm that the common XML standard chosen will align with NIEM Biometric domain.
	15

	15.1.4
	The system will be built on an infrastructure based on open standards approved by the World Wide Web Consortium (WC3), WS-I and OASIS. The Offeror will confirm that the system will be built on an infrastructure based on open standards and approved by the WWW consortium.
	15

	15.1.5
	The system will provide a Standard External interface, using SOAP 1.2 or later message structure. The Offeror will confirm that the system provides a Standard External interface, using SOAP 1.2 or later message structure.
	15

	15.1.6
	The XML used in all data exchanges will only use character data (CDATA) at the element level if used at all. The Offeror will confirm that the XML used in data exchanges will make limited use of CDATA and only at the element level.
	15

	15.1.7
	The Offeror must propagate bug fixes and enhancements from the development system to the test system prior to migrating a change to the production environment. This must include the ability to denote a transaction as test so the data is not store in production and is process via the UAT system. The Offeror must describe their quality assurance process.
	15

	15.1.8
	The Offeror’s backup/restoration/recovery functions must include the following features:
· Electronic filing by both “file backup” and “restore.”
· Equivalent methods for the restore function.
· Provisions for unattended backups.
· Provisions for automatic error detection and correction during backup, restoration or recovery.
· Backup media exchange between all designated sites.
	15

	15.1.9
	The Offeror must provide a detailed disaster recovery plan for central system components. 
At a minimum, the disaster recovery plan must address all aspects of the Central Image System and the Central Database.
The disaster recovery plan should include: 
· Off-site storage of all software necessary to operate all aspects of the system.
· Approximate time it would take to obtain equipment, software, materials, etc., to resume system operations. 
	15

	15.1.10
	The Offeror’s disaster recovery plan must ensure the continuity of business, in the event of a disaster, and provide for no more than a 72 hour suspension in services to the MVD.
	15

	15.1.11
	The Offeror’s disaster recovery plan must include a regular test plan that will be implemented at least annually and be coordinated with the MVD. The Offeror’s disaster recovery plan must include evidence that the plan has been tested.
	15

	15.1.12
	The Offeror’s system must include provisions for maintaining continuity of issuing DL/ID Cards in case of complete system failure for the solution contained at the central issuance facility and in Montana. 
The objective of the Continuity of Service Capability is to be able to re-start services within 72 hours of a major scheduling, testing, card production, or communications system failure that could otherwise cause loss of service for a protracted period.
	15

	15.1.13
	The Offeror’s system must be able to read or interpret the business contents of an inquiry message based in XML format.
	15

	15.1.14
	The Offeror must describe their XML schemas.
	15

	15.1.15
	The Offeror’s system must have an access/ authentication structure that integrates with Microsoft Active Directory.
	15

	15.1.16
	The Offeror’s software must have the capacity to use an established Logon ID for every authorized system user. 
· Users must be forced to login to the workstation via username and password.
· Management of user authentication system must be centralized and not local to each machine. 
· Only authorized users shall be allowed access to the workstation. In Montana, we have employees who travel and may work at a station in Helena one week, and then at a station in Butte the next. This person must be able to log in to each site without issues.
· The ICW must be able to log unauthorized attempts to access the system software.
	15

	15.1.17
	The Offeror must describe its options for two-factor, advanced user authentication. The MVD desires a user authentication design that will allow the image capture workstation to operate, but prevent image file access/card production until user authentication is verified.
	15

	15.1.18
	The Offeror’s Image Capture Workstation (ICW) software must provide a process that authorized supervisory personnel can use to add, change, or delete operator access codes. This may not be needed if current Montana active directory user accounts are utilized. It is preferred that users use their Montana assigned login ID already used to access the State network.
	15

	15.1.19
	The Offeror’s ICW software shall not be operable without the use of the pre-assigned access codes.
	15

	15.1.20
	The Offeror must describe the security settings and levels their software supports in all the applications noted in this RFP. Logon IDs must promote system security, grant access and contribute to the accountability of system audits and reporting. 
	15

	15.1.21
	Functional passwords must adhere to DOJ password complexity and expiration standards (can be supplied on request).
	15

	15.1.22
	The Offeror must describe any biometric logon options that may be provided for authorized system users who are accessing the Image Capture Workstations. MVD may choose not to implement these features.
	15

	15.1.23
	The Offeror must describe the software version control processes used for making changes to the solution and how those changes get applied and tracked for Montana. The Offeror should denote if they maintain separate instances of the solution for different jurisdictions. 
	15



15.2 Architecture and Design Requirements

	Technical Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	15.2.1
	The Offeror shall provide detailed technical specifications for devices and all other hardware required as part of the proposal. No alpha or beta test hardware will be accepted by DOJ.
	15

	15.2.2
	The Offeror must demonstrate that the equipment to be used meets the capacity and performance requirements of the system. If, in the course of this contract, capacity or performance is found to fall short of operational requirements defined in this RFP, the contractor must modify the system to meet these requirements at the contractor's expense.
	15

	15.2.3
	The Offeror must ensure all hardware, software, or communications components installed for use by State staff are compatible with the State currently supported versions of the Microsoft Operating System, Microsoft Office Suite and Internet Explorer; and current technologies for data interchange.
	15

	15.2.4
	As hardware/software approach end-of-life, the Offeror will be responsible for maintaining and/or replacing all required hardware and software.  Any cost associated with end-of-life maintenance or replacement is the responsibility of the Offeror.  Annually, or more frequently at the State’s discretion, Offeror will provide a report to the State regarding hardware and software configuration status.
	15

	15.2.5
	The Offeror must provide an entity relational diagram of the database. 
	15

	15.2.6
	The Offeror must provide a Web Services Description Language (WSDL) image file for web retrieval services
	15

	15.2.7
	The Offeror must describe their load balancing strategy across Web and application servers. The architecture will have full redundancy and fail-over capabilities at all levels, and will be designed to have no single point of failure.
	15

	15.2.8
	The Offeror must include a discussion of the standard web technologies adopted in the development of the web user interface, e.g., JQuery, JavaScript, PHP, Ajax, Java, ASP, ASP.Net, C#. The Offeror should also discuss how the architecture provides the ability to customize and expand the system using these standard web technologies. Discuss how the web interface architecture handles web interface vulnerabilities e.g., cross-site scripting (XSS), SQL injection and remote code execution.
	15

	15.2.9
	The Offeror must provide separate development and test system environments. The Offeror must describe how development and test systems will be provided and confirm that an environment identical to production will be provided as a test system. The Offeror must describe any differences in the proposed environments.
	15

	15.2.10
	The Offeror’s system must support separate database/application environments for development, test, and production. The Offeror must describe how they will implement and support these environments.
	15

	15.2.11
	The Offeror’s system must ensure that no loss of data will occur during a fail-over event. The Offeror must describe how this requirement will be met.
	15

	15.2.12
	The Offeror’s system must incorporate high availability capability to ensure minimal loss of access to the service. The Offeror must describe how this will be accomplished.
	15

	15.2.13
	The Offeror’s system, at any point in the driver license issuance process, must be able to capture, record, and retain photo/signature image files in conjunction with a MVD driver licensing system-assigned customer number and the customer demographic information that has been entered to that point. 
	15

	15.2.14
	The Offeror’s system must be able to complete license issuance transactions that have been placed in a hold status, for whatever reason. An operator must be able to retrieve photo/signature images for DL/ID card processing and resume the issuance process from the point where it left off. 
	15

	15.2.15
	The Offeror’s system must have ability to flag an image as unauthenticated (i.e., no credential is produced).
	15

	15.2.16
	The Offeror’s Image Capture Workstation (ICW) must be able to store the photo/signature images for a minimum of seven days. This should be a parameter that can be changed. The offeror and MVD will decide on this setting for go live.
	15

	15.2.17
	The Offeror’s system must be able to transmit and store images on the CISS in compressed format. The DL/ID number will not be compressed.
	15

	15.2.18
	The Offeror-supplied ICWs must store digital images using AAMVA Best Practices Imaging Standard for Photographs and Signatures.
	15

	15.2.19
	The Offeror must indicate in their technical response the maximum number of bytes their image file will require when stored on the CISS.
	15

	15.2.20
	The Offeror must describe how their system configuration data can be modified by a system administrator and/or analyst. The Offeror must also list the system configuration components that are configurable.
	15

	15.2.21
	The Offeror must provide recommendations that may be implemented to allow the system to grow as requirements dictate.
	15

	15.2.22
	The Offeror's system must be designed to prevent data sent from the mainframe interface from being altered at the Image Capture Workstation (ICW) or the card production facility.
	15

	15.2.23
	The Offeror-supplied ICWs must provide the capability to create offline records for processing at the ICW when the state network, and/or MVD Driver License system are not available. Offline processing must allow an operator to enter all demographic information necessary to process a customer and print a temporary DL/ID card document, without requiring that a record be sent from the MVD Driver License system in order to produce a document. 
Once communications are restored, the solution must allow the examiner to select the offline transactions to be processed, receive the MVD Driver License system demographics to combine with the offline images, and generate the card request.
	15

	15.2.24
	The Offeror-supplied ICWs must be able to process an applicant's photo and demographics and send this data to a network file folder or Microsoft SharePoint address (without printing a temporary DL/ID card). This process is used for sending images to another State agency for use in generating special ID cards.
	15



15.3 General Business

	Technical Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	15.3.1
	The Offeror must describe any facility, security, infrastructure, or other accommodations needed for any system components proposed by the Offeror that are to be hosted in or housed within State facilities.
	15

	15.3.2
	The Offeror shall describe their method for remote access for management of the system components that are hosted or housed within Montana facilities.  This must use state approved mechanisms and be paid for by the Offeror. 
	15

	15.3.3
	The system shall provide automated system monitoring, including:
1. Ability to work with Microsoft System Center, Configuration Manager, and System Center Operations Manager.
2. Capability to automatically monitor system processes and to provide real-time detection of the occurrence of system problems including hardware component failures and software problems.
3. Capability for authorized management personnel to access and monitor system usage and system status information from designated networked workstations.
	15



15.4 Interfaces

	Technical Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	15.4.1
	The Offeror shall perform full lifecycle development activities for all interfaces needed for the system to meet the requirements defined in this RFP.  
	15

	15.4.2
	The Offeror’s system must securely and seamlessly interface with the State’s Driver License system. The Offeror must describe its experience with external business partners on complex interface processes, especially including experience with the State of Montana.
	15

	15.4.3
	Desktop solutions shall support a Web Services interface. The purpose of an interface is to allow operating software to push applicant demographics and document images from a driver services station to a central storage system over the State’s secure network (in all applications the system shall be able to store the MVD driver licensing system-assigned customer number (this is not the driver license number) to tie the customer record on those applications back to the driver licensing system). Applicant demographic data should be in an XML record format, document images should be JPEG. The Offeror must include details on how the proposed solution supports a Web Services interface and XML.
	15



15.5 Security

	Technical Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	15.5.1
	By submitting a proposal, the Offeror acknowledges that the successful bidder will have access to information which is considered Personally Identifiable Information (PII), the dissemination of which is limited by federal and/or state law, including the Federal Drivers Privacy Protection Act, 18 USC 2721 et. Seq. Offeror acknowledges that the improper dissemination of personally identifiable information is a violation of the Federal Drivers Privacy Protection Act and that any individual or entity that violates this Act is subject to criminal prosecution, fines, and civil penalties.
	15

	15.5.2
	All contractor employees working on the Card Production and Facial Recognition System shall have a FBI criminal background check done prior to employment and periodically as required by the State, with results submitted to the State for review at the cost of the contractor.  Any employee with a background unacceptable to the State must be immediately dismissed from the project by the contractor.
	15

	15.5.3
	The Offeror shall provide for system security in compliance with National Institute of Standards and Technology (NIST) security requirements to protect the confidentiality, integrity, and availability of the information systems.
	15

	15.5.4
	 The Offeror shall develop, implement, maintain, and use appropriate safeguards as outlined in the NIST standards that reasonably prevent the misuse of information systems and appropriately protect the confidentiality, integrity, and availability of information systems. 
	15

	15.5.5
	The Offeror's application must secure all communications that authorized users use to query or supply data. Offeror should describe compliance with secure sockets layer (SSL), multipurpose internet mail extensions (MIME), and industry-accepted standards for applicable uses of cryptography such as Advanced Encryption Standard, Data Encryption Standard, Triple DES, or National Institute of Standards and Technology (NIST).
	15

	15.5.6
	The Offeror shall maintain a security plan that complies with NIST security requirements.
	15

	15.5.7
	The Offeror shall report suspected security incidents that occur on the Driver’s License / Identification Card and Facial Recognition System that may affect DOJ or the State of Montana systems to the DOJ Service Desk within 2 hours of discovery.
	15

	15.5.8
	The Offeror shall describe the audit log and retention capabilities within the Driver’s License / Identification Card and Facial Recognition System.
	15

	15.5.9
	The Offeror will not copy any DOJ  data obtained while performing services under this RFP to any media, including hard drives, flash drives, or other electronic device,  other than as expressly approved by DOJ.  
	15

	15.5.10
	The Offeror shall return or destroy all Personally Identifiable Information (PII) information received from DOJ, or created or received by Offeror on behalf of DOJ.
	15

	15.5.11
	The Offeror’s system shall include firewalls and data encryption for protection against unauthorized access to stored data as well as to data in transmission. The Offeror must describe the type of firewall or boundary protection mechanisms that are employed for their system.
	15



15.6 System Components

	Technical Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	15.6.1
	The Offeror will own and must provide system components including hardware, software, cameras, signature collection devices, uninterrupted power supplies (UPS), surge protectors, cables, supporting equipment and start-up supplies.
All system components must:
1. Be of a model or type that is currently in production.
2. Be from a product line that is available on the open market as current technology.
3. Be of new manufacture. Used, refurbished, or remanufactured equipment is not acceptable.
4. Not have been in prior use (used equipment unallowable for original installation; maintenance exclusions as specified within the required Warranty - Maintenance Agreement apply).
	15

	15.6.2
	The Offeror must provide system components that operate properly under the conditions of temperature and humidity that are normally found within the driver services station environment. 
The usual temperature level is expected to fluctuate between 64 and 84 degrees Fahrenheit. Relative humidity levels will fluctuate between 30% and 95%. Airborne dust particles may be present. 
	15

	15.6.3
	The Offeror must provide system components that fit within the space currently allocated at the state’s driver exam stations. All existing driver exam stations are of a size and space sufficient to meet Americans with Disabilities Act (ADA) requirements for disabled applicants.
	15

	15.6.4
	The Offeror must describe their system’s capability to integrate with barcode readers. The Offeror must also describe the barcode formats their system is already programmed to read.
Note: Offeror should indicate whether the AAMVA standard driver license barcode is one of the formats their system can read and if so, provide the version level.
	15

	15.6.5
	The Offeror must have a procedure in place for the proper disposal of any system hardware that is replaced over the life of the contract. For any hardware capable of storing data, the contractor will be responsible for transporting the replaced hardware to Helena, MT. DOJ Information Technology staff will be responsible for ensuring that all data is removed and not retrievable prior to disposal. DOJ will notify the contractor when equipment is ready for disposal and contractor will be responsible for any costs associated with the equipment disposal.
	15


15.7 System Service Levels

	Technical Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	15.7.1
	The Offeror’s system must operate during the hours of normal MVD operations from 7:00 a.m. to 6:00 p.m., Monday through Friday (excluding Holidays and scheduled downtime such as preventive maintenance).
Montana recognizes 11 state and federal holidays per year. Driver exam stations are not open on Saturdays or Sundays.
	15

	15.7.2
	The Offeror’s system must be available 99.5 %, subject to reasonable allowances for scheduled maintenance, backups, upgrades, or temporary system failures. The Offeror must describe how they will support their systems to ensure maximum availability.
The Offeror must note any software and software licenses that will be needed to allow the maintenance to be performed remotely. The Offeror must describe what can be maintained remotely and what must be maintained on site. The Offeror is responsible for these costs.
	15

	15.7.3
	The Offeror’s system, within three seconds of receiving an image retrieval request, must be able to transmit the requested image file from the CISS to that requestor. 
The response time for the Offeror solution to process from screen to screen must be maintained at three seconds or less for the life on the contract.
	15

	15.7.4
	The Offeror is responsible for any required upgrades to their database, hardware, and software to maintain image retrieval request response times. 
Note: These upgrades, if required, must be made at no additional cost to the State.
	15

	15.7.5
	The Offeror’s system shall permit complete shutdown of hardware and software and restart to full functionality within a period of time that does not exceed 20 minutes.
	15

	15.7.6
	The Offeror’s system, in the event of a system outage due to a power failure of any combination of workstation or software, must be capable of restarting within three minutes of the restoration of power.
	15

	15.7.7
	The Offeror’s system, in the event of a power failure, should be able to restart in-process transactions in system queues after power-up with no loss of transactions or data.
	15

	15.7.8
	The Offeror’s system, in the event of a power failure, must be able to restart application software at the point displayed prior to the power failure.
	15

	15.7.9
	The Offeror’s system, in the event of a power failure, must be able to return software settings to the settings displayed prior to the power failure.
	15

	15.7.10
	The Offeror’s system, in the event of a power failure, must be able to restore all regularly required statistical and audit transactions regarding applications in-progress, and must continue to function as if no interruption had occurred.
	15

	15.7.11
	The Offeror’s system must provide built-in system diagnostics and error correction capabilities.
	15

	15.7.12
	The Offeror’s system must provide, at their expense, remote control troubleshooting and maintenance capability to allow a remotely-located system engineer to operate system diagnostics, correct operational problems, and download software modifications.
	15

	15.7.13
	The Offeror’s system must provide comprehensive, online, system administration documentation, including descriptions of system error messages and their interpretation, system diagnostic capabilities and operational procedures, and response requirements for specific problems.
	15

	15.7.14
	The Offeror shall calculate projected mean time between system failures and state this value within their RFP response. This measurement must be part of the regular reporting the Offeror provides to the MVD for system performance monitoring.
	15



15.8 System Updates

	Technical Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	15.8.1
	The Offeror must agree to comply with DOJ’s change management process.
	15

	15.8.2
	The Offeror must describe their process for supplying software updates and user documentation updates and describe the frequency of updates. DOJ uses System Center Configuration Manager to manage PCs and servers, keep software up-to-date, and set configuration / security policies.
	15

	15.8.3
	The Offeror is responsible for any upgrades to hardware and/or software that are required to maintain all Offeror supplied system components to meet the required service levels. These upgrades, if required, will be at no additional cost to MVD.
	15

	15.8.4
	The Offeror must configure the Image Capture Workstations (ICW), during logon, to automatically query and download, when necessary, the latest version of ICW software. 
Note: If the State network should be down or traffic prohibits the online/real-time update, the MVD will accept an overnight transfer of software updates.
	15

	15.8.5
	The Offeror must supply needed updates to the software, operating system, or hardware to keep applications running and secure to meet the required service levels at no extra cost to the state for the duration of the contract.
	15

	15.8.6
	The Offeror’s system shall provide a capability to track and report system update history.
	15

	15.8.7
	The Offeror’s system must provide a capability to roll back changes with no degradation or corruption of current or archived data.
	15



15.9 System Utilities

	Technical Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	15.9.1
	All system utilities must require a total of no more than five minutes per day per driver services station to perform routine system management tasks, e.g., those tasks that must be completed daily for the system to operate (logon, logoff, calibration, registry settings, etc.) Any system that requires a total of more than five minutes per day will be deemed as not meeting the service levels and could mean liquidated damage may apply. 
	15

	15.9.2
	The Offeror’s system must identify applications and programs by title and version number so that changes may be tracked and version-controlled. This version number shall be used to verify that all machines are running the correct version of software.
	15

	15.9.3
	The Offeror’s system utilities must be capable of date/time stamping affected files.
	15




16. [bookmark: _Toc393958894]Maintenance and Support
The following section lists requirements for the long term management of the contract and details of expected service level and warranty/maintenance agreements. 
1. 
2. 
3. 
4. 
5. 
6. 
7. 
8. 
9. 
10. 
11. 
12. 
13. 
14. 
15. 
16. 
16.1 General Requirements

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	16.1.1
	Preventive Maintenance
Perform preventive maintenance as proposed by the Offeror and agreed to by MVD, along with repairing, replacing, refreshing and restaging inoperative Image Capture Workstations and maintaining the CISS and Central Card Production Facility hardware and software during the term of the contract. The Offeror must outline their standard for preventive maintenance.
	15

	16.1.2
	Image Capture Workstation Replacement
In accordance with the Warranty – Maintenance Agreement, an inoperative Image Capture Workstation must be transported, replaced, repaired or upgraded by the Offeror and either returned to service within the original driver services station or allocated as future replacement (backup) equipment. Backup equipment must also be restored and/or upgraded whenever necessary
	15

	16.1.3
	Service Level Agreement
The times for maintenance need to be mutually agreed upon by the State and the Offeror. The CISS must be available 24 hours a day, 7 days a week, except for short periods for system maintenance. The retrieval time must be maintained regardless of any maintenance, back-up, etc., activity that must be performed by or on the Offeror’s CISS.
	15

	16.1.4
	Call Center
The Offeror must provide a call center to provide assistance to Montana MVD staff who call to obtain information, report a malfunction, or ask for help.  The Offeror must describe their customer relationship management service and how they will provide support to Montana staff. The call center must be available between the hours of 7:00 a.m. to 6:00 p.m. local Montana time.
	15

	16.1.5
	Knowledge of Montana Systems
The Offeror must identify the number of resources available in their organization that can provide technical support unique to Montana.  At a minimum, this support must be available between the hours of 7:00 a.m. to 6:00 p.m. local Montana time.
	15



16.2 Warranty and Maintenance
In accordance with this RFP, the Offeror will be expected to support, maintain and enhance the system without additional cost to the State for each year of the contract.

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	16.2.1
	Offeror’s Responsibilities
During the period of warranty, the Offeror is responsible for all obligations and costs associated with shipping, handling, or otherwise transporting the equipment being replaced or the spare/replacement/backup that is used to replace the malfunctioning or inoperative equipment. During warranty, new components or new spares shall be deployed, installed and/or staged solely by the Offeror.
	15

	16.2.2
	Warranty Period Definition
“Warranty Period” is defined as that period of time during which the Offeror will, at no cost to the State, replace rather than repair defective or inoperative hardware and software with new components. 
Within the response to this RFP, the Offeror must specify the length of the time period for the initial system warranty and this time period must be defined and described within an Offeror-proposed Warranty - Maintenance Agreement.
	15

	16.2.3
	Extension to Third Party Products
The State requires that an Offeror-provided warranty period cover products of "third party" origin to the same extent as the Offeror warranty may apply to Offeror fabricated products.
	15

	16.2.4
	Maintenance Definition
“Maintenance” is defined as technical support, system maintenance, repairs, replacement of equipment and parts, and upgrades to hardware and software provided by the Offeror during the entire time period of the contract as a result of the payment of the cost per card fee proposed by the Offeror and approved by the MVD. Maintenance includes either replacement or repair as required to ensure a fully functional integrated driver license issuance system.
	15

	16.2.5
	Maintenance Expectations
The Offeror shall render maintenance to keep all Offeror provided hardware and software in, or restored to, good working order. Maintenance includes preventative and remedial maintenance, system upgrades, installation of safety changes and installation of engineering changes based upon the specific needs of the individual item of hardware and/or software. Maintenance also includes repair, replacement, exchange, or upgrade deemed necessary to restore replacement, spare or backup equipment to good working order, back in its case(s) and back to the appropriate staging location.
	15

	16.2.6
	“Good Working Order” Definition
For purposes of this RFP, hardware and/or software “restored to good working order” shall be defined as hardware and/or software that performs all functions as prescribed in the RFP, the Offeror's proposal, and the manufacturer's published specifications for such hardware and/or software as originally manufactured.
	15

	16.2.7
	Long-Term Maintenance Approach
For the purpose of the response to this RFP, the Offeror must clearly describe the overall approach that the Offeror will take to reducing or eliminating downtime by quickly addressing system or equipment failures and managing spare, replacement, or backup equipment (staging, deploying, retrieving, refreshing, updating, replacing, restaging) in accordance with the Offeror personnel assigned or the Offeror facilities anticipated to be operated in Montana.
	15

	16.2.8
	MVD-Offeror Mutual Aid
Although the obligation shall remain with the Offeror for avoiding downtime and meeting the timelines as specified, the repaired / replaced components / spares may be deployed, installed, and/or re-staged through a cooperative effort managed with the resources of both the Offeror and DOJ.
	15

	16.2.9
	Maintenance Support Staff
The Offeror will employ an adequate number of trained technicians sufficient to meet the warranty – maintenance and service level requirements of the contract.
	15

	16.2.10
	Replacement Parts Inventory
The Offeror shall stock necessary levels of spare parts to provide maintenance in accordance with the service level requirements, terms, and conditions of this RFP.
	15



16.3 Warranty – Maintenance Agreement

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	16.3.1
	Objective
The proposal submitted by the Offeror in response to this RFP must define and describe a Warranty - Maintenance Agreement that the MVD shall rely upon to assure that ongoing long-term maintenance is available for the components of the integrated driver license system – CPS and FRS – for the entire term of the contract both during and after the initial warranty period. The Offeror must describe their standard warranty and maintenance agreements.
	15

	16.3.2
	Key Components
The proposed Warranty - Maintenance Agreement must include, the following provisions: 
· Response time
· Points of contact
· Equipment replacement 
· Software upgrades
· Obsolescence  
The proposed Warranty - Maintenance Agreement shall describe all maintenance features, options and benefits that are proposed to be provided by the Offeror.
	15



16.4 Warranty – Maintenance Agreement (General Provisions)

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	16.4.1
	Objectives
The Offeror shall describe the means and methods that will be employed to initially warrant that:
· All equipment is free from defects in materials, workmanship or design that could adversely impact performance expected during normal service and use.
· There is clear title (free of any and all liens and encumbrances) for all equipment and parts.
· No aspect of the integrated digital driver license issuance system will be inoperative or degraded in capacity due to inadequate, delayed, or impromptu service provided by the Offeror.
	15

	16.4.2
	Offeror’s Responsibilities
The Offeror shall affirm that the cost per card specified by the Offeror will account for all of the costs required to provide and install a fully functional integrated digital driver license issuance system as well as to warrant and maintain the system for the term of a contract as awarded, if any.
	15

	16.4.3
	Offeror’s Responsibilities – Costs 
During the time period covered by a Warranty – Maintenance Agreement, the Offeror shall be responsible for the cost of all repairs, including parts, hardware, software, consulting services, labor, shipping / handling and any other costs associated with maintaining the integrated driver license issuance system.
	15

	16.4.4
	Required Monthly Report
During the term of the contract the Offeror must provide MVD with a monthly report that tallies and describes maintenance performed and downtime experienced for the system or system components.
	15

	16.4.5
	Warranty Exclusions
The Offeror’s Warranty - Maintenance Agreement may exclude coverage for any part or item of equipment that has been repaired or altered by someone other than the Offeror, Offeror approved JITSD resources, or which has been subjected to abuse, misuse, negligence, or accident.
	15

	16.4.6
	Future Costs Estimate
As part of the submission that is provided in response to this RFP, the Offeror shall provide an introductory description of methods to be used by the Offeror or the MVD for estimating future costs for system maintenance and system upgrades once the negotiated contractual time period has expired.
	15



16.5 Warranty – Maintenance Agreement (Response Time – Time Frames for Maintenance)

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	16.5.1
	Offeror’s Responsibilities
The Offeror shall provide remedial and preventative maintenance for all aspects of the digital driver license issuance system. As specified below, special maintenance provisions shall apply to the Image Capture Workstations, the CISS, and other major system components that may be identified by the Offeror within the Warranty - Maintenance Agreement and approved by the MVD.
	15

	16.5.2
	CISS Hours of Operation
The CISS, and the other major system components pre-identified within the Warranty - Maintenance Agreement, must be operational 24 hours a day, 7 days a week.
	15

	16.5.3
	Coordination with DOJ
All maintenance to major system components must be coordinated with DOJ operations and MVD in order to minimize customer inconvenience.  This service must be provided during the MVD’s normal operational period, 7:00 AM to 6:00 PM MST, Monday through Friday.
	15

	16.5.4
	Planned Maintenance Schedule
For the entire term of the contract, on-site remedial and preventive maintenance shall be made available by the Offeror during driver services station working hours: 7:00 AM to 6:00 PM MST, Monday through Friday. This must be coordinated with MVD in order to minimize customer inconvenience.
	15

	16.5.5
	Response Time Goals
Except when adversely affected by reason of force majeure, on-site remedial maintenance conducted by the Offeror shall be completed within a four or eight hour timeframe, unless MVD and the Offeror mutually agree to another period of time. 
	15

	16.5.6
	Maintenance Timeframes
Maintenance time frames established for the purpose of determining contractual compliance and calculating system restoration or downtime and are as follows:
· The system must be restored within eight working hours after notification that a system component is inoperative when a backup system component is not close by.
· The system must be restored within four working hours after notification that a system component is inoperative if a backup component is available at the driver services station regional location.
· The system must be restored within four working hours after notification that the CISS, or another major system component as predetermined within the Warranty – Maintenance Agreement, is inoperative or in need of maintenance.
	15

	16.5.7
	Spare Equipment Replacement Response Times
Once spare, replacement or backup equipment is deployed, it is the obligation of the Offeror to repair or replace the malfunctioning / inoperative equipment and/or re-stage a suitable spare:
· Within 20 working hours of system restoration; or 96 hours total time.
· “Working hours” are tallied by counting the hours of downtime that occur between 7:00 AM and 6:00 PM MST Monday through Friday.
	15

	16.5.8
	Downtime Definition
Downtime shall be calculated from the time the DOJ Help Desk first notifies the Offeror's designated representative of the inoperative condition until the system is returned to proper operating condition.
	15

	16.5.9
	Remedies for Non-Compliance
If on-site remedial maintenance is not completed and system operations are not restored within the times as prescribed, and downtime exceeds the time frames as established and described above, the Offeror shall be deemed in default of standards of performance and subject to liquidated damages.
	15



16.6 Warranty – Maintenance Agreement (Preventive Maintenance)

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	16.6.1
	Schedule
Preventive or scheduled maintenance shall be performed at mutually agreed upon intervals. 
· The Offeror shall specify within their proposal the number of hours of annual preventive maintenance required for the Image Capture Workstations, printers, the CISS, and other pre-identified major system components.
· The Offeror will arrange for preventive maintenance or remedial training for users to be performed in accordance with a scope and time that is approved by the MVD. 
· The Offeror shall specify in its proposal the frequency and duration of the preventive maintenance required and MVD shall specify when the preventive maintenance shall be performed, subject to change and agreement from both parties.
	15

	16.6.2
	Maintenance Locations
Preventive maintenance shall be on-site at driver exam stations, the central image server site, or the MVD headquarters facilities.
	15

	16.6.3
	Hardware Maintenance
Hardware maintenance shall include cleaning, lubrication, adjustments and replacement of maintenance parts deemed necessary. 
· Whenever possible all maintenance parts shall be new or certified as new. However, maintenance parts may or may not be manufactured by the original hardware manufacturer, may be altered by the Offeror to enhance maintainability, but shall be acceptable to the original hardware manufacturer and new or certified as new. 
· All maintenance parts shall be furnished and replaced at driver services station on an exchange basis, and the exchanged parts shall become the property of the Offeror. 
	15

	16.6.4
	Printer Maintenance
In accordance with an established schedule, or at the request of MVD, the Offeror shall provide periodic cleaning of printers. Cleaning may be conducted in conjunction with routine calls for remedial maintenance and/or a mutually approved preventive maintenance schedule.
	15



16.7 Warranty – Maintenance Agreement (Key Maintenance Personnel)

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	16.7.1
	Offeror’s Responsibilities
The Offeror shall identify all key personnel who shall be providing maintenance on the Image Capture Workstation Central Image System hardware/ software, or other pre-identified major system components, and furnish the MVD with a means of identifying these personnel, furnish MVD with credentials on these personnel and notify the State at least ten days in advance of any reductions in staffing levels of key personnel assigned to serve the State of Montana.
	15

	16.7.2
	Identification of Central Issuance Facility Maintenance Staff
If the Central Issuance Card Production Facility is housed in a state other than Montana, the Offeror’s proposal must specify how and by whom equipment that is housed locally will be serviced, maintained, and otherwise supported in a functional, operational state.
	15



16.8 Warranty – Maintenance Agreement (Points of Contact)

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	16.8.1
	Offeror’s Responsibilities
The Offeror will provide telephone support, remote computerized maintenance, or on-site repair for all unresolved warranty and maintenance problems, ensuring that all necessary adjustments, repairs, replacement of system components, or modifications to software are completed as needed to ensure system operation.
	15

	16.8.2
	Interaction with DOJ Service Desk
The DOJ Service Desk will be designated to serve as the initial point of contact for MVD users with routine questions or problems relating to the system. The Offeror will act in conjunction with DOJ Service Desk staff to develop guidelines for troubleshooting that will assist in diagnosing system problems, resolving issues, and referring maintenance requests when required.
	15

	16.8.3
	Telephone Support
During the term of the contract, the Offeror will provide the MVD with a toll free number to use to contact the Offeror between 7:00 AM and 6:00 PM MST Monday through Friday whenever a system component becomes inoperative (a toll-free number established by the Offeror must be used to ensure that any maintenance calls made to the Offeror result in no increased cost to the MVD).
	15

	16.8.4
	Initial Response Time
Within 15 minutes of a telephone call, Offeror personnel, knowledgeable about the operation of the integrated driver license issuance system, must call the driver services station that is reporting the problem to determine the exact problem and to try to talk through a solution to the problem. Failure to meet this timeframe could be determined to not meet the standards of performance and subject the Offeror to liquidated damages.
	15

	16.8.5
	Secondary Response
If the problem cannot be resolved over the telephone, Offeror personnel must contact the site where backup, spare, or replacement equipment is staged and transports the equipment to the driver services station that is affected. In every case, it shall be the responsibility of the Offeror, and not the MVD, to initiate the appropriate maintenance response upon report of a problem, including transport of equipment, and ensure that system operations are restored as required. 
	15

	16.8.6
	Response to Verbal or Electronic Service Requests
The Offeror will develop procedures for receiving, referring, or acting upon maintenance requests received verbally or via e-mail messages.
	15

	16.8.7
	Service Request Form
The Offeror will be responsible for developing and publishing printed and electronic versions of a “System Trouble Form” that can be completed by a user who is experiencing a sustained or significant problem with the driver license issuance system. The DOJ Service Desk will screen, file, or route any System Trouble Forms that are received.
	15

	16.8.8
	Ongoing First-Level Support
In regards to warranty and maintenance, the DOJ Service Desk will eventually be responsible for logging all user inquiries, performing routine troubleshooting in accordance with the pre-established guidelines and notifying the Offeror when a problem remains unresolved.
	15

	16.8.9
	Designated Support Staff
In accordance with established provisions for maintenance of an integrated CPS and FRS, the Offeror shall designate technicians, troubleshooters, and technical support specialists who will assist DOJ Service Desk personnel. MVD would like a single point of contact for the Offeror’s solution that would act as the technical lead to ensure reported problems get resolved and preventive maintenance is performed.
	15

	16.8.10
	Offeror Knowledge Transfer
DOJ Service Desk personnel shall routinely route reports of system problems or malfunctions to the support person / technical resource that is designated by the Offeror. At the discretion of the MVD, Offeror staff may assist DOJ Service Desk personnel in learning to respond directly to routine inquiries or trouble calls.
	15

	16.8.11
	DOJ Service Desk Data Access
Customer Service Representatives assigned to the DOJ Service Desk shall have access to images via Offeror-provided Image Retrieval Solution. This solution must be the one that does not return photo first images.
	15

	16.8.12
	Online User and Technical Support
The system proposed by the Offeror shall provide online “help” features accessible to all system users.
	15



16.9 Warranty – Maintenance Agreement (Equipment Replacement)

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	16.9.1
	Loaner Equipment Provisions
The Offeror-proposed Warranty - Maintenance Agreement must describe the procedures for the provision of “loaner equipment.” This refers to equipment to be installed by the Offeror to replace malfunctioning equipment whenever backup equipment is unavailable or insufficient, and/or the Offeror is unable to complete a repair as required under the terms of the Warranty - Maintenance Agreement. The Offeror must also describe its procedures for keeping the MVD informed and mitigating the adverse impact of unexpected delays.
	15

	16.9.2
	Equipment for New Sites
In the cost proposal, the Offeror must denote the cost to MVD for adding a new location to the contract.   The Offeror must include the personnel and travel costs, if any, to setup that office to a new location.
	15

	16.9.3
	Magnetic Media Management
Since secure data will be stored on the integrated driver license issuance system, the Offeror must follow DOJ ITSD policy and procedures for managing magnetic media whenever a hard drive is decommissioned or replaced.
	15



16.10 Warranty – Maintenance Agreement (Software Upgrades)

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	16.10.1
	Offeror’s Responsibilities
The Offeror shall: 
· Maintain the software to operate in a manner as described in the Offeror's proposal, the RFP and relevant software documentation.
· Supply technical bulletins and updated user guides from time to time.
· Correct or replace the software and/or remedy any programming error which is attributable to the Offeror.
· Place in an escrow account the Source Code for software and escrow any updates, improvements, enhancements or modifications to the Source Code for software, on terms acceptable to the MVD. 
· Service the software in a professional manner with qualified personnel.
	15

	16.10.2
	Notifications
During the time period covered by the Warranty – Maintenance Agreement, the Offeror must ensure that the MVD is notified of all software upgrades (required or optional) that are offered by the original manufacturer to correct, refine, or enhance software/system capabilities.
	15

	16.10.3
	Software Upgrade Costs 
During the contract period, all required or optional software upgrades must be provided by the Offeror at no cost to the MVD.
	15

	16.10.4
	Documentation and User Training
The Offeror shall provide updated software documentation upon delivery of updated software releases. The Offeror shall also provide training to enable MVD personnel to operate effectively and ensure that the updated software release is compatible with the application software originally installed and accepted by MVD.
	15

	16.10.5
	Handling of Software Errors
The Offeror shall exert best effort to perform all fault isolation and problem determination, including hardware and software problem diagnosis that is attributed to the hardware and software covered under the contract or the agreement.
	15



16.11 Warranty – Maintenance Agreement (Obsolescence)

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	16.11.1
	Offeror’s Responsibilities
In the event a material, supply, or equipment change or improvement causes the obsolescence of part or all of the Image Capture Workstation, the CISS and/or any other pre-identified major system component, new item(s) shall be supplied to MVD at no additional charge.
	15

	16.11.2
	Offeror’s Responsibilities
The proposed Warranty - Maintenance Agreement must specify that the Offeror will:
· Notify the MVD within 10 days after learning that a component or part of the digital driver license issuance system will become obsolete or no longer available, serviceable or supportable;
· Be responsible for identifying a functional alternative to an obsolete component or part, acquiring the alternative when replacement is actually required and granting the MVD the option in advance to either accept the alternative or search for another;
· Provide and install the alternative component or part with no additional cost to the MVD.
	15

	16.11.3
	Long-Term Product Support – Hardware 
The Offeror must guarantee the availability of long-term product support for all hardware acquired as a result of the purchase of a digital driver license issuance system. For the purposes of hardware, long-term product support is defined as support for a minimum of three years following the date that the Offeror provides written notification to the MVD that a specific item of hardware is no longer in production.
	15

	16.11.4
	Long-Term Product Support – Software
For the purposes of software, the Offeror must guarantee that long-term product support will be available for a minimum of 10 years following date of purchase.
	15




17. [bookmark: _Toc393958895]Project Management
17.1 Project Team

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	17.1.1
	The Offeror will designate and provide an experienced Project Manager with responsibility for all aspects of the contract. DOJ reserves the right to interview the proposed Project Manager prior to contract award.
	50

	17.1.2
	The Offeror Business Operations Manager is responsible for the business process development, documentation, implementation, and training. This position also assists the Offeror Project Manager with the installation, system integration, security, and database design to ensure the technology solution meets the business process need.
	50

	17.1.3
	The Offeror Technical Lead is responsible for developing the System Architecture and Integration Plan for all the components relating to the proposed solution. 

The Offeror Technical Lead must be available for regular onsite meetings in Montana from contract award and until the DOJ officially accepts the Offeror’s production system.
	50

	17.1.4
	The Offeror shall provide an Installation Manager with experience managing similar large-scale software/hardware installations.

The Offeror Installation Manager must be available to work on-site in Montana during any system installation period, including facility installations or data center.
	50

	17.1.5
	The Offeror must provide an ongoing contract point of contact for ongoing reporting and triage of system down times, future enhancements, preventive maintenance, and coordination with DOJ for future technical architecture changes. 
	50

	17.1.6
	If replacement of any key personnel is necessary, the Contractor shall notify the DOJ Project Manager and submit a resume for the replacement personnel to the MT Contract Manager within five (5) business days of notification. The replacement personnel must have the skills and experience, which meet or exceed the minimum requirements set forth in the RFP. The DOJ Project Manager will approve or reject the replacement personnel before their services are rendered.
	50



17.2 Project Work Plan

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	17.2.1
	The Offeror shall include in the response a draft project work plan that includes project phases and milestones required from project initiation through full implementation (i.e. planning, analysis, design, development, testing, deployment, and operations), working backwards from the target implementation date of April 15, 2015.
The Project Plan must, at a minimum, include:
· Commencement and completion dates for completing the project.
· All critical milestones, key deliverables, activities, tasks and, where needed, subtasks.
· Plan must include any activities required of third parties, and be designated as such.
· All other activities must designate whether the Offeror or MVD is the lead or responsible party.
· All other milestones, activities, tasks, and subtasks, along with their dependencies and interdependencies.
· Train-the-trainer and end user training and education activities.
· Sufficient description of all activities, tasks, and subtasks to be performed by the Offeror, MVD, or a third party, and the location of such activities, tasks, and subtasks.
· Dates, duration, and locations of executive sessions, project management meetings, and project review sessions.
· Testing activities
· Statewide Deployment Plan
	500



17.3 Communication

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	17.3.1
	The Offeror shall describe their process to establish and maintain communications with all groups related to the project.
	50

	17.3.2
	Offeror’s Project Manager must facilitate weekly project status reviews to ensure measurable progress is being achieved and the Offeror’s project team is following the agreed upon work plan.
Additional meetings shall be scheduled as required by the DOJ Project Manager or the Contractor. 
The following deliverables are required prior to the weekly status meetings:
· Updated project work plan indicating progress for each task.
· Identify and report the status of all tasks that have fallen behind schedule, the reason for the delay, the projected completion date and project impact.
· Identify and summarize all risks and problems identified by the Contractor, which may affect the project.
· Discuss and identify all personnel, equipment, facilities and resources of DOJ that will be required for the Contractor to perform the project work plan tasks at least two (2) weeks in advance of the need.
	50



17.4 Contract Management

	Functional Requirements – Scored Items

	 
	
	 
	Max Score

	Number
	 Requirement Description
	(Low = 0)

	17.4.1
	At the end of the contract, or sooner, if the contract is terminated, the Contractor must transfer all image files and data to a DOJ or third party database.
The Contractor must provide technical support for a period of two (2) months after the data transfer to ensure that the data is migrated in a way that is usable. 
	50

	17.4.2
	If DOJ is unable to implement a new system prior to the end of the contract, contractor must agree to extend the contract on a month to month basis with no more than a 5% increase in the cost per card.
	50




	TOTAL SCORE  -  PASS / FAIL ITEMS
	Pass

	TOTAL SCORE  -  SCORED ITEMS
	13,425

	TOTAL as Percent of Total Possible Score
	100.00%



[bookmark: _Toc393958896]APPENDIX F: DEMONSTRATION
Offerors must be prepared to demonstrate their integrated driver license issuance system including the Image Capture Workstation, Facial Recognition, and DL/ID Card Production to key personnel assigned to this project in Helena, Montana.  The State reserves the right to: (1) have interviews and demonstrations from only the two highest scoring offerors; (2) have interviews and demonstrations from all offerors within 10% of the highest scoring offeror; or (3) have no interviews and demonstrations, at the State's discretion.

	Demonstration Requirements

	The Offeror must specifically display a functional Image Capture Workstation and associated aspects of the DL/ID Card Production System.

	The system demonstration shall be representative of the Offeror’s proposed integrated system and shall consist of, but not be limited to, a discussion of key features of the Offeror’s proposed solution, its installation, and production operations, in whole or in part, currently conducted within other jurisdictions that are similar to the MVD.

	During the demonstration the Offeror’s hardware and software will be expected to communicate electronically with a designated remote location that may be located anywhere outside MVD’s Headquarters complex and is to be connected to the Offeror’s demonstration equipment via established telecommunications lines furnished by the MVD.

	During the demonstration the Offeror will be expected to:
· Answer detailed questions about their proposed solution;
· Explain how that solution will meet MVD’s requirements; and
· Specify how the Offeror’s proposal will be implemented.

	During the demonstration the Offeror will be expected to:
· Defend their estimates of the level of effort that will be required of both the Offeror and MVD in order to carry out the system implementation as proposed;
· Display the internal and external features of proposed equipment;
· Demonstrate ease of use of proposed hardware and software.

	The Offeror must conduct any other demonstration deemed necessary by MVD.

	System demonstrations shall be conducted at the Offeror’s expense.



[bookmark: _Toc393958897]Scoring
There are a maximum of 1300 total points for the card production system (CPS) and facial recognition system (FRS) demonstration. The evaluation team will consider functionality and usability of solutions and award points with respect to general and specific requirements as follows:   

	Requirements Type
	CPS
	FRS

	General 
	250
	250

	Specific 
	600
	200

	Total Maximum Points Possible
	850
	450



[bookmark: _Toc393958898]General Requirements:

	Requirement
	CPS
Max Score
(Low = 0)
	FRS
Max Score
(Low = 0)

	Discuss key features and functions for CPS and FRS.
	100
	100

	The Offeror’s demonstration must address:
· System start-up time including establishment of electronic communications and the remote location designated by the Offeror.
· Security features
· Queue menu demonstration – before the demonstration begins, the Offeror must enter customer demographic information at their selected remote location in order to simulate being sent applicant demographic information
· Ability to select various applicants from the queue menu
· Procedures for backup and recovery of the image files
· Time to close down and secure system
	
	

	Provide hard copy samples of standard reports for CPS and FRS.
	50
	50

	Demonstrate all travel equipment:
· How equipment is physically transported
· Carry/storage cases equipment requires
· Set up, log in, and navigation of all travel equipment systems
· Shut down and take down of all travel equipment
· Replace all travel equipment in carry/storage cases
	100
	100

	Subtotal General Requirements
	250
	250



[bookmark: _Toc393958899]Card Production System

	Requirement
	Points
Max Score
(Low = 0)

	High-level System Architecture
· Demonstrate how data and images are managed within the central issuance system
· Procedures for backup and recovery of image files
· Integration with existing MVD systems and options for automation:
· Workflows and technologies used to manage data transfers
	100

	System Hardware and Software Solutions
· Login security features
· Connection time
· Demonstrate the capability to scan and read the 2-dimensional barcode from a sample license furnished by the Offeror and the ability to display and/or print the scanned information.  The Offeror must supply the 2-D barcode reader
· Demonstrate the actual materials that are used to produce a finished license
· Discuss, display and demonstrate compliance with AAMVA DL/ID standards
· Enter customer, select customer from menu queue
· Image capture (camera) equipment options and capabilities:
· Explain how quality of photo is affected when capturing photos of customers with various complexions
· Explain how various lighting conditions affect quality of photo
· Signature capture options and capabilities
· Quality of both the displayed and the printed Temporary DL/ID Card, including black and white image of applicant retrieved from Image File and decompressed
· Transmittal, inquiry, retrieval, and black and white and color printing of captured images between the prototype and the Offeror’s designated remote location
· Offeror supplied laser printer(s) provided for demonstration purposes
· System shut down and securing
· Workstation options (space required for hardware, etc.)
· Other functions or features of the card production system not requested above
	100

	DL/ID Card Design and Security
· AAMVA-compliant DL/ID card materials
· AAMVA-compliant DL/ID card layout options
· Compliance with AAMVA DL/ID card data content requirements
· AAMVA-compliant DL/ID card security features
· Level 1 – bare eye; no tools or aids required
· Level 2 – simple equipment
· Level 3 – requires specific, sophisticated equipment
· Options for producing the Temporary DL/ID card
· Material and printer options
· Security feature options
· Machine-readable technology (MRT) options, including magnetic stripe, bar code, optical memory, etc.
· Upcoming DL/ID card functions and features to be added in the future
· Other DL/ID card features and options not requested above
	100

	Central Issuance Facility
· Data, material, and product security
· Employee screening and internal security controls
· Card distribution options and other services
· Upcoming functions and features to be added in the future
· Other services provided by the central issuance facility not requested above
· A visit to the Offeror’s proposed Central Issuance Facility or a facility operating similar equipment to the equipment as proposed may be required.
	100

	Card Processing
Within 5 working days of the demonstration the Offeror will display the quality of licenses and identification cards produced during the demonstration and subsequently express ship them to MVD.  The Offeror must provide proof of shipping time and date.
	100

	Reports
Options for generating recurring, custom, and ad hoc reports
	100

	Subtotal Specific Requirements (CPS)
	600



[bookmark: _Toc393958900]Facial Recognition System

	Requirement
	Points
Max Score
(Low = 0)

	Demonstrate Software Capabilities
· 1:1 searches
· 1: to many searches (Include statistics on the system’s ability to read false positives)
· Compliance with AAMVA facial recognition requirements
· Capabilities of manual one-to-many checks
· Functional image investigative processes
· Sample system reports
· Security and audit features
· Other functions provided by the facial recognition solution not requested above
	200

	Subtotal Specific Requirements (FRS)
	200



[bookmark: _Toc393958901]Totals
	Requirements Type
	CPS
	FRS

	Total General Requirements
	_____ of 250
	_____ of 250

	Total Specific Requirements 
	_____ of 600
	_____ of 200

	Total Maximum Points Possible
	_____ of 850
	_____ of 450



[bookmark: _Toc393958902]APPENDIX G: GLOSSARY
This glossary contains definitions of terms that are used within this RFP, including abbreviations and acronyms as appropriate.
	Term
	Definition

	AAMVA
	American Association of Motor Vehicle Administrators.

	ANSI
	American National Standards Institute (a governing body for national standards).

	ANSI/NIST
	National standards developed by the National Institute of Standards and Technology and published by the American National Standards Institute.

	
	

	BMP
	Standard bit-mapped graphics format used in the Microsoft Windows environment.

	Card
	A generic term that represents either a driver’s license or ID card, or any other Card Type that may be produced.

	Card Type
	A definition for the use of a Card dedicated to a specific purpose, with a specific format and defined set of data, e.g. Driver License or Identification Card.

	CDL
	Commercial Driver License.

	CDLIS
	Commercial Driver License Information System.

	CDTP
	Certified Driver Training Program.

	Central Issuance Facility (CIF)
	Offeror-operated production facility that handles all of the transactions, processing loads, and networked workflow management systems that are incorporated into the production of DL/ID cards.

	Central Image Storage System (CISS)
	Repository for photo/signature images uploaded from CPS either directly from the system or from removable media.

	Criminal Justice Information Network (CJIN)
	Nationwide collaborative program and computer network that allows the sharing of information between state and local criminal justice agencies.

	Comparison
	FRS – the use of a biometric engine to compare a probe against all templates within a database for high probability matches.

	Confidence Level
	FRS – a probability number from 0 to 100 determined during an image comparison or search. A value of 100 means that the candidate image must match the probed image. A value of zero means the candidate image is totally unlike the probed image. Only candidate images with a match score at or above a threshold confidence level are displayed. This eliminates low scoring images and reduces the workload for an investigator.

	CPS
	Card Production System or the digital driver license issuance/card creation system sought via this Request for Proposal.

	CTO
	County Treasurer Office

	Data Element
	An item of data that may appear on the license in either human or machine-readable form.

	Demographic Data

	Driver data retained in two tiers: Tier One – driver’s true full name, date of birth, customer number, credential number(s), issuance date, full expiration date; Tier Two – all other customer / credential information as encompassed in the MVD driver licensing system.

	Department
	Montana Department of Justice (DOJ). 

	Division
	Motor Vehicle Division of the Montana Department of Justice.

	DL/ID card
	Refers generally to both or either driver licenses (DL) and identification cards (ID)

	DOJ ITSD
	DOJ’s version of IT. See ITSD

	DPPA
	Driver's Privacy Protection Act of 1994

	Driver License (DL) 

	A document issued to a driver license cardholder by a driver license issuing authority, or their designated agent, granting the individual the right or privilege to operate a motor vehicle within its jurisdiction. The document may facilitate driver license transactions and provide input data for such transactions. This issued document incorporates several elements and qualifications regarding the driver license cardholder: positive identification of the individual applicant; evidence of knowledge of laws and practices; practical driving proficiency in specific motor vehicle class categories; and, the individual's health and driving privilege restrictions (e.g. corrective eye lenses) and endorsements enabling special or extra categories of driving privileges. NOTE: The ISO term for this document is “driving license” and appears in some places in this document.

	Driver Licensing System
	Refers to the computer system used by the Motor Vehicle Division,) to store and access driver licensing and driver history/compliance information.

	Duplicate Image
	FRS – when an investigator determines that a candidate image matches the probe image, it is loosely referred to as a duplicate image. A duplicate image may be in the database as a result of operator error, computer error or fraud.

	Facial Recognition System (FRS)
	Software solution for making one-to-one and one-to-many facial/photo comparisons to ensure that customers are who they say they are when obtaining a DL/ID.

	Hope Card
	Wallet-sized identification card that allows a person granted an Order of Protection in one jurisdiction to easily prove it in another jurisdiction. Hope cards issued by the state of Montana contain information about the person restrained under the order, and any children or other individuals who are protected under the order.

	Identification Card (ID) 

	A card issued to a person whose identity is verified in the same manner as required for the issuance of a driver license by a licensing authority for identification purposes only, excluding other identification provided by the issuing authority, such as state identification.

	International Civil Aviation Organization (ICAO)
	Specialized agency of the United Nations. ICAO works to achieve safe, secure, and sustainable civil aviation through cooperation among member states and through promulgation of standards and recommended practices (SARPs), including standards and recommended practices for travel documents such as passports.

	Image Capture Workstation (ICW)
	Computer workstation and devices used to capture an applicant photo and signature, associate the images with customer demographic data, and stage the production of a DL/ID card.

	Image Only
	MVD process for initiating the DL/ID card issuance process and recording and retaining photo/signature images on the system at the start of servicing a customer.

	Image Retrieval Station (IRS)
	Computer workstation equipped with software enabling an operator to access, retrieve (either photo card and/or JPEG facial image file) and print or transmit electronically the photo/signature images.

	Implementation Plan
	System Implementation Plan that states and describes the work that will be provided by the Offeror and the work that will be required of the Department’s ITSD.

	Interface
	The transmission of data that will allow for efficient and logical interaction with other applicable systems.

	ISO
	International Standards Organization. 

	ITSD
	Information Technology Services Division (ITSD or JITSD) of the Montana Department of Justice. This is the agency responsible for pre-installation testing and approval of systems and software.

	Joint Photo Experts Group (JPEG)
	An image data compression standard for continuous tone imagery.

	LAN
	Local Area Network.

	Match
	A match occurs when the comparison software assigns to a candidate image a score that is above the configured probability threshold. An investigator must examine the probe and matching images to determine if the two images are of the same person.

	Matching Process
	The automated comparison of a search image with file (database) images that produces a list of match candidates ordered by match score.

	MERLIN
	Montana Enhanced Registration and Licensing Information Network. System used to license, register, and regulate drivers and motor vehicles for the State of Montana.

	Mt.gov
	State of Montana Web Portal. Sometimes referred to as MI

	MVD
	Motor Vehicle Division of the Montana Department of Justice.

	NIEM
	National Information Exchange Model. NIEM is an XML-based information exchange framework from the United States. NIEM represents a collaborative partnership of agencies and organizations across all levels of government (federal, state, tribal, and local) and with private industry. 

	NIST
	National Institute of Standards and Technology (formerly “National Bureau of Standards”). Founded in 1901, the NIST is a non-regulatory federal agency within the U.S. Department of Commerce Technology Administration.

	Organization for the Advancement of Structured Information Standards (OASIS)
	A non-profit consortium that drives the development, convergence and adoption of open standards for the global information society.

	OVD
	Optical Variable Device; usually an AAMVA or industry standard; overt.

	Personally Identifying Information (PII)
	Any information that can be used to identify a particular individual and outline as protected per MCA (Montana Code Annotated)

	PIN
	Personal Identification Number.

	Problem Driver Pointer System (PDPS)
	Eligible/ineligible driver status that is a component of the National Driver Register.

	Progressive Search
	FRS – If an investigator finds one or more interesting candidate images, he or she may use that candidate record to initiate a single search. A search with a candidate image may yield more matches to the original probe image.

	Queue
	Or work queue or work management queue – an electronic system storage point where input and output items are stored temporarily as work items within the integrated system until processing can occur.

	SAT
	System Acceptance Test.

	SDLC
	System Development Life Cycle.

	Search
	Use of a biometric engine to compare a probe against all templates within a database for high probability matches.

	Simple Object Access Protocol (SOAP)
	A light-weight protocol for exchanging messages between computer software, typically in the form of software components.  It is an XML based protocol that consists of three parts: an envelope that defines a framework for describing what is in a message and how to process it, a set of encoding rules for expressing instances of application-defined data types, and a convention for representing remote procedure calls and responses. SOAP can potentially be used in combination with a variety of other protocols; however, the only bindings defined in this document describe how to use SOAP in combination with HTTP and HTTP Extension Framework.

	Spares
	(Also Replacement or Backup) – Applies to CPS or FRS equipment deployed when production equipment malfunctions or becomes inoperative; To support operations spares must be functionally identical to installed equipment; Spares must be staged and readily available, and must be transported, replaced, refreshed, upgraded, and re-staged by the Offeror.

	Social Security Online Verification System (SSOLV)
	The operated by the Social Security Administration in conjunction with AAMVA.

	SSN
	Social Security Number.

	State
	The State of Montana and its departments, divisions, and agencies or any combination thereof.

	SummitNet
	The State of Montana Data Network, commonly known as SummitNet, supports all state agencies and qualifying organizations by providing connectivity to approximately 22,000 devices at more than 600 locations.

	Temporary DL/ID Card
	A generated printed copy of customer demographic and image data that serves as a temporary credential and includes a black and white digitized image of the applicant and a signature from either a scanned form or an electronic source; security paper printed in either a horizontal format or in a vertical format (under 21) that meets the requirements as specified within this RFP.

	Travel Station
	Portable version of CPS Image Capture Workstation also capable of interfacing with the MVD’s driver licensing system 

	UAT
	User Acceptance Test.

	Verification
	FRS – the comparison of two sets of photo images to establish positively they are the same individual.

	VPN
	Virtual Private Network.

	Warranty - Maintenance Agreement
	An agreement negotiated between the Offeror and the MVD that is designed to assure that ongoing long-term maintenance is available for the components of the integrated driver license system: CPS and FRS.

	WSDL
	Web Services Description Language - XML-based language that provides a model for describing Web services.

	XMI
	XML Metadata Interchange is an Object Management Group (OMG) standard for exchanging metadata information via Extensible Markup Language (XML).  It can be used for any metadata whose meta model can be expressed in Meta-Object Facility (MOF).  The most common use of XMI is as an interchange format for UML models, although it can also be used for serialization of models of other languages (meta models).

	XML
	Extensible Markup Language – Designed to improve the functionality of the Web by providing more flexible and adaptable information identification.  XML is actually a meta language-a language for describing other languages-which allows users to design their own customized markup languages for limitless different types of documents.

	XSD
	XML Schema Document

	XSL/XSLT
	A language for transforming XML documents into other XML documents. XSLT is designed for use as part of XSL, which is a style sheet language for XML. In addition to XSLT, XSL includes an XML vocabulary for specifying formatting. XSL specifies the styling of an XML document by using XSLT to describe how the document is transformed into another XML document that uses the formatting vocabulary.



[bookmark: _Toc393958903]EXHIBIT A: DRIVER EXAM STATIONS & HARDWARE REQUIREMENTS
The table below lists the current DL/ID card production hardware required for MVD field operations. Note: The equipment type, number of ICWs and printers for each location may be adjusted during the site survey process. Offeror must agree to provide, at a minimum, equipment totals listed in the table below and enough spares to maintain the service levels outline in this RFP.

	Driver Services Station
	Days Per Month
	Permanent Image Capture Workstations
	Mobile Image Capture Workstations
	Permanent Printers
	Mobile Printers
	FRS
	Network Jacks
	
Scanner
	Travel Station (Y/N)
	Equipment Type

	Headquarters
	22
	1
	 
	1
	 
	X
	1
	1
	N
	 

	Subtotals
	22
	1
	0
	1
	0
	 
	1
	1
	 
	 

	 
	 
	 
	 
	 
	 
	 
	 
	
	 
	 

	Western Region
	 
	 
	 
	 
	 
	 
	 
	
	 
	 

	Kalispell
	22
	3
	1
	4
	1
	X
	3
	
	N
	 

	     Eureka
	4
	 
	 
	 
	 
	 
	1
	
	Y
	Travel

	Libby
	13
	1
	 
	1
	 
	X
	1
	
	N
	 

	Polson
	22
	1
	 
	1
	 
	X
	1
	
	N
	 

	Missoula
	22
	3
	1
	3
	1
	X
	3
	
	N
	 

	     Superior
	2
	 
	 
	 
	 
	X
	1
	
	Y
	Travel

	Stevensville
	22
	2
	 
	2
	 
	X
	2
	
	N
	 

	Thompson Falls
	13
	1
	 
	1
	 
	X
	1
	
	N
	 

	Subtotals
	120
	11
	2
	12
	2
	 
	13
	
	 
	 

	 
	 
	 
	 
	 
	 
	 
	 
	
	 
	 

	Northern Region
	 
	 
	 
	 
	 
	 
	 
	
	 
	 

	Butte
	22
	2
	1
	2
	1
	X
	2
	
	N
	 

	     Anaconda
	4
	 1
	 
	 1
	 
	 
	1
	
	Y
	Permanent Travel

	     Phillipsburg
	1
	
	 
	
	 
	 
	1
	
	Y
	Travel

	Cut Bank
	8
	1
	 
	1
	 
	X
	1
	
	N
	 

	     Browning
	4
	1
	 
	1
	 
	 
	1
	
	Y
	Permanent travel

	     Conrad
	4
	1
	 
	1
	 
	 X
	1
	
	Y
	Permanent travel

	     Shelby
	3
	1
	 
	1
	 
	 
	1
	
	Y
	Permanent travel

	Deer Lodge
	7
	2
	 
	2
	 
	X
	2
	
	N
	 

	Dillon
	12
	1
	 
	1
	 
	X
	1
	
	N
	 

	Great Falls
	22
	3
	1
	3
	1
	X
	3
	
	N
	 

	     Choteau
	3
	 
	 
	 
	 
	 
	1
	
	Y
	Travel

	     Fort Benton
	1
	 
	 
	 
	 
	X
	1
	
	Y
	Travel

	Havre
	22
	1
	1
	1
	1
	X
	1
	
	N
	 

	     Chester
	1
	 
	 
	 
	 
	X
	1
	
	Y
	Travel

	     Chinook
	1
	 
	 
	 
	 
	 
	1
	
	Y
	Travel

	     Malta
	2
	 
	 
	 
	 
	 
	1
	
	Y
	Travel

	Helena
	22
	2
	1
	2
	1
	X
	2
	
	N
	 

	     Townsend
	1
	 
	 
	 
	 
	X
	1
	
	Y
	Travel

	Subtotals
	140
	16
	4
	16
	4
	 
	23
	
	 
	 

	 
	 
	 
	 
	 
	 
	 
	 
	
	 
	 

	Central Region
	 
	 
	 
	 
	 
	 
	 
	
	 
	 

	Billings
	22
	3
	1
	4
	1
	X
	3
	
	N
	 

	     Columbus
	4
	1
	 
	1
	 
	X
	1
	
	Y
	Permanent travel

	     Hardin
	2
	 
	 
	 
	 
	 
	1
	
	Y
	Travel

	     Red Lodge
	4
	1
	 
	1
	 
	 
	1
	
	Y
	Permanent travel

	Bozeman
	22
	3
	 
	3
	 
	X
	3
	
	N
	 

	Lewistown
	17
	1
	1
	1
	1
	X
	1
	
	N
	 

	     Harlowton
	1
	 
	 
	 
	 
	X
	1
	
	Y
	Travel

	     Roundup
	3
	1
	 
	1
	 
	 
	1
	
	Y
	Permanent travel

	Livingston
	17
	1
	1
	1
	1
	X
	1
	
	 N
	 

	     Big Timber
	3
	 
	 
	 
	 
	X
	1
	
	Y
	Travel

	     White Sulphur Springs
	1
	 
	 
	 
	 
	 
	1
	
	Y
	Travel

	Subtotals
	96
	11
	3
	12
	3
	 
	15
	
	 
	 

	 
	 
	 
	 
	 
	 
	 
	 
	
	 
	 

	Eastern Region
	 
	 
	 
	 
	 
	 
	 
	
	 
	 

	Glasgow
	10
	1
	1
	1
	1
	X
	1
	
	N
	 

	     Scobey
	1
	 
	 
	 
	 
	 
	1
	
	Y
	Travel

	     Wolf Point
	8
	 
	 
	 
	 
	 
	1
	
	Y
	Travel

	Glendive
	12
	1
	1
	1
	1
	X
	1
	
	N
	 

	     Circle
	1
	 
	 
	 
	 
	X
	1
	
	Y
	Travel

	Miles City
	16
	1
	1
	1
	1
	X
	1
	
	N
	 

	     Baker
	2
	 
	 
	 
	 
	X
	1
	
	Y
	Travel

	     Broadus
	2
	 
	 
	 
	 
	 
	1
	
	Y
	Travel

	     Colstrip
	4
	1
	 
	1
	 
	 
	1
	
	Y
	Permanent travel

	     Forsyth
	2
	 
	 
	 
	 
	 X
	1
	
	Y
	Travel

	Sidney
	16
	1
	1
	1
	1
	X
	1
	
	N
	 

	     Plentywood
	4
	 
	 
	 
	 
	X
	1
	
	Y
	Travel

	Subtotals
	78
	5
	4
	5
	4
	 
	12
	
	 
	 

	
	
	
	
	
	
	
	
	
	
	

	Dept. of Corrections

	N/A
	
	
	
	
	
	
	
	
	

	Deer Lodge, MT
	
	
	1
	
	
	
	
	
	Y
	Travel

	Spare Equipment
	 
	7
	7
	7
	 
	 
	 
	
	 
	 

	Totals
	 
	51
	21
	53
	13
	 
	64
	1
	 
	 



[bookmark: _Toc393958904]EXHIBIT B: MVD DRIVER LICENSE BUREAU REGIONS MAP
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[bookmark: _Toc393958905]EXHIBIT C: SAMPLE DRIVER LICENSES AND IDENTIFICATION BROCHURE
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[bookmark: _Toc393958906]EXHIBIT D: CREDENTIAL TYPES

The following credentials are issued by MVD:

	Driving Class
	Value
	Description
	Physical Card

	N/A
	ID Card
	ID Card
	Card

	Operator
	Learner License 
	Operators Learner License
	Paper

	Operator
	Operators 
	Operators 
	Card

	Operator
	CDTP TELL
	Cooperative Driver Testing Program Traffic Education LL
	Paper

	Operator
	TELL 
	Traffic Education LL
	Paper

	Operator
	Prob Operator
	Probationary Driver License
	Paper

	Motorcycle Only
	Motorcycle LL 
	Motorcycle Learner License 
	Paper

	Motorcycle Only
	Motorcycle Only 
	Motorcycle Only 
	Card

	CDL A
	CDL
	Commercial Driver License (Interstate)
	Card

	CDL A
	CDL MT Only
	Commercial Driver License (MT Only)
	Card

	CDL A
	CDL LL
	Commercial Driver Learner License (Interstate)
	Paper

	CDL A
	CDL LL MT Only
	Commercial Driver Learner License (MT Only)
	Paper

	CDL B
	CDL
	Commercial Driver License (Interstate)
	Card

	CDL B
	CDL MT Only
	Commercial Driver License (MT Only)
	Card

	CDL B
	CDL FARSI 
	Commercial Driver License FARSI (MT Only)
	Paper

	CDL B
	CDL LL
	Commercial Driver Learner License (Interstate)
	Paper

	CDL B
	CDL LL MT Only
	Commercial Driver Learner License (MT Only)
	Paper

	CDL C
	CDL
	Commercial Driver License (Interstate)
	Card

	CDL C
	CDL MT Only
	Commercial Driver License (MT Only)
	Card

	CDL C
	CDL FARSI 
	Commercial Driver License FARSI (MT Only)
	Paper

	CDL C
	CDL LL
	Commercial Driver Learner License (Interstate)
	Paper

	CDL C
	CDL LL MT Only
	Commercial Driver Learner License (MT Only)
	Paper
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