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1625 Broadway, Suite 2950

Denver, CO 80202
January 17, 2014
Ms.Michele Burchett
Montana Department of Administration
State Information Technology Services Division
125 N. Roberts
Helena, MT 59620-0113

Dear Michele,
This information is submitted in response to the State of Montana Request for Information (RFI) released on December 20, 2013 by the Montana Department of Administration, State Information Technology Services Division (State). It is understood that the State is looking for an Electronic Content Management System (ECMS) platform for possible state-wide centralization and that this information will be used to update the State’s knowledge on current ECMS offerings.

IBM has been your ECMS partner for almost twenty years, providing both content and process management solutions for the State Agencies. The goal of this RFI response is to educate the State on the wide variety of expansion opportunities available for your FileNet investment and how to best leverage that investment value.
Please do not hesitate to contact me with any questions or comments on this content. We look forward to working with the State Information Technology Services Division (SITSD) team as you evaluate the information.
Sincerely,
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Kathleen M. Berg 
Smarter Content Solution Executive
Enterprise Content Management
Industry Solutions | IBM Software Group
IBM PROPOSAL TO:
State of Montana 
For Electronic Content Management System
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Prepared for the State of Montana: 
Montana Department of Administration, State Information Technology Services Division
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Proposal Contact: Kathleen Berg
1625 Broadway, Suite 2950
Denver, CO 80202
303-638-8872
Kberg1@us.ibm.com

January 17, 2014@ 2:00 P.M
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1.0 Executive Summary

IBM has been your Enterprise Content Management System (ECMS) partner for almost twenty years, providing both content and process management solutions for the State of Montana (State). We have a fundamental understanding of the State ECMS requirements and your enterprise records management goals. We have used that knowledge to identify functional expansion opportunities for your existing IBM investment and to show the added value of the IBM and State partnership.

Our Understanding of Your Goals
It is understood that the State is looking to educate themselves on current ECMS technology options for possible state-wide ECMS platform centralization. This information will update the State on the current offerings within the IBM ECM (FileNet) solution suite and to identify value-added ECMS services available to the State from IBM. 

Equally important, the State would like to implement an electronic records management program and the associated technologies to support the ability to identify, classify, manage, and preserving electronic records. It is desired that this information be shared and leveraged by the State HJ2 Electronic Records Workgroup. The IBM ECM Information Lifecycle Governance (ILG) team is well suited and prepared to assist both the SITSD and the Electronic Records Workgroup teams with these efforts.

Lastly, IBM is committed to work with the State to craft the most cost effective use of the ECMS technology and show you better methods to leverage the current FileNet investment. We are prepared to do so by readdressing the current license costs and identifying finance options to help meet the SITSD 2014 goal to minimize IT expenditures.
Our Approach to Meeting Your Goals

IBM will leverage the substantial investment that the State has invested in the existing IBM ECM (FileNet) platform. The existing FileNet platform has more users than any other ECMS solution deployed at the State and is capable to meet and exceed all the functional requirements identified in Section 3.2. We will work with the State to better education you on the current capabilities of the FileNet platform as well as all expansion capabilities to ensure that you leverage not only your FileNet investment but also all the State ECMS assets that in place. 

To capitalize on those ECMS assets, we will explore the benefits associated with federation between disparate ECMS systems rather than the approach of incurring immediate migration costs. The cost of immediate migration. A long-term migration strategy will be developed with you and federation techniques will be put in place to assist with that effort in a low cost manner. 

As your partner, we will invest in a large number of “no-charge” workshops to help you better determine Agency requirements and define specific project requirements. These workshops will help the State identify all cost savings and benefits associate with specific ECMS projects to help prioritize expenditure decisions and deliver a Business Value Assessment document for State management consumption.

We will staff this project with individuals who are not only highly skilled in their areas of expertise, but who are creative thinkers and problem solvers. We will share with you the best practices that we have seen from the large number of State Customers using IBM ECMS technologies and work with you as a thought leader. This project and relationship commitment extends from your local account team on up to the IBM executive team. The IBM appointed Executive Sponsor (Mary Olson) will be involved to maintain communication levels between our organizations at the highest levels and to ensure success.
Our Solution

The combination of FileNet’s ability to capture, mange content, business process and records makes the FileNet solution worthy of the State of Montana’s consideration. Our solution combines these key components in one scalable platform. IBM provides all these capabilities with virtually unlimited scalability and extensive system support, while complying with the stated architectural preferences and system requirements.

It is recognized by all ECMS Analyst as not only the market leader, but also from a capabilities standpoint as the most comprehensive ECMS product suite. We have included the latest ECMS Gartner Group study as validation of that fact. This is just one of the many Analyst studies that endorse the IBM ECMS vision and products.
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Figure 1: Magic Quadrant for Enterprise Content Management

Access to the complete study can be accessed here: IBM Gartner Magic Quadrant for Enterprise Content Management 2013.

http://www.gartner.com/technology/reprints.do?id=1-1KPJFOM&ct=130923&st=sb
Why choose IBM?

IBM is committed to the State partnership and the success of these projects. We will invest both financially and through consulting resources to ensure that the State implements a successful centralized ECMS infrastructure and electronic records management program. Our cost structure will be right-sized to ensure that even the smallest agency and county can afford to participate with the SITSD ECMS offering. The solution will be architected to best leverage existing ECMS investments with the goal in mind to help achieve SITD’s 2014 goal to “minimize IT expenditures”.

We look forward to further discussions with you on this proposal.
2.0
Terms and Conditions

2.1
IBM understands that The State will not be obligated to purchase any products as a result of this RFI.

2.2
IBM understands that Information submitted in response to this RFI will become the property of the State.

2.3
IBM understands that information that is confidential or trade secret must be clearly marked and separated from the rest of the response. The response does not contain confidential material in the cost or price section. An affidavit from a Vendor’s legal counsel attesting to and explaining the validity of the trade secret claim as set out in Title 30, chapter 14, part 4, MCA, is attached to each response containing trade secrets. Counsel must use the State of Montana “Affidavit for Trade Secret Confidentiality” form in requesting the trade secret claim. This affidavit form is available on the General Services Division’s website at: http://www/mt.gov/doa/gsd/procurement/forms.asp or by calling (406) 444-2575. 

2.4
IBM understands that any information separated out under this process will be available for review by our strategic planning team and other designees. Vendors must be prepared to pay all legal cost and fees associated with defending a claim for confidentiality in the event of a “right to know” (open records) request from another party.

2.5
IBM understands that The State of Montana will not pay for any information herein requested nor is it liable for any cost incurred by the vendor.

2.6
IBM understands that special binders, colored displays, promotional materials, and the like are not required. Please submit your response in electronic copy.

2.7
IBM understands that Vendors may be asked to meet for the purpose of explaining and/or demonstrating responses. Any meeting, if necessary, will be held in Helena, Montana. Kathleen Berg has been listed on the cover page as IBM’s contact for this information. 

2.8
IBM understands that this RFI is being submitted strictly for the purpose of gaining knowledge of the products and services available.

2.9
Attached below are the IBM software license and support agreements for the products described in Section 3. 

IBM Customer Agreement

Attached is the mutually executed IBM Customer Agreement in effect for the State of Montana. It has been amended to include the State’s agreed upon terms and conditions. It was last updated and mutually executed on February 19, 2009.
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IBM Passport Advantage Agreement

The following Agreement is in place between IBM and the State for software licenses and support. All of the products described in this proposal are covered under this Agreement.
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WSCA Contract Information

IBM is a proud participant in the Western States Contracting Association (WSCA). The State may elect to purchase the proposed software from WSCA in lieu of directly from IBM or our Certified Partners. The IBM WSCA-NASPO contract number is B27166.
3.0
ECM/ERM Specifications
3.1
Definitions
3.1.1
Enterprise-wide Solution – a single solution that will support all agencies, offices, and commissions described in sub-section 1.2.

3.1.2
Enterprise Content Management System (ECMS) - a formalized means of organizing and storing an organization's documents, and other content, that relate to the organization's processes. The term encompasses strategies, methods, and tools used throughout the lifecycle of the content, including records management functionality.

3.1.3
Document Imaging - capability to capture paper-based information and convert it to electronic images that are stored electronically. Steps include:

· Sorting the documents

· Scanning preparation

· Scanning

· Indexing (so they can be retrieved and searched)

· Storing in a system.

3.1.4
Workflow – handles approvals and prioritizes the order documents are presented. In the case of exceptions, workflow also escalates decisions (based on pre-defined rules developed by system owners) to the next step in the hierarchy.
3.2
ECM/ERM Qualifications Submittal Requirements
3.2.1
Company Qualifications: Indicate your company’s qualifications and experience as an ECM/ERM provider. Include information on the following:

· Company Background

In business for more than 100 years, International Business Machines Corporation (IBM) is a worldwide organization with corporate headquarters located at New Orchard Road, Armonk, New York 10504. Virginia M. (Ginni) Rometty is Chairman, President, and Chief Executive Officer.

IBM was organized to do business in Endicott, New York, on June 16, 1911, and is incorporated in the State of New York. IBM is a large, globally integrated enterprise with significant activities in almost every aspect of the information technology business in almost every free country in the world. IBM is in the business of helping customers solve problems through the use of advanced information technologies. The company operates primarily in the single industry segment that creates value by offering services, software, systems, products, and technologies. 

IBM provides information technology in the design, development, and delivery of a range of hardware, software, services, and maintenance offerings. IBM is a manufacturer of state-of-the-art, compatible, and reliable hardware and software. If an issue should arise that is related to IBM systems, there can be no better problem resolution resource than the company that actually wrote the original specifications. When you work with IBM, your IT problems and concerns become ours, and we will work with you to see that your needs are met.

IBM comprises five major business units: Global Services, Systems and Technology, Software, Research, and Global Financing. It is one of the largest global information technology services companies, consisting of a business technology services consultancy, software, hardware, financing and company; and innovation companies. IBM has more patents granted than any other technology company. It is #18 on the Fortune 500 list reported 2010 revenues of $99.9 billion and employs 427,000 people in 170 countries.
The following graphic summarizes the strength of the corporation and each business unit.
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A view of the depth and breadth of IBM business segments…

IBM Research. 

Responsible for invention of much of the technology 

underlying IBM products and services and the IT industry at large. 

Eight research labs around the world working in all areas of 

information technology, from physics and cognitive science to 

leading edge application research, inventing innovative materials and 

structures, using them to create exciting machine designs and 

architectures and tools and technologies that enable the continued 

evolution of computing and computing services over the network. 

Collaboration with other IBM divisions and IBM customers to bring 

about innovations. 

IBM Global Financing. 

World’s largest and most experienced IT 

financier, with dedicated operations in more than 50 countries 

worldwide, plus “offshore” capabilities in 17 other geographic areas. 

Offers businesses of all sizes leasing and financing solutions for IBM 

and non-IBM hardware, software and services. Additionally provides 

flexible commercial financing offerings for inventory, accounts 

receivable and acquisition financing to Business Partners.

IBM Software Group. 

Leverages the combined intellectual capital 

and resources of IBM’s operating systems, middleware and 

applications software development teams. Industry’s leading portfolio 

of middleware products.

IBM Corporation



World’s premier IT company



427,000 employees



Conducts business in 170 countries



2010 Revenue reported at $99.9 billion



2010 Research and Development 

investment was $6 billion



100 year business history

IBM Hardware – Systems and Technology Group. 

Provides all the physical devices in a computer system 

– including disk drives, displays, network connections 

and storage systems – refers to all the products that 

end-users buy, such as computers and peripherals. 

Offers servers of all sizes and storage systems to meet 

the needs of the largest networks. Advanced 

component technologies are key elements of IBM’s own 

products, but the company also sells components such 

as microprocessors, semiconductors, networking 

devices and hard drives to other technology companies. 

Impressive record of patents in this area.

IBM Global Services:



World’s leader in global technology and 

business services



2010 Revenue reported at $56.0 billion –

largest division in IBM



2010 estimated backlog of $142 billion



Clients include over 300 companies on 

the Fortune 500 list

Market-facing thinkers and integration experts – world’s largest business and IT services 

provider, and the leader in all three major segments of the IT industry: consulting and 

systems integration, infrastructure services and strategic outsourcing. Includes:

Global Technology Services

: infrastructure services, delivering value through our global 

scale, standardization, and automation – includes both Strategic Outsourcing and Business 

Transformation Outsourcing, Integrated Technology Services and Maintenance.

Global Business Services

: professional services, delivering business value and innovation 

to clients through solutions which leverage industry and business process expertise –

includes consulting, systems integration, and application management services.


Figure 2: IBM Business Unit Summary Chart
· Similar Projects

More than 1,600 government customers in over 80 countries worldwide use IBM ECMS to promote operational efficiency reduce costs, improve service and foster collaboration between departments, agencies and the public. IBM ECM solutions help governments access and manage content regardless of how it was created and where it resides, streamline and automate their processes; and share information across agencies and with constituents. 

Specific to State Customers, IBM ECMS solutions are installed in 49 of the 50 of the US-based states and have been declared as a preferred standard in almost 5% of them. Many of these customers use the IBM ECMS as the State’s central ECMS platform, thus IBM has a large amount of experience in ECMS platform standardization and migration projects such as this one.
· Customer References

Following are just a few references of some of the States that have standardized on IBM ECM as a shared service available to all agencies and who also use IBM Enterprise Records with their ECMS implementations. In some cases, the specific Agencies have been listed to give you a flavor of the type of customers using the system:
	State of New York

	· 90% of all State Agencies leverage IBM ECMS

	· City of New York uses IBM ECMS

	· Multiple Counties of New York also leverage the platform


	State of Wisconsin

	· Dept. of Administration (Dept of Enterprise Technology)

	· Dept. of Employee Trust Funds

	· Dept of Health Services

	· Dept of Children & Family Services

	· Dept of Revenue

	· Dept of Corrections

	· Dept of Housing

	· Dept of Transportation

	· State of Texas

	· Texas Attorney General - Crime Victims Compensation:

	· Texas Department of Transportation -

	· Texas Attorney General - Legal Department –

	· Teacher Retirement System -

	· CPA - IBM FileNet and Case Foundation are used for their unclaimed properties process. Also utilize FileNet Content Manager for general correspondence management and imaging.

	· Texas Department of Environmental Quality - Use FileNet Content Manager to manage many images and management of licensing.

	· Texas Department of Insurance

	· Health and Human Services

	· Texas Workforce Commission


	State of Texas

	· Texas Attorney General - Crime Victims Compensation:

	· Texas Department of Transportation

	· Texas Attorney General - Legal Department

	· Teacher Retirement System

	· Texas Comptroller of Public Accounts 

	· Texas Department of Environmental Quality - Use FileNet Content Manager to manage many images and management of licensing.

	· Texas Department of Insurance

	· Health and Human Services

	· Texas Workforce Commission


	State of North Dakota

	· Attorney General, Office of the

	· Child Support

	· Game and Fish Department

	· Information Technology Department

	· Labor Commissioner, Office of the

	· Lignite Research Council

	· Public Employees Retirement System

	· Public Instruction, Department of

	· Public Service Commission

	· Secretary of State, Office of the

	· Tax Commissioner, Office of the

	· Teachers' Fund for Retirement

	· Transportation, Department of

	· Treasurer, Office of the State

	· Trust Lands, ND Department of

	· Vital Records

	· Workforce Safety and Insurance


Following are some additional Public Sector IBM Customers who have standardized on IBM ECM. These additional references are included to show IBM’s vast ECMS experience, ECMS knowledge and resource strength.
· The District of Colombia

· The United Nations 

· United States Nuclear Regulatory Commission

· US Army

· US Air Force

· US Federal Employment Agency

· French Directorate General of Customs and Indirect Taxes

· Dutch Tax and Customs Administration

· North Rhine-Westphalia Ministry of Justice (Justizministerium Des Landes Nordrhein-Westfalen)

· Swedish Armed Forces

· French Ministry

· Royale Norwegian Consulate

· RIHMI-WDC (World Data Center)

· RIHMI-WDC (World Data Center)

· Singapore Civil Defense Force

· Société de l'assurance automobile du Québec

Reference Call Process
IBM will coordinate and schedule any desired reference call but will not participate on the call to ensure your receive a candid reference. This process has been put in place per our customer’s request to minimize the impact and time involved with call coordination. 
Please provide the following information prior to call scheduling so that the Clients can best prepare for the call.

· Names and Titles of those participating on the call – this insures the right folks on both sides are lined up

· List of questions or areas that you want to discuss - this insures that the Client is prepared to address all your questions

· Proposed times and dates for the call
· Provide information to proposal contact (Kathleen Berg) who will work with IBM’s Reference Call Coordinator to schedule the call
Reference Call Coordinator Contact Information

Dianne Jolly
ECM IBM Software Group, Information Management
Customer Reference Program Manager, ECM 

3.2.2
Solution Overview: Provide an overview of your solution based on the requirements outlined below. Discuss options for migrating legacy ECMS systems listed in Section 1.4 and in Attachment A – State of Montana Agency ECMS Survey.

IBM Enterprise Content Management Portfolio

The proposed IBM FileNet P8 ECM (IBM ECM) platform is well suited for the State. It is highly rated by all ECMS Analysts and deployed in more customers than any other ECMS system. You already have a large investment made in this technology and the requirements described by the Agency ECMS survey can easily be met by this platform with minimal expansion. It is The Gartner Group’s top rated ECMS platform and has been rated such for the last four years.

The component product suites are categorized in the following functional areas within the IBM ECM offering.
Document Imaging & Capture
	[image: image6.emf]   


	Capture content. Automate document imaging. Leverage integrated, flexible content repositories for content solutions


Advanced Case Management
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	Activate content. Achieve a 360-degree case view with collaboration, content, process, analytics and business rules


Social Content Management
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	Socialize content. Share, collaborate and manage content in context, including office documents.


Content Analytics
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	Analyze content. Derive new business insight rapidly by accessing, interpreting and analyzing unstructured content.


Information Lifecycle Governance
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	Govern content. Reduce run rate storage cost and risk. Operationalize, automate and instrument your defensible disposal program.


The IBM ECM portfolio is modular and can be functionally expanded at any time. The platform not only allows for the ability to capture and store content, but also to deliver content to the user in their business context. The State will be able to use IBM ECM’s solutions to recognize content’s value, and then accurately act on it for better business insight and outcomes.
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Figure 3: IBM's Industry Leading ECM Approach

Migration and Federation Services

The State has made a significant investment in the IBM ECM platform which can be leveraged for this project. IBM also understands that the State has made other significant investments in non-IBM ECMS environments. Thus, we strongly recommend that the State consider a federation strategy between the relevant ECMS investments, rather than incurring the high cost of full repository migrations. 

Built within your IBM ECM platform, you already have the capabilities to federate content between disparate ECMS repositories, thus the State can use your existing FileNet system to maintain current investment in other solutions while adding master catalog capabilities and enterprise records management capabilities to ensure proper content compliance controls are in place. 

The IBM ECM Federation Services consolidates metadata or content from multiple repositories in a single FileNet P8 cataloged. The benefit of this feature is that the State’s migrations can be performed at any time, as needed with minimum expense. 
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Figure 4: IBM ECM Platform Federation Services Approach
If it is preferred that content be migrated from those other systems immediately into a central IBM ECM repository, there are IBM tools and professional services available to do so via IBM Professional Services or any of the IBM FileNet certified Business Partners.
IBM Professional Services Offering

IBM will work with the State to assist with any necessary services to ensure a successful implementation and on-going use of the software. We are available to perform any migration services desired but additionally to consult on ECMS best practices and Records Management Policies. As a valued customer, we will provide assessment workshops and Business Value Assessment Cost Analysis session with you at no charge. We will work with you to provide the services best suited for your requirements. 

[image: image13.emf]
Figure 5: Summary of IBM Services Portfolio Offerings
3.2.3
Software Modules: Indicate any modules (with descriptions of functionalities) necessary for the solution to meet these requirements.

The IBM solution combines Document Capture, Enterprise Content Management, Business Process Management, Records Management compliance and Content Analytics under a flexible architecture that allows the State of Montana to expand as business needs change. The following software modules are required to meet the functionality described in your solution requirements. Since the State already has a large IBM ECM FileNet implementation, the software module descriptions are broken out into the functionality that you already own versus new recommended functionality.
Existing Licensed Functionality:

· IBM ECM Current Licensed Functionality:FileNet Capture Professional
Document Capture tool that provides a platform to scan, index, enhance images, read barcodes, recognize, route, and commit content to the IBM repository, 

FileNet P8 Content Manager is an Enterprise Content Management platform that provides the tools to capture, store, and manage all types of electronic content. The State of Montana can leverage and share office documents, digital images, CAD, email, audio/video, reports, and virtually all other types of content across your enterprise. The base product includes document management, as well as sophisticated platform services such as Federation Services to support disparate ECM repositories, Enterprise Search across multiple document libraries, record disposition for record compliance, open Application Program Interfaces (APIs) and Web Services for interoperability with legacy systems, Microsoft Office integration and a sophisticated collaborative User Experience called Content Navigator.
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Figure 6: Content Navigator User Experience
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Figure 7: Multiple Views within Content Navigator to support Multiple User Preferences
[image: image16.emf]
Figure 8: View of the MS Office Integration – Microsoft Users can maintain productivity without needed to use any other user experience
· IBM Case Foundation
Business Process Management (BPM) tool that is built into the FileNet Content Manager platform to enable the State to create, modify, manage, analyze, and simulate business processes performed by applications, enterprise users, and external users such as partners and customers. This software allows for the definition of complex business rules with various routes that can easily be created, modified, monitored, and used to simulate a process. This defined process can be stored and managed in the ECM repository for historical and auditing purposes.

· FileNet eForms
Electronic Forms functionality is provided with the IBM ECM environment. The eForms capabilities includes an ECM iWidget that allows use of eForms from a portal environment, advanced template and data driven automation embedded in eForms are available to the application and a zero footprint Web 2.0 forms client which allows your organization the ability to use eForms in multiple ways. eForms includes a dynamic UI that automatically shows or hides controls based on user actions, authoring environments that support a range of user skills, from novice to sophisticated and offline support. Our eForms solution will help you automate content and document centric processes with integration to the capture and ECM environment.

· Content Collector for Files
Advanced File Collection using automated crawlers to collect content from file shared to ingest and classify in the IBM ECM repository. This automatic collection tool will ensure that the State is record compliance as it can collect and in conjunction with the Enterprise Records software declare a record without user intervention. 

· FileNet Connector for Snaplock
Secure and permanent record storage capabilities with the State’s non-alterable storage standard to ensure that records stored in the system in a non-altered manner.

Additional IBM ECM Software:

IBM Records Management software helps the State address, maintain and provide a record of compliance for electronic and physical records. The software will capture, declare, classify, store and dispose of electronic and physical records according to fiscal, legal and regulatory requirements. Following are some highlighted features in which the State has expressed interest in our past discussions:
· Supports regulatory compliance—it features IBM ZeroClick technology, which automates the enforcement of records management policies at the technology layer. 

· Provides federation tools—a centralized, consolidated catalog of information from disparate content sources provide company-wide records management. 

· Helps automate records capture and records administration—you gain cost-effective records management and rapid return on investment (ROI).

· Supports the entire enterprise records lifecycle—Enterprise Records combines automation, reliability and compliance for better records management. 

· Improves records retention and disposition—you gain more efficient and accurate recordkeeping.
· Content Collector for Email

Email Management software to support automated, policy-driven email archiving to help the State reduce IT cost and improve the efficiency of email systems. It will help the State meet legal and compliance obligations for retaining messages using a value-based archiving approach, which aligns the IT cost of archiving data with the value associated with that data. IBM Content Collector supports multiple email environments including Microsoft Exchange Online, IBM Lotus® Domino®, and any other SMTP email systems.

· The software will Collect and archive messages according to policies you define for more efficient email management.

· Dynamically execute retention instructions to remove content when appropriate, which helps to reduce risk and reclaim storage. This includes instructions syndicated from IBM Global Retention Policy and Schedule Management.

· Manage compliance and legal requirements in place without further collection.

· Provide a richer user email environment with unified search across both current and archived messages.

· Improve IT efficiency and help reduce costs by managing messages based on business value.
· Datacap Taskmaster Capture
Advanced capture software which provides a web-based capture tool to handle sophisticated scanning requirements such as Optical Character Recognition (OCR), Intelligent Character Recognition (ICR), Multifunctional device (MFD) support, content classification and mobile scanning support. There is an upgrade license available from your existing FileNet Capture Professional licenses, so pricing consideration will be given for your existing FileNet Capture Professional investment.
3.2.4
Licensing Options: Explain how your solution licensed, i.e. named user, concurrent user, enterprise license, server/processor, Storage capacity, etc. The State may require an enterprise-wide system that supports up to 5,000 users. 

IBM has a number of options when it comes to licensing so that we can meet the unique needs of all our customers. Following is an overview of those options: The State may license the software included in this proposal in any of the following manners.

Perpetual License Options

The State may license IBM software in a perpetual manner using any of the following methods.

· Authorized Unit Value Unit - this is a “value-based” license approach based on user or storage resource quantities to accommodate a user-base license model. This approach simplifies the licensing model and allows an organization not to have to worry about concurrency, peak usage or concurrent ratios, because concurrently is factored into the license model. Value units are calculated based on volumes and have built in discounts as volumes increase. It also takes into considerations all previous license purchases so your license investments are factored into all new pricing. Another benefit is that this license model allows you to deploy software in as many server environments (i.e., Test, Development, QA, Production, disaster Recovery) as desired with no penalties or extra fees. 
Sample Authorized User Value Unit (AUVU) License Conversion Table
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Cumulative 

Volume 

Level

Minimum 

Authorized

Maximum 

Authorized

User Value 

Units per 

Authorized 

# of Authorized 

Users in Level

Max UVUs for 

Each Level

Cumulative 

UVUs

at Each Level

Cumulative

Vol Disc

UVU per 

User at 

Level Max

1 1 20 1.00000 20 20 20 0.0% 1.000

2 21 50 0.83333 30 25 45 10.0% 0.900

3 51 100 0.80000 50 40 85 15.0% 0.850

4 101 250 0.76666 150 115 200 20.0% 0.800

5 251 500 0.60000 250 150 350 30.0% 0.700

6 501 1,000 0.50000 500 250 600 40.0% 0.600

7 1,001 5,000 0.47500 4,000 1,900 2,500 50.0% 0.500

8 5,001 10,000 0.40000 5,000 2,000 4,500 55.0% 0.450

9 10,001 25,000 0.36666 15,000 5,500 10,000 60.0% 0.400

10 25,001 10,000,000 0.33333 9,975,000 3,324,967 3,334,967 66.7% 0.333


Figure 9: AUVU to User Ratio Table presented to show the pre-built Discount Schedule
· Processor Value Unit – this is a CPU-based license that is priced based on the size of a server and the number of processors being used for the software. That sizing is mapped to an associated Processor Value Unit (PVU) which is a unit of measure used to differentiate licensing of middleware on distributed processors. This license model does support sub-capacity licensing, so only the number of process actually being used need to be licensed.

· Enterprise (Site) User Model – this is an enterprise license approach used when a Customer wants to license a complete enterprise. It is based on Employee-User Value Units that are calculated by the total employee count of an organization. This approach has the same value unit benefits as described above, the value units are calculated based on volumes and have built in discounts as volumes increase. It also takes into considerations all previous license purchases so your license investments are factored into all new pricing. Another benefit is that this license model allows you to deploy software in as many server environments (i.e., Test, Development, QA, Production, disaster Recovery) as desired with no penalties or extra fees. 
Subscription Services License Model

IBM also offers a Cloud-based offering for its ECM portfolio. If the State’s elect to explore that option, then IBM can host the software and till on a monthly subscription services basis. 
3.2.5
Estimated Costs: Provide an explanation of your price/cost model and estimated cost range (i.e. $100,000 to $200,000) based on 5,000 users for your solution as described in sub-section 3.2.2

IBM will work with the State to provide the license pricing model which best meets your needs. For discussion purposes, the licenses below are priced using a user-based license model. This correlates to the current license paradigm that is in place for the State’s existing IBM ECM FileNet environment. 

Prices are presented with some partnership discount assumptions (subject to final IBM management approval) and should be considered preliminary only. After further discussion and consensus on license requirements, Best and Final pricing will be provided. 
The State may license the proposed software in any of the following ways; 
1. Directly from IBM, 
2. From any of our certified IBM ECM Business Partners (some who have responded to this RFI) or 
3. Via the WSCA-NASPO contract. The IBM contract number is B27166
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Part 

Number

Software License Name & Description

 

Authorized 

User Value 

Unit Qty 

Net Unit 

Price

Net Ext. 

Price     

 Total 

Amount 

of Users 

Licensed    Comments/Considerations 

Proposal Software 

D0ZWPLL

IBM Content Foundation Authorized User Value Unit 

License + SW Subscription & Support 12 Months 1662 209 $            347,358 $     5,000

Content management and document 

routing (sequetial) workflow functionality

D04GJLL

IBM Enterprise Records Add-On Authorized User Value 

Unit License + SW Subscription & Support 12 Months 2500 143 $            357,500 $     5,000

Enterprise records management 

functionality

E05P3LL

IBM Content Collector for Email Authorized User Value 

Unit Annual SW Subscription & Support Renewal 2500 11 $              27,500 $       5,000

Email collection, manamgnet and archive 

functionlaity for Micrososft Exchange

D0H4PLL

IBM Datacap Taskmaster Capture Authorized User Value 

Unit License + SW Subscription & Support 12 Months 43 3,733 $         160,519 $     200

Advanced Capture OCR/ICR Capabilities It 

was assumed that of the 5000 users, 200 

users will perform scanning functions 

D0T5ELL

IBM Datacap Taskmaster Enterprise Edition Authorized 

User Value Unit License + SW Subscription & Support 12 

Months 43 918 $            39,474 $       200

Advanced Capture add-on capabilities for 

classification, fax, email and rules engine 

capabilities for 200 users

Optional Consideration (in lieu of Part #DOZWPLL)

D0479LL

IBM Case Foundation Authorized User Value Unit 

License + SW Subscription & Support 12 Months

1662 765 $            1,271,430 $  5,000

Full content and process management 

with eForms functionality. This license 

can be used in lieu of or in conjunction 

with the Content Foundation license. We 

will work with you to determine how 

many users needs this full functionality 

and how should have base functionality 

license vs Content Foundation to size 

your most cost effective license approach

All prices quoted are in: USD


Footnotes and Assumptions

4. It was assumed that these licenses will be added to the existing IBM ECM (FileNet) environment already in place at the State. Consideration was made in the license count for the existing FileNet licenses already purchased by the State.

5. The proposed software can be deployed on as many servers as desired with no cost penalties are additional license fees.
6. If the State would like to deploy FileNet P8 with full redundancy, then the WebSphere Application Server license is required. Pricing will be provided upon request.

7. Pricing above assumes a partnership discussion (subject to IBM management approval). If the State elects to purchase licenses from IBM certified partners, any final approved discounts will be available for the Partner to quote.

3.3
ECMS Specifications
	Document Imaging Specifications
	Out of the Box
	Customization Required
	3rd Party Application
	Comments

	1.
	Does the ECM provide imaging software to import basic scanned documents?
	X
	
	
	Datacap Taskmaster Capture offers seamless, rules-based integration to IBM FileNet Content Manager to import scanned documents.

	2.
	Does the ECM support the following imaging capabilities:
	
	
	
	

	
	Optical Character Recognition (OCR)
	X
	
	
	Datacap Taskmaster includes two different OCR engines (Abbyy and Nuance)

	
	Intelligent Character Recognition (ICR)
	X
	
	
	Datacap Taskmaster includes an ICR engine (RecoStar).

	
	Optical Mark Recognition (OMR)
	X
	
	
	Datacap Taskmaster includes support for optical mark recognition (OMR).

	
	Optical Bar Code Reader (OBR)
	X
	
	
	Datacap Taskmaster recognizes 1D and 2D barcodes.

	
	Mobile Capture – smart phones and other mobile devices
	X
	
	
	The Content Navigator app provides functionality for mobile capture from an iOS device. In addition, the IBM solution provides a mobile development platform that can be used to create a mobile capture application.

	3.
	Is the system compatible with Multi-functional Devices (MFDs) i.e. copiers, mobile device capture, fax server, email, and file import?
	X
	
	
	Yes, the software is compatible with MFDs in an OOTB manner via network folder ingestion. If additional functionality is desired such as the inclusion of a FileNet button on the MFD panel for the users to select a capture template and key in an index field form that panel, then an additional IBM FileNet Capture module is required. This feature is priced as “optional” in the pricing section. 

	4.
	Does the system have the capability to do batch scanning and indexing?
	X
	
	
	Datacap Taskmaster has the capability to do batch scanning and indexing.

	5.
	Does the system provide the ability to capture index information from scanning/capture software?
	X
	
	
	Datacap Taskmaster has the ability to capture index information from the document as it scanned.


	Content Management Specifications
	Out of the Box
	Customization Required
	3rd Party Application
	Comments

	1.
	What kind of navigational capabilities does your solution support: 

	
	· Folders (similar to MS Windows Explorer)
	X
	
	
	Content Manager supports the use of folders to organize content.

	
	· Key word search 
	X
	
	
	Content Manager provides full text indexing for key word searching.

	
	· Formal taxonomy using document types and classes
	X
	
	
	Content Manager uses document types and classes for document creation that can then be organized using a formal taxonomy.

	
	· All of the above
	X
	
	
	The IBM solution provides all the capabilities listed above.

	2.
	Does your solution support remote access to the ECM system, i.e. for staff that work in the field and have the need to enter documents from the field? 
	X
	
	
	Provided that the remote field users have internet access, the IBM repository employs a browser based User Interface to allow entry and access to documents via the web.

	3.
	Does your solution provide access to documents on a public-facing online system? 
	X
	
	
	Provided that the users have internet access, the IBM repository employs a browser based User Interface to allow entry and access to documents via the web.

	4.
	Does the ECM support multiple naming and archiving processes?
	X
	
	
	The IBM solution supports parent, child naming conventions as well process management capabilities

	5.
	Does the ECM fully integrate with Microsoft Office applications (Word, Excel, PowerPoint, etc.)?
	X
	
	
	The IBM solution provides a Microsoft Office integration capability for Microsoft users to browse and work with documents directly from the IBM repository within the Microsoft Office application.

	6.
	Does the ECM fully integrate with Microsoft Exchange?
	X
	
	
	The IBM solution provides the ability to sweep content from Microsoft Exchange into the IBM repository.

	7.
	Does your solution support email archiving and management capabilities?
	X
	
	
	The IBM solution provides the ability to sweep content from Microsoft Exchange into the IBM repository to support email archiving.

	8.
	Does the ECM allow access to documents by an Apple iOS or Android device?
	X
	
	
	The Content Navigator app provides functionality for accessing documents from an iOS device. In addition, the IBM solution provides a mobile development platform that can be used to create a mobile capture application.

	9.
	Does the ECM allow access to documents via web browser? If so, list the compatible browsers and versions in the Comments section.
	X
	
	
	The IBM repository employs a browser based User Interface to allow access to documents via the web.

Web Browsers Supported:

· Apple Safari


5.1, 6.0

· Google Chrome


22-30

· Microsoft Internet Explorer

8.0, 9.0, 10

· Mozilla Firefox


ESR 10,ESR 17.0,ESR 24

	10.
	How does the solution manage documents with a retention policy? 
	X
	
	
	A retention setting can be applied either statically or based on events. Static retention for an object is set once. After a fixed amount of time, the static retention requirement is satisfied and the object can be deleted. Event-based retention is dynamic, allowing you to change the retention setting for an object after the occurrence of a business event. Event-based retention closely aligns the retention policy of the data with the business requirements for that data. Typical events that can require a change in data retention for an object include termination of employment, expiration of contracts, settlement of legal matters, and completion of tax audits.

	11.
	Provide examples of reports that can be used to ensure retention policies are being adhered to.
	X
	
	
	The ECM solution provides numerous retention reports as well as the ability for the State to export the information for use with any Data Base reporting tool like Business Objects, Cognos BI or Crystal Reports. Due to size, these reports have been provided in the Appendix for your review.

	12.
	Search Capabilities
	
	
	
	

	
	· Will the system accommodate full text OCR to search for and retrieve files?
	X
	
	
	Datacap can create a full text index for any page or document to allow for search and retrieval of the document from the IBM ECM repository.

	
	· Does the ECM offer web-based and desktop client interface search and retrieval?
	X
	
	
	The IBM repository employs a browser based User Interface to allow access to documents via the web

	
	· Does the ECM accommodate “Full Text Indexing” (i.e. OCR) to search for and retrieve files?
	X
	
	
	Datacap Taskmaster provides OCR capabilities of a scanned document to provide full text indexing of the scanned document.

	
	· Does the ECM allow users to configure custom searches that they commonly use?
	X
	
	
	The IBM solution provides the ability to save a search for later use.


	Automated Workflow Specifications
	Out of the Box
	Customization Required
	3rd Party Application
	Comments

	1.
	Does your ECMS support document-centric, author-review-approve automated workflow capabilities? 
	X
	
	
	The IBM solution supports document-centric, author-review-approve automated workflow capabilities.

	2.
	Does your ECMS support workflow automation for processing: 
	
	
	
	

	
	· E-forms for internal purposes
	X
	
	
	The IBM solution supports workflow automation for processing E-forms for internal purposes.

	
	· E-forms for external customer purposes
	X
	
	
	The IBM solution supports workflow automation for processing E-forms for external customer purposes.

	
	· Work items (documents, reports, etc.)
	X
	
	
	The IBM solution supports workflow automation for processing work items. Documents related to the workflow are routed as part of the workflow to ensure the knowledge worker has all of the relevant information to process the workflow.

	
	· Automatic notifications and emails
	X
	
	
	The IBM solution supports workflow automation for processing automatic notifications and emails. An email can be sent as part of the workflow notifying the recipient of progress or requested action.

	
	· Workflow status tracking
	X
	
	
	The IBM solution supports workflow automation for processing workflow status tracking. 

	3.
	Does the system allow users to perform workflow activities using a standard web browser such as Internet Explorer and Mozilla Firefox?
	X
	
	
	The IBM repository employs a browser based User Interface to allow access to documents via the web.

Web Browsers Supported:

· Apple Safari


5.1, 6.0

· Google Chrome


22-30

· Microsoft Internet Explorer

8.0, 9.0, 10

· Mozilla Firefox


ESR 10,ESR 17.0,ESR 24

	4.
	Does workflow allow users to define conditions?
	X
	
	
	A system step identifies one or more system functions that provide specific functionality within a workflow. Examples of such functionality include setting time limits for certain activities, assigning data field values, creating new workflow instances, and suspending the workflow for a specified time or until a specified condition is met.

	5.
	Can workflow be automated for a specific document type and workflow template?
	X
	
	
	A workflow subscription can be created as an association between a class or an object and a workflow definition. The subscription can specify which events trigger an automatic launch of the workflow or if a user must launch the workflow manually. For example, an expense approval workflow could launch automatically when a user adds a new expense report to an object store.

	6.
	Does the workflow include E-signature capabilities?
	X
	
	
	The IBM E-Form solution used in conjunction with the IBM ECM repository supports workflow E-signature capabilities


	Records Management Specification
	Out of the Box
	Customization Required
	3rd Party Application
	Comments

	1.
	Include the use of back end migration to optical storage or similar technology that meets the State of Montana legislative compliance requirement for permanent records storage of documents. There should be assurance that records stored in the system cannot be altered. 
	X
	
	
	The IBM solution is storage agnostic. It can be used with multiple disk storage products including optical storage as well as the NetApp Snaplock currently in use by the State to ensure that stored records cannot be altered.

	2.
	Create, edit and manage a corporate “file plan” / records retention schedule, which contains information used to classify records.
	X
	
	
	IBM Enterprise Records (IER) is the add on records management solution for IBM FileNet P8. A records manager will use this solution to create a file plan, disposition schedules and other configuration items needed to classify records

	3.
	Create and manage the record folders (and folder volumes) that are available to help organize the file plan.
	X
	
	
	IER supports record folders and record folder volumes to organize your records in the file plan. 

	4.
	Configure the system to easily declare objects as records in native authoring tools and specify which object classes and properties to manage.
	X
	
	
	Templates may be used to declare records from within the end user tool for FileNet P8 Content Manager. This tool is called Content Navigator. 

For automated declaration of records, IBM Content Collector for emails, file shares and SharePoint may be used. With this solution, rules are created so that when the solution crawls the specified location, the content that matches the rule is automatically added to IBM FileNet P8 Content Manager and declared a record.

	5.
	Create and manage records retention rules.
	X
	
	
	All retention rules are defined with the IBM Enterprise Records Solution. (IER)

	6.
	Create and manage physical boxes, folders and records.
	X
	
	
	IER supports basic physical records management. This allows physical boxes and folders to be created in a file plan. Users may charge out boxes and boxes will use the built in disposal workflow for destruction. 

For more robust physical records management, a partner application may be required.

	7.
	Search for categories, folders and records.
	X
	
	
	Ad hoc searches and search templates may be used to search for record categories, folders and records.

	8.
	Place holds against record categories or search results.
	X
	
	
	Holds may be placed against search results, individual records, record folders or record categories.

	9.
	Identify appropriate metadata for all formats and sources.
	X
	
	
	Metadata are a critical part of the IBM Enterprise Records solution. A record class is used to describe all types of records. The record class has the associated metadata.

	10.
	Manage various record image / formats in an integrated manner.
	X
	
	
	All types of electronic formats may be management by IBM Enterprise Records.

	11.
	Maintain the relationships between records and files, between file series and the file plan.
	X
	
	
	IBM Enterprise Records is completely integrated with FileNet P8 Content Manager. The solution allows users to access content stored in FileNet while IER ensures that content declared as records is protected for alteration or inadvertent disposal.

	12.
	Retrieve information for personal use or to comply with Freedom of Information Act / discovery requests.
	X
	
	
	IBM Enterprise Records allows records managers to perform searches for content. This content may be exported to meet FOIA requests. If redaction is needed, the solution allows a redacted image and the original image to be managed by IER and linked together. 

If on the fly redaction is needed, an IBM partner application may be used.

	13.
	Construct and manage audit trails and track system usage by department and user.
	X
	
	
	IBM Enterprise Records (IER) is a robust records management solution. It has audit trails that track what happened to each record. Reports may also be used to track system usage. 

If the default reports do not meet the needs of the state, a custom report may be created using the built-in Cognos reporting tool.

	14.
	Manage the integrity and reliability of records once they have been declared as such.
	X
	
	
	IER has received DOD 5015.2 certification. This means that the software has undergone rigorous testing to ensure that the integrity and reliability of the records stored within the solution.

	15.
	Identify records that are due for disposal when their prescribed retention periods elapse, managing the disposal process.
	X
	
	
	When records have met their retention period and they are not on hold, the records will be marked for disposal by a clock indicator. In addition, a records manager may generate a report. 

Records flagged for disposal may be destroyed with or without an approval process. If the approval process is used, the solution uses the built-in workflow to seek approvals for the record disposals. When all approvals have been gathered, the solution will dispose of the records, A disposal may include a transfer to another system or it may be a record destruction. On a record destruction, the solution overwrites the content seven times with 0s and 1s, to ensure the content is truly gone.

	16.
	Provide a seamless integration of the ERMS (providing the records management logic) with an ECMS, 
	X
	
	
	IBM Enterprise Records (IER) is fully integrated and requires the IBM FileNet P8 Content Manager. Content continues to be available to end users using FileNet while being secured by IER.

	17.
	Records Manager Application will be a 100% Web-browser based application.
	X
	
	
	IBM Enterprise Records uses a web browser for access.

	18.
	Views file plans and retention and disposition policies.
	X
	
	
	A user that has access to IBM Enterprise Records can view the file plan and disposition schedules that he or she has permission to view.

	19.
	Provide interface capabilities to existing systems that create electronic records, via an application program interface (API) to integrate properly with the proposed ECMS.
	X
	
	
	IBM Enterprise Records (IER) has an API that may be used to create integration to other solutions. However, IER is already integrated to IBM FileNet P8 Content Manager and requires this solution to use the built in workflows.

	20.
	ERP integration: support enterprise resource planning (ERP) systems APIs.
	X
	
	
	IBM Enterprise Records (IER) has an API that may be used to create integration to other ERP solutions. Further analysis would need to be performed to understand how the integration would work.

	21.
	Typical Reports: Including, but limited to, the following:
	
	
	
	

	
	o Ready for Destruction report
	X
	
	
	IBM Enterprise Records includes the IBM Cognos solution for reports. One of the reports that shows records ready for disposition.

	
	o Future Disposition Schedules report
	X
	
	
	Disposition Schedules reports show records, categories and folders associated with a disposition schedule.

	22.
	Maintain the relationships between records and files, between file series and the file plan.
	X
	
	
	IBM Enterprise Records is completely integrated with FileNet P8 Content Manager. 

The solution allows users to access content stored in FileNet while IER ensures that content declared as records is protected for alteration or inadvertent disposal.

	23.
	Retrieve information to comply with Freedom of Information Act / discovery requests.
	X
	
	
	IBM Enterprise Records allows records managers to perform searches for content. This content may be exported to meet FOIA requests. If redaction is needed, the solution allows a redacted image and the original image to be managed by IER and linked together. 

If on the fly redaction is needed, an IBM partner application may be used.

	24.
	Associate the contextual and structural data within a document.
	X
	
	
	The IBM ECM solution can associate contextual and structural data within a document via metadata naming conventions and the Content Analytics capabilities

	25.
	Construct and manage audit trails and track system usage by department and user.
	X
	
	
	IBM Enterprise Records (IER) is a robust records management solution. It has audit trails that track what happened to each record. Reports may also be used to track system usage. 

If the default reports do not meet the needs of the state, a custom report may be created using the built-in Cognos reporting tool.

	26.
	Manage the integrity and reliability of records once they have been declared as such.
	X
	
	
	IER has received DOD 5015.2 certification. This means that the software has undergone rigorous testing to ensure that the integrity and reliability of the records stored within the solution.

	27.
	Identify records that are due for disposal when their prescribed retention periods elapse, managing the disposal process.
	X
	
	
	When records have met their retention period and they are not on hold, the records will be marked for disposal by a clock indicator. In addition, a records manager may generate a report. 

Records flagged for disposal may be destroyed with or without an approval process. If the approval process is used, the solution uses the built-in workflow to seek approvals for the record disposals. When all approvals have been gathered, the solution will dispose of the records, A disposal may include a transfer to another system or it may be a record destruction. On a record destruction, the solution overwrites the content seven times with 0s and 1s, to ensure the content is truly gone.


	E-Form Specifications
	Out of the Box
	Customization Required
	3rd Party Application
	Comments

	1.
	Do your E-forms support the need to retain the look and feel of paper forms? 
	X
	
	
	IBM Forms can help you build and deploy traditional document based forms applications by delivering high fidelity e-forms which can Enable businesses to replace paper with pixel perfect electronic forms.

	2.
	Do your E-forms support E-signatures? 
	X
	
	
	IBM Forms supports industry-standard digital signature technology that makes it possible to keep the data contained in a form and the form itself secure from tampering during transmission.

	3.
	Does your solution support public-facing E-forms that can be filled out and submitted on line?
	X
	
	
	IBM Forms supports public-facing E-forms that can be filled out and submitted on line.


4.0
Additional Information. 
Provide any additional information that may be of interest to the State regarding your solution.
Value-Added Relationship

The State of Montana is a valued IBM customer and one in which we plan to invest. IBM has introduced Mary Olson, Senior State Executive to the State ITSD team and the governor to elevate the partnership to a strategic level and facilitate thought leadership discussions. To further that strategic relationship, this proposal includes partnership pricing for your consideration and proposes to host at our expense a number of workshops for the State to help identify specific project requirements and to educate on ECMS implementation best practices associated with those requirements. These workshops will help the State identify all cost savings and benefits associate with specific ECMS projects to help prioritize expenditure decisions and deliver a Business Value Assessment document for State management consumption. 

We are also prepared to provide guidance to the State for your Enterprise Records Management initiative. Our team of Certified Records Managers, Legal Professionals and Information Lifecycle Governance (ILG) Consultants are ready to share best practice information on policies and procedures necessary for a successful records program. IBM participants in many ILG councils and is prepared to share that learning with the State. We believe that in addition to our market-leading products, the greater value for State of Montana will be derived from IBM (and our Business Partners) expertise and experience in solving business issues and driving productivity gains for the State.

The attached document has already been provided to State personnel and is included as an example of the kind of expertise we can offer:
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Additional Expansion Opportunities for your FileNet Platform 

The following IBM ECMS software modules are being used in many of your peer States to achieve significant production improvements and cost savings. Information on these capabilities is provided for future consideration.
Advanced Case Management

IBM Case Manager is an advanced process automation tool that takes Business Process Management (BPM) to a new level. In addition to tightly coupled content and process management functionality, it relies on advanced analytics, business rules, collaboration and social software to provide a real-time automation tool for non-predictive workflows (in addition to traditional pre-defined workflow capabilities). Moreover, advanced case management solutions help capture industry best practices in Agency-specific frameworks and templates to empower business users and accelerate return on investment. 

IBM Content Collector for SharePoint 

Policy driven collection and archiving of MS SharePoint content to extends IBM enterprise content management (ECM) capabilities to Microsoft SharePoint users. It collects and integrates SharePoint content into a centralized ECM environment for control and governance purposes. IBM Content Collector for Microsoft SharePoint collects and archives SharePoint documents, document libraries, wikis and blogs for more to provide corporate governance. eDisovery capabilities and enterprise structure to decentralized disparate content

IBM Content Collector for Files 

This tool allows the State to crawl file shares and networks for policy driven collection to ensure that proper information is collected and secured in the ECM repository. This helps maintain compliance with your electronic management policies while recusing costs through de-duplication and consolidated storage techniques. 

Stored IQ 

This tool provides scalable analysis and governance of unstructured data in- place across email, file shares, desktops and collaboration site. Significant cost savings are associated with the implementation of this software due to associated storage reduction. A Workshop and no charge pilot are available to the State for this tool if you would like to see the dramatic results.

IBM Content Analytics

This software module provide2 a search and analytics platform that combines the power of content analytics with the scale of enterprise searches in one offering. It uses rich-text analysis to derive trends, patterns and relationships from unstructured data and related structured data. These insights can help you make fact-based decisions to anticipate and shape business outcomes.

eDiscovery Solution Suite 

eDiscovery modules (multiple suites) to deliver rigorous and efficient electronic discovery processes to meet evolving and complex legal obligations. These products can assess costs and risk more accurately to help organizations make better decisions regarding case strategy. The IBM eDiscovery Solutions family improves alignment among eDiscovery stakeholders and links legal holds to information repositories to streamline legal processes and help reduce litigation costs. 

Information Lifecycle Governance (ILG) Suite

Multiple ILG software modules are contained within this family of products which provide the ability to manage the problem of increasing data growth and declining data value; through data governance and controls. These modules will provide overall compliance and corporate governance over all structure and unstructured content within The State’s enterprise and will facilitate corporate records management, eDiscovery and the ability to defensible dispose of date to reduce storage costs 

IBM Government Industry Expertise 

Have more Public Sector ECM implementations than any competitor. We invest significantly in developing government specific solutions. Specific pre-built Agency-specific solutions are already available for the State to leverage. These offerings plus IBM’s thought leadership our Smarter Government initiatives will ensure that the State successfully implements cost-savings solutions for your ECMS requirements. There are numerous case studies available on the IBM ECM website which will be provided to the State upon request. IBM Resource Strength and Partner CommunityIBM have a vast amount of professional services resources that can be used for this project. They can be provided either directly from us or via our vast certified Partner Community, some of which have responded to this RFI. This gives the State a number of deployment options and leverage from a pricing perspective of options for consulting rates.
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Figure 10: Small Sample of the Extensive Certified IBM ECM Partner Community
5.0 Appendix 

Sample Reports
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This preliminary price is an estimate for your reference only, and is based on similar solutions IBM has provided to other clients. It has been derived from your preliminary requirements, and does not represent a commitment by IBM. A detailed scope of work with a committed price will be submitted for your consideration upon a mutual determination to proceed.
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International Passport Advantage Agreement 
This IBM International Passport Advantage Agreement (“Agreement”) governs transactions by which Customer 
acquires Eligible Products. Customer Originating Company and IBM Originating Company agree to coordinate the 
administration of this Agreement within their respective Enterprises. This Agreement is entered into with the 
understanding that both Customer Originating Company and IBM Originating Company are bound by its terms. 
Both Customer Originating Company and IBM Originating Company agree to distribute copies of this Agreement 
to their respective participating Enterprise companies. The Customer Originating Company is responsible for all 
Sites’ compliance with the terms of this Agreement.
This Agreement, including any applicable Attachments, Terms of Use, and any Transaction Documents is the 
complete agreement regarding transactions by which Customer acquires Eligible Products, and replace any prior 
oral or written agreements, communications, representations, statements, understandings, warranties, promises, 
covenants, commitments, or undertakings between Customer and IBM concerning Passport Advantage.  
If there is a conflict among the terms of this Agreement, Attachments, Terms of Use, and Transaction Documents, 
those of an Attachment prevail over those of this Agreement, those of Terms of Use prevail over those of an 
Attachment and this Agreement, and the terms of a Transaction Document prevail over those of this Agreement, 
the Terms of Use, and an Attachment. 
Once this Agreement is accepted, 1) unless prohibited by applicable law or specified otherwise, any reproduction 
of it or a Transaction Document made by reliable means (for example, electronic image, photocopy or facsimile) is 
considered an original and 2) all Eligible Products ordered under this Agreement are subject to it. 


1. General 
1.1 Agreement Structure 


This Agreement is organized in six Parts: 
Part 1 – General includes terms regarding Agreement Structure, Attachments and Transaction 
Documents, Definitions, Acceptance of Terms, Delivery, Payment, Taxes, RSVP Level, Changes to 
Agreement Terms, Eligible Products, IBM Business Partners and Resellers, Intellectual Property 
Protection, Limitation of Liability, General Principles of Our Relationship, Agreement Termination, 
Compliance Verification, and Geographic Scope and Governing Law. 
Part 2 – Warranties includes terms regarding Warranty for IBM Programs, Warranty for IBM Software 
Subscription and Support and Selected Support, Warranty for IBM Machine Components of IBM 
Appliances, Warranty for IBM SaaS, and Extent of Warranty. 
Part 3 – Programs and Subscription and Support includes terms regarding IBM Programs, Programs in a 
Virtualization Environment, Fixed Term Licensing, CEO Product Categories, and Software Subscription 
and Support and Selected Support. 
Part 4 – Appliances includes terms regarding Virtual Appliance, Appliances Comprising Both Program 
and Machine Components, Program Components and Machine Components. 
Part 5 – IBM SaaS includes terms regarding Ownership, Customer’s Right to Use, Subscription to IBM 
SaaS, IBM SaaS Technical Support, Content, and Termination of IBM SaaS. 
Part 6 – Country-unique Terms. 


1.2 Attachments and Transaction Documents 
Additional terms for Eligible Products are in documents called "Attachments" and "Transaction 
Documents” provided by IBM. Depending upon their country of use, Attachments may have different 
names. In general, Attachments contain terms that may apply to more than one transaction, while 
Transaction Documents (such as a supplement, schedule, invoice, exhibit, or addendum) contain specific 
details and terms related to an individual transaction. Customer may receive one or more Transaction 
Documents for a single transaction. Attachments and Transaction Documents are part of this Agreement 
only for those transactions to which they apply. Each transaction is separate and independent from other 
transactions. 


1.3 Definitions 
Additional Site – any Site that subsequently enrolls under this Agreement. 
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Anniversary – the first day of the month that follows the anniversary of the Effective Date, unless the 
Effective Date is the first day of a month, in which event the anniversary of the Effective Date is the 
Anniversary.  
Appliance – an Eligible Product, designed for a particular function and not for general purpose computing 
tasks, that may be a Program (in the case of a “Virtual Appliance”) or composed of a Program 
Component, a Machine Component, and any Machine Code Component that IBM may provide to 
Customer.  
Audit Reports – a set of reports available in the IBM License Metric Tool (“ILMT”), or by another method 
acceptable to IBM as specified at 
http://www.ibm.com/software/lotus/passportadvantage/subcaplicensing.html . These reports provide the 
Processor Value Unit (“PVU”) license requirements based on the Virtualization Capacity available to the 
Eligible Sub-Capacity Product.  
CEO User – an individual to whom a machine has been assigned that is capable of copying, using, or 
extending the use of Programs in a CEO Product Category. 
Content – information, software, and data, including, without limitation, any Personal Data, hypertext 
markup language files, scripts, programs, recordings, sound, music, graphics, images, applets, or servlets 
that are created, provided, uploaded, or transferred by Customer and any user authorized by Customer.   
Customer – the customer Enterprise company that is ordering Eligible Products.  
Customer Originating Company – the legal entity within Customer’s Enterprise of which the entity that 
identifies itself as the “Originating Site” on an “IBM International Passport Advantage Enrollment Form” is 
a part.  
Customer-set-up Machine Component – an IBM Machine Component that Customer is responsible for 
installing according to instructions provided with it. 
Date of Installation –  
a. for a Customer-set-up Machine Component, the date on Customer’s purchase invoice or sales receipt 


for the Appliance is the Date of Installation, unless IBM or Customer’s IBM reseller informs Customer 
otherwise. 


b. for an IBM Machine Component that IBM is responsible for installing, the business day after the day 
IBM installs it or, if Customer defers installation, makes it available to Customer for subsequent 
installation by IBM; 


Effective Date – the date IBM accepts Customer’s initial order for Eligible Products, either directly from 
Customer or from Customer's reseller. 
Eligible Operating System Technology – an operating system for which Sub-Capacity Licensing is 
available and specified at http://www.ibm.com/software/lotus/passportadvantage/subcaplicensing.html . 
Eligible Processor Technology – a processor technology for which Sub-Capacity Licensing is available 
and specified at http://www.ibm.com/software/lotus/passportadvantage/subcaplicensing.html .  
Eligible Products – commercially available IBM Programs, Non-IBM Programs, Selected Support, 
authorizations to increase Customer’s use of a Program, IBM Trade-ups, Competitive Trade-ups, Annual 
IBM Software Subscription and Support Renewals, IBM Software Subscription and Support 
Reinstatement, Annual Third Party Software Subscription and Support Renewals, Third Party Software 
Subscription and Support Reinstatement, Selected Support renewals, IBM SaaS, and Appliances. 
Eligible Sub-Capacity Product – a Product for which Sub-Capacity Licensing is available and specified 
at http://www.ibm.com/software/lotus/passportadvantage/subcaplicensing.html .  
Eligible Virtualization Environment – a server or a group of servers cooperating as a single computing 
entity that contain an Eligible Processor Technology, an Eligible Operating System Technology, and an 
Eligible Virtualization Technology. 
Eligible Virtualization Technology – a virtualization technology for which Sub-Capacity Licensing is 
available and specified at http://www.ibm.com/software/lotus/passportadvantage/subcaplicensing.html . 
An Eligible Virtualization Technology is capable of restricting processor capacity to a subset of the total 
physical capacity, sometimes referred to as partition, LPAR, or virtual machine. 
Engineering Change – an update to modify certain aspects of the design of an installed Machine 
Component, including without limitation the design of a certain Machine Component part(s) or Machine 
Code Component. 
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Enterprise – any legal entity that, by more than 50%, owns, is owned by, or is under common ownership 
with the Originating Company. 
Fixed Term – a definite period of time specified by IBM in a Transaction Document, for example, in a 
Program’s PoE. 
Full Capacity – The total number of physical processor cores activated and available for use on a server.  
IBM – the IBM Enterprise company that is providing Eligible Products.  
IBM Business Partner – an organization with which IBM has signed agreements to promote, market, 
and, in some instances, support certain Eligible Products.   
IBM Machine Component – a Machine Component bearing an IBM logo. 
IBM Originating Company – the legal entity within International Business Machines Corporation’s 
Enterprise that accepts the Customer Originating Company’s orders. 
IBM Program – a Program acquired under this Agreement and subject to the IPLA, including its LI. 
IBM Software as a Service (“IBM SaaS”) – offerings IBM makes available to Customer remotely 
through the Internet providing access to (i) functionality of Programs, (ii) infrastructure, and (iii) technical 
support. IBM SaaS is not a Program but may require Customer to download enabling software in order to 
use it. IBM SaaS is an Eligible Product.  
IBM SaaS User – one who accesses IBM SaaS using a user account identification and password 
associated with Customer’s IBM SaaS account and provided by Customer. 
IBM Software Subscription and Support – software subscription and support provided for IBM 
Programs licensed under the IPLA. See 3.5.1 IBM Software Subscription and Support for further 
description. 
IPLA – IBM’s International Program License Agreement. The IPLA is included with each IBM Program in 
the Program’s directory, in a library identified as “License,” a booklet, or on a CD. It is also available on 
the Internet at http://www.ibm.com/software/sla and from IBM and its resellers. 
License Information (“LI”) – a document that provides information and any additional terms specific to a 
Program. The Program’s LI is available at http://www.ibm.com/software/sla/. The LI can also be found in 
the Program’s directory, by the use of a system command, or as a booklet included with the Program.  
Machine Code Component – microcode, basic input/output system code (called “BIOS”), utility 
programs, device drivers, diagnostics, and any other code (all subject to any exclusions in the license 
provided with it) delivered with an IBM Machine Component for the purpose of enabling the Machine 
Component’s function, as stated in its Specifications. 
Machine Component – a hardware device, features, conversions, Upgrades, elements, or accessories, 
or any combination of them. The term "Machine Component" includes an IBM Machine Component and 
any non-IBM Machine Component (including other equipment) that IBM may provide to Customer. 
Non-IBM Program – a Program that is governed by the terms of the third party end user license 
agreement that accompanies it. IBM is not a party to the third party end user license agreement and 
assumes no obligations under it. 
Originating Company – the legal entity that is authorized to execute and administer this Agreement on 
behalf of an Enterprise. The Originating Company need not be a “company” and may be the entire 
Enterprise. 
Originating Site – Originating Company Site.  
Personal Data – any information that can be used to identify a specific individual, such as name, email 
address, home address, or phone number that is provided to IBM to store, process, or transfer on 
Customer’s behalf. 
Processor Chip – Electronic circuitry containing one or more Processor Cores that plugs into a 
Processor Socket. 
Processor Core – A physical functional unit within a computing device that interprets and executes 
program instructions and consists of at least one instruction control unit and one or more arithmetic and 
logic units. A multi-core technology allows two or more Processor Cores to be active on a single 
Processor Chip. A System z Integrated Facility for Linux (IFL) engine is considered a single Processor 
Core.    
Processor Socket – Electronic circuitry that accepts a Processor Chip. 
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Processor Value Unit (“PVU”) – A metric used by IBM to assign a value to a Processor Core. The 
Processor Value Unit licensing model is described at 
http://www.ibm.com/software/lotus/passportadvantage/pvu_licensing_for_customers.html . 
Program – the following, including the original and all whole or partial copies: 1) machine-readable 
instructions and data, 2) components, 3) audio-visual content (such as images, text, recordings, or 
pictures), 4) related licensed materials, and 5) license use documents or keys, and documentation. 
Program Component – an IBM Program or Non-IBM Program that is preinstalled on a Machine 
Component. 
Proof of Entitlement (“PoE”) – the document in which IBM specifies an Eligible Product’s level of 
authorized use. This PoE, supported by Customer’s matching paid invoice or receipt, is evidence of 
Customer’s level of authorized use. 
RSVP – Relationship Suggested Volume Price. 
Selected Program – a Non-IBM Program or an IBM Program licensed under the terms of the IBM 
License Agreement for Non-Warranted Programs. 
Selected Support – Support for specified Selected Programs. 
Service Provider – an entity that provides information technology services for end user customers, either 
directly or through a reseller. 
Site – any defined entity, such as a physical location or organizational unit, e.g., a department, division, 
subsidiary or cost center, of Customer’s Enterprise and for which IBM assigns a Passport Advantage Site 
Number. 
Specifications – information specific to a Machine Component. IBM Machine Component Specifications 
are in a document entitled "Official Published Specifications." 
Sub-Capacity Licensing – Licensing of Eligible Sub-Capacity Products based on Virtualization Capacity. 
Subscription Period – the time during which IBM SaaS is made available to Customer as specified in 
the applicable Transaction Document. 
SVP – Suggested Volume Price. 
Term – the period that begins either on the date IBM accepts Customer’s initial order (in the case of the 
initial Term) or on the Anniversary (in the case of subsequent Terms), and ends on the day immediately 
prior to the next Anniversary. 
Terms of Use (“ToU”) – additional terms under which IBM makes IBM SaaS offerings available to 
Customer and viewed at http://www.ibm.com/software/sla/sladb.nsf/sla/tou/ . 
Third Party Software Subscription and Support – software subscription and support provided under 
the third party’s terms for Non-IBM Programs. See 3.5.1 Software Subscription and Support for further 
description. 
Upgrade – a change to a Machine Component to modify, add, remove, enable, or disable a certain 
Machine Component resource or function. Each such change can be accomplished through a Machine 
Component conversion, or through the conversion, addition, removal, or exchange of a Machine 
Component’s feature(s), but only to the extent announced and supported by IBM for the Machine 
Component. 
Virtualization Capacity – the highest peak processor capacity available to an Eligible Sub-Capacity 
Product when deployed on an Eligible Virtualization Environment in accordance with the rules specified at 
http://www.ibm.com/software/lotus/passportadvantage/subcaplicensing.html . 


1.4 Acceptance of Terms 
The Customer Originating Company and thereafter each of its participating Enterprise companies accepts 
this Agreement without modification by submitting an IBM International Passport Advantage Enrollment 
Form to IBM or the reseller(s) from whom they have chosen to acquire Eligible Products, as applicable.
This Agreement is effective on the Effective Date and remains in effect until the Customer Originating 
Company or the IBM Originating Company terminates it in accordance with Section 1.15 Agreement 
Termination. 
An Eligible Product becomes subject to this Agreement when IBM accepts Customer’s order by i) sending 
Customer a Transaction Document, ii) making the Program or IBM SaaS available to Customer or, when 
applicable,  shipping the Appliance, or iii) providing the support, service, or solution. 
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Any Attachment or Transaction Document will be signed by both parties if requested by either party. 
1.5 Delivery 


Transportation charges, if applicable, will be specified in a Transaction Document. For Programs IBM 
provides to Customer in tangible form, IBM fulfills its shipping and delivery obligations upon delivery of 
such Programs to the IBM-designated carrier, unless otherwise agreed to in writing by Customer and 
IBM. 


1.6 Payment 
a. When Customer acquires Eligible Products from a reseller, Customer pays reseller directly.   
b. When Customer acquires Eligible Products from IBM, Customer agrees to pay as IBM specifies in its 


invoice or equivalent document, including any late payment fee; and 
c. The amount payable for a Program license may either be a one-time charge or a charge for a Fixed 


Term, depending on the type of license. 
1.7 Taxes 


If, as a result of Customer moving, accessing, or using an Eligible Product across a border, any authority 
imposes a customs duty, tax, levy or fee (including withholding taxes for the import or export of any such 
Eligible Product), then Customer agrees that it is responsible for, and will pay, any such customs duty, 
tax, levy or fee. This excludes those taxes based on IBM’s net income. 


1.8 RSVP Level 
The initial “RSVP Level” is established by the point value of the initial order. If Customer acquires 
additional Eligible Products during a Term, Customer may attain higher RSVP Levels. The higher RSVP 
Level applies only when Customer acquires additional Eligible Products after the higher level is attained, 
except where the point value of an individual order by itself exceeds the point requirement for a higher 
“SVP Level.” In such case, the higher SVP Level applies to the order.  
At the first and each subsequent Anniversary, the RSVP Level is set, based on the Eligible Products 
Customer has acquired during the previous Term. If, in a subsequent Term, the point value of the Eligible 
Products Customer acquires during that Term is less than the point value necessary to maintain the 
current RSVP Level, then at the next Anniversary the RSVP Level will be reduced to reflect the level at 
which Customer is currently acquiring Eligible Products but not by more than one RSVP Level. 
SVP/RSVP Level Table: 


SVP/RSVP Level BL D E F G H 


Points <500 500 1,000 2,500 5,000 10,000 


1.9 Changes to Agreement Terms 
IBM may change the terms of this Agreement by giving the Customer Originating Company three months’ 
written notice by letter or e-mail. Such change applies as of the date IBM specifies in the notice. 
Customer agrees that Customer has consented to any such change if Customer does not notify IBM in 
writing prior to the effective date specified in IBM’s written notice that Customer disagrees with the 
change.  
Otherwise, for a change to be valid, both the Customer Originating Company and the IBM Originating 
Company must sign it. Additional or different terms in any order or written communication from Customer 
are void. 


1.10 Eligible Products 
Each orderable part number for an Eligible Product is assigned a point value, which may be zero. This 
point value is used to determine Customer’s RSVP or a transaction’s SVP, as applicable. See Section 1.8 
RSVP Level above. 
IBM may add or withdraw Eligible Products or change an Eligible Product’s SVP or point value at any 
time. If IBM withdraws an Eligible Product from marketing, Customer will no longer be able to acquire it 
under this Agreement.  
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If IBM withdraws a Program or a version of a Program from marketing, Customer may not increase its 
level of use, beyond the authorizations already acquired, on or after the effective date of withdrawal 
without IBM’s prior written consent, which IBM will not unreasonably withhold. 


1.11 IBM Business Partners and Resellers 
In addition to acquiring Eligible Products from IBM, the Originating Site and the Additional Sites may 
acquire them from IBM Business Partners and resellers. Not all resellers, however, are authorized to 
resell all Eligible Products. 
When Customer orders Eligible Products from Customer’s IBM Business Partner(s) or reseller(s), IBM is 
not responsible for 1) their actions, 2) any additional obligations they have to Customer, or 3) any 
products or services that they supply to Customer under their agreements. When Customer acquires 
Eligible Products from an IBM Business Partner or reseller, the IBM Business Partner or reseller sets the 
charges and payment terms. 


1.12 Intellectual Property Protection 
For purposes of this Section 1.12, the term “Product” means an IBM Program, Machine Code 
Component, or IBM Machine Component. 


1.12.1 Third Party Claims
If a third party asserts a claim against Customer that a Product infringes that party's patent or copyright, 
IBM will defend Customer against that claim at IBM’s expense and pay all costs, damages, and attorney's 
fees that a court finally awards against Customer or that are included in a settlement approved  in 
advance by IBM, provided that Customer:
a. promptly notifies IBM in writing of the claim;  
b. allows IBM to control, and cooperate with IBM in, the defense and any related settlement 


negotiations; and 
c. is and remains in compliance with the Product’s license and other terms and Customer’s obligations 


under Remedies below.
1.12.2 Remedies


If such a claim is made or appears likely to be made, Customer agrees to permit IBM, in IBM’s discretion, 
to:  i) enable Customer to continue to use the Product; ii) modify it; or iii) replace it with one that is at least 
functionally equivalent. If IBM determines that none of these alternatives is reasonably available, 
Customer agrees to immediately discontinue use of the Product and return it and all copies to IBM on 
IBM’s written request. IBM will then give Customer a credit equal to the amount Customer paid for the 
returned Product (if the Product is subject to Fixed Term charges, up to twelve months’ charges).


1.12.3 Claims for Which IBM is Not Responsible
IBM has no obligation regarding any claim arising from or related to any of the following:
a. anything provided by Customer or a third party on Customer’s behalf that is incorporated into a 


Product or IBM’s compliance with any designs, specifications, or instructions provided by Customer or 
a third party on Customer’s behalf; 


b. modification of a Product by Customer or a third party on Customer’s behalf; 
c. a Product’s use other than in accordance with its applicable licenses and restrictions or use of a non-


current version or release of a Product, when a claim could have been avoided or the risk of a claim 
reduced by using the current version or release;  


d. the combination, operation, or use of the Product with any program, hardware device, data, 
apparatus, method, or process;  


e. the distribution, operation, or use of the Product outside Customer’s Enterprise or for the benefit of 
any third party; or 


f. Separately Licensed Code, if any, as identified in the LI for the Product. 
The LI for the Product or other documents may permit Customer to copy, modify, or redistribute all or 
portions of the Product without paying additional licensing fees to IBM. The indemnification obligation 
under this Agreement only applies to copies of the Product provided to Customer by IBM and additional 
copies expressly authorized in a PoE. IBM has no obligation for claims relating to copies of the Product 
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neither provided by IBM nor specifically authorized by a POE, even if permitted by the LI for the Product 
or other documents. 
This Intellectual Property Protection section states IBM’s entire obligation and Customer’s exclusive 
remedy regarding any third party intellectual property claims. This Intellectual Property section does not 
obligate in any manner any third-party supplier of code (including Separately Licensed Code) included 
with or part of the Product. 


1.13 Limitation of Liability 
The limitations and exclusions in this Section 1.13 (Limitation of Liability) apply to the full extent they 
are not prohibited by applicable law without the possibility of contractual waiver. 


1.13.1 Items for Which IBM May Be Liable 
Circumstances may arise where, because of a default on IBM’s part or other liability, Customer is entitled 
to recover damages from IBM. Regardless of the basis on which Customer is entitled to claim damages 
from IBM (including fundamental breach, negligence, misrepresentation, or other contract or tort claim), 
IBM’s entire liability for all claims in the aggregate arising from or related to each Eligible Product or 
otherwise arising under this Agreement will not exceed the amount of any actual direct damages up to the 
greater of U.S. $100,000 (or equivalent in local currency) or the charges (if the Eligible Product is IBM 
SaaS or is subject to Fixed Term charges, up to 12 months‘ charges) Customer paid for the Eligible 
Product that is the subject of the claim.   
This limit also applies to any of IBM’s Eligible Product developers and suppliers. It is the maximum for 
which IBM and its Eligible Product developers and suppliers are collectively responsible. Damages for 
bodily injury (including death) and damage to real property and tangible personal property for which IBM 
is legally liable are not subject to a cap on the amount of damages. 


1.13.2 Items for Which IBM Is Not Liable 
UNDER NO CIRCUMSTANCES IS IBM, ITS ELIGIBLE PRODUCT DEVELOPERS, OR SUPPLIERS 
LIABLE FOR ANY OF THE FOLLOWING, EVEN IF INFORMED OF THEIR POSSIBILITY:  
a. LOSS OF, OR DAMAGE TO, DATA; 
b. SPECIAL, INCIDENTAL, EXEMPLARY, OR INDIRECT DAMAGES, OR FOR ANY ECONOMIC 


CONSEQUENTIAL DAMAGES; OR 
c. LOST PROFITS, BUSINESS, REVENUE, GOODWILL, OR ANTICIPATED SAVINGS. 


1.14 General Principles of Our Relationship 
1.14.1 Notices and Communications 


To the extent permissible under applicable law, the parties consent to the use of electronic means and 
facsimile transmissions to send and receive communications in connection with our business relationship 
arising out of this Agreement, and such communications are acceptable as a signed writing. An 
identification code (called a “user ID”) contained in an electronic document is sufficient to verify the 
sender’s identity and the document’s authenticity. 


1.14.2 Assignment and Resale 
Neither party may assign this Agreement, in whole or in part, without the prior written consent of the 
other. Any attempt to assign without consent is void. The assignment of this Agreement, in whole or in 
part, within the Enterprise of which either party is a part or to a successor organization by merger or 
acquisition does not require the consent of the other. IBM is also permitted to assign its rights to 
payments without obtaining Customer’s consent. It is not considered an assignment for IBM to divest a 
portion of its business in a manner that similarly affects all of its customers. 
Customer agrees that Eligible Products are for use within Customer’s Enterprise only and may not be 
resold, rented, leased, or transferred to third parties. Any attempt to do so in violation of these provisions 
is void. 


1.14.3 Compliance with Laws 
IBM will comply with laws applicable to IBM generally as a provider of information technology products 
and services. IBM is not responsible for determining the requirements of laws applicable to Customer's 
business, including those relating to Eligible Products that Customer acquires under this Agreement, or 
that IBM's provision of or Customer's receipt of particular Eligible Products under this Agreement meets 
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the requirements of such laws. Notwithstanding anything in this Agreement to the contrary, neither party 
is obligated to take any action that would violate law applicable to that party. 
Each party agrees to comply with all applicable export and import laws and regulations including without 
limitation United States embargo and sanctions regulations and prohibitions on export for certain end 
uses or to certain users. 


1.14.4 Dispute Resolution 
Each party will allow the other reasonable opportunity to comply before it claims that the other has not 
met its obligations under this Agreement. The parties will attempt in good faith to resolve all disputes, 
disagreements, or claims between the parties relating to this Agreement. Unless otherwise required by 
applicable law without the possibility of contractual waiver or limitation, i) neither party will bring a legal 
action, regardless of form, arising out of or related to this Agreement or any transaction under it more 
than two years after the cause of action arose; and ii) after such time limit, any such claim and all 
respective rights related to the claim lapse. 


1.14.5 Other Principles of Our Relationship 
a. Neither party grants the other the right to use its (or any of its Enterprise's) trademarks, trade names, 


or other designations in any promotion or publication without prior written consent. 
b. The exchange of any confidential information will be made under a separate, signed confidentiality 


agreement. However, to the extent confidential information is exchanged in connection with any 
Eligible Product under this Agreement, the applicable confidentiality agreement is incorporated into, 
and subject to, this Agreement. 


c. This Agreement and any transaction under it do not create an agency, joint venture, or partnership 
between Customer and IBM. Each party is free to enter into similar agreements with others to 
develop, acquire, or provide competitive products and services. 


d. Customer authorizes International Business Machines Corporation and its subsidiaries (and their 
successors and assigns, contractors, IBM Business Partners, and resellers) to store and use 
Customer’s business contact information wherever they do business, in connection with IBM Eligible 
Products or in furtherance of IBM’s business relationship with Customer. 


e. No right or cause of action for any third party is created by this Agreement or any transaction under it, 
nor is IBM responsible for any third party claims against Customer except as described in section 
1.12 (Intellectual Property Protection) above or permitted in Section 1.13 (Limitation of Liability) above 
for bodily injury (including death) or damage to real or tangible personal property for which IBM is 
legally liable to that third party. 


f. Customer is responsible for selecting the Eligible Products that meet its needs and for the results 
obtained from the use of the Eligible Products, including Customer’s decision to implement any 
recommendation concerning Customer’s business practices and operations. 


g. Eligible Products may not be used to provide commercial hosting or other commercial information 
technology services to third parties. 


h. Where approval, acceptance, consent, or similar action by either party is required under this 
Agreement, such action will not be unreasonably delayed or withheld.  


i. Neither party is responsible for failure to fulfill any non-monetary obligations due to events beyond its 
control. 


j. Customer agrees that their use of IBM SaaS will comply with the IBM acceptable use policy at 
http://www.ibm.com/services/us/imc/html/aup.html and applicable data protection laws. 


k. As reasonably required by IBM to fulfill its obligations under this Agreement, Customer agrees to 
provide IBM with sufficient and safe access (including remote access) to Customer’s facilities, 
systems, information, personnel, and resources, all at no charge to IBM. IBM is not responsible for 
any delay in performing or failure to perform caused by Customer’s delay in providing such access or 
performing other Customer responsibilities under this Agreement. 


l. In entering into this Agreement, including each Attachment, ToU, and Transaction Document, neither 
party is relying on any representation that is not specified in this Agreement, including without 
limitation any representations concerning: i) performance or function of any Eligible Product, other 
than as expressly warranted in this Agreement; ii) the experiences or recommendations of other 
parties; or iii) any results or savings that Customer may achieve. 
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1.15 Agreement Termination 
The Customer Originating Company may terminate this Agreement without cause on one month’s written 
notice.  
The IBM Originating Company may terminate this Agreement on three months’ written notice. If Customer 
acquired or renewed either IBM Software Subscription and Support for any IBM Programs or IBM SaaS 
prior to the notice of termination, IBM may either continue to provide IBM Software Subscription and 
Support to Customer for those Programs or those IBM SaaS offerings for the remainder of the current 
term or give Customer a prorated refund. If Customer acquired or renewed Third Party Software 
Subscription and Support for any Non-IBM Programs prior to the notice of termination, the third party may 
continue to provide Third Party Software Subscription and Support to Customer for that Non-IBM Program 
license for the remainder of the current term. If the third party does not do so, Customer may obtain a 
prorated refund. 
The Customer Originating Company will be considered to have terminated this Agreement if neither it nor 
any of its participating Enterprise companies have placed orders for Eligible Products for 24 consecutive 
months nor have software subscription and support in effect. 
Either of us may terminate this Agreement if the other does not comply with any of its terms, provided the 
one who is not complying is given written notice and reasonable time to comply. 
Any terms of this Agreement that by their nature extend beyond its termination remain in effect until 
fulfilled, and apply to respective successors and assignees. 


1.16 Compliance Verification 
For purposes of this Section 1.16 (Compliance Verification), "Passport Advantage Terms" means 1) 
this Agreement and applicable Attachments, Transaction Documents, and Terms of Use provided by IBM, 
and 2) IBM software policies that may be found at the IBM Software Policy website 
(http://www.ibm.com/softwarepolicies/), including but not limited to those policies concerning backup, sub-
capacity pricing, and migration. 
The rights and obligations set forth in this Section 1.16 remain in effect during the period the Eligible 
Product is in the possession or control of Customer, and for two years thereafter. 


1.16.1 Verification Process 
Customer agrees to create, retain, and provide to IBM and its auditors accurate written records, system 
tool outputs, and other system information sufficient to provide auditable verification that Customer’s use 
of all Eligible Products is in compliance with the Passport Advantage Terms, including, without limitation, 
all of IBM’s applicable licensing and pricing qualification terms. Customer is responsible for 1) ensuring 
that it does not exceed its authorized use, and 2) remaining in compliance with Passport Advantage 
Terms. 
Upon reasonable notice, IBM may verify Customer’s compliance with Passport Advantage Terms at all 
Sites and for all environments in which Customer uses (for any purpose) Eligible Products subject to 
Passport Advantage Terms. Such verification will be conducted in a manner that minimizes disruption to 
Customer’s business, and may be conducted on Customer’s premises, during normal business hours. 
IBM may use an independent auditor to assist with such verification, provided IBM has a written 
confidentiality agreement in place with such auditor. 


1.16.2 Resolution 
IBM will notify Customer in writing if any such verification indicates that Customer has used any Eligible 
Product in excess of its authorized use or is otherwise not in compliance with the Passport Advantage 
Terms. Customer agrees to promptly pay directly to IBM the charges that IBM specifies in an invoice for 
1) any such excess use, 2) software subscription and support for such excess use for the lesser of the 
duration of such excess use or two years, and 3) any additional charges and other liabilities determined 
as a result of such verification.  


1.17 Geographic Scope and Governing Law 
1.17.1 Geographic Scope 


The terms of this Agreement apply in countries in which 1) IBM markets its Eligible Products directly or 2) 
its Eligible Products have been announced as otherwise available. 
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1.17.2 Governing Law 
The rights, duties, and obligations of each party are valid only in the country in which the transaction is 
performed or, if IBM agrees, the country where the Eligible Product is placed in productive use, except 
that all licenses are valid as specifically granted. 
Both parties agree to the application of the laws of the country in which the transaction is performed to  
govern, interpret, and enforce all of Customer’s and IBM’s respective rights, duties, and obligations 
arising from, or relating in any manner to, the subject matter of this Agreement, without regard to conflict 
of law principles. 
If any provision of this Agreement is held to be invalid or unenforceable, the remaining provisions of this 
Agreement remain in full force and effect. 
Nothing in this Agreement affects any statutory rights of consumers that cannot be waived or limited by 
contract. 
The United Nations Convention on Contracts for the International Sale of Goods does not apply. 


2. Warranties 
Unless IBM specifies otherwise, the following warranties apply only in the country of acquisition. 


2.1 Warranty for IBM Programs 
The warranty for an IBM Program is stated in its license agreement. 


2.2 Warranty for IBM Software Subscription and Support and Selected Support 
IBM warrants that it provides IBM Software Subscription and Support and Selected Support using 
reasonable care and skill. 


2.3 Warranty for IBM Machine Components of IBM Appliances 
IBM warrants that each IBM Machine Component is free from defects in materials and workmanship and 
conforms to its Specifications. 
The warranty period for an IBM Machine Component is a fixed period commencing on its Date of 
Installation (also called “Warranty Start Date”) and specified in a Transaction Document. During the 
warranty period, IBM provides repair and exchange service for the IBM Machine Component, without 
charge, under the type of service IBM designates in a Transaction Document for the IBM Machine 
Component. If an IBM Machine Component does not function as warranted during the warranty period 
and IBM is unable to either i) make it do so or ii) replace it with one that is at least functionally equivalent, 
Customer may return it to the party from whom Customer acquired it for a refund. 
For an IBM Machine Component that IBM is responsible to install, if Customer elects to install the IBM 
Machine Component itself or have a third party install the IBM Machine Component, IBM may inspect the 
IBM Machine Component at Customer’s expense before providing warranty service on the IBM Machine 
Component. If the IBM Machine Component is not in an acceptable condition for warranty service, as 
solely determined by IBM, Customer may request that IBM restore it to an acceptable condition for 
warranty service or Customer may withdraw its request for warranty service. IBM, at its sole discretion, 
will determine if restoration is possible. Restoration is provided as a billable service. 
If the IBM Machine Component does not function as warranted during the warranty period, refer to the 
service documentation that shipped with the IBM Machine Component for support assistance and 
problem determination procedures.   
If Customer is unable to resolve the problem with the service documentation, contact IBM or the reseller 
to obtain warranty service. Contact information for IBM is provided in the “Warranty Information” that ships 
with IBM Machine Component. If Customer does not register the IBM Machine Component with IBM, 
Customer may be required to present proof of purchase as evidence of Customer’s entitlement to 
warranty service. 


2.4 Warranty for IBM SaaS 
The warranty for IBM SaaS is stated in the Terms of Use.   


2.5 Extent of Warranty 
THESE WARRANTIES ARE CUSTOMER’S EXCLUSIVE WARRANTIES AND REPLACE ALL OTHER 
WARRANTIES OR CONDITIONS, EXPRESS OR IMPLIED, INCLUDING, BUT NOT LIMITED TO, ANY 
IMPLIED WARRANTIES OR CONDITIONS OF MERCHANTABILITY, SATISFACTORY QUALITY, AND 
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FITNESS FOR A PARTICULAR PURPOSE, AND ANY WARRANTY OR CONDITION OF NON-
INFRINGEMENT. 
The warranties stated in Section 2.3 will not apply to the extent that there has been misuse (including, but 
not limited to, use of any Machine Component capacity or capability, other than that authorized by IBM in 
writing), accident, modification, unsuitable physical or operating environment, operation in other than the 
specified operating environment, improper maintenance by Customer or a third party, or failure or 
damage caused by a product for which IBM is not responsible.  The warranty for IBM Machine 
Components is voided by removal or alteration of Machine Components or parts identification labels. 
Items Not Covered by Warranty 
IBM does not warrant uninterrupted or error-free operation of an Eligible Product or that IBM will correct 
all defects. 
IBM will identify IBM Eligible Products that it does not warrant. 
Unless otherwise specified in an Attachment or Transaction Document, IBM provides non-IBM Eligible 
Products, WITHOUT WARRANTIES OR CONDITIONS OF ANY KIND. However, non-IBM 
manufacturers, developers, suppliers, or publishers may provide their own warranties to Customer.  


3. Programs and Subscription and Support 
To acquire additional authorizations to use Programs under this Agreement, Customer must have already 
acquired the Program code.  


3.1 IBM Programs 
IBM Programs acquired under this Agreement are governed by the terms of the IPLA. 


3.1.1 Versions and Platforms: 
Customer may use Programs and their associated user documentation in accordance with the terms of 
this Agreement in any commercially available national language version up to the level of use authorized 
in the PoE. Customer is authorized to use the Program(s) that Customer acquires under this Agreement 
on any platform or operating system for which IBM currently makes Program code available under this 
Agreement unless the Program is designated as platform or operating system specific at the time 
Customer acquired it. 


3.1.2 IBM Trade-ups:  
Licenses for certain Programs that replace qualifying IBM Programs may be acquired for a reduced 
charge. Customer agrees to terminate Customer’s use of the replaced IBM Programs when Customer 
installs the replacement Programs. 


3.1.3 Competitive Trade-ups:  
Licenses for certain Programs that replace qualifying Non-IBM Programs may be acquired for a reduced 
charge. Customer agrees to terminate Customer’s use of the replaced Non-IBM Programs when 
Customer installs the replacement Programs. 


3.1.4 Money-back Guarantee 
The IPLA’s “money-back guarantee” only applies the first time Customer licenses the IBM Program. If an 
IBM Program license is for a Fixed Term that is subject to renewal, Customer may obtain a refund only if 
Customer returns the Program and its PoE within the first 30 days of its initial term. The IPLA’s “money-
back guarantee” does not apply to a Program Component of an Appliance. 


3.1.5 Conflict between the Terms of this Agreement and those of the IPLA  
If there is a conflict between the terms of this Agreement, including its Attachments and Transaction 
Documents and those of the IPLA, including its LI, the terms of this Agreement prevail. The IPLA and its 
LIs are available on the Internet at http://www.ibm.com/software/sla . 


3.2 Programs in a Virtualization Environment 
3.2.1 Authorizations 


a. A PoE must be acquired for the total number of PVUs associated with the Virtualization Capacity 
available to an Eligible Sub-Capacity Product. 


b. Prior to an increase in an Eligible Sub-Capacity Product’s Virtualization Capacity, Customer must first 
acquire sufficient additional authorizations, including IBM Software Subscription and Support, if 
applicable, to cover that increase.  
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c. IBM does not give credits or refunds for charges already due or paid if an Eligible Product’s use falls 
below the authorized level of use. 


3.2.2 IBM’s Responsibilities  
IBM will make available and authorize Customer to use: 
a. the ILMT at no charge, when ordered by Customer or Customer’s IBM Reseller. IBM provides the 


ILMT to Customer for Customer’s compliance with these Sub-Capacity Licensing terms; and 
b. the information center included with the ILMT to aid Customer’s compliance with these Sub-Capacity 


Licensing terms.   
Customer may make copies of the ILMT and information center for Customer’s compliance with these 
Sub-Capacity Licensing terms.  


3.2.3 Customer’s Responsibilities under Sub-Capacity Licensing Terms  
Customer agrees to: 
a. install and configure the most current version of ILMT in accordance with the ILMT information center, 


within 90 days of Customer’s first Eligible Sub-Capacity Product deployment on an Eligible 
Virtualization Environment, to enable Customer to collect Virtualization Capacity data by Eligible Sub-
Capacity Product and generate Audit Reports in accordance with these Sub-Capacity Licensing 
terms. Exceptions to this requirement are: 


(1) when ILMT does not yet provide support for the Eligible Virtualization Environment 
(2) if Customer’s Enterprise has fewer than 1,000 employees and contractors, Customer is not a 


Service Provider, and Customer has not contracted with a Service Provider to manage 
Customer’s Eligible Virtualization Environment 


(3) if the total physical capacity of Customer’s Enterprise servers with an Eligible Virtualization 
Environment, measured on a Full Capacity basis, but  licensed using sub-capacity terms is 
less than 1,000 PVUs. 


(4) when Customer’s servers with Eligible Sub-Capacity Products are licensed to the Full 
Capacity of the servers 


For these exceptions, use of ILMT, while recommended, is not required for Sub-Capacity Licensing. 
In lieu of ILMT, Customer is required to manually manage and track Customer’s Eligible 
Virtualization Environment, and manually prepare Audit Reports documenting the Virtualization 
Capacity by Eligible Sub-Capacity Product for Customer’s Eligible Virtualization Environment during 
each calendar or fiscal quarter. These Audit Reports must contain the information listed in the 
example Audit Report available at 
http://www.ibm.com/software/lotus/passportadvantage/subcaplicensing.html . These Audit Reports 
must be prepared as frequently as is required to maintain a history of increases to Virtualization 
Capacity, but not less often than once per quarter, and must be maintained for at least two years to 
demonstrate ongoing compliance with these Sub-Capacity Licensing terms;   


b. promptly install new versions, releases, modifications, or code corrections (“fixes”) of the ILMT that 
IBM makes available. Customer must subscribe to Tivoli Support notifications via 
http://www.ibm.com/support/mynotifications in order to be notified when these become available;  


c. not alter, modify, omit, delete, or otherwise misrepresent by any means, directly or indirectly, the: 
(1) ILMT audit records; 
(2) ILMT, except for changes provided by IBM; or 
(3) Audit Reports that Customer submits to IBM.   


d. generate, using ILMT or manually, Audit Reports at least each calendar or fiscal quarter and retain for 
a period of not less that two years the Audit Reports and make these reports available to IBM upon 
notice as specified in Section 1.16. Failure to generate Audit Reports or make Audit Reports available 
to IBM will result in charging for Eligible Sub-Capacity Products under Full Capacity terms;       


e. assign a person in Customer’s organization with authority to manage and promptly resolve any 
questions on Audit Reports or inconsistencies between Audit Report contents, license entitlement, or 
ILMT configuration; 


f. promptly place an order with IBM or Customer’s IBM reseller if Audit Reports reflect Eligible Sub-
Capacity Product use in excess of Customer’s authorized level. IBM Software Subscription and 
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Support coverage will be determined to begin at the time Customer exceeded Customer’s authorized 
level. 


3.2.4 Additional Terms 
Product deployments that are not able to meet these Sub-Capacity Licensing requirements must be 
licensed using Full Capacity terms. 


3.3 Fixed Term Licensing 
Fixed Term Licenses have a term that begins on the date that Customer’s order is accepted by IBM; on 
the calendar day following the expiration of a prior Fixed Term; or on the calendar day following the 
Anniversary date, as applicable.  


3.3.1 Automatic Renewal of Fixed Term Licenses  
Customer may renew Customer’s expiring Fixed Term License by written authorization to renew (e.g., 
order form, order letter, purchase order), prior to the expiration date, in accordance with the terms of this 
Agreement. 
IF IBM DOES NOT RECEIVE SUCH AUTHORIZATION BY THE EXPIRATION DATE, EXPIRING FIXED 
TERM LICENSES ARE AUTOMATICALLY RENEWED FOR THE SAME DURATION AS THE 
EXPIRING TERM UNDER THE TERMS OF THIS AGREEMENT AND AT THE THEN CURRENT 
RENEWAL CHARGES FOR SUCH PROGRAM LICENSES UNLESS, PRIOR TO THE EXPIRATION 
DATE, IBM RECEIVES, EITHER DIRECTLY FROM CUSTOMER OR THROUGH CUSTOMER’S 
RESELLER, AS APPLICABLE, CUSTOMER’S WRITTEN NOTIFICATION THAT CUSTOMER DOES 
NOT WANT TO RENEW. CUSTOMER AGREES TO PAY SUCH RENEWAL CHARGES. 
If Customer chooses not to renew the Fixed Term License, Customer agrees to discontinue use of the 
Program on the expiration date. 
If, after the expiration date, Customer chooses to resume use of the Program, Customer must pay 
charges associated with an initial Fixed Term License rather than a Fixed Term License renewal. 


3.3.2 Anniversary Coordination 
For Fixed Terms of six months or more only, initial or subsequent Fixed Terms entered into on a date 
other than the Anniversary may be renewed at the next Anniversary for an additional period, at a pro-
rated renewal charge, in order to extend the Fixed Term to the following Anniversary.   


3.3.3 Withdrawal of Fixed Term License for a particular Program 
If IBM withdraws Fixed Term licensing for a particular IBM Program, Customer understands that 
a. Customer may not renew the Fixed Term License for that IBM Program; and  
b. if Customer renewed the Fixed Term License for that IBM Program prior to the notice of withdrawal, 


Customer may either (a) continue to use the Program under the Fixed Term License terms until the 
end of the then current Fixed Term or (b) obtain a prorated refund. 


3.4 CEO Product Categories 
“CEO Product Categories” (groupings of Eligible Products) are acquired on a per-user basis. Customer 
must acquire Customer’s first CEO Product Category (“Primary Product Category”) for all CEO Users 
within Customer’s Enterprise and for not less than the number of CEO Users specified in the CEO 
Product Categories Table at http://www.ibm.com/software/passportadvantage .  
Customer may acquire additional CEO Product Categories if Customer meets the minimum number of 
CEO Users requirement specified in the CEO Product Category in the CEO Product Categories Table at 
http://www.ibm.com/software/passportadvantage . However, Customer need not acquire additional CEO 
Product Categories for all CEO Users within Customer’s Enterprise. 
A CEO User may use any or all of the Programs included in a chosen CEO Product Category. But all IBM 
Programs that are used for client access must be acquired from the same CEO Product Category as the 
server Program they access. 
CEO Product Categories: Additions and Deletions 
IBM may add Eligible Products to or delete Eligible Products from any CEO Product Category at any time. 
If IBM deletes an Eligible Product from a CEO Product Category, Customer may continue to use the 
deleted Eligible Product but Customer may not exceed the number of CEO Users enrolled prior to the 
deletion.  
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Increasing the number of CEO Users 
In the event Customer increases the number of CEO Users, Customer must acquire an authorization to 
use the CEO Product Category for each new CEO User.  
Decreasing the number of CEO Users 
Customer will notify IBM in writing prior to Customer’s next Anniversary in the event Customer’s total 
number of CEO Users decreases. Decreases may result from a reorganization, restructuring, or sale of 
one or more of Customer’s Sites. A reduction in the number of CEO Users of a temporary or seasonal 
nature does not qualify as a decrease. Following a decrease in the number of CEO Users, a lower SVP 
Level may result. If the level of authorized use of a CEO Product Category drops below the minimum 
number of CEO Users applicable to that CEO Category, Customer may not renew IBM Software 
Subscription and Support on a CEO Product Category basis. 


3.5 Software Subscription and Support and Selected Support  
3.5.1 Software Subscription and Support 


a. For purposes of this Agreement, “software subscription and support” means both IBM Software 
Subscription and Support and Third Party Software Subscription and Support. IBM provides IBM 
Software Subscription and Support with each IBM Program licensed under the IPLA. IBM Software 
Subscription and Support is a single offering not available as separate components. IBM does not 
provide IBM Software Subscription and Support for (i) Non-IBM Programs or for (ii) Programs that are 
licensed under the IBM License Agreement for Non-Warranted Programs (together “Selected 
Programs”).  


b. IBM Software Subscription and Support begins on the date of acquisition and ends on the last day of 
the corresponding month in the following year, unless the date of acquisition is the first day of the 
month, in which case coverage ends on the last day of the month, 12 months from the date of 
acquisition. 


c. While IBM Software Subscription and Support is in effect for an IBM Program license: 
(1) IBM will make available to Customer IBM Program defect corrections, restrictions, and 


bypasses, if any, that it develops. 
(2) IBM will make available to Customer and authorize Customer to use the most current 


commercially available version, release, or update, should any be made available.  
(3) IBM provides Customer assistance for Customer’s i) routine, short duration installation and 


usage (how-to) questions; and ii) code-related questions (together “Support”). Such Support for 
a particular version or release of an IBM Program is available only until IBM or the third party, 
as applicable, withdraws Support for that IBM Program’s version or release. When Support is 
withdrawn, Customer must upgrade to a supported version or release of the IBM Program in 
order to continue to receive Support. The IBM “Software Support Lifecycle” policy is available at 
http://www.ibm.com/software/info/supportlifecycle/ . 


(4) IBM provides Support via electronic access and, if available, telephone, only to Customer’s 
information systems (IS) technical support personnel during the normal business hours 
(published prime shift hours) of Customer’s IBM support center. (This assistance is not available 
to Customer’s end users.) IBM provides Severity 1 assistance 24 hours a day, every day of the 
year. Consult the IBM Software Support Handbook for details at 
http://www.ibm.com/software/support . 


(5) IBM may request that Customer allow it to remotely access Customer’s system to assist 
Customer in isolating the software problem cause. Customer remains responsible for 
adequately protecting Customer’s system and all data contained in it whenever IBM remotely 
accesses it with Customer’s permission. 


d. IBM Software Subscription and Support does not include assistance for 1) the design and 
development of applications, 2) Customer’s use of IBM Programs in other than their specified 
operating environment or 3) failures caused by products for which IBM is not responsible under this 
Agreement.  


FOR THE AUTHORIZED USE OF EACH IBM PROGRAM INSTALLED AND IN SERVICE AT A 
CUSTOMER'S SITE, CUSTOMER HAS THE OPTION TO MAINTAIN IBM SOFTWARE 
SUBSCRIPTION AND SUPPORT FOR EITHER (a) ALL OF THE AUTHORIZED USE OR (b) NONE OF 
THE AUTHORIZED USE.  
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THERE IS NO OPTION FOR MAINTAINING IBM SOFTWARE SUBSCRIPTION AND SUPPORT 
COVERAGE FOR ONLY A PORTION OF AUTHORIZED USE INSTALLED AND IN SERVICE FOR AN 
IBM PROGRAM AT A CUSTOMER SITE.  
CUSTOMER SHALL NOT USE ANY OF THE IBM SOFTWARE SUBSCRIPTION AND SUPPORT 
BENEFITS SPECIFIED IN SUBSECTION C OF THIS SECTION 3.5.1, INCLUDING THE APPLICATION 
OR USE OF ANY FIXES, UPDATES, OR UPGRADES, FOR IBM PROGRAMS FOR WHICH 
CUSTOMER HAS NOT FULLY PAID IBM SOFTWARE SUBSCRIPTION AND SUPPORT. IF 
CUSTOMER USES ANY OF THESE BENEFITS FOR WHICH IT HAS NOT FULLY PAID, THEN 
CUSTOMER AGREES TO ACQUIRE IBM SOFTWARE SUBSCRIPTION AND SUPPORT 
REINSTATEMENT SUFFICIENT TO COVER ALL SUCH UNAUTHORIZED USE OF SUCH BENEFITS 
AT THEN CURRENT APPLICABLE IBM PRICES. 


3.5.2 Selected Support 
Selected Programs eligible for Selected Support are listed at 
http://www.ibm.com/lotus/PASelectedSupportPrograms .  
Selected Support begins on the date of acquisition and ends on the last day of the corresponding month 
in the following year, unless the date of acquisition is the first day of the month, in which case coverage 
ends on the last day of the month, 12 months from the date of acquisition. 
While Selected Support is in effect for a Selected Program: 
a. IBM will make available to Customer Selected Program defect corrections, if any, that it develops. 
b. IBM provides Customer assistance for Customer’s 1) routine, short duration installation and usage 


(how-to) questions; and 2) code related questions. Selected Support for a particular version or 
release of a Program is available only until IBM withdraws Selected Support for that Program’s 
version, release, or modification. When such Selected Support is withdrawn, Customer must upgrade 
to a supported version or release of the Program in order to continue to receive such support. The 
IBM “Software Support Lifecycle” policy does not apply to Selected Support.  


c. IBM may provide Customer with assistance in designing and developing applications based on 
Customer’s subscription level. 


d. IBM may provide assistance via electronic access and, if available, telephone, depending on 
Customer’s location and the subscription level Customer acquires. Such assistance is provided only 
to Customer’s information systems (IS) technical support personnel during the normal business hours 
(published prime shift hours) of Customer’s IBM support center. Consult the IBM Software Support 
Handbook for details applicable to Selected Support at http://www.ibm.com/software/support .   


e. IBM may request that Customer allow it to remotely access Customer’s system to assist Customer in 
isolating the software problem cause. Customer remains responsible for adequately protecting 
Customer’s system and all data contained in it whenever IBM remotely accesses it with Customer’s 
permission. 


IBM does not provide licenses under this Agreement for Selected Programs. 
3.5.3 Customer Data and Databases 


To assist Customer in isolating the cause of a problem with a Program under either IBM Software 
Subscription and Support or Selected Support, IBM may request that Customer 1) allow IBM to remotely 
access Customer's system or 2) send Customer information or system data to IBM. IBM uses information 
about errors and problems to improve its products and services, and assist with its provision of related 
support offerings. For these purposes, IBM may use IBM entities and subcontractors (including in one or 
more countries other than the one in which Customer is located), and Customer authorizes IBM to do so.  
Customer remains responsible for 1) any data and the content of any database Customer makes 
available to IBM, 2) the selection and implementation of procedures and controls regarding access, 
security, encryption, use, and transmission of data (including any personally-identifiable data), and 3) 
backup and recovery of any database and any stored data. Customer will not send or provide IBM access 
to any personally-identifiable information, whether in data or any other form, and will be responsible for 
reasonable costs and other amounts that IBM may incur relating to any such information mistakenly 
provided to IBM or the loss or disclosure of such information by IBM, including those arising out of any 
third party claims. 
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3.5.4  Automatic Annual Renewal of Software Subscription and Support and Selected Support  
Customer may renew Customer’s expiring software subscription and support or Selected Support by 
written authorization to renew (e.g., order form, order letter, purchase order), prior to the expiration date, 
in accordance with the terms of this Agreement.  
IF IBM DOES NOT RECEIVE SUCH AUTHORIZATION BY THE EXPIRATION DATE, EXPIRING 
SOFTWARE SUBSCRIPTION AND SUPPORT AND SELECTED SUPPORT ARE AUTOMATICALLY 
RENEWED TO THE NEXT ANNIVERSARY UNDER THE TERMS OF THIS AGREEMENT AND AT THE 
THEN CURRENT RENEWAL CHARGES UNLESS, PRIOR TO THE EXPIRATION DATE, IBM 
RECEIVES, EITHER DIRECTLY FROM CUSTOMER OR THROUGH CUSTOMER’S RESELLER, AS 
APPLICABLE, CUSTOMER’S WRITTEN NOTIFICATION THAT CUSTOMER DOES NOT WANT TO 
RENEW. CUSTOMER AGREES TO PAY SUCH RENEWAL CHARGES.
Software subscription and support or Selected Support acquired or renewed on the Anniversary is 
renewable for an additional term of 12 full months.
Software subscription and support or Selected Support acquired on a date other than the Anniversary is 
renewable at the next Anniversary for an additional term of less than 12 full months for a pro-rated 
charge, thereby extending the coverage to the following Anniversary. 
To reinstate any expired software subscription and support coverage, Customer must acquire IBM 
Software Subscription and Support Reinstatement or Third Party Software Subscription and Support 
Reinstatement, as applicable. 


3.5.5 Withdrawal of Software Subscription and Support or Selected Support for a Particular Program 
If IBM or the third party, as applicable, withdraws software subscription and support or Selected Support 
for a particular Program, Customer understands that  
a. IBM will not make software subscription and support renewal or Selected Support renewal available 


for that Program; and 
b. if Customer renewed IBM Software Subscription and Support for that IBM Program license or 


Selected Support for a Selected Program license prior to the notice of withdrawal, IBM may either 
continue to provide IBM Software Subscription and Support or Selected Support to Customer for that 
Program license until the end of the then current term or Customer may obtain a prorated refund. If 
Customer renewed Third Party Software Subscription and Support for that Non-IBM Program prior to 
the notice, the third party may continue to provide Third Party Software Subscription and Support to 
Customer for that Non-IBM Program license until the end of the then current term. If the third party 
does not do so, Customer may obtain a prorated refund. 


4. Appliances 
4.1 Virtual Appliance 


Customer is licensed to use the Program(s) pursuant to the terms of this Agreement. 
4.2 Appliances Comprising Both Program and Machine Components 


IBM provides Appliances comprising both Program Components and Machine Components as a single 
product. Customer shall not use either such component independently of the Appliance of which it is a 
part for any purpose. 


4.3 Program Components 
Customer is licensed to use the Program Component(s) pursuant to the terms of this Agreement, but only 
on the Machine Component supplied by IBM or an authorized reseller or any replacement of a Machine 
Component provided to Customer by IBM or an authorized reseller. Customer may not transfer its license 
to use the Program Component(s) to another Enterprise. 


4.4 Machine Components 
4.4.1 Production Status 


Each IBM Machine Component is manufactured from parts that may be new or used. In some cases, an 
IBM Machine Component may not be new and may have been previously installed. Regardless, IBM’s 
applicable warranty terms described in Part 2.3 apply. 
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4.4.2 Title and Risk of Loss 
When Customer acquires a Machine Component directly from IBM, IBM transfers title to a Machine 
Component to Customer or, if applicable, Customer’s lessor, upon payment of all the amounts due. For a 
feature, conversion, or another type of upgrade acquired for a Machine Component, IBM reserves 
transfer of title until IBM receives payment of all the amounts due and, as applicable, all removed parts, 
which become IBM’s property. 
For each Machine Component, IBM bears the risk of loss or damage up to the time it is delivered to the 
IBM-designated carrier for shipment to Customer or Customer’s designated location. Thereafter, 
Customer assumes the risk. Each Machine Component will be covered by insurance, arranged and paid 
for by IBM for Customer, covering the period until it is delivered to Customer or Customer’s designated 
location. For any loss or damage, Customer must i) report the loss or damage in writing to IBM within 10 
business days of delivery and ii) follow the applicable claim procedure. 


4.4.3 Installation 
a. Machine Component Installation 


(1) Customer agrees to provide an environment meeting the requirements for the Machine 
Component as specified in its published documentation. 


(2) Customer is responsible for installing a Customer-set-up Machine Component and a non-IBM 
Machine Component according to instructions provided by IBM or the Machine Component’s 
manufacturer.  


(3) For a Machine Component that IBM is responsible for installing, IBM has standard installation 
procedures. IBM will successfully complete these procedures before it considers a Machine 
Component (other than a Machine Component for which Customer defers installation or a 
Customer-set-up Machine Component) installed. For an IBM Machine Component that IBM is 
responsible to install, if the IBM Machine Component is not made available for IBM to install 
within six months from shipment, installation will be subject to an installation charge. 


b. Upgrades and Engineering Changes  
(1) IBM sells Upgrades for installation on Machine Components, and, in certain instances, only for 


installation on a designated, serial-numbered Machine Component. Within 30 days of the 
shipment of an Upgrade, Customer agrees to install the Upgrade or, if IBM is responsible for the 
installation, to allow IBM to install the Upgrade. Certain Upgrade orders may be terminated at 
IBM's discretion if not made available for IBM to install within 30 days of shipment, in which 
case Customer must return the Upgrade at Customer’s expense. In all cases, if the Upgrade is 
not made available for IBM to install within six months from the date IBM ships the Upgrade, 
installation will be subject to an installation charge. 


(2) Customer agrees to allow IBM to install mandatory Engineering Changes (such as those 
required for safety) on a Machine Component within 30 days of IBM’s notice to Customer unless 
otherwise agreed to by the parties. 


Many Upgrades and Engineering Changes require the removal of parts and the transfer of ownership and 
possession of the removed parts to IBM. Customer is responsible for the return of all removed parts to 
IBM upon installation of the Upgrade or Engineering Change. As applicable, Customer represents that 
Customer has permission from the owner and any lien holders to i) install Upgrades and Engineering 
Changes and ii) transfer ownership and possession of removed parts to IBM. Customer further represents 
that all removed parts are genuine, unaltered, and in good working order. A part that replaces a removed 
part will assume the warranty or maintenance service status of the replaced part.  


4.4.4 Machine Code Component 
A Machine Code Component is licensed under the terms and restrictions of the Machine Code license 
agreement (e.g., IBM License Agreement for Machine Code, IBM Agreement for Licensed Internal Code, 
or an equivalent) provided with the Machine Code Component. Customer acceptance of the terms of this 
Agreement includes acceptance of IBM’s Machine Code license agreements, current versions of which 
are available at the following URL:  
http://www.ibm.com/servers/support/machine_warranties/support_by_product.html or by contacting an 
IBM representative. Machine Code license agreements may be amended by IBM from time to time. Such 
amended license terms will apply only to Machine Code Component that is supplied after such amended 
terms become effective.    
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A Machine Code Component is licensed only for use to enable a Machine Component to function in 
accordance with its Specifications and only for the capacity and capability for which Customer has 
acquired IBM’s written authorization. Customer agrees to use the Machine Code Component only as 
specified in this Agreement and as may be further authorized or restricted in its applicable license 
agreement. Without limiting additional restrictions in the applicable license, Customer may not 
a. otherwise copy, display, transfer, adapt, modify, or distribute (electronically or otherwise) the Machine 


Code Component, except as IBM may authorize in the Machine Component’s user documentation or 
in writing to Customer; 


b. reverse assemble, reverse compile, otherwise translate, or reverse engineer the Machine Code 
Component unless expressly permitted by applicable law without the possibility of contractual waiver; 


c. sublicense or assign the license for the Machine Code Component; or 
d. lease the Machine Code Component or any copy of it. 
International Business Machines Corporation, one of its subsidiaries, or a third party owns the Machine 
Code Component including all copyrights in the Machine Code Component and all copies of the Machine 
Code Component (this includes the original Machine Code Component, copies of the original Machine 
Code Component, and copies made from copies). The Machine Code Component is copyrighted and 
licensed (not sold). 
Title will not be transferred when IBM supplies features, conversions, or upgrades that consist solely of 
Machine Code Component. 
The capacity of certain Machine Components may be limited by technological measures in the Machine 
Code Component. Customer agrees to IBM's implementation of such technological measures to limit 
Machine Component capacity. 


4.4.5 Delivery 
Delivery dates for Appliances with Machine Components are estimates unless otherwise specifically 
agreed in a Transaction Document. Transportation charges, if applicable, will be specified in a 
Transaction Document.  


5. IBM SaaS 
Customer agrees that IBM is not providing it with access to the Internet in order to use IBM SaaS and that 
Customer remains responsible for Internet access.  
Customer acknowledges that International Business Machines Corporation and its subsidiaries (1) do not 
control the transfer of data over telecommunications facilities, including the Internet, and (2) in a public 
Internet environment cannot commit to particular confidentiality obligations.   
The exchange of any confidential information made under a separate, signed confidentiality agreement, 
pursuant to 1.14.5b of this Agreement, does not apply to Content. IBM assumes no confidentiality 
obligations regarding Content, notwithstanding the terms of any separate confidentiality agreement 
between Customer and IBM. 


5.1 Ownership 
IBM and its suppliers own IBM SaaS. Customer agrees that title to, ownership of and all rights in and to 
patents, copyrights, trademarks, and all other intellectual property rights in IBM SaaS, and any copy or 
part of IBM SaaS will remain with IBM and its suppliers. IBM may subcontract IBM SaaS, or any part of it, 
including technical support, to subcontractors selected by IBM. 


5.2 Customer’s Right to Use 
Customer may use an IBM SaaS offering in accordance with its Terms of Use, up to the specified level of 
use authorized in the Proof of Entitlement, on condition that: 
a. Customer accepts the Terms of Use of the IBM SaaS offering; 
b. Customer ensures that anyone who uses the IBM SaaS offering does so only on Customer’s behalf 


and complies with the terms of this Agreement and the applicable Terms of Use; and 
c. Customer does not  


(1) use, copy, modify, or make the IBM SaaS offering available, in whole or on part, to third parties 
except as expressly permitted in this Agreement and the applicable Terms of Use;  
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(2) reverse assemble, reverse compile, otherwise translate, or reverse engineer the IBM SaaS 
offering, unless expressly permitted by applicable law without the possibility of contractual 
waiver;  


(3) use any of the IBM SaaS offering’s components, files, modules, audio-visual content, or related 
licensed materials separately from that of the IBM SaaS offering;   


(4) rent, sublicense, or lease the IBM SaaS offering; 
(5) create Internet “links” to or from the IBM SaaS offering; or  
(6) “frame” or “mirror” any content forming part of an IBM SaaS offering, other than on Customer’s 


own intranets in connection with Customer’s authorized use of the IBM SaaS offering. 
5.3 Subscription to IBM SaaS  
5.3.1 Terms for a Specific IBM SaaS Offering 


The terms of a specific IBM SaaS offering are provided in its Terms of Use and may include without 
limitation definitions, description of subscription and services, charge metrics, and restrictions. 


5.3.2 IBM SaaS Subscription Period 
An IBM SaaS Subscription Period begins on the date that IBM notifies Customer that Customer has 
access to the subscribed offering. The end date of a Subscription Period as specified in a Transaction 
Document is the last day of a month. 
During an IBM SaaS Subscription Period, Customer may increase Customer’s subscribed level of an IBM 
SaaS offering.  
Customer may not decrease Customer’s subscribed level of an IBM SaaS offering during a Subscription 
Period but may decrease in a subsequent Subscription Period. 


5.3.3 IBM SaaS Subscription Period Renewal 
Customer may renew an IBM SaaS offering at the end of a Subscription Period, unless otherwise 
specified in the offering's Terms of Use. Some IBM SaaS offerings, as specified in the IBM SaaS 
offering's Terms of Use or Transaction Document, automatically renew at the end of the Subscription 
Period unless, prior to the end of the Subscription Period, IBM receives, either directly or through 
Customer's reseller, as applicable, Customer's written notification not to renew. 


5.4 IBM SaaS Technical Support  
During an IBM SaaS Subscription Period:  
a. IBM provides assistance, as specified in the ToU, for Customer’s offering-specific, task-oriented 


questions regarding the use of IBM SaaS; and  
b. IBM SaaS technical support is available only for the currently supported versions of IBM SaaS, client 


operating systems, Internet browsers, and software. IBM technical support is available during the 
normal business hours (published prime shift hours) of the IBM SaaS support center. Consult the 
Terms of Use for details applicable to a specific IBM SaaS offering.   


5.5 Content  
IBM provides only services for Content. IBM is not the publisher of Content transmitted within IBM SaaS. 
Customer has sole responsibility for the following:  
a. ensuring the adequacy of any IBM SaaS elements to satisfy any Customer requirements: 
b. all Content including, without limitation, its selection, creation, design, licensing, installation, accuracy, 


maintenance, testing, backup and support;  
c. having all necessary authorizations to allow IBM and its subcontractors to host, cache, record, copy, 


and display Content, and Customer represents that it has and will keep in effect during its use of IBM
SaaS all such authorizations and approvals necessary to grant IBM and its subcontractors these 
rights, and that such rights are provided at no charge to IBM. Customer retains all right, title, and 
interest in and to its Content; and 


d. the selection and implementation of procedures and controls regarding access, security, encryption, 
use, transmission, and backup and recovery of Content.  
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Customer grants to IBM and its subcontractors a nonexclusive, irrevocable, worldwide, royalty-free, fully-
paid, transferable license to host, cache, record, copy, and display Content, solely for the purpose of 
making IBM SaaS available. 


5.6 Termination of IBM SaaS 
IBM may withdraw the IBM SaaS in its entirety on 12 months' written notice to all then current Customers 
by letter or e-mail.  
Notwithstanding anything to the contrary in this Agreement, if IBM terminates Customer’s access to the 
IBM SaaS due to Customer’s breach of any of the applicable terms of this Agreement, IBM is not 
obligated to issue a refund or credit for any unused portion of IBM SaaS.  


6. Country-unique Terms 
For transactions performed in the countries specified below, the following terms replace or modify the 
referenced terms in Parts 1 through 5. All terms in Parts 1 through 5 that are not changed by these 
amendments remain unchanged and in effect. This part 6 is organized as follows: 
� Section 6.1 contains multiple country amendments to section 1.17 (Geographic Scope and 


Governing Law); 
� Section 6.2 contains the Americas country amendments to other Agreement terms; 
� Section 6.3 contains the Asia Pacific country amendments to other Agreement terms; and 
� Section 6.4 contains the Europe, Middle East, and Africa country amendments to other Agreement 


terms. 
6.1 Multiple country amendments to section 1.17 (Geographic Scope and Governing Law) 
6.1.1 Geographic Scope 


EUROPE, MIDDLE EAST, AND AFRICA 
In South Africa, Namibia, Lesotho, and Swaziland, the following paragraph pertains to geographic scope 
and replaces the first paragraph in section 1.17.2 Governing Law: 
The rights, duties, and obligations of each party are valid only in South Africa, Namibia, Lesotho, and 
Swaziland, unless otherwise stated in a Transaction Document, except that all licenses are valid as 
specifically granted. 


6.1.2 Governing Law 
In the second paragraph of section 1.17.2 Governing Law, the phrase, “the laws of the country in which 
the transaction is performed” is replaced with the following: 
AMERICAS 
a. in Canada:  the laws in the Province of Ontario;  
b. in Mexico:  the federal laws of the Republic of Mexico; 
c. in the United States, Anguilla, Antigua/Barbuda, Aruba, British Virgin Islands, Cayman Islands, 


Dominica, Grenada, Guyana, Saint Kitts and Nevis, Saint Lucia, Saint Maarten, and Saint 
Vincent and the Grenadines:  the laws of the State of New York, United States; 


d. in Venezuela:  the laws of the Bolivarian Republic of Venezuela; 
ASIA PACIFIC 
e. in Cambodia and Laos:  the laws of the State of New York, United States; 
f. in Australia:  the laws of the State or Territory in which the transaction is performed; 
g. in Hong Kong SAR and Macau SAR:  the laws of Hong Kong Special Administrative Region (“SAR”); 
h. in Taiwan:  the laws of Taiwan; 
EUROPE, MIDDLE EAST, AND AFRICA 
i. in Albania, Armenia, Azerbaijan, Belarus, Bosnia-Herzegovina, Bulgaria, Croatia, Former 


Yugoslav Republic of Macedonia, Georgia, Hungary, Kazakhstan, Kyrgyzstan, Moldova, 
Montenegro, Poland, Romania, Russia, Serbia, Slovakia, Tajikistan, Turkmenistan, Ukraine, 
and Uzbekistan:  the laws of Austria; 
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j. in Algeria, Andorra, Benin, Burkina Faso, Cameroon, Cape Verde, Central African Republic, 
Chad, Comoros, Congo Republic, Djibouti, Democratic Republic of Congo, Equatorial 
Guinea, French Guiana, French Polynesia, Gabon, Gambia, Guinea, Guinea-Bissau, Ivory 
Coast, Lebanon, Madagascar, Mali, Mauritania, Mauritius, Mayotte, Morocco, New Caledonia, 
Niger, Reunion, Senegal, Seychelles, Togo, Tunisia, Vanuatu, and Wallis and Futuna:  the 
laws of France;  


k. in Estonia, Latvia, and Lithuania:  the laws of Finland;   
l. in Angola, Bahrain, Botswana, Burundi, Egypt, Eritrea, Ethiopia, Ghana, Jordan, Kenya, 


Kuwait, Liberia, Malawi, Malta, Mozambique, Nigeria, Oman, Pakistan, Qatar, Rwanda, Sao 
Tome and Principe, Saudi Arabia, Sierra Leone, Somalia, Tanzania, Uganda, United Arab 
Emirates, the United Kingdom, West Bank/Gaza, Yemen, Zambia, and Zimbabwe:  the laws of 
England; and 


m. in South Africa, Namibia, Lesotho and Swaziland:  the laws of the Republic of South Africa. 
6.1.3 Jurisdiction 


The following paragraph pertains to jurisdiction and is added to section 1.17 as it applies for the countries 
identified in bold print below:  
All rights, duties, and obligations under this Agreement are subject to the courts of the country in which 
the transaction is performed except that in the countries identified below, all disputes arising out of or 
related to this Agreement, including summary proceedings, will be brought before and subject to the 
exclusive jurisdiction of the following courts of competent jurisdiction: 
AMERICAS 
a. in Argentina:  the Ordinary Commercial Court of the city of Buenos Aires,  
b. in Brazil: the court of Rio de Janeiro, RJ; 
c. in Chile:  the Civil Courts of Justice of Santiago; 
d. in Colombia:  the judges and courts of general jurisdiction of Bogota, Colombia; 
e. in Ecuador:  the civil judges of Quito for executory or summary proceedings (as applicable); 
f. in Mexico:  the courts located in Mexico City, Federal District; 
g. in Peru:  the judges and tribunals of the judicial district of Lima, Cercado; 
h. in Uruguay:  the courts of the city of Montevideo; 
i. in Venezuela:  the courts of the metropolitan area of the city of Caracas; 
EUROPE, MIDDLE EAST, AND AFRICA 
j. in Austria:  the court of law in Vienna, Austria (Inner-City); 
k. in Algeria, Andorra, Benin, Burkina Faso, Cameroon, Cape Verde, Central African Republic, 


Chad, Comoros, Congo Republic, Djibouti, Democratic Republic of Congo, Equatorial 
Guinea, France, French Guiana, French Polynesia, Gabon, Gambia, Guinea, Guinea-Bissau, 
Ivory Coast, Lebanon, Madagascar, Mali, Mauritania, Mauritius, Mayotte, Monaco, Morocco, 
New Caledonia, Niger, Reunion, Senegal, Seychelles, Togo, Tunisia, Vanuatu, and Wallis and 
Futuna:  the Commercial Court of Paris; 


l. in Angola, Bahrain, Botswana, Burundi, Egypt, Eritrea, Ethiopia, Ghana, Jordan, Kenya, 
Kuwait, Liberia, Malawi, Malta, Mozambique, Nigeria, Oman, Pakistan, Qatar, Rwanda, Sao 
Tome and Principe, Saudi Arabia, Sierra Leone, Somalia, Tanzania, Uganda, United Arab 
Emirates, the United Kingdom, West Bank/Gaza, Yemen, Zambia, and Zimbabwe:  the English 
courts; 


m. in South Africa, Namibia, Lesotho and Swaziland:  the High Court in Johannesburg; 
n. in Greece:  the competent court of Athens; 
o. in Israel:  the courts of Tel Aviv-Jaffa;  
p. in Italy:  the courts of Milan; 
q. in Portugal:  the courts of Lisbon; 
r. in Spain:  the courts of Madrid; and 
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s. in Turkey:  the Istanbul Central Courts and Execution Directorates of Istanbul, the Republic of 
Turkey. 


6.1.4 Arbitration 
The following terms pertain to arbitration and are added to section 1.17 as they apply for the countries 
identified in bold print below. The provisions of these paragraphs apply to the extent permitted by 
applicable governing law and rules of procedure: 
ASIA PACIFIC 
a. in Cambodia, India, Laos, Philippines, and Vietnam:  Disputes arising out of or in connection with 


this Agreement will be finally settled by arbitration, which will be held in Singapore in accordance with 
the Arbitration Rules of Singapore International Arbitration Center (“SIAC Rules”) then in effect. The 
arbitration award will be final and binding for the parties without appeal and will be in writing and set 
forth the findings of fact and the conclusions of law. 
The number of arbitrators will be three, with each side to the dispute being entitled to appoint one 
arbitrator. The two arbitrators appointed by the parties will appoint a third arbitrator who will act as 
chairman of the proceedings. Vacancies in the post of chairman will be filled by the president of the 
SIAC. Other vacancies will be filled by the respective nominating party. Proceedings will continue 
from the stage they were at when the vacancy occurred. 
If one of the parties refuses or otherwise fails to appoint an arbitrator within 30 days of the date the 
other party appoints its, the first appointed arbitrator will be the sole arbitrator, provided that the 
arbitrator was validly and properly appointed. 
All proceedings will be conducted, including all documents presented in such proceedings, in the 
English language. The English language version of this Agreement prevails over any other language 
version. 


b. in the People’s Republic of China:  In the event of a dispute, in case no settlement can be reached, 
the disputes will be submitted to China International Economic and Trade Arbitration Commission for 
arbitration according to the then effective rules of the said Arbitration Commission. The arbitration will 
take place in Beijing and be conducted in Chinese. The arbitration award will be final and binding on 
both parties. During the course of arbitration, this Agreement will continue to be performed except for 
the part that the parties are disputing and which is undergoing arbitration. 


c. in Indonesia: Each party will allow the other reasonable opportunity to comply before it claims that 
the other has not met its obligations under this Agreement. The parties will attempt in good faith to 
resolve all disputes, disagreements, or claims between the parties relating to this Agreement. Unless 
otherwise required by applicable law without the possibility of contractual waiver or limitation, i) 
neither party will bring a legal action, regardless of form, arising out of or related to this Agreement or 
any transaction under it more than two years after the cause of action arose; and ii) after such time 
limit, any legal action arising out of this Agreement or any transaction under it and all respective rights 
related to any such action lapse. 
Disputes arising out of or in connection with this Agreement shall be finally settled by arbitration that 
shall be held in Jakarta, Indonesia in accordance with the rules of Board of the Indonesian National 
Board of Arbitration (Badan Arbitrase Nasional Indonesia or “BANI”) then in effect. The arbitration 
award shall be final and binding for the parties without appeal and shall be in writing and set forth the 
findings of fact and the conclusions of law.  
The number of arbitrators shall be three, with each side to the dispute being entitled to appoint one 
arbitrator. The two arbitrators appointed by the parties shall appoint a third arbitrator who shall act as 
chairman of the proceedings. Vacancies in the post of chairman shall be filled by the chairman of the 
BANI. Other vacancies shall be filled by the respective nominating party. Proceedings shall continue 
from the stage they were at when the vacancy occurred. 
If one of the parties refuses or otherwise fails to appoint an arbitrator within 30 days of the date the 
other party appoints its, the first appointed arbitrator shall be the sole arbitrator, provided that the 
arbitrator was validly and properly appointed. 
All proceedings shall be conducted, including all documents presented in such proceedings, in the 
English and/or Indonesian language. 
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EUROPE, MIDDLE EAST, AND AFRICA 
d. in Albania, Armenia, Azerbaijan, Belarus, Bosnia-Herzegovina, Bulgaria, Croatia, Former Yugoslav 


Republic of Macedonia, Georgia, Hungary, Kazakhstan, Kyrgyzstan, Moldova, Montenegro, Poland, 
Romania, Russia, Serbia, Slovakia, Tajikistan, Turkmenistan, Ukraine, and Uzbekistan:  All disputes 
arising out of this Agreement or related to its violation, termination or nullity will be finally settled 
under the Rules of Arbitration and Conciliation of the International Arbitral Center of the Federal 
Economic Chamber in Vienna (Vienna Rules) by three arbitrators appointed in accordance with these 
rules.  The arbitration will be held in Vienna, Austria, and the official language of the proceedings will 
be English. The decision of the arbitrators will be final and binding upon both parties. Therefore, 
pursuant to paragraph 598 (2) of the Austrian Code of Civil Procedure, the parties expressly waive 
the application of paragraph 595 (1) figure 7 of the Code. IBM may, however, institute proceedings in 
a competent court in the country of installation; and 


e. in Estonia, Latvia, and Lithuania:  All disputes arising in connection with this Agreement will be finally 
settled in arbitration that will be held in Helsinki, Finland in accordance with the arbitration laws of 
Finland then in effect. Each party will appoint one arbitrator. The arbitrators will then jointly appoint 
the chairman. If arbitrators cannot agree on the chairman, then the Central Chamber of Commerce in 
Helsinki will appoint the chairman. 


6.2 AMERICAS COUNTRY AMENDMENTS 
BELIZE, COSTA RICA, DOMINICAN REPUBLIC, EL SALVADOR, HAITI, HONDURAS, GUATEMALA, 
NICARAGUA, AND PANAMA 
3.5.4 Automatic Annual Renewal of Software Subscription and Support and Selected Support  
The following replaces the paragraph that begins "IF IBM DOES NOT RECEIVE SUCH 
AUTHORIZATION BY THE EXPIRATION DATE": 


IBM will renew, for an additional payment, expiring software subscription and support for all of 
Customer’s Program licenses and Selected Support for all of Customer’s Selected Program 
licenses to the next Anniversary if IBM or Customer’s reseller receives (1) Customer’s order to 
renew (e.g., order form, order letter, purchase order) prior to the expiration of the current term or (2) 
Customer’s payment within 30 days of Customer’s receipt of the software subscription and support 
or Selected Support, as applicable, invoice for the next term. 


3.3.1 Automatic Renewal of Fixed Term Licenses 
The following replaces the paragraph that begins “IF IBM DOES NOT RECEIVE SUCH 
AUTHORIZATION BY THE EXPIRATION DATE": 


IBM will renew, for an additional payment, expiring Fixed Term Licenses for all of Customer’s 
Program licenses for the same duration as the expiring term if IBM or Customer’s reseller receives 
(1) Customer’s order to renew (e.g., order form, order letter, purchase order) prior to the expiration 
of the current term or (2) Customer’s payment within 30 days of Customer’s receipt of the Fixed 
Term License invoice for the next term. 


ALL AMERICAS (EXCEPT BRAZIL, CANADA, MEXICO, AND THE UNITED STATES) 
The following terms apply to all Americas countries (except Brazil, Canada and the United States), unless 
a specific country term states otherwise.  
1.6 Payment 
The following replaces 1.6b: 


Amounts are due upon receipt of invoice and payable as IBM specifies in a Transaction Document. 
The currency for payment of amounts due is US dollars or the equivalent in local currency as 
follows: 
1.  As long as the country operates in a free currency exchange market, Customer and IBM agree 


that IBM will accept payment in the applicable country national currency calculated at the country 
official exchange rate published by the bank specified in a Transaction Document on the date 
payment is made. 


2.  If the government of a country establishes any restriction or limitation on its free currency 
exchange markets, Customer agrees to make payments to IBM in US dollars to a bank account 
in New York, NY, USA, designated by IBM in the Transaction Document, provided that such 
payment is not illegal under country law. If such method of payment is forbidden by country law, 
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Customer agrees to pay the amount indicated in the Transaction Document in country national 
currency, calculated at the official exchange rate that is in use for the remittance of dividends 
and net earnings to foreign investors outside the country. 


Customer agrees to pay accordingly, including any late payment fee. The late payment fee is 
calculated and payable in US dollars at two percent (or the maximum rate allowed by local law if 
such is less than two percent) of the delinquent amount due per each thirty day period during which 
any delinquent balance remains unpaid. 


LATIN AMERICA 
The following term applies to all countries in Latin America, except for Argentina and Brazil. 
1.4 Acceptance of Terms 
The following replaces the first sentence: 
Customer accepts the terms in Attachments and Transaction Documents by signing them. 
ARGENTINA, BRAZIL, CHILE, COLOMBIA, ECUADOR, MEXICO, PERU, URUGUAY, VENEZUELA 
1.8  RSVP Level  


For Public Bodies who are subject to the applicable Public Sector Procurement Legislation specific 
RSVP indicators apply. 


3.3.1 Automatic Renewal of Fixed Term Licenses and 3.5.4 Automatic Annual Renewal of IBM 
Software Subscription and Support and Selected Support   


Does not apply for Public Bodies who are subject to the applicable Public Sector Procurement 
Legislation. 


BRAZIL AND COLOMBIA         
1.9 Changes to Agreement Terms 
The following is added to this section: 


If Customer disagrees with the change, Customer may terminate the transaction by notifying IBM, in 
writing, within fifteen days after the date of IBM’s notification to Customer of the change. 
All notices will be sent to the other party by registered letter. 


1.15  Agreement Termination 
The following is added after the fourth paragraph: 


All notices will be sent to the other party by registered letter. 
ARGENTINA  
1.4  Acceptance of Terms 
The following replaces the second sentence: 


A Product or Service becomes subject to this Agreement when IBM accepts Customer’s order by 
signing a Transaction Document. 


1.7 Taxes 
If a transaction is subject to a stamp tax, both Customer and IBM will each pay 50% of such tax.  


BRAZIL 
1.4. Acceptance of Terms  
The following replaces the second paragraph in this section: 


An Eligible Product becomes subject to this Agreement when IBM accepts Customer’s order by 
signing a Transaction Document. 


1.6 Payment 
The following replaces 1.6b:


Amounts due are expressed in local currency. 
Amounts are due upon receipt of invoice and payable in local currency as IBM specifies in a 
Transaction Document. Customer agrees to pay accordingly, including any late payment fee. 
Delinquent amounts are subject to monetary correction based on the inflation index called the 
"General Price Index" calculated by Getulio Vargas Foundation (IGP-M/FGV), plus interest at the 
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rate of one percent per month, both calculated "pro rata die.” The late payment fee is calculated 
against the resultant delinquent amount at the following rates: 
1.  two percent of the delinquent amount due per the first thirty day period during which any 


delinquent balance remains unpaid, plus 
2.  ten percent for each successive thirty day period during which any delinquent balance remains 


unpaid. 
1.14.1 Notices and Communications 
The following replaces 1.14.1: 


Each of us may communicate with the other by electronic means and such communication is 
acceptable as a signed writing. An identification code (called a “user ID”) contained in an electronic 
document is sufficient to verify the sender’s identity and the document’s authenticity; 


1.10  Eligible Products 
The following replaces the first sentence in the second paragraph in this section: 


IBM may add or withdraw Eligible Products at any time. IBM may increase SVP with notice. IBM’s 
ability to increase such charges, rates, and minimums will be subject to the requirements of 
Brazilian law. 


3.3.1  Automatic Renewal of Fixed Term Licenses and 3.5.4 Automatic Annual Renewal of IBM 
Software Subscription and Support and Selected Support   
The following is added after the second paragraphs of both sections: 


The transaction document will describe the process of the written communication to Customer 
containing the applicable price and other information for the renewal period. 


3.5.4 Automatic Annual Renewal of IBM Software Subscription and Support and Selected Support   
The following is added to this section 


Automatic Annual Renewal of IBM Software Subscription and Support and Selected Support: 
Portuguese version of the Support Handbook will be provided upon written request. 


COLOMBIA 
1.7 Taxes 


Customer and IBM accepts to pay, each one, fifty percent (50%) of legalization costs of the 
Proposal. 


MEXICO 
1.6 Payment 
The following replaces 1.6b: 


Amounts are due upon receipt of invoice and payable as IBM specifies in a Transaction Document. 
The currency for payment of amounts due is US dollars or the equivalent in local currency as 
follows: 


The payment must be made in United States Dollars or the equivalent in local currency at the  
exchange rate published by the "Banco de México" in the Diario Oficial de la Federacion 
correspondent to the payment date of the invoice. 


Customer agrees to pay accordingly, including any late payment fee. The late payment fee is 
calculated and payable in US dollars at two percent (or the maximum rate allowed by local law if 
such is less than two percent) of the delinquent amount due per each thirty day period during which 
any delinquent balance remains unpaid. 


1.9 Changes to Agreement Terms 
The following is added after the third sentence in the first paragraph: 


For those Eligible Products priced in Mexican currency, IBM may increase SVP by giving Customer 
fifteen days’ written notice. 
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PERU 
1.13 Limitation of Liability 
The following is added to the end of this section: 


Except as expressly required by law without the possibility of contractual waiver, Customer and IBM 
intend that the limitation of liability in this Limitation of Liability section applies to damages caused 
by all types of claims and causes of action. If any limitation on or exclusion from liability in this 
section is held by a court of competent jurisdiction to be unenforceable with respect to a particular 
claim or cause of action, the parties intend that it nonetheless apply to the maximum extent 
permitted by applicable law to all other claims and causes of action. In accordance with Article 1328 
of the Peruvian Civil Code, the limitations and exclusions specified in this section will not apply to 
damages caused by IBM’s willful misconduct (“dolo”) or gross negligence (“culpa inexcusable”). 


NORTH AMERICA 
CANADA 
1.13 Limitation of Liability 
1.13.1 Items for which IBM May be Liable 
The following replaces the last sentence in this section 1.13.1: 


Damages for bodily injury (including death) and physical harm to real property and tangible personal      
property caused by IBM’s negligence for which IBM is legally liable are not subject to a cap on the 
amount of damages. 


1.4 General Principles of Our Relationship 
1.14.3 Compliance with Laws 
The following replaces the one-sentence paragraph at the end of this section: 


Each party will comply with applicable export and import laws and regulations, including those that 
apply to goods of US origin and those that restrict or prohibit or limit export for certain uses or to 
certain users. 


1.14.5 Other Principles of Our Relationship 
The following replaces item 1.14.5e: 


No right or cause of action for any third party is created by this Agreement or any transaction under 
it, nor is IBM responsible for any third party claims against Customer except as described in section 
1.12 (Intellectual Property Protection) above or as permitted by the Limitation of Liability section 
above for bodily injury (including death) or physical harm to real or tangible personal property 
caused by IBM’s negligence for which IBM is legally liable to that third party. 


The following subsection is added: 
1.14.6 Data Privacy  
For purposes of this section, "Personal Data" refers to information relating to an identified or identifiable 
individual made available by one of the parties, its personnel, or any other individual to the other in 
connection with this Agreement. The following provisions apply in the event that one party makes 
Personal Data available to the other: 
a. General  


(1) Each party is responsible for complying with any obligations applying to it under applicable 
Canadian data privacy laws and regulations (“Laws”). 


(2) Neither party will request Personal Data beyond what is necessary to fulfill the purpose(s) for 
which it is requested. The purpose(s) for requesting Personal Data must be reasonable. Each 
party will agree in advance as to the type of Personal Data that is required to be made available.  


b. Security Safeguards 
(1) Each party acknowledges that it is solely responsible for determining and communicating to the 


other the appropriate technological, physical, and organizational security measures required to 
protect Personal Data. 


(2) Each party will ensure that Personal Data is protected in accordance with the security safeguards 
communicated and agreed to by the other.  
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(3) Each party will ensure that any third party to whom Personal Data is transferred is bound by the 
applicable terms of this section.  


(4) Additional or different services required to comply with the Laws will be deemed a request for new 
services. 


c. Use  
Each party agrees that Personal Data will only be used, accessed, managed, transferred, disclosed 
to third parties, or otherwise processed to fulfill the purpose(s) for which it was made available. 


d. Access Requests  
(1) Each party agrees to reasonably cooperate with the other in connection with requests to access 


or amend Personal Data. 
(2) Each party agrees to reimburse the other for any reasonable charges incurred in providing each 


other assistance.  
(3) Each party agrees to amend Personal Data only upon receiving instructions to do so from the 


other party or its personnel. 
e. Retention  


Each party will promptly return to the other or destroy all Personal Data that is no longer necessary to 
fulfill the purpose(s) for which it was made available, unless otherwise instructed by the other or its 
personnel or required by law. 


f. Public Bodies Who Are Subject to Public Sector Privacy Legislation 
For Customers who are public bodies subject to public sector privacy legislation, this section 1.14.6 
applies only to Personal Data made available to Customer in connection with this Agreement, and the 
obligations in this section apply only to Customer, except that:  1) section b(1) applies only to IBM; 2) 
sections a(1) and d(1) apply to both parties; and 3) section d(2) and the last sentence in a(2) do not 
apply. 


UNITED STATES OF AMERICA 
1.7    Taxes 
The following is added at the end of this section 


For Programs delivered electronically in the United States for which Customer claims a state sales 
and use tax exemption, Customer agrees not to receive any tangible personal property (e.g., media 
and publications) associated with the electronic program. 


1.14    General Principles of Our Relationship 
1.14.4  Dispute Resolution 
The following is added to the end of this section: 


Each party waives any right to a jury trial in any proceeding arising out of or related to this 
Agreement.  


1.14.5  Other Principles of Our Relationship
The following is added as 1.14.5.m: 


U.S. Government Users Restricted Rights - Use, duplication or disclosure is restricted by the GSA 
IT Schedule 70 Contract with the IBM Corporation. 


3. Programs and Subscription and Support 
The following sentence is added at the end of the paragraph that begins "IF IBM DOES NOT RECEIVE 
SUCH AUTHORIZATION BY THE EXPIRATION DATE" in 3.5.4 Automatic Annual Renewal of Software 
Subscription and Support and Selected Support: 


CUSTOMER MAY TERMINATE SOFTWARE SUBSCRIPTION AND SUPPORT FOR A 
PROGRAM OR SELECTED SUPPORT FOR A SELECTED PROGRAM LICENSE AT ANY TIME 
AFTER THE FIRST ANNIVERSARY ON ONE MONTH'S WRITTEN NOTICE, EITHER DIRECTLY 
TO IBM OR THROUGH CUSTOMER’S IBM RESELLER, AS APPLICABLE, IF IBM HAS NOT 
RECEIVED CUSTOMER’S WRITTEN AUTHORIZATION (e.g., order form, order letter, purchase 
order) TO RENEW CUSTOMER’S EXPIRING SOFTWARE SUBSCRIPTION AND SUPPORT OR 
SELECTED SUPPORT. IN SUCH EVENT, CUSTOMER MAY OBTAIN A PRORATED REFUND. 
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The following sentence is added at the end of the paragraph that begins “IF IBM DOES NOT RECEIVE 
SUCH AUTHORIZATION BY THE EXPIRATION DATE" in 3.3.1 Automatic Renewal of Fixed Term 
Licenses: 


CUSTOMER MAY TERMINATE A PROGRAM'S FIXED TERM LICENSE AT ANY TIME AFTER 
ITS INITIAL TERM ON ONE MONTH'S WRITTEN NOTICE, EITHER DIRECTLY TO IBM OR 
THROUGH CUSTOMER’S IBM RESELLER, AS APPLICABLE, IF IBM HAS NOT RECEIVED 
CUSTOMER’S WRITTEN AUTHORIZATION  (e.g., order form, order letter, purchase order) TO 
RENEW CUSTOMER’S EXPIRING FIXED TERM LICENSE. IN SUCH EVENT, CUSTOMER MAY 
OBTAIN A PRORATED REFUND. 


2.3    Extent of Warranty 
The following is added as the first paragraph: 


If a Machine is subject to federal or state consumer warranty laws, IBM’s statement of limited 
warranty included with the Machine applies in place of these Machine warranties. 


4.4   Machine Components 
4.4.2  Title and Risk of Loss 
The following replaces the first paragraph: 


When IBM accepts Customer’s order, IBM agrees to sell Customer the Machine Component 
described in a Transaction Document. IBM transfers title to Customer or, if applicable, Customer’s 
lessor when the Machine Component is shipped to Customer or its designated location. However, 
IBM reserves a purchase money security interest in the Machine Component until IBM receives the 
amounts due. For a feature, conversion, or upgrade involving the removal of parts that become 
IBM’s property, IBM reserves a security interest until IBM receives payment of all the amounts due 
and the removed parts. Customer authorizes IBM to file appropriate documents to permit IBM to 
perfect its security interest. 


6.3 ASIA PACIFIC COUNTRY AMENDMENTS 
AUSTRALIA 
1.3    Definitions - Definition of “Personal Data” 
The definition is amended and replaced with the following: 


“Personal Data – any information that can be used to identify a specific individual such as name, 
email address, home address or phone number that is provided to IBM to store, process or transfer 
and includes Personal Information as defined by the Privacy Act 1988 (Cth).” 


1.6  Payment 
The following paragraph is added after 1.6c as 1.6d: 


All charges or other amounts payable under this Agreement are specified to include applicable 
goods and services tax (“GST”). 


1.7  Taxes 
The following paragraph replaces 1.7 in its entirety: 


If any government or authority imposes a duty, tax (other than income tax), levy, or fee, on this 
Agreement or on the Eligible Product itself, that is not otherwise provided for in the amount payable, 
Customer agrees to pay it when IBM invoices Customer. If the rate of GST changes, IBM may 
adjust the charge or other amount payable to take into account that change from the date the 
change becomes effective. 


1.12  Intellectual Property Protection 
1.12.3 Claims for which IBM is Not Responsible 
The following replaces the second from last sentence: 
Subject to any rights Customer may have under the Competition and Consumer Act 2010, this Intellectual 
Property Protection section states IBM’s entire obligation to Customer and Customer’s exclusive remedy 
regarding any third party intellectual property claims. 
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1.13  Limitation of Liability 
The following paragraph is included at the end of 1.13.1: 


Where IBM is in breach of a guarantee implied by the Competition and Consumer Act 2010, IBM’s 
liability is limited to, at IBM's discretion: 
(a) for services: 
(1) the supplying of the services again or 
(2) the payment of the cost of having the services supplied again; and  
(b) for goods: 
(1) the repair or replacement of the goods or the supply of equivalent goods; or 
(2) the payment of the cost of replacing the goods or having the goods repaired 
Where a guarantee relates to the right to sell, quiet possession or clear title of a good under 
schedule 2 of the Competition and Consumer Act, or the goods or services are of a kind ordinarily 
acquired for personal, domestic, or household use or consumption, then none of the limitations in 
this section apply. 


2.5   Extent of Warranty 
The last sentence of the second paragraph (“The warranty for IBM Machine Components is voided by 
removal or alteration of Machine Components or parts identification labels”) is deleted. 
The following paragraph is added after the paragraph that begins “These warranties are customer’s 
exclusive warranties..” 


The warranties specified in this Section are in addition to any rights Customer may have under the 
Competition and Consumer Act 2010 or other legislation and are only limited to the extent permitted 
by the applicable legislation. The reference to warranties and conditions throughout this agreement 
includes a reference to guarantees for the purpose of the Competition and Consumer Act 2010. 


The following paragraph replaces the paragraph that begins “Unless otherwise specified in an Attachment 
or Transaction Document..” 


Unless otherwise specified in an Attachment or Transaction Document, IBM provides non-IBM 
Eligible Products, without warranties, conditions or guarantees of any kind. However, non-IBM 
manufacturers, developers, suppliers or publishers may provide their own warranties to Customer. 


5.5   Content 
The following paragraph is added after the paragraph that begins “IBM provides only services for Content. 


To the extent IBM is collecting any Personal Data, Customer acknowledges that in disclosing the 
Personal Data to IBM, it has undertaken all steps necessary to comply with the disclosure and 
collection requirements of the National Privacy Principles contained in the Privacy Act 1988, 
Customer agrees and acknowledges that it has taken reasonable steps to disclose to the relevant 
individuals such information about IBM that is prescribed under National Privacy Principle 1.3 that 
Customer reasonably believes is necessary for Customer to comply with the National Privacy 
Principle. 


NEW ZEALAND 
1.3    Definitions - Definition of “Personal Data” 
The definition is amended and replaced with the following: 


“Personal Data – any information that can be used to identify a specific individual such as name, 
email address, home address or phone number that is provided to IBM to store, process or transfer 
and includes Personal Information as defined by the Privacy and Personal Information Protection 
Act.” 


1.6  Payment 
The following paragraph is added after 1.6c as 1.6d: 


All charges or other amounts payable under this Agreement are specified to include applicable 
goods and services tax (“GST”). 
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1.7    Taxes 
The following paragraph replaces 1.7 in its entirety: 


If any government or authority imposes a duty, tax (other than income tax), levy, or fee, on this 
Agreement or on the Eligible Product itself, that is not otherwise provided for in the amount payable, 
Customer agrees to pay it when IBM invoices Customer. If the rate of GST changes, IBM may 
adjust the charge or other amount payable to take into account that change from the date the 
change becomes effective. 


2.5    Extent of Warranty 
The following paragraph is added after the paragraph that begins “These warranties are customer’s 
exclusive warranties..” 


The warranties specified in this section are in addition to any rights Customer may have under the 
Consumer Guarantee Act 1993 or other legislation that cannot be excluded or limited by law. 


The following paragraph replaces the paragraph that begins “Unless otherwise specified in an Attachment 
or Transaction Document..” 


Unless otherwise specified in an Attachment or Transaction Document, IBM provides non-IBM 
Eligible Products, without warranties, conditions, or guarantees of any kind. However, non-IBM 
manufacturers, developers, suppliers, or publishers may provide their own warranties to Customer. 


BANGLADESH, BHUTAN, AND NEPAL  
3.5  Programs and Subscription and Support 
The following replaces the paragraph that begins "IF IBM DOES NOT RECEIVE SUCH 
AUTHORIZATION BY THE EXPIRATION DATE" in 3.5.4 Automatic Annual Renewal of Software 
Subscription and Support and Selected Support: 


IBM will renew, for an additional payment, expiring software subscription and support for all of 
Customer’s Program licenses or Selected Support for all of Customer’s Selected Program licenses 
to the next Anniversary if IBM or Customer’s reseller receives (1) Customer’s order to renew (e.g., 
order form, order letter, purchase order) prior to the expiration of the current term or (2) Customer’s 
payment within 30 days of Customer’s receipt of the software subscription and support or Selected 
Support , as applicable, invoice for the next term.


The following replaces the paragraph that begins "IF IBM DOES NOT RECEIVE SUCH 
AUTHORIZATION BY THE EXPIRATION DATE" in 3.3.1 Automatic Renewal of Fixed Term Licenses: 


IBM will renew, for an additional payment, expiring Fixed Term Licenses for all of Customer’s 
Program licenses for the same duration as the expiring term if IBM or Customer’s reseller receives 
(1) Customer’s order to renew (e.g., order form, order letter, purchase order) prior to the expiration 
of the current term or (2) Customer’s payment within 30 days of Customer’s receipt of the Fixed 
Term License invoice for the next term. 


HONG KONG SAR, MACAU SAR, AND TAIWAN 
As applies to transactions initiated and performed in Taiwan and the Special Administration Regions 
“SARs” specified, phrases throughout this Agreement containing the word "country" (for example, 
"country of acquisition" and "country of installation") are replaced with the following:   
1)  In Hong Kong SAR:  “Hong Kong SAR“ 
2)  In Macau SAR: “Macau SAR,” except under section 1.17.2 (Governing Law) above; and 
3)  In Taiwan: “Taiwan.” 
INDIA 
1.14.4  Dispute Resolution 
The following replaces the final sentence in 1.14.4: 


If no suit or other legal action is brought, within three years after the cause of action arose, in 
respect of any claim that either party may have against the other, the rights of the concerned party 
in respect of such claim will be forfeited and the other party will stand released from its obligations in 
respect of such claim. 
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INDONESIA 
1.15  Agreement Termination 
The following paragraph is added: 


Both parties waive the provisions of article 1266 of the Indonesian Civil Code to the extent the 
article requires such court decree for the termination of an agreement creating mutual obligations. 


JAPAN 
1.6  Payment 
Add the following sentence: 


Customer agrees to pay within 30 days from our invoice date. 
1.14.4  Dispute Resolution 
The following is inserted at the end of 1.14.4: 


Any doubts concerning this Agreement will be initially resolved between us in good faith and in 
accordance with the principle of mutual trust. 


1.15  Agreement Termination 
The following paragraph is added to this section: 


When all or a substantial portion of either party’s assets, credits or business are so changed as to 
make continued performance of that party’s obligations impracticable or impossible, the other party 
may terminate this Agreement with prior written notice. 


PEOPLE’S REPUBLIC OF CHINA 
1.3   Definitions - Definition of “Date of Installation” 
The following replaces the definition of Date of Installation: 
Date of Installation — 
a.  for an IBM Machine Component IBM is responsible for installing, the business day after the day IBM 


installs it. 
b.    for a Customer-set-up (CSU) Machine Component, the earlier of i) the second business day after 


arrival at Customer’s installation location or ii) two months after the date of delivery. When a CSU 
Machine Component is delivered for connection to a non-CSU Machine or Machine Component 
delivered by IBM, the Date of Installation of the CSU Machine Component will be the later of these 
two installation dates. 


SINGAPORE 
1.14.5 Other Principles of Our Relationship 
The following replaces the terms of 1.14.5e: 


Subject to the rights provided to IBM’s Eligible Product developers and suppliers as provided in 1.13
above (Limitation of Liability), a person who is not a party to this Agreement will have no right under 
the Contracts (Right of Third Parties) Act to enforce any of its terms. 


6.4 EUROPE, MIDDLE EAST, AFRICA COUNTRY AMENDMENTS 
EUROPE, MIDDLE EAST, AND AFRICA 
The following term applies to all countries in Europe, the Middle East, and Africa, unless a specific 
country term states otherwise. 
1.13.1 Items for which IBM May be Liable 
In the first paragraph, the following replaces “U.S. $100,000”: 


EUR 500,000 (five hundred thousand euro) 
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EU MEMBER STATES AND ADDITIONAL COUNTRIES SPECIFIED
The following term applies to all EU Member States, Iceland, Liechtenstein, Norway, Switzerland, Turkey, 
and any other European country that has enacted local data privacy or protection legislation similar to the 
EU model. 
1.14.5 Other Principles of Our Relationship 
The following replaces 1.14.5d: 
a. Definitions – For the purposes of 1.14.5d,  the following additional definitions shall apply: 


(1) Business Contact Information – business-related contact information disclosed by Customer to 
IBM, including names, job titles, business addresses, telephone numbers and email addresses 
of Customer’s employees and contractors. 


(2) Business Contact Personnel – Customer employees and contractors to whom the Business 
Contact Information relates. For Austria, Italy, and Switzerland, Business Contact Information 
also includes information about Customer and its contractors as legal entities (for example, 
Customer's revenue data and other transactional information). 


(3) Data Protection Authority – the authority established by the Data Protection and Electronic 
Communications Legislation in the applicable country or, for non-EU countries, the authority 
responsible for supervising the protection of personal data in that country, or (for any of the 
foregoing) any duly appointed successor entity thereto.  


(4) Data Protection & Electronic Communications Legislation – i) the applicable local legislation and 
regulations in force implementing the requirements of EU Directive 95/46/EC (on the protection 
of individuals with regard to the processing of personal data and on the free movement of such 
data) and of EU Directive 2002/58/EC (concerning the processing of personal data and the 
protection of privacy in the electronic communications sector); or ii) for non-EU countries, the 
legislation and/or regulations passed in the applicable country relating to the protection of 
personal data and the regulation of electronic communications involving personal data, 
including (for any of the foregoing)  any statutory replacement or modification thereof. 


(5) IBM Group – International Business Machines Corporation of Armonk, New York, USA, its 
subsidiaries, and their respective Business Partners and subcontractors. 


b. Customer authorises IBM:  
(1) to process and use Business Contact Information within IBM Group in support of Customer, 


including the provision of support services, and for the purpose of furthering the business 
relationship between Customer and IBM Group, including, without limitation, contacting 
Business Contact Personnel (by email or otherwise) and marketing IBM Group products and 
services (the “Specified Purpose”); and  


(2) to disclose Business Contact Information to other members of IBM Group in pursuit of the 
Specified Purpose only.  


c. IBM agrees that all Business Contact Information will be processed in accordance with the Data 
Protection & Electronic Communications Legislation and will be used only for the Specified Purpose. 


d. To the extent required by the Data Protection & Electronic Communications Legislation, Customer 
represents that it has obtained (or will obtain) any consents from (and has issued (or will issue) any 
notices to the Business Contact Personnel as are necessary in order to enable IBM Group to 
process and use the Business Contact Information for the Specified Purpose. 


e. Customer authorizes IBM to transfer Business Contact Information outside the European Economic 
Area, provided that the transfer is made on contractual terms approved by the Data Protection 
Authority or the transfer is otherwise permitted under the Data Protection & Electronic 
Communications Legislation. 
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The following terms are added as a new section 4.4.6 for Iceland, Norway, and all Member States of the 
European Union (“EU”), except Germany: 
4.4.6 Disposal of Machines 
As from the effective date in Customer’s country of local laws and regulations implementing Directive 
2002/96/EC of the European Parliament and of the Council of 27 January 2003 on waste electrical and 
electronic equipment (WEEE), the following applies:  
4.4.6.1 When any Machine supplied under this Agreement replaces a machine put on the market before 
August 13, 2005, then IBM will collect and dispose of such replaced machine, provided that IBM is 
required to do so by applicable law. IBM may charge for such collection and disposal, to the extent 
permitted by applicable law.  
4.4.6.2   For all WEEE, Customer is responsible for making the WEEE available for collection from 
Customer’s premises within 30 days after supply of the replacement Machine. Whenever IBM collects and 
disposes of Customer WEEE, based on a legal or contractual obligation, Customer agrees: 
a. to securely erase from any WEEE all programs not provided by IBM with the original equipment and 


data, including without limitation, the following: i) information about identified or identifiable individuals 
or legal entities ("Personal Data"); and ii) Customer’s confidential or proprietary information and other 
data If removing or deleting Personal Data is not possible, Customer agrees to transform such 
information (e.g., by making it anonymous) so that it no longer qualifies as Personal Data under 
applicable law;  


b. to remove all funds, if any, from WEEE, returned to IBM;   
c. that IBM is not responsible for saving or protecting any funds, programs not provided by IBM with the 


original equipment, or any data contained in a WEEE that Customer returns to IBM; and  
d. that IBM may ship all or part of the WEEE or its software to other IBM or third party locations around 


the world to perform its responsibilities under this Agreement, and Customer authorizes IBM to do so. 
WESTERN EUROPEAN COUNTRIES 
2.3    Warranty for IBM Machine Components of IBM Appliances 
The following paragraph is added after the second paragraph for all countries listed in the definition of 
Western Europe below: 


The warranty for IBM Machines acquired in Western Europe will be valid and applicable in all 
Western European countries provided the Machines have been announced and made available in 
such countries. For purposes of this paragraph, “Western Europe” means Andorra, Austria, 
Belgium, Cyprus, Czech Republic, Denmark, Estonia, Finland, France, Germany, Greece, Hungary, 
Iceland, Ireland, Italy, Latvia, Liechtenstein, Lithuania, Luxembourg, Malta, Monaco, Netherlands, 
Norway, Poland, Portugal, Romania, San Marino, Slovakia, Slovenia, Spain, Sweden, Switzerland, 
United Kingdom, Vatican State, and any country subsequently that subsequently joins the European 
Union, as from the date of accession. 


EMEA-WIDE 
1.6  Payment  
The following replaces 1.6b for the following countries except as noted: 


Amounts are due and payable upon receipt of invoice. Customer agrees to pay accordingly, 
including any late payment charges. 
If payment is not made within 30 days from the date of invoice, (or in the case of quarterly advance 
billing of recurring charges, within 60 days from the date of invoice), Customer may be subject to 
late payment charges.  


The late payment charges are calculated as follows:
Belgium and Luxembourg:  
Replace the first sentence in the second paragraph of the above EMEA-wide text with the following: 


Any amounts not paid within the terms stated on the IBM invoice will be subject to a late payment 
fee that will be equal to 1% per period of 30 days, based on the outstanding balance VAT included, 
until paid in full. Late payment fees due will have to be paid at the end of each period of 30 days. 
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Denmark and Sweden:  
Interest according to the Late Payment Interest Act apportioned to the number of days of delay. 


Estonia, Latvia, and Lithuania:  
2% per month apportioned to the number of days of delay. 


Finland:  
Interest according to the Act on interest rate apportioned to the number of days of delay. 


France: 
In compliance with article 441-6 of the Code of Commerce, a late payment fee is payable, without 
any need for IBM to issue a reminder, in respect of the period commencing on the day following the 
payment due date specified on IBM's invoice, and ending on the date when full payment of the 
invoiced amount is made; such late payment fee shall be calculated on the basis of a rate equal to 
the European Central Bank's rate for its most recent refinancing operation, plus 10 points. 


Germany:  
Late payment fees will be calculated according to the German statutory rate. 


In the second paragraph of the above EMEA-wide text replace both usages of “date of invoice” with the 
following:   


due date 
Greece:  
The following replaces the above EMEA-wide text: 


Amounts are due and payable upon receipt of invoice. If payment is not made within 30 days from 
the date of invoice, Customer may be subject to late payment fees.  
The late payment fees will be calculated, per day of actual delay, from the due date of the invoice, 
based on the maximum rate of late payment fee allowed by law.  


Italy:  
Replace the final paragraph of the above EMEA-wide text with the following:  


The late payment charges will be calculated, per day of actual delay, based on the prime rate 
published by the Italian Banking Association ABI in effect on the last day of the month the payment 
has been received by IBM, increased by three points. 
In case of no payment or partial payment and following a formal credit claim procedure or trial IBM 
might initiate, the late payment fee will be calculated from the due date of the invoice based on the 
prime rate published by the Italian Banking Association ABI in effect on the last day of the month the 
payment was due, increased by three points. IBM can transfer the credit to a factoring company; if 
IBM does so, it will advise Customer in writing. 


Netherlands:  
The following replaces the second and third sentences of the EMEA-wide text: 


If payment is not made within 30 days from the date of invoice, Customer will be in default without 
the necessity of a default notice. In such case Customer will be subject to late payment fees of 1% 
per month. 


Norway:  
Interest according to the Late Payment Interest Act apportioned to the number of days of delay. 


South Africa, Namibia, Lesotho, Swaziland:  
Such charges accrue daily from the date payment must have been received by IBM, and will be 
equal to 2% (two percent) above the ruling prime rate (of a bank designated by IBM) on any 
outstanding payment. 


Spain:  
Such fees will be calculated applying 1% of the charges per month to the number of days of delay. 


UK and Ireland:  
Such charges will be calculated at a monthly rate of 2% of the invoice amount, or as permitted by 
applicable law.  
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UK, Ireland, South Africa, Namibia, Lesotho, Swaziland:  
Add the following:  


IBM’s rights relating to late payment charges shall be in addition to any other right that IBM may 
have in the event that Customer fails to make any payment due to IBM under this Agreement. 
IBM reserves the right to require payment in advance of delivery or other security for payment. 


BAHRAIN, KUWAIT, OMAN, QATAR, SAUDI ARABIA, AND UNITED ARAB EMIRATES 
The following replaces the paragraph that begins "IF IBM DOES NOT RECEIVE SUCH 
AUTHORIZATION BY THE EXPIRATION DATE" in 3.5.4 Automatic Annual Renewal of Software 
Subscription and Support and Selected Support: 


IBM will renew, for an additional payment, expiring software subscription and support for all of 
Customer’s Program licenses or Selected Support for all of Customer’s Selected Program licenses 
to the next Anniversary if IBM or Customer’s reseller receives (1) Customer’s order to renew (e.g., 
order form, order letter, purchase order) prior to the expiration of the current term or (2) Customer’s 
payment within 30 days of Customer’s receipt of the software subscription and support or Selected 
Support, as applicable, invoice for the next term. 


The following replaces the paragraph that begins "IF IBM DOES NOT RECEIVE SUCH 
AUTHORIZATION BY THE EXPIRATION DATE" in 3.3.1Automatic Renewal of Fixed Term Licenses: 


IBM will renew, for an additional payment, expiring Fixed Term Licenses for all of Customer’s 
Program licenses for the same duration as the expiring term if IBM or Customer’s reseller receives 
(1) Customer’s order to renew (e.g., order form, order letter, purchase order) prior to the expiration 
of the current term or (2) Customer’s payment within 30 days of Customer’s receipt of the Fixed 
Term License invoice for the next term. 


AUSTRIA  
1.6  Payment  
Replace the above EMEA-wide text in 1.6b with the following: 


Payment in full is due and payable without deduction upon receipt of invoice. Customer agrees to 
pay accordingly, including any late payment fees. If the invoice amount is not received on IBM’s 
account within 30 days, upon due date, IBM may charge late payment fees at the rate indicated in 
the Transaction Document. 


1.13  Limitation of Liability 
The following sentence is added: 
The following limitations and exclusions of IBM's liability do not apply for damages caused by gross 
negligence or willful misconduct. 
1.13.1  Items for which IBM May Be Liable 
The following replaces the first sentence: 
Circumstances may arise where, because of a default by IBM in the performance of its obligations under 
this Agreement or other liability, Customer is entitled to recover damages from IBM. 
In the second sentence of the first paragraph, delete entirely the parenthetical phrase “(including 
fundamental breach, negligence, misrepresentation, or other contract or tort claim).” 
1.13.2  Items for which IBM Is Not Liable 
The following replaces 1.13.2b: 
indirect damages or consequential damages; or   
2.5  Extent of Warranty 
The following replaces the last paragraph  


Warranty for non-IBM Eligible Products: 
(a) Warranty is provided for a period of twelve months, beginning at the date of delivery. 


Consumers are at least entitled to claim warranty defects within the limitation period 
provided by law. 


(b) IBM warrants that each non-IBM Eligible Product, when used in the specified operating 
environment, relates to its functions and conforms to its specifications. In case a non-
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IBM Eligible Product is delivered without specifications, IBM only warrants that the non-
IBM Eligible Product information correctly describes the non-IBM Eligible Product, and 
that the non-IBM Eligible Product can be used according to the non-IBM Eligible Product 
information.  


(c) IBM does not warrant uninterrupted or error-free operation of a non-IBM Eligible Product 
or that IBM will correct all program defects. The Customer is responsible for the results 
of the use of a non-IBM Eligible Product. IBM does not warrant uninterrupted or error-
free operation of an Eligible Product or that IBM will correct all defects. 


(d) At IBM’s discretion, warranty may also be provided by the third party provider himself. 
(e) In the event that IBM is unable to remedy a warranty defect within a reasonable period 


of time - even after an appropriate grace period - the Customer may in respect of this 
defect (at his discretion) demand a reduction of price, or rescission of contract. In case 
of minor defects or deviations, the Customer shall not be entitled to demand a rescission 
of the contract.  


(f) In addition, the limitation of liability provision will apply. 
(g) However, non-IBM manufacturers, developers, suppliers, or publishers may provide their 


own warranty to Customer. 
AUSTRIA, DENMARK, ESTONIA, FINLAND, LATVIA, LITHUANIA, NORWAY, SWEDEN:  
1.7 Taxes 
Delete the last sentence: 


This excludes those taxes based on IBM’s net income. 
BELGIUM, FRANCE, UK, IRELAND, SOUTH AFRICA, NAMIBIA, LESOTHO, SWAZILAND:  
1.7 Taxes  
Delete 1.7. 
EGYPT 
1.14.  General Principles of Our Relationship 
Delete 1.14.1. 
FRANCE 
1.9.  Changes to the Agreement Terms 
The following is added to this section: 


If Customer disagrees with the change, Customer may terminate the transaction by notifying IBM, in 
writing, within fifteen days after the date of IBM’s notification to Customer of the change. 
All notices will be sent to the other party by registered letter. 


1.15.  Agreement Termination 
The following is added after the fourth paragraph: 


All notices will be sent to the other party by registered letter. 
GERMANY 
1.13. Limitation of Liability 
The following replaces the Limitation of Liability section in its entirety: 
a. IBM will be liable without limit for 1) loss or damage caused by a breach of an express guarantee; 2) 


damages or losses resulting in bodily injury (including death); and 3) damages caused intentionally 
or by gross negligence. 


b. In the event of loss, damage and frustrated expenditures caused by slight negligence or in breach of 
essential contractual obligations, IBM will be liable, regardless of the basis on which Customer is 
entitled to claim damages from IBM (including fundamental breach, negligence, misrepresentation, 
or other contract or tort claim), per claim only up to the greater of 500,000 euro or the charges (if the 
Eligible Product is IBM SaaS or subject to Fixed Term charges, up to 12 months’ charges) 
Customer paid for the Eligible Product that caused the loss or damage.  A number of defaults which 
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together result in, or contribute to, substantially the same loss or damage will be treated as one 
default. 


c. In the event of loss, damage and frustrated expenditures caused by slight negligence, IBM will not 
be liable for indirect or consequential damages, even if IBM was informed about the possibility of 
such loss or damage. 


d. In case of delay on IBM’s part: 1) IBM will pay to Customer an amount not exceeding the loss or 
damage caused by IBM’s delay and 2) IBM will be liable only in respect of the resulting damages 
that  Customer suffers, subject to the provisions of Items a and b above. 


1.14.4. Dispute Resolution 
The following replaces the third sentence of 1.14.4: 


Any claims resulting from this Agreement are subject to a limitation period of three years, except as 
stated in Section 2 (Warranties) of this Agreement.


1.14.5   Other Principles of Relationship 
The following replaces1.14.5e: 


No right or cause of action for any third party is created by this Agreement, nor is IBM responsible 
for any third party claims against Customer, except (to the extent permitted in Section 1.13 
(Limitation of Liability) for: i) bodily injury (including death); or ii) damage to real or tangible personal 
property for which (in either case) IBM is legally liable to that third party. 


2.2   Warranty for IBM Software Subscription and Support and Selected Support 
The following replaces 2.2 


IBM warrants that Software Maintenance will be provided using reasonable care and skill, and 
according to its current description and the provisions of this Agreement. 
The Customer agrees to provide timely written notice of any failure to comply with this warranty so 
that IBM can take corrective action.   
IBM will remedy any defects covered by warranty, of which written notice has been given by 
Customer. If a defect is not remedied within a reasonable period of time, the Customer may in 
respect to such defect, provided that the value of the serviceability of the work is impaired, either 
request a reduction of price, or, rescind this Agreement. In case of minor defects or deviations, the 
Customer shall not be entitled to rescind this Agreement. In case the Customer should be entitled to 
liability claims because of a warranty defect, the Limitation of Liability section shall apply. However 
the Customer shall not be entitled to liability claims resulting from minor warranty defects. 


2.3   Warranty for IBM Machine Components of IBM Appliances 
The following replaces 2.3: 


IBM warrants that each IBM Machine Component is free from defects at the time of delivery and 
conforms to its Specifications. The warranty period for a Machine Component commences on the 
Date of Installation, however at the earliest upon delivery. During the warranty period, IBM will 
remedy any warranty defects, through repair or exchange.  
In the event that IBM is unable to remedy a warranty defect or defect correction fails within a 
reasonable period of time , the Customer may in respect of such defect, provided the value or the 
serviceability of the Machine Component is  impaired, either request a reduction of price, or rescind 
this Agreement. In case of minor warranty defects, the Customer shall not be entitled to rescind this 
Agreement.   
In case the Customer should be entitled to liability claims because of a warranty defect, the 
Limitation of Liability section shall apply. However the Customer shall not be entitled to liability 
claims resulting from minor warranty defects. 


2.5  Extent of Warranty 
The second paragraph is deleted. 
The following replaces the last paragraph: 


Warranty for Non-IBM Eligible Products may, at IBM's discretion, also be provided by non-IBM 
manufacturers, developers, suppliers, or publishers themselves. 
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4.4.6 Disposal of Machines 
The following terms are added as a new section 4.4.6: 
In accordance with the law for the placing on the market, the return, and the environmentally compatible 
disposal of Electrical and Electronic Equipment (Electrical and Electronic Equipment Law - ElektroG), for 
machines the following will apply: 
4.4.6.1 IBM is prepared to take back IBM waste electrical and electronic equipment (WEEE) that were 
put on the market as new machines after August 13, 2005, and IBM will be responsible for the disposal of 
such machines.  
4.4.6.2 According to German law, Customer is responsible to dispose of WEEE, which is not covered by 
the preceding sentence. In such case, IBM is prepared to take back and dispose of, in compliance with 
applicable law, such WEEE by charging the applicable disposal fee to the Customer, based on a separate 
agreement.   
Customer is responsible for making the WEEE available for collection from Customer’s premises within 
30 days after supply of the replacement Machine.  
4.4.6.3 Whenever IBM collects and disposes of Customer WEEE, based on a legal or contractual 
obligation, Customer agrees: 
a. Customer is responsible to remove all funds, if any, from WEEE returned to IBM, and to securely 


erase any data that Customer considers sensitive (including personal data), existing in/on waste 
machines (e.g. hard disk, storage devices, memory chips, etc.), before making them available for 
collection by IBM or its designated assignee. In the event that Customer is unable to comply with 
this obligation due to technical reasons, Customer will inform IBM thereof in writing. In this case, 
IBM shall be entitled to delete all data stored in/on the waste machines, as instructed and requested 
by Customer and according to the “IBM Supplementary Terms and Conditions for Processing of 
Customer Data by Order according to § 11 BDSG”;  


b. IBM is not responsible for saving or protecting any funds, programs not provided by IBM with the 
original equipment, or any data contained in a WEEE that Customer returns to IBM; and  


c. IBM may ship all or part of the WEEE or its software to other IBM or third party locations around the 
world to perform its responsibilities under this Agreement, and Customer authorizes IBM to do so. 


NETHERLANDS 
1.6.  Payment  
Add the following paragraphs to 1.6b: 


We may apply Customer’s payment to Customer’s other outstanding invoices. 
Our rights relating to late payment charges shall be in addition to any other right that we may have 
in the event that Customer fails to make any payment due to us under this Agreement. 
We reserve the right to also base our decision on the conclusion of an agreement with Customer on 
Customer’s solvency and to require payment in advance of delivery or other security for payment. 
Customer’s obligation to pay is unconditional and shall not be subject to any abatement, reduction, 
set-off, defense, counter-claim interruption, deferment, or recoupment. 


Replace 1.7 with the following: 
Customer agrees to pay all taxes and duties, regardless of their qualification, unless specified 
otherwise on the invoice.  


SOUTH AFRICA, NAMIBIA, LESOTHO, SWAZILAND  
1.6  Payment  
Add the following additional sentence: 


When Customer makes payment by cheque, payment is deemed to have been made only when 
Customer’s cheque has been received by IBM and its relevant account has been credited by IBM’s 
authorised bankers. 







Z125-5831-07  7/2011 Page 39 of 39 


SWITZERLAND 
1.3   Definitions - Definition of “Non-IBM Program”
The following is added to definition of. Non-IBM Programs: 


No liability of whatever sort is accepted or warranty granted by IBM. 
1.14.  General Principles of Our Relationship 
Delete 1.14.1. 
TURKEY  
1.6  Payment  
The following replaces 1.6b 


Amounts are due and payable upon receipt of invoice. Customer agrees to pay accordingly, 
including any late payment charges. 
If payment is not made within 30 days from the date of invoice, Customer may be subject to late 
payment charges. 


Add the following to the end of this section: 
Customer is responsible for all banking charges (including, but not limited to, LC charges, 
commissions, stamps, and extensions) incurred within and outside of Turkey. 


IRELAND AND UNITED KINGDOM 
The following sentence is added to the second paragraph of the preamble: 


Nothing in this paragraph shall have the effect of excluding or limiting liability for fraud. 
1.13  Limitation of Liability 
1.13.1 Items for Which IBM May Be Liable 
The following replaces the first paragraph of the Subsection: 


For the purposes of this section, a “Default” means any act, statement, omission or negligence on 
the part of IBM in connection with, or relating to, any Program license granted, any goods sold or 
services rendered by IBM under this Agreement in respect of which IBM is legally liable to 
Customer, whether in contract or in tort. A number of Defaults which together result in, or contribute 
to, substantially the same loss or damage will be treated as one Default.  
Circumstances may arise where, because of a Default by IBM in the performance of its obligations 
under this Agreement or other liability, Customer is entitled to recover damages from IBM.  
Regardless of the basis on which Customer is entitled to claim damages from IBM and except as 
expressly required by law without the possibility of contractual waiver, IBM’s entire liability for any 
one Default will not exceed the amount of any direct damages, to the extent actually suffered by 
Customer as an immediate and direct consequence of the default, up to the greater of (1) 500,000 
euro (or the equivalent in local currency) or (2) 125% of the charges (if the Eligible Product is 
subject to fixed term charges, up to 12 months' charges) for the Eligible Product that is the subject 
of the claim. Notwithstanding the foregoing, the amount of any damages for bodily injury (including 
death) and damage to real property and tangible personal property for which IBM is legally liable is 
not subject to such limitation. In addition, the amount (if any) payable by IBM under the provisions of 
section 1.12.1 shall not be subject to any limitation or exclusion set forth in this section 1.13. 


1.13.2   Items for Which IBM is Not Liable 


The following replaces Items 1.13.2b and 1.13.2c: 


b. special, incidental, exemplary, or  indirect damages or consequential damages; or 
c. wasted management time or lost profits, business, revenue, goodwill, or anticipated savings. 
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The Business Value Assessment is designed to 
gather business process information necessary 
to develop a proposal for the appropriate 
solution and to begin building the business 
metrics to complete the IBM ROI Tool.  
Fundamentally, we obtain a complete picture of 
the organization including: teams and structure, 
documented workflows of internal and external 
processes, types and number of documents and 
tasks that are performed by each class of 
employee. 
 
The IBM Team 
The Assessment team is made up of the IBM 
Client Executive to identify compelling events, a 
System Consultant to define the technical 
requirements and the Value Consultant to 
capture the “As Is” and “To Be” business 
processes.   
 
The Prospect Team 
Ideally, the following people are required during 
the Business Value Assessment: 
• CIO or Head of IT –Overview of systems 


and IT infrastructure. 
• VP or Director of functional area –High-


level overview of business process with 
direction as to short term Key Business 
Requirements and Strategic Vision. 


• Core Knowledge Workers – Claim 
adjusters, Underwriters, Examiners, Support 
staff, Supervisors and workers directly 
involved in the process.  These individuals 
are observed processing work tasks in the 
work area (cubicle, desk…). 


• Mailroom Supervisor – To determine how 
documents are received and distributed 
within the company. 


 
Onsite Time Frame 
The Business Value Assessment may take from 
half a day up to 3 days depending on the scope 
of the operation.  When the proposed solution is 
limited to one functional area for a regionally 
based company, ½ to 1 day is usually sufficient.  
If the proposed solution will span various 
functional areas and involve operations that are 
more complex, the Business Value Assessment 
may take 2-3 days. 


 
Sample Agenda  
System and IT infrastructure Overview 
(1-2 hours – CIO or IT Manager).  
• The overall technical infrastructure 
• Current and future technology standards  
• Review of back office processing systems  
• Current file storage structure 
• Integration to third-party information 


providers 
o Which vendors? 
o How is information received? 


• eBusiness strategy 
• Current overview 
• Future plans 
 
Department Processing Overview 
(1 hour – VP or Director of Functional Area)  
• Overall schema of current processing 
• Process bottlenecks 
• Frustration areas 
• Key business requirements 
• Productivity Requirements 
• Future plans/initiatives 
 
Departmental Processing Analysis 
(2-3 hrs – Core Knowledge Workers) 
• Work Assignment 
• Work Distribution 
• Workload Balancing 
• Data entry to Core Systems 
• Administrative and Support tasks 
• File setup 
• Missing information procedures 
• Exception handling 
• Outside communication 
• Correspondence processing 
 
Mailroom Operations 
(1 hr – Mailroom Manager)  
• Document matching  
• FAX operations 
 
Records Management 
(1 hr – Records Manager) 
• On site/departmental storage  
• Off site storage 
• Records Management 
• Volumes, types of media, cost 
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Deliverables 
 
Within 4 weeks of the site visit, IBM will deliver a 
10-20 page Business Value Assessment 
document which includes a narrative of the key 
business requirements, current business 
processes, solution recommendations and 
architecture recommendation.  
 
Return on Investment (ROI) is calculated based 
on the current business process and productivity 
improvements that may be realized based on 
the solution recommendations. The ROI 
includes pricing associated with the 
recommendation for Budget Planning or a 
complete Statement of Work. 
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File 



Plan/Legal/Contracts/Goods 



Contracts/MNO Corp



AdministratorRecordFolder.Demo - Immediate 



when Folder Closes



27-Jul-200927-Jul-2009



/Records Management/HCSC 



File 



Plan/Legal/Contracts/Goods 



Contracts/Jones Corp Records



AdministratorRecordFolder.Demo - Immediate 



when Folder Closes



27-Jul-200927-Jul-2009



/Records Management/HCSC 



File 



Plan/Legal/Contracts/Goods 



Contracts/Larson and Larson



AdministratorRecordFolder.Demo - Immediate 



when Folder Closes



27-Jul-200927-Jul-2009



/Records Management/HCSC 



File 



Plan/Legal/Contracts/Goods 



Contracts/Box 1



AdministratorRecordFolder7 Years after Contract 



Closed



27-Jul-200927-Jul-2009



/Records Management/HCSC 



File Plan/Finance/Accounts 



Payable/Invoices 2009



AdministratorRecordFolder7 Years after Contract 



Closed



27-Jul-200927-Jul-2009



/Records Management/HCSC 



File 



Plan/Legal/Contracts/Import 



Contracts/Declarations



AdministratorRecordFolderActive Contracts + 06 27-Jul-200927-Jul-2009
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CreatorAllocation DateAction NameDisposal 



Schedule 



Folders and Records with Disposition Schedule 09-Dec-2010   9:05 pm



Entity Type Entity NameDateCreated



 17Total Number of Folders:



Page 3 of 3












Folders and Records Assoc with Disposition Schedule Summary.pdf




08-Dec-2010   8:02 pmList of Categories and Folders to which Disposal Schedule is applied



Total EntitiesRM Entity TypeSchedule Name Action Name



RecordCategory  11.Demo - Immediate 



when Category Closes



RecordCategory  1.Demo - Immediate 



when Category Closes



Destroy



RecordCategory  5.Demo - Immediate 



when Folder Closes



RecordCategory  1.Demo - Zero Day 



retention



RecordCategory  1.Demo Auto Destroy



RecordCategory  12 Years After Date 



Content Created with 



Review



RecordCategory  12 Years After Project 



Completed



RecordCategory  97 Years after Contract 



Closed



RecordCategory  1Active Contracts + 06



RecordCategory  1Delete archive after 7 



years



RecordCategory  2Employee Termination 



Date + 7 yrs



RecordCategory  1Employee Termination 



Date + 7 yrs



Destroy



RecordCategory  1Short Term Record



 36Total Categories:



RecordFolder.Demo - Immediate 



when Category Closes



 1



RecordFolder.Demo - Immediate 



when Folder Closes



 13



RecordFolder7 Years after Contract 



Closed



 2



RecordFolderActive Contracts + 06  1



Total Folders:  17
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Folders and Records on Hold Detailed.pdf




Folders and Records  on Hold between 01-Jan-2008 to 10-Dec-2010 09-Dec-2010   9:16 pm



FormatMedia 



Type



Record 



Category/ 



Folder 



Identifier



Location IdHold Name Hold  DateCreated 



By



Date 



Created/ 



Date Filed



Entity



Type



EntityNam



e



AdministratorFolder Tax Audit {4CE257F7-7825-470F-



8337-D3AD7914CD6E}



2008-002Ace 



Services



27-Jul-2009 27-Jul-2009



AdministratorFolder Tax Audit {B34D67DF-67D5-4692



-9412-9BEF9E07576E}



2005-001Invoices 



2005



27-Jul-2009 27-Jul-2009



 2Total of Folders created by Administrator on Hold:



Adminis



trator



Focus vs 



ABC 



Services



4000Record test of 



archiving



{6DC711C9-336B-48BF



-9EA6-801CBB5C2489}



08-Mar-2010 09-Dec-2010



Adminis



trator



Focus vs 



ABC 



Services



4000Record ABC Letter {A4A35E22-A3DC-4C66



-82CE-11FBF161BD4D}



04-Mar-2010 09-Dec-2010



Adminis



trator



Focus vs 



ABC 



Services



4000Record ABC legal 



agreement



{4D16D320-B768-41A4-



89AA-66B2F36A727A}



04-Mar-2010 09-Dec-2010



Adminis



trator



Focus vs 



ABC 



Services



4000Record a new email in 



case the old 



one was bad



{963F356F-769F-47CC-



8F15-654A9617B0E9}



04-Mar-2010 09-Dec-2010



Adminis



trator



Focus vs 



ABC 



Services



7000-0101-



0010



Record Lupe 



Quintanilla



{02FB8D6B-4FF4-4775-



9D9A-FB5C54740CC5}



03-Jun-2010 09-Dec-2010



Adminis



trator



Focus vs 



ABC 



Services



4000-0300-



0040



Record ABC-010001.



doc



{02986720-BC5D-4FC1



-A961-E5E453E48B43}



17-Mar-2010 09-Dec-2010



Adminis



trator



Focus vs 



ABC 



Services



4000Record ABC 



Corresponden



ce



{DA63FC36-FAA5-4111



-BD5B-BFC682F271A2}



04-Mar-2010 09-Dec-2010



 7 Total of Records created by Administrator on Hold:
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Folders and Records with Disposition Schedule Detailed.pdf




CreatorAllocation DateAction NameDisposal 



Schedule 



Folders and Records with Disposition Schedule 08-Dec-2010   8:04 pm



Entity Type Entity NameDateCreated



/Records Management/Focus 



Corp/Subscriber Services 



Division/SSD Level 2/Benefit 



and Claims 



Management/Medical Claims 



Adjudication/Medical Claim 



Payment/Boeing Medical 



Payment



AdministratorRecordFolder.Demo - Immediate 



when Folder Closes



08-Dec-201008-Dec-2010



 1Total Number of Folders:
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Records Created by User between Specified Date Detailed.pdf




Created By Create Date



Electronic Records Created by User/Group between 08-Dec-2009 to 08-Dec-2010
08-Dec-2010   2:31 pm



RMEntityName



/Records Management/Focus Corp/Legal/Contracts/Services 



Contracts/Consulting Services/Consulting 



Services-00001/Focus Contract for Palo.pdf



steve 08-Dec-2010



/Records Management/Focus Corp/Legal/Contracts/Services 



Contracts/Consulting Services/Consulting 



Services-00001/Focus Contract for Larson and Larson.doc



steve 08-Dec-2010



Total:
 2



Total Number of Records:  2
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Records Created by User between Specified Date Summary.pdf




Created By Create Date No. of Entities Created



08-Dec-2010   2:25 pm
Electronic Records Created by User/Group between 01-Dec-2010 to 08-Dec-2010



Administrator  908-Dec-2010



Total:  9



Total Number of Records:  9
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Sample Disposition Transcript.xml

   Destroy Workflow Wed Dec 08 16:29:17 EST 2010   Destroy Administrator Wed Dec 08 16:29:17 EST 2010 Success   {4DAD98E4-F3ED-4263-A60C-8CCBD977216C} 2003 Projects Record Category .Demo - Immediate when Category Closes Administrator Wed Dec 08 16:29:13 EST 2010 Destroy   Wed Dec 08 16:29:07 EST 2010 Administrator  Success   {F4ACB2C3-0D8F-4B5B-9BBB-94FF78DB09F5} 2005 Projects Record Category .Demo - Immediate when Category Closes Administrator Wed Dec 08 16:29:17 EST 2010 Destroy   Wed Dec 08 16:29:08 EST 2010 Administrator  Success 






Structured File Plan View Detailed.pdf




RMEntityNameEntity Type



Structured File Plan View 



08-Dec-2010   5:06 pm



Created By Create Date



Administrator /Records Management/Focus Corp/Project 



Documentation/2006 Projects



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus Corp/Finance/Annual 



Reporting



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus Corp/Subscriber 



Services Division



RecordCategory 08-Dec-2010



Administrator /Records Management/Focus Corp/Project 



Documentation/2004 Projects



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus Corp/Human 



Resources/25-1k Health Benefits



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Accounts/Applications



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Legal/Compliance



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus Corp/Subscriber 



Services Division/SSD Level 2



RecordCategory 08-Dec-2010



Administrator /Records Management/Focus Corp/Human 



Resources/Personnel/Employee Files/Jimmy Jones



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus Corp/Legal/ContractsRecordCategory 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Sales/Orders/Order Database Archive files



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus Corp/OperationsRecordCategory 27-Jul-2009



Administrator /Records Management/Focus Corp/Human 



Resources/25-1z Medical Claims



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus Corp/Legal/ClaimsRecordCategory 27-Jul-2009



Administrator /Records Management/Focus Corp/Project 



Documentation/2008 Projects



RecordCategory 27-Jul-2009
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RMEntityNameEntity Type



Structured File Plan View 



08-Dec-2010   5:06 pm



Created By Create Date



Administrator /Records Management/Focus Corp/Project 



Documentation/2007 Projects/Project Plans



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Finance/Accounts Payable



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Legal/Contracts/Goods Contracts



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus Corp/Project 



Documentation/2007 Projects



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus Corp/AccountsRecordCategory 27-Jul-2009



Administrator /Records Management/Focus Corp/Human 



Resources/Personnel/Employee Files



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus Corp/AdministrationRecordCategory 27-Jul-2009



Administrator /Records Management/Focus Corp/Human 



Resources/Personnel



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus Corp/Project 



Documentation/2010 Projects/2010 Projects - 



Entertainment



RecordCategory 17-Mar-2010



Administrator /Records Management/Focus Corp/Project 



Documentation/2010 Projects



RecordCategory 16-Mar-2010



Administrator /Records Management/Focus Corp/FinanceRecordCategory 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Accounts/Correspondence



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Legal/Contracts/Non-Disclosure Contracts



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus Corp/Human 



Resources



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus Corp/Human 



Resources/25-1q Workers Compensation



RecordCategory 27-Jul-2009
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RMEntityNameEntity Type



Structured File Plan View 



08-Dec-2010   5:06 pm



Created By Create Date



Administrator /Records Management/Focus Corp/Project 



Documentation



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus Corp/Application 



Retirement



RecordCategory 24-May-2010



Administrator /Records Management/Focus Corp/Subscriber 



Services Division/SSD Level 2/Benefit and Claims 



Management/Medical Claims Adjudication



RecordCategory 08-Dec-2010



Administrator /Records Management/Focus Corp/Project 



Documentation/2009 Projects



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Finance/Accounts Receivable



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus Corp/Project 



Documentation/2007 Projects/Project Charters



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Legal/Contracts/Maintenance Contracts



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Finance/Expense Reports



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus Corp/Human 



Resources/Benefits



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus Corp/Project 



Documentation/2007 Projects/System Plans



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus Corp/Physical 



Records



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus Corp/Project 



Documentation/2010 Projects/2010 Projects - Short 



Term



RecordCategory 17-Mar-2010



Administrator /Records Management/Focus Corp/Subscriber 



Services Division/SSD Level 2/Benefit and Claims 



Management



RecordCategory 08-Dec-2010
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RMEntityNameEntity Type



Structured File Plan View 



08-Dec-2010   5:06 pm



Created By Create Date



Administrator /Records Management/Focus Corp/Sales/OrdersRecordCategory 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Administration/Other



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus Corp/Human 



Resources/Personnel/Employee Files/John Doe



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Administration/Meetings



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Legal/Contracts/Property Contracts



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus Corp/SalesRecordCategory 27-Jul-2009



Administrator /Records Management/Focus Corp/LegalRecordCategory 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Legal/Contracts/Import Contracts



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Legal/Contracts/Services Contracts



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus Corp/Subscriber 



Services Division/SSD Level 2/Benefit and Claims 



Management/Medical Claims Adjudication/Medical 



Claim Payment



RecordCategory 08-Dec-2010



Administrator /Records Management/Focus 



Corp/Administration/Travel



RecordCategory 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Administration/Other/Reports



RecordCategory 27-Jul-2009



 55Total Record Categories :



Administrator /Records Management/Focus 



Corp/Finance/Accounts Payable/Invoices 2006



RecordFolder 27-Jul-2009



4Page 4 of 6











RMEntityNameEntity Type



Structured File Plan View 



08-Dec-2010   5:06 pm



Created By Create Date



Administrator /Records Management/Focus 



Corp/Finance/Expense Reports/WI Business Unit 



Expenses



RecordFolder 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Finance/Expense Reports/IL Business Unit 



Expenses



RecordFolder 27-Jul-2009



Administrator /Records Management/Focus Corp/Physical 



Records/Panasonic Electronic Invoices



RecordFolder 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Legal/Contracts/Goods Contracts/Box 1



RecordFolder 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Legal/Contracts/Services Contracts/Consulting 



Services



RecordFolder 27-Jul-2009



Administrator /Records Management/Focus Corp/Physical 



Records/Riteway (Physical and Electronic Records)



RecordFolder 27-Jul-2009



Administrator /Records Management/Focus Corp/Subscriber 



Services Division/SSD Level 2/Benefit and Claims 



Management/Medical Claims Adjudication/Medical 



Claim Payment/Boeing Medical Payment



RecordFolder 08-Dec-2010



Administrator /Records Management/Focus 



Corp/Finance/Accounts Payable/Invoices 2008



RecordFolder 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Finance/Expense Reports/MN Business Unit 



Expenses



RecordFolder 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Legal/Contracts/Goods Contracts/Johnson Inc



RecordFolder 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Finance/Accounts Payable/Invoices 2005



RecordFolder 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Legal/Contracts/Goods Contracts/Smith 



Associates



RecordFolder 27-Jul-2009
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RMEntityNameEntity Type



Structured File Plan View 



08-Dec-2010   5:06 pm



Created By Create Date



Administrator /Records Management/Focus 



Corp/Finance/Accounts Payable/Invoices 2007



RecordFolder 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Legal/Contracts/Goods Contracts/Palo 



Engineering



RecordFolder 27-Jul-2009



Administrator /Records Management/Focus Corp/Physical 



Records/Building Documentation



RecordFolder 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Legal/Contracts/Goods Contracts/Ace Services



RecordFolder 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Legal/Contracts/Goods Contracts/FXM Corp



RecordFolder 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Legal/Contracts/Goods Contracts/MNO Corp



RecordFolder 27-Jul-2009



Administrator /Records Management/Focus Corp/Physical 



Records/Holiday Decorations



RecordFolder 27-Jul-2009



Administrator /Records Management/Focus Corp/Physical 



Records/Safety Videos



RecordFolder 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Legal/Contracts/Goods Contracts/Jones Corp 



Records



RecordFolder 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Legal/Contracts/Import Contracts/Declarations



RecordFolder 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Legal/Contracts/Goods Contracts/Larson and 



Larson



RecordFolder 27-Jul-2009



Administrator /Records Management/Focus 



Corp/Finance/Accounts Payable/Invoices 2009



RecordFolder 27-Jul-2009



 25Total Record Folders :



Total Number of RM Entities:  80
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Structured File Plan View Summary.pdf




Structured File Plan View 



08-Dec-2010   5:09 pm



RM Entity Type Total Entities



Record Category  55



Record Folder  25



Total Number of RM Entities:  80
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Categories and Folders by Disposal Actions Detailed.pdf




PhaseExecution



Date



EntityNameEntityTypeDisposal 



Schedule Name



Categories and Folders by Disposition Actions



17-Dec-2010   1:01 pm



DateCreate Creator



/Records Management/HCSC File 



Plan/Project Documentation/2006 Projects



AdministratorRecordCategory08-Dec-2010 27-Jul-2009



Total Categories:  1
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Categories and Folders by Disposal Actions Summary.pdf




17-Dec-2010   1:05 pm
Categories and Folders by Disposition Actions



Phase Execution 



Date



Disposal Schedule Name Entity Type Total



RecordCategory  108-Dec-2010



 1Total Categories:
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Electronic Categories Folders Assoc with Disposition Schedule Detailed.pdf




Schedule Name Created ByDate CreatedRMEntityTypeAction Name



17-Dec-2010   1:08 pm
List of Categories and Folders to which Disposal Schedule is applied



RM Entity Name



Administrator /Records Management/HCSC File 



Plan/Accounts/Applications



RecordCategory.Demo - Immediate when 



Category Closes



27-Jul-2009



Administrator /Records Management/HCSC File Plan/Project 



Documentation/2008 Projects



RecordCategory.Demo - Immediate when 



Category Closes



27-Jul-2009



Administrator /Records Management/HCSC File Plan/Project 



Documentation/2007 Projects/Project Plans



RecordCategory.Demo - Immediate when 



Category Closes



27-Jul-2009



Administrator /Records Management/HCSC File 



Plan/Legal/Contracts/Goods Contracts



RecordCategory.Demo - Immediate when 



Category Closes



27-Jul-2009



Administrator /Records Management/HCSC File Plan/Project 



Documentation/2007 Projects



RecordCategory.Demo - Immediate when 



Category Closes



27-Jul-2009



Administrator /Records Management/HCSC File Plan/Project 



Documentation/2010 Projects



RecordCategory.Demo - Immediate when 



Category Closes



16-Mar-2010



Administrator /Records Management/HCSC File 



Plan/Accounts/Correspondence



RecordCategory.Demo - Immediate when 



Category Closes



27-Jul-2009



Administrator /Records Management/HCSC File Plan/Project 



Documentation



RecordCategory.Demo - Immediate when 



Category Closes



27-Jul-2009



Administrator /Records Management/HCSC File Plan/Project 



Documentation/2009 Projects



RecordCategory.Demo - Immediate when 



Category Closes



27-Jul-2009



Administrator /Records Management/HCSC File Plan/Project 



Documentation/2007 Projects/Project Charters



RecordCategory.Demo - Immediate when 



Category Closes



27-Jul-2009



Administrator /Records Management/HCSC File Plan/Project 



Documentation/2007 Projects/System Plans



RecordCategory.Demo - Immediate when 



Category Closes



27-Jul-2009



 11Total:



Administrator /Records Management/HCSC File Plan/Project 



Documentation/2006 Projects



Destroy RecordCategory.Demo - Immediate when 



Category Closes



27-Jul-2009



 1Total:



Administrator /Records Management/HCSC File 



Plan/Subscriber Services Division



RecordCategory.Demo - Immediate when 



Folder Closes



08-Dec-2010



Administrator /Records Management/HCSC File 



Plan/Subscriber Services Division/SSD Level 2



RecordCategory.Demo - Immediate when 



Folder Closes



08-Dec-2010



Administrator /Records Management/HCSC File 



Plan/Subscriber Services Division/SSD Level 



2/Benefit and Claims Management/Medical 



Claims Adjudication



RecordCategory.Demo - Immediate when 



Folder Closes



08-Dec-2010



Administrator /Records Management/HCSC File 



Plan/Subscriber Services Division/SSD Level 



2/Benefit and Claims Management



RecordCategory.Demo - Immediate when 



Folder Closes



08-Dec-2010
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Schedule Name Created ByDate CreatedRMEntityTypeAction Name



17-Dec-2010   1:08 pm
List of Categories and Folders to which Disposal Schedule is applied



RM Entity Name



Administrator /Records Management/HCSC File 



Plan/Subscriber Services Division/SSD Level 



2/Benefit and Claims Management/Medical 



Claims Adjudication/Medical Claim Payment



RecordCategory.Demo - Immediate when 



Folder Closes



08-Dec-2010



 5Total:



Administrator /Records Management/HCSC File 



Plan/Application Retirement



RecordCategory.Demo - Zero Day 



retention



24-May-2010



 1Total:



Administrator /Records Management/HCSC File Plan/Project 



Documentation/2004 Projects



RecordCategory.Demo Auto Destroy 27-Jul-2009



 1Total:



Administrator /Records Management/HCSC File 



Plan/Sales/Orders/Order Database Archive 



files



RecordCategory2 Years After Date 



Content Created with 



Review



27-Jul-2009



 1Total:



Administrator /Records Management/HCSC File Plan/Project 



Documentation/2010 Projects/2010 Projects - 



Entertainment



RecordCategory2 Years After Project 



Completed



17-Mar-2010



 1Total:



Administrator /Records Management/HCSC File 



Plan/Finance/Annual Reporting



RecordCategory7 Years after Contract 



Closed



27-Jul-2009



Administrator /Records Management/HCSC File 



Plan/Legal/Contracts



RecordCategory7 Years after Contract 



Closed



27-Jul-2009



Administrator /Records Management/HCSC File 



Plan/Finance/Accounts Payable



RecordCategory7 Years after Contract 



Closed



27-Jul-2009



Administrator /Records Management/HCSC File 



Plan/Finance



RecordCategory7 Years after Contract 



Closed



27-Jul-2009



Administrator /Records Management/HCSC File 



Plan/Legal/Contracts/Non-Disclosure 



Contracts



RecordCategory7 Years after Contract 



Closed



27-Jul-2009



Administrator /Records Management/HCSC File 



Plan/Finance/Accounts Receivable



RecordCategory7 Years after Contract 



Closed



27-Jul-2009



Administrator /Records Management/HCSC File 



Plan/Finance/Expense Reports



RecordCategory7 Years after Contract 



Closed



27-Jul-2009



Administrator /Records Management/HCSC File 



Plan/Legal/Contracts/Property Contracts



RecordCategory7 Years after Contract 



Closed



27-Jul-2009



Administrator /Records Management/HCSC File 



Plan/Legal/Contracts/Services Contracts



RecordCategory7 Years after Contract 



Closed



27-Jul-2009



 9Total:
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Schedule Name Created ByDate CreatedRMEntityTypeAction Name



17-Dec-2010   1:08 pm
List of Categories and Folders to which Disposal Schedule is applied



RM Entity Name



Administrator /Records Management/HCSC File 



Plan/Legal/Contracts/Import Contracts



RecordCategoryActive Contracts + 06 27-Jul-2009



 1Total:



Administrator /Records Management/HCSC File 



Plan/Sales/Orders



RecordCategoryDelete archive after 7 



years



27-Jul-2009



 1Total:



Administrator /Records Management/HCSC File Plan/Human 



Resources/Personnel/Employee Files



RecordCategoryEmployee Termination 



Date + 7 yrs



27-Jul-2009



Administrator /Records Management/HCSC File Plan/Human 



Resources/Personnel/Employee Files/John 



Doe



RecordCategoryEmployee Termination 



Date + 7 yrs



27-Jul-2009



 2Total:



Administrator /Records Management/HCSC File Plan/Human 



Resources/Personnel/Employee Files/Jimmy 



Jones



Destroy RecordCategoryEmployee Termination 



Date + 7 yrs



27-Jul-2009



 1Total:



Administrator /Records Management/HCSC File Plan/Project 



Documentation/2010 Projects/2010 Projects - 



Short Term



RecordCategoryShort Term Record 17-Mar-2010



 1Total:



Total Categories:  36



AdministratorRecordFolder.Demo - Immediate when 



Category Closes



/Records Management/HCSC File 



Plan/Legal/Contracts/Goods Contracts/Johnson Inc



27-Jul-2009



 1Total:



AdministratorRecordFolder.Demo - Immediate when 



Folder Closes



/Records Management/HCSC File 



Plan/Finance/Accounts Payable/Invoices 2006



27-Jul-2009



AdministratorRecordFolder.Demo - Immediate when 



Folder Closes



/Records Management/HCSC File 



Plan/Legal/Contracts/Services Contracts/Consulting 



Services



27-Jul-2009



AdministratorRecordFolder.Demo - Immediate when 



Folder Closes



/Records Management/HCSC File Plan/Subscriber 



Services Division/SSD Level 2/Benefit and Claims 



Management/Medical Claims Adjudication/Medical 



Claim Payment/Boeing Medical Payment



08-Dec-2010



AdministratorRecordFolder.Demo - Immediate when 



Folder Closes



/Records Management/HCSC File 



Plan/Finance/Accounts Payable/Invoices 2008



27-Jul-2009



AdministratorRecordFolder.Demo - Immediate when 



Folder Closes



/Records Management/HCSC File 



Plan/Finance/Accounts Payable/Invoices 2005



27-Jul-2009
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Schedule Name Created ByDate CreatedRMEntityTypeAction Name



17-Dec-2010   1:08 pm
List of Categories and Folders to which Disposal Schedule is applied



RM Entity Name



AdministratorRecordFolder.Demo - Immediate when 



Folder Closes



/Records Management/HCSC File 



Plan/Legal/Contracts/Goods Contracts/Smith 



Associates



27-Jul-2009



AdministratorRecordFolder.Demo - Immediate when 



Folder Closes



/Records Management/HCSC File 



Plan/Finance/Accounts Payable/Invoices 2007



27-Jul-2009



AdministratorRecordFolder.Demo - Immediate when 



Folder Closes



/Records Management/HCSC File 



Plan/Legal/Contracts/Goods Contracts/Palo 



Engineering



27-Jul-2009



AdministratorRecordFolder.Demo - Immediate when 



Folder Closes



/Records Management/HCSC File 



Plan/Legal/Contracts/Goods Contracts/Ace Services



27-Jul-2009



AdministratorRecordFolder.Demo - Immediate when 



Folder Closes



/Records Management/HCSC File 



Plan/Legal/Contracts/Goods Contracts/FXM Corp



27-Jul-2009



AdministratorRecordFolder.Demo - Immediate when 



Folder Closes



/Records Management/HCSC File 



Plan/Legal/Contracts/Goods Contracts/MNO Corp



27-Jul-2009



AdministratorRecordFolder.Demo - Immediate when 



Folder Closes



/Records Management/HCSC File 



Plan/Legal/Contracts/Goods Contracts/Jones Corp 



Records



27-Jul-2009



AdministratorRecordFolder.Demo - Immediate when 



Folder Closes



/Records Management/HCSC File 



Plan/Legal/Contracts/Goods Contracts/Larson and 



Larson



27-Jul-2009



 13Total:



AdministratorRecordFolder7 Years after Contract 



Closed



/Records Management/HCSC File 



Plan/Legal/Contracts/Goods Contracts/Box 1



27-Jul-2009



AdministratorRecordFolder7 Years after Contract 



Closed



/Records Management/HCSC File 



Plan/Finance/Accounts Payable/Invoices 2009



27-Jul-2009



 2Total:



AdministratorRecordFolderActive Contracts + 06 /Records Management/HCSC File 



Plan/Legal/Contracts/Import Contracts/Declarations



27-Jul-2009



 1Total:



 17Total Folders:
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Electronic Categories Folders Assoc with Disposition Schedule Summary.pdf




17-Dec-2010   1:30 pmList of Categories and Folders to which Disposal Schedule is applied



Total EntitiesRM Entity TypeSchedule Name Action Name



RecordCategory  11.Demo - Immediate 



when Category Closes



RecordCategory  1.Demo - Immediate 



when Category Closes



Destroy



RecordCategory  5.Demo - Immediate 



when Folder Closes



RecordCategory  1.Demo - Zero Day 



retention



RecordCategory  1.Demo Auto Destroy



RecordCategory  12 Years After Date 



Content Created with 



Review



RecordCategory  12 Years After Project 



Completed



RecordCategory  97 Years after Contract 



Closed



RecordCategory  1Active Contracts + 06



RecordCategory  1Delete archive after 7 



years



RecordCategory  2Employee Termination 



Date + 7 yrs



RecordCategory  1Employee Termination 



Date + 7 yrs



Destroy



RecordCategory  1Short Term Record



 36Total Categories:



RecordFolder.Demo - Immediate 



when Category Closes



 1



RecordFolder.Demo - Immediate 



when Folder Closes



 13



RecordFolder7 Years after Contract 



Closed



 2



RecordFolderActive Contracts + 06  1



Total Folders:  17
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Electronic Folders Created within Specific Period Detailed.pdf




DateCreated Creator



Electronic Folders Created between 01-Jan-2008 to 15-Dec-2010



17-Dec-2010   1:36 pm



RM Entity Name



/Records Management/HCSC File Plan/Finance/Accounts 



Payable/Invoices 2006



Administrator27-Jul-2009



/Records Management/HCSC File Plan/Finance/Expense 



Reports/WI Business Unit Expenses



Administrator27-Jul-2009



/Records Management/HCSC File Plan/Finance/Expense 



Reports/IL Business Unit Expenses



Administrator27-Jul-2009



/Records Management/HCSC File Plan/Physical 



Records/Panasonic Electronic Invoices



Administrator27-Jul-2009



/Records Management/HCSC File 



Plan/Legal/Contracts/Services Contracts/Consulting 



Services



Administrator27-Jul-2009



/Records Management/HCSC File Plan/Finance/Accounts 



Payable/Invoices 2008



Administrator27-Jul-2009



/Records Management/HCSC File Plan/Finance/Expense 



Reports/MN Business Unit Expenses



Administrator27-Jul-2009



/Records Management/HCSC File Plan/Finance/Accounts 



Payable/Invoices 2005



Administrator27-Jul-2009



/Records Management/HCSC File 



Plan/Legal/Contracts/Goods Contracts/Smith Associates



Administrator27-Jul-2009



/Records Management/HCSC File Plan/Finance/Accounts 



Payable/Invoices 2007



Administrator27-Jul-2009



/Records Management/HCSC File 



Plan/Legal/Contracts/Goods Contracts/Palo Engineering



Administrator27-Jul-2009



/Records Management/HCSC File 



Plan/Legal/Contracts/Goods Contracts/Ace Services



Administrator27-Jul-2009



/Records Management/HCSC File 



Plan/Legal/Contracts/Goods Contracts/FXM Corp



Administrator27-Jul-2009



/Records Management/HCSC File 



Plan/Legal/Contracts/Goods Contracts/MNO Corp



Administrator27-Jul-2009
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DateCreated Creator



Electronic Folders Created between 01-Jan-2008 to 15-Dec-2010



17-Dec-2010   1:36 pm



RM Entity Name



/Records Management/HCSC File 



Plan/Legal/Contracts/Import Contracts/Declarations



Administrator27-Jul-2009



/Records Management/HCSC File 



Plan/Legal/Contracts/Goods Contracts/Larson and Larson



Administrator27-Jul-2009



/Records Management/HCSC File Plan/Finance/Accounts 



Payable/Invoices 2009



Administrator27-Jul-2009



 17Total By Creator:



 17Total By Date:



/Records Management/HCSC File Plan/Subscriber 



Services Division/SSD Level 2/Benefit and Claims 



Management/Medical Claims Adjudication/Medical Claim 



Payment/Boeing Medical Payment



Administrator08-Dec-2010



 1Total By Creator:



 1Total By Date:



Total no of RecordFolders:  18
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Electronic Folders Created within Specific Period Summary.pdf




No. of Record Folders CreatedDateCreated



17-Dec-2010   1:38 pm
Electronic Folders Created between 01-Jan-2008 to 15-Dec-2010



 1727-Jul-2009



 108-Dec-2010



 18Total no of RecordFolders:
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Electronic Records Created by User Specified Period Summary.pdf




Created By Create Date No. of Entities Created



17-Dec-2010   1:43 pm
Electronic Records Created by User/Group between 01-Jan-2008 to 15-Dec-2010



Administrator  108-Dec-2009



Administrator  404-Mar-2010



Administrator  108-Mar-2010



Administrator  116-Mar-2010



Administrator  317-Mar-2010



Administrator  218-Mar-2010



Administrator  130-Apr-2010



Administrator  103-Jun-2010



Administrator  127-Aug-2010



Total:  15



steve  208-Dec-2010



Total:  2



Total Number of Records:  17
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Electronic Records Viewed by User Detailed.pdf




Viewed By View date



Electronic Records Viewed by User between 01-Jan-2008 to 15-Dec-2010
17-Dec-2010   1:50 pm



Created By Create Date EntityName
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Electronic Volumes Opened Specific Period Detailed.pdf




Created ByDate Opened



Electronic Volumes Opened between 01-Jan-2008 to 15-Dec-2010



17-Dec-2010   1:51 pm



RMEntityNameDateCreated



/Records Management/HCSC File 



Plan/Legal/Contracts/Import 



Contracts/Declarations/Declarations-00001



Administrator02-Jan-2008 27-Jul-2009



/Records Management/HCSC File 



Plan/Legal/Contracts/Goods Contracts/MNO 



Corp/MNO Corp-00001



Administrator08-Jan-2008 27-Jul-2009



/Records Management/HCSC File 



Plan/Legal/Contracts/Goods Contracts/Ace 



Services/Ace Services-00001



Administrator08-Jan-2008 27-Jul-2009



/Records Management/HCSC File 



Plan/Legal/Contracts/Goods Contracts/Palo 



Engineering/Palo Engineering-00001



Administrator08-Jan-2008 27-Jul-2009



/Records Management/HCSC File 



Plan/Legal/Contracts/Goods Contracts/Smith 



Associates/Smith Associates-00001



Administrator08-Jan-2008 27-Jul-2009



/Records Management/HCSC File 



Plan/Legal/Contracts/Goods Contracts/FXM 



Corp/FXM Corp-00001



Administrator08-Jan-2008 27-Jul-2009



/Records Management/HCSC File 



Plan/Legal/Contracts/Goods Contracts/Larson and 



Larson/Larson and Larson-00001



Administrator08-Jan-2008 27-Jul-2009



/Records Management/HCSC File 



Plan/Legal/Contracts/Goods Contracts/Johnson 



Inc/Johnson Inc-00001



Administrator11-Jan-2008 27-Jul-2009



/Records Management/HCSC File 



Plan/Legal/Contracts/Goods Contracts/Jones Corp 



Records/Jones Corp Records-00001



Administrator11-Jan-2008 27-Jul-2009



/Records Management/HCSC File 



Plan/Finance/Accounts Payable/Invoices 



2009/Invoices 2009-00001



Administrator15-Jan-2009 27-Jul-2009



/Records Management/HCSC File Plan/Subscriber 



Services Division/SSD Level 2/Benefit and Claims 



Management/Medical Claims Adjudication/Medical 



Claim Payment/Boeing Medical Payment/Boeing 



Medical Payment-00001



Administrator08-Dec-2010 08-Dec-2010



 11Total No. of Volumes:
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Records and Folders without Assoc Disp Schedule Detailed.pdf




Records and Folders without an Associated Disposition Schedule



17-Dec-2010   2:30 pm



FormatMedia



Type



Record 



Category/ 



Folder 



Identifier



Date Created/ 



Date Filed



IdEntity NameEntity Type Creator Location



RecordFolder 2007-002Administrator{21B5BB4B-8CE0-4853-9



D0D-25BFB7408C0E}



WI Business 



Unit Expenses



27-Jul-2009



RecordFolder 2007-003Administrator{7A4AA8C9-78E8-45C2-A



E4C-3FD044771B06}



IL Business 



Unit Expenses



27-Jul-2009



RecordFolder 2007-003Administrator{24ECE9A8-9B67-488E-A



0D7-45CB35C7EB74}



Panasonic 



Electronic 



Invoices



27-Jul-2009



RecordFolder 2007-004Bldg 1A-1100Administrator{8280B20A-FFBB-4833-9F



65-66724D4FB16F}



Riteway 



(Physical and 



Electronic 



Records)



27-Jul-2009



RecordFolder 2007-001Administrator{146F60A5-ABF6-489F-A6



C8-8B7B33FFD9B4}



MN Business 



Unit Expenses



27-Jul-2009



RecordFolder 2007-001File RoomAdministrator{522E4A16-610E-4C08-94



44-D0399D68628F}



Building 



Documentation



27-Jul-2009



RecordFolder 2007-002Bldg 1A-1100Administrator{38709DE9-F59D-4247-AF



C8-ED76DD2E0D0D}



Holiday 



Decorations



27-Jul-2009



RecordFolder 2007-005HQ 10098-1Administrator{1D2EF06F-0C8B-4AD3-A



1E0-F1C48F0DB8B9}



Safety Videos 27-Jul-2009



Total Folders:  8



Record W-8BEN.tif {73A0EA70-D762-47FC-A1



04-0B429AD7D0D6}



Administrator 4000-020008-Dec-2009



Record test nine {A4A35E22-A3DC-4C66-82



CE-11FBF161BD4D}



Administrator 400004-Mar-2010



Record NDA-1952(3).d



oc



{6121FD72-C032-486B-93E



2-41C6790AD825}



Administrator 6000-0900



-0010



18-Mar-2010



Record NDA-1954(1).d



oc



{2D9DE2E1-7F01-427B-A3



5B-4893F3FC5D8C}



Administrator 6000-0900



-0010



30-Apr-2010



Record Project 2020 



agreement - 



with attachment



{D1502A6C-F605-4B46-97



C3-4C7684C7BE8C}



Administrator 400016-Mar-2010
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Records and Folders without an Associated Disposition Schedule



17-Dec-2010   2:30 pm



FormatMedia



Type



Record 



Category/ 



Folder 



Identifier



Date Created/ 



Date Filed



IdEntity NameEntity Type Creator Location



Record a new email in 



case the old 



one was bad



{963F356F-769F-47CC-8F1



5-654A9617B0E9}



Administrator 400004-Mar-2010



Record Tezt legal 



agreement



{4D16D320-B768-41A4-89A



A-66B2F36A727A}



Administrator 400004-Mar-2010



Record FW Project 



wildhorse 



agreement - 



with attachment



{BAD88718-5B81-4560-9C



D5-6BD2E3441763}



Administrator 6000-0900



-0010



17-Mar-2010



Record test of archiving {6DC711C9-336B-48BF-9E



A6-801CBB5C2489}



Administrator 400008-Mar-2010



Record Disclosure in 



body  (should 



be extracted 



from local user 



inbox, declared 



a record, and 



assigned to 



record category 



Services 



Contracts)



{FDB7115F-5DB3-4459-B6



04-A5326DAE1420}



Administrator 4000-0300



-0040



27-Aug-2010



Record test two {DA63FC36-FAA5-4111-BD



5B-BFC682F271A2}



Administrator 400004-Mar-2010



Record IBM-090001.do



c.txt



{EF3047F3-431E-4E90-973



3-D6EA6FE7C858}



Administrator 4000-0300



-0040



17-Mar-2010



Record ABC-010001.d



oc(1).txt



{02986720-BC5D-4FC1-A9



61-E5E453E48B43}



Administrator 4000-0300



-0040



17-Mar-2010



Record Lupe 



Quintanilla.txt



{02FB8D6B-4FF4-4775-9D9



A-FB5C54740CC5}



Administrator 7000-0101



-0010



03-Jun-2010
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Records and Folders without an Associated Disposition Schedule



17-Dec-2010   2:30 pm



FormatMedia



Type



Record 



Category/ 



Folder 



Identifier



Date Created/ 



Date Filed



IdEntity NameEntity Type Creator Location



Record FW Last 



month's 



meeting on 



Project 



Wildhorse



{9A32BECE-4455-487B-9D



ED-FE2D4277B691}



Administrator 6000-0900



-0020



18-Mar-2010



Total Records filed in RecordCategories:  15



Record Focus Contract 



for Palo.pdf



{FF8236C2-110C-47F6-830



7-9FE0E13C7701}



steve 2008-00108-Dec-2010



Record Focus Contract 



for Larson and 



Larson.doc



{F91F3C56-3F91-4004-996



7-B2D0838EC782}



steve 2008-00108-Dec-2010



Total Records filed in RecordFolders:  2
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Actions Performed by User  Detailed.pdf




Actions Performed by a User 



Entity NameUser NameEntity TypeEvent Name



17-Dec-2010   2:33 pm



Audit Action Type Action Date



Create Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Subscriber Services Division/SSD 



Level 2



08-Dec-2010



Create Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Subscriber Services Division/SSD 



Level 2/Benefit and Claims Management



08-Dec-2010



Create Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Subscriber Services Division/SSD 



Level 2/Benefit and Claims 



Management/Medical Claims Adjudication



08-Dec-2010



Create Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Subscriber Services Division/SSD 



Level 2/Benefit and Claims 



Management/Medical Claims 



Adjudication/Medical Claim Payment



08-Dec-2010



Create Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Subscriber Services Division



08-Dec-2010



File Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Subscriber Services Division



08-Dec-2010



File Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Subscriber Services Division/SSD 



Level 2/Benefit and Claims 



Management/Medical Claims 



Adjudication/Medical Claim Payment



08-Dec-2010



File Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Subscriber Services Division/SSD 



Level 2/Benefit and Claims Management



08-Dec-2010



File Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Subscriber Services Division/SSD 



Level 2/Benefit and Claims 



Management/Medical Claims Adjudication



08-Dec-2010



File Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Subscriber Services Division/SSD 



Level 2



08-Dec-2010



RM Audit Event Destroy RecordCategory Administrator /Records Management/HCSC File 



Plan/Project Documentation/2005 Projects



08-Dec-2010



RM Audit Event Destroy RecordCategory Administrator /Records Management/HCSC File 



Plan/Project Documentation/2003 Projects



08-Dec-2010



Update Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Subscriber Services Division/SSD 



Level 2



08-Dec-2010
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Actions Performed by a User 



Entity NameUser NameEntity TypeEvent Name



17-Dec-2010   2:33 pm



Audit Action Type Action Date



Update Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Subscriber Services Division/SSD 



Level 2/Benefit and Claims Management



08-Dec-2010



Update Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Project Documentation/2005 Projects



08-Dec-2010



Update Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Project Documentation/2004 Projects



08-Dec-2010



Update Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Project Documentation/2003 Projects



08-Dec-2010



Update Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Subscriber Services Division



08-Dec-2010



Update Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Subscriber Services Division/SSD 



Level 2/Benefit and Claims 



Management/Medical Claims 



Adjudication/Medical Claim Payment



08-Dec-2010



Update Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Project Documentation



08-Dec-2010



Update Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Subscriber Services Division/SSD 



Level 2/Benefit and Claims 



Management/Medical Claims Adjudication



08-Dec-2010



Update Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Project Documentation/2003 Projects



08-Dec-2010



Update Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Project Documentation/2003 Projects



08-Dec-2010



Update Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Project Documentation/2005 Projects



08-Dec-2010



Update Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Project Documentation/2005 Projects



08-Dec-2010



Update Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Project Documentation/2004 Projects



08-Dec-2010



Update Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Project Documentation/2005 Projects



08-Dec-2010



Update Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Project Documentation/2003 Projects



08-Dec-2010



Update Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Operations



08-Dec-2010



Update Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Project Documentation/2003 Projects



08-Dec-2010



Update Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Project Documentation



08-Dec-2010
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Actions Performed by a User 



Entity NameUser NameEntity TypeEvent Name



17-Dec-2010   2:33 pm



Audit Action Type Action Date



Update Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Project Documentation/2003 Projects



08-Dec-2010



Update Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Project Documentation/2005 Projects



08-Dec-2010



Update Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Project Documentation/2005 Projects



08-Dec-2010



Update Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Project Documentation/2006 Projects



08-Dec-2010



Update Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Project Documentation/2003 Projects



08-Dec-2010



Update Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Project Documentation/2006 Projects



08-Dec-2010



Update Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Sales/Orders/Order Database Archive 



files



08-Dec-2010



Update Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Project Documentation/2003 Projects



08-Dec-2010



Update Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Project Documentation/2005 Projects



08-Dec-2010



Update Event RecordCategory Administrator /Records Management/HCSC File 



Plan/Project Documentation/2005 Projects



08-Dec-2010



Total Record Categories :  41



Create Event RecordFolder Administrator /Records Management/HCSC File 



Plan/Subscriber Services Division/SSD 



Level 2/Benefit and Claims 



Management/Medical Claims 



Adjudication/Medical Claim Payment/Boeing 



Medical Payment



08-Dec-2010



File Event RecordFolder Administrator /Records Management/HCSC File 



Plan/Subscriber Services Division/SSD 



Level 2/Benefit and Claims 



Management/Medical Claims 



Adjudication/Medical Claim Payment/Boeing 



Medical Payment



08-Dec-2010



RM Audit Event Destroy RecordFolder Administrator /Records Management/HCSC File 



Plan/Operations/Demonstrate disposition of 



a folder



08-Dec-2010
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Actions Performed by a User 



Entity NameUser NameEntity TypeEvent Name



17-Dec-2010   2:33 pm



Audit Action Type Action Date



Update Event RecordFolder Administrator /Records Management/HCSC File 



Plan/Operations/Demonstrate disposition of 



a folder



08-Dec-2010



Update Event RecordFolder Administrator /Records Management/HCSC File 



Plan/Operations/Demonstrate disposition of 



a folder



08-Dec-2010



Update Event RecordFolder Administrator /Records Management/HCSC File 



Plan/Operations/Demonstrate disposition of 



a folder



08-Dec-2010



Update Event RecordFolder Administrator /Records Management/HCSC File 



Plan/Subscriber Services Division/SSD 



Level 2/Benefit and Claims 



Management/Medical Claims 



Adjudication/Medical Claim Payment/Boeing 



Medical Payment



08-Dec-2010



Update Event RecordFolder Administrator /Records Management/HCSC File 



Plan/Operations/Demonstrate disposition of 



a folder



08-Dec-2010



Update Event RecordFolder Administrator /Records Management/HCSC File 



Plan/Operations/Demonstrate disposition of 



a folder



08-Dec-2010



Total Record Folders :  9



Create Event /Records Management/HCSC File 



Plan/Sales/Orders/Order Database Archive 



files/Lupe Quintanilla.txt



RecordInfo Administrator 03-Jun-2010



Update Event /Records Management/HCSC File 



Plan/Sales/Orders/Order Database Archive 



files/Lupe Quintanilla.txt



RecordInfo Administrator 03-Jun-2010



Update Event /Records Management/HCSC File 



Plan/Legal/test two



RecordInfo Administrator 09-Dec-2010



Update Event /Records Management/HCSC File 



Plan/Operations/Demonstrate disposition of 



a folder/Demonstrate disposition of a 



folder-00002/TSY03007-BRPT-01.pdf



RecordInfo Administrator 08-Dec-2010



Update Event /Records Management/HCSC File 



Plan/Operations/Demonstrate disposition of 



a folder/Demonstrate disposition of a 



folder-00002/TSY03007-BRPT-01.pdf



RecordInfo Administrator 08-Dec-2010
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Actions Performed by a User 



Entity NameUser NameEntity TypeEvent Name



17-Dec-2010   2:33 pm



Audit Action Type Action Date



Update Event /Records Management/HCSC File 



Plan/Legal/test of archiving



RecordInfo Administrator 09-Dec-2010



Update Event /Records Management/HCSC File 



Plan/Project Documentation/2010 



Projects/2010 Projects - Short Term/FW 



Last month's meeting on Project Wildhorse



RecordInfo Administrator 09-Dec-2010



Update Event /Records Management/HCSC File 



Plan/Operations/Demonstrate disposition of 



a folder/Demonstrate disposition of a 



folder-00002/6720_TD_Banknorth_US_Cas



estudy_IMC14251USEN00_Final_Jun11_09.



pdf



RecordInfo Administrator 08-Dec-2010



Update Event /Records Management/HCSC File 



Plan/Legal/test nine



RecordInfo Administrator 09-Dec-2010



Update Event /Records Management/HCSC File 



Plan/Operations/Demonstrate disposition of 



a folder/Demonstrate disposition of a 



folder-00002/TSY03007-BRPT-01.pdf



RecordInfo Administrator 08-Dec-2010



Update Event /Records Management/HCSC File 



Plan/Legal/Tezt legal agreement



RecordInfo Administrator 09-Dec-2010



Update Event /Records Management/HCSC File 



Plan/Operations/Demonstrate disposition of 



a folder/Demonstrate disposition of a 



folder-00002/6720_TD_Banknorth_US_Cas



estudy_IMC14251USEN00_Final_Jun11_09.



pdf



RecordInfo Administrator 08-Dec-2010



Update Event /Records Management/HCSC File 



Plan/Operations/Demonstrate disposition of 



a folder/Demonstrate disposition of a 



folder-00002/6720_TD_Banknorth_US_Cas



estudy_IMC14251USEN00_Final_Jun11_09.



pdf



RecordInfo Administrator 08-Dec-2010



Update Event /Records Management/HCSC File 



Plan/Operations/Demonstrate disposition of 



a folder/Demonstrate disposition of a 



folder-00002/TSY03007-BRPT-01.pdf



RecordInfo Administrator 08-Dec-2010



Update Event /Records Management/HCSC File 



Plan/Legal/test two



RecordInfo Administrator 09-Dec-2010



Update Event /Records Management/HCSC File 



Plan/Sales/Orders/Order Database Archive 



files/Lupe Quintanilla.txt



RecordInfo Administrator 09-Dec-2010
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Actions Performed by a User 



Entity NameUser NameEntity TypeEvent Name



17-Dec-2010   2:33 pm



Audit Action Type Action Date



Update Event /Records Management/HCSC File 



Plan/Legal/Contracts/Services 



Contracts/ABC-010001.doc(1).txt



RecordInfo Administrator 09-Dec-2010



Update Event /Records Management/HCSC File 



Plan/Legal/test nine



RecordInfo Administrator 09-Dec-2010



Update Event /Records Management/HCSC File 



Plan/Legal/a new email in case the old one 



was bad



RecordInfo Administrator 09-Dec-2010



Update Event /Records Management/HCSC File 



Plan/Legal/Tezt legal agreement



RecordInfo Administrator 09-Dec-2010



Update Event /Records Management/HCSC File 



Plan/Operations/Demonstrate disposition of 



a folder/Demonstrate disposition of a 



folder-00002/6720_TD_Banknorth_US_Cas



estudy_IMC14251USEN00_Final_Jun11_09.



pdf



RecordInfo Administrator 08-Dec-2010



Total Records :  21
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Actions Performed by User Summary.pdf




Actions Performed by a User 



Event Name Total EntitiesEntity Type



08-Dec-2010



Create Event  5RecordCategory



File Event  5RecordCategory



RM Audit Event  2RecordCategory



Update Event  29RecordCategory



Create Event  1RecordFolder



File Event  1RecordFolder



RM Audit Event  1RecordFolder



Update Event  6RecordFolder



RecordInfo  10Create Event



RecordInfo  9RM Audit Event



RecordInfo  36Update Event
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Disposition Schedule Defined in a File Plan Details.pdf




Action Name Entity Type Entity Name



Disposition Schedule Defined in a File Plan 08-Dec-2010   2:36 pm



Disposition Schedule 



Name



                                                                                                                                                                                                                  



                                                                                                                                                                                                   
.Demo - Immediate when 



Category Closes



/Records Management/Focus 



Corp/Project Documentation/2006 



Projects



RecordCategory



/Records Management/Focus 



Corp/Accounts/Applications



RecordCategory



/Records Management/Focus 



Corp/Project Documentation/2008 



Projects



RecordCategory



/Records Management/Focus 



Corp/Project Documentation/2007 



Projects/Project Plans



RecordCategory



/Records Management/Focus 



Corp/Legal/Contracts/Goods Contracts



RecordCategory



/Records Management/Focus 



Corp/Project Documentation/2007 



Projects



RecordCategory



/Records Management/Focus 



Corp/Project Documentation/2010 



Projects



RecordCategory



/Records Management/Focus 



Corp/Accounts/Correspondence



RecordCategory



/Records Management/Focus 



Corp/Project Documentation/2003 



Projects



RecordCategory



/Records Management/Focus 



Corp/Project Documentation/2005 



Projects



RecordCategory



/Records Management/Focus 



Corp/Project Documentation



RecordCategory



/Records Management/Focus 



Corp/Project Documentation/2009 



Projects



RecordCategory
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Disposition Schedule 



Name



/Records Management/Focus 



Corp/Project Documentation/2007 



Projects/Project Charters



RecordCategory



/Records Management/Focus 



Corp/Project Documentation/2007 



Projects/System Plans



RecordCategory



/Records Management/Focus 



Corp/Project Documentation/2010 



Records



RecordCategory



/Records Management/Focus 



Corp/Project Documentation/2009 



Projects/2010 Projects



RecordCategory



Total Record Categories:  16



/Records Management/Focus 



Corp/Legal/Contracts/Goods 



Contracts/Johnson Inc



RecordFolder



Total Record Folders:  1



.Demo - Immediate when 



File Closes



.Demo - Immediate when 



Folder Closes



/Records Management/Focus 



Corp/Subscriber Services Division



RecordCategory



/Records Management/Focus 



Corp/Subscriber Services Division/SSD 



Level 2



RecordCategory



/Records Management/Focus 



Corp/Subscriber Services Division/SSD 



Level 2/Benefit and Claims 



Management/Medical Claims 



Adjudication



RecordCategory
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Disposition Schedule 



Name



/Records Management/Focus 



Corp/Subscriber Services Division/SSD 



Level 2/Benefit and Claims Management



RecordCategory



/Records Management/Focus 



Corp/Subscriber Services Division/SSD 



Level 2/Benefit and Claims 



Management/Medical Claims 



Adjudication/Medical Claim Payment



RecordCategory



Total Record Categories:  5



/Records Management/Focus 



Corp/Finance/Accounts 



Payable/Invoices 2006



RecordFolder



/Records Management/Focus 



Corp/Legal/Contracts/Services 



Contracts/Consulting Services



RecordFolder



/Records Management/Focus 



Corp/Operations/Demonstrate 



disposition of a folder



RecordFolderDestroy



/Records Management/Focus 



Corp/Subscriber Services Division/SSD 



Level 2/Benefit and Claims 



Management/Medical Claims 



Adjudication/Medical Claim 



Payment/Boeing Medical Payment



RecordFolder



/Records Management/Focus 



Corp/Finance/Accounts 



Payable/Invoices 2008



RecordFolder



/Records Management/Focus 



Corp/Finance/Accounts 



Payable/Invoices 2005



RecordFolder



/Records Management/Focus 



Corp/Legal/Contracts/Goods 



Contracts/Smith Associates



RecordFolder
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Disposition Schedule 



Name



/Records Management/Focus 



Corp/Finance/Accounts 



Payable/Invoices 2007



RecordFolder



/Records Management/Focus 



Corp/Legal/Contracts/Goods 



Contracts/Palo Engineering



RecordFolder



/Records Management/Focus 



Corp/Legal/Contracts/Goods 



Contracts/Ace Services



RecordFolder



/Records Management/Focus 



Corp/Legal/Contracts/Goods 



Contracts/FXM Corp



RecordFolder



/Records Management/Focus 



Corp/Legal/Contracts/Goods 



Contracts/MNO Corp



RecordFolder



/Records Management/Focus 



Corp/Legal/Contracts/Goods 



Contracts/Jones Corp Records



RecordFolder



/Records Management/Focus 



Corp/Legal/Contracts/Goods 



Contracts/Larson and Larson



RecordFolder



Total Record Folders:  14



.Demo - Immediate when 



Volume Closes



.Demo - Zero Day retention



/Records Management/Focus 



Corp/Application Retirement



RecordCategory



Total Record Categories:  1



.Demo Auto Destroy



/Records Management/Focus 



Corp/Project Documentation/2004 



Projects



RecordCategory
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Disposition Schedule 



Name



Total Record Categories:  1



2 Years After Date Content 



Created with Review



/Records Management/Focus 



Corp/Sales/Orders/Order Database 



Archive files



RecordCategory



Total Record Categories:  1



2 Years After Project 



Completed



/Records Management/Focus 



Corp/Project Documentation/2010 



Projects/2010 Projects - Entertainment



RecordCategory



Total Record Categories:  1



7 Years after Contract 



Closed



/Records Management/Focus 



Corp/Finance/Annual Reporting



RecordCategory



/Records Management/Focus 



Corp/Legal/Contracts



RecordCategory



/Records Management/Focus 



Corp/Finance/Accounts Payable



RecordCategory



/Records Management/Focus 



Corp/Finance



RecordCategory



/Records Management/Focus 



Corp/Legal/Contracts/Non-Disclosure 



Contracts



RecordCategory



/Records Management/Focus 



Corp/Finance/Accounts Receivable



RecordCategory



/Records Management/Focus 



Corp/Finance/Expense Reports



RecordCategory
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Disposition Schedule 



Name



/Records Management/Focus 



Corp/Legal/Contracts/Property Contracts



RecordCategory



/Records Management/Focus 



Corp/Legal/Contracts/Services 



Contracts



RecordCategory



Total Record Categories:  9



/Records Management/Focus 



Corp/Legal/Contracts/Goods 



Contracts/Box 1



RecordFolder



/Records Management/Focus 



Corp/Finance/Accounts 



Payable/Invoices 2009



RecordFolder



Total Record Folders:  2



Active Contracts + 06



/Records Management/Focus 



Corp/Legal/Contracts/Import Contracts



RecordCategory



Total Record Categories:  1



/Records Management/Focus 



Corp/Legal/Contracts/Import 



Contracts/Declarations



RecordFolder



Total Record Folders:  1



Administrative Grievance, 



Disciplinary, and Adverse 



Action Files



Closed



Consulting Contract 



Schedule
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Disposition Schedule 



Name



Contracts with a Value 



Greater Than $1M



Contracts with a Value 



less than $1 million 



Dollars



Delete archive after 7 



years



/Records Management/Focus 



Corp/Sales/Orders



RecordCategory



Total Record Categories:  1



Employee Personnel Files



Employee Termination 



Date + 7 yrs



/Records Management/Focus 



Corp/Human 



Resources/Personnel/Employee 



Files/Jimmy Jones



RecordCategoryDestroy



/Records Management/Focus 



Corp/Human 



Resources/Personnel/Employee Files



RecordCategory



/Records Management/Focus 



Corp/Human 



Resources/Personnel/Employee 



Files/John Doe



RecordCategory



Total Record Categories:  3



Example - Alternate 



Retention by State



Example - Date 



Superceded



Example - Review after 



Contract Folder Close
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Disposition Schedule 



Name



Legal Projects



One year disposition



Retroactive Employee 



Termination + 7 yrs



Short Term Record



/Records Management/Focus 



Corp/Project Documentation/2010 



Projects/2010 Projects - Short Term



RecordCategory



Total Record Categories:  1
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Entity Type



Disposition Schedule Defined in a File Plan 08-Dec-2010   7:57 pm



Disposition Schedule 



Name



Total Entities



.Demo - Immediate when 



Category Closes



RecordCategory  16



RecordFolder  1



.Demo - Immediate when 



File Closes



 0



.Demo - Immediate when 



Folder Closes



RecordCategory  5



RecordFolder  14



.Demo - Immediate when 



Volume Closes



 0



.Demo - Zero Day retention



RecordCategory  1



.Demo Auto Destroy



RecordCategory  1



2 Years After Date Content 



Created with Review



RecordCategory  1



2 Years After Project 



Completed



RecordCategory  1
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Disposition Schedule 



Name



Total Entities



7 Years after Contract 



Closed



RecordCategory  9



RecordFolder  2



Active Contracts + 06



RecordCategory  1



RecordFolder  1



Administrative Grievance, 



Disciplinary, and Adverse 



Action Files



 0



Closed



 0



Consulting Contract 



Schedule



 0



Contracts with a Value 



Greater Than $1M



 0



Contracts with a Value 



less than $1 million 



Dollars



 0
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Disposition Schedule 



Name



Total Entities



Delete archive after 7 



years



RecordCategory  1



Employee Personnel Files



 0



Employee Termination 



Date + 7 yrs



RecordCategory  3



Example - Alternate 



Retention by State



 0



Example - Date 



Superceded



 0



Example - Review after 



Contract Folder Close



 0



Legal Projects



 0



One year disposition



 0



Retroactive Employee 
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Disposition Schedule 



Name



Total Entities



Termination + 7 yrs



 0



Short Term Record



RecordCategory  1
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© Copyright CGOC Forum LLC, 2013. 
The information contained in this publication is provided for informational purposes only. While efforts were made to verify the completeness and accuracy of the 
information contained in this publication, it is provided AS IS without warranty of any kind, express or implied. Nothing contained in these materials is intended to, 
nor shall have the effect of, stating or implying that any activities undertaken by you will result in any specific sales, revenue growth, savings or other results. Do not 
copy, cite, or distribute without permission of the CGOC. 
 
For inquiries please contact us at cgoc@cgoc.com or go to www.cgoc.com for more information. 
Information Economics Process Assessment Kit


March 2013


About CGOC


CGOC (Compliance, Governance and Oversight Council) is a forum of over 2200 legal, IT, records and information 
management professionals from corporations and government agencies. CGOC publishes reference guides and articles 
and conducts primary research; its Benchmark Reports have been cited in numerous legal opinions and briefs and its 
ILG Leaders Guide widely referenced and adopted by organizations. CGOC members convene in small working groups, 
regional meetings and its annual strategy summit to discuss information governance and economics, eDiscovery, data 
disposal, retention, and privacy. CGOC has been advancing governance practices and driving thought leadership since 
2004. For more information go to www.cgoc.com.


“Companies should securely dispose of or de-identify personal data once they no 


longer need it, unless they are under a legal obligation to do otherwise.” 


— The White House, Consumer Privacy Bill of Rights, Feb. 23, 2012
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Improving Information Economics and Defensible Disposal 
of Unnecessary Data
Improving information economics is an imperative for most organizations. As information volume rises rapidly, business 
users face greater challenges to extract value, IT costs for basic infrastructure rise beyond budgets, and legal risks and 
cost increase as well. To make way for new and more useful information, ensure businesses get value from data, control 
IT and legal costs, and lower risk and exposure, companies should dispose of unnecessary data debris. 


As information ages, its value declines with time. Unfortunately, the cost to manage it is relatively constant and 
ediscovery costs and risks rise with time. When information is no longer needed, information “supply” exceeds 
information “demand”. This creates a widening gap between the value the information provides an organization and its 
cost and risk. Closing these gaps is important to legal, IT, security, privacy and business stakeholders. When processes and 
stakeholders are silo’ed and operate without a high degree of interlock and transparency, it is very difficult to tie actual 
need for information (demand) with information assets (supply).


Risk-to-
Value Gap 


Cost-to-
Value Gap 


Quantity 


Time  


Cost 


Risk 


INFO VALUE 


Value 


Business Need Regulator Need (TAX) No Need 


$4M to store 1PB and 
app cost materially adds 
to run rate
Data storage consumes 
growing share of budget; 
sunsetting too slow 


1 Source: Big data: The next frontier for innovation, competition, and productivity McKinsey & Company, 2011 Study
2 Gartner e-discovery Report


BUSINESS LEGAL IT


Information volume 
doubles every 18-
24 months in most 
organizations
90% of the world’s 
information was created 
in the last 2 years1


It costs $18,000 to 
do e-discovery on 1 
gigabyte2


e-discovery consumes 
as much as half of 
litigation budget 







4 Information Economics Process Assessment Kit


To improve information economics and enable defensible disposal of data debris, organizations need to understand 
and optimize eighteen processes that determine information value, cost and risk. An organization’s process capabilities 
and maturity determine its ability to understand and extract information value, align cost to value over time, minimize 
information and legal risk and lower total IT and legal costs.


This CGOC practitioners’ tool helps organizations understand and assess their process capabilities and current process 
risks; tools like the ILG Leaders Guide provide a roadmap to optimizing processes to improve information economics. 


Quantity 


!"#$%%


Archiving & Tiering Inflection Point: Align Cost as Value Declines 


Disposal Inflection Point:  Eliminate Cost When No Value 


Analytics Inflection Point:  Realize Value as Context Erodes 


INFO VALUE 


Minimize “run the 
shop” costs to increase 
investment in “grow the 
firm” activities
Cut total costs even as 
total volume rises


BUSINESS LEGAL IT


Leverage information 
for better decisions
Don’t waste budget on 
unnecessary IT or legal 
services


Meet e-discovery 
obligations cost 
effectively and efficiently 
for the enterprise


Manage conflicting 
privacy and regulatory 
duties 


Three critical inflection points in information lifecycle drive value, cost and risk:


1.	 Analytics to maximize value as context erodes
2.	 Archiving and tiering to ensure cost declines as value declines
3.	 Disposal to ensure that when need is gone, there is no remaining cost 
Information lifecycle governance improves information economics for legal, business & IT
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Processes Capability and Maturity


A clear understanding of process maturity levels and your 
organization’s current process capabilities and practices 
will help frame the work effort and change management 
required to improve information economics and achieve 
defensible disposal. The eighteen information economics 
processes incorporate the way an organization defines 
demand (what information is needed, why and for how 
long) and how it manages supply (what is provisioned, 
managed, decommissioned, and disposed).


At the highest level of maturity and capability, there is 
a closed loop between supply and demand, information 
cost is aligned with its value over time, and risk is limited 
or removed. More precise and rigorous legal holds and 
retention as well as consistent, defensible disposal is 
designed into processes at maturity level 4.


Level 1 is an ad hoc, manual and unstructured process 
performed differently by each practitioner; only the 
individual practitioner has access to the process facts or 
results. These processes are highly unreliable and difficult 
to audit.


Level 2 is a manual process with some consistency in how 
it is performed across practitioners within a particular 
function or department; only the department has access to 
the process facts and results, and often these are embedded 
in multiple spreadsheets and seldom accessed. These 
processes can be more reliable, but still very difficult to 
audit.


Level 3 is a semi-automated process performed consistently 
within a department with process facts and results readily 
accessible to departmental stakeholders. Stakeholders 
beyond the department who participate in or are 
dependent upon the process are not integrated. These 
interdepartmental processes are more consistent and can 
readily be audited; however audit results may reflect their 
lack of intradepartmental collaboration.


Level 4 is an automated and cross-functional process that 
is performed consistently with inclusion of dependent 
stakeholders across multiple departments. Process facts 
and results are readily available across organizations. These 
processes have the lowest risk, highest reliability and are 
readily and successfully audited. 
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Process Brief Description
Process Risk or Immaturity 
Consequences


Level 1: Ad Hoc, Manual, 
Unstructured


Level 2: Manual, 
Structured


Level 3: Semi-Automated
Within Silo


Level 4: Automated and Fully Integrated Across 
Functions


Your
Level


A Employees on 
Legal Holds


Determining employees with 
information potentially relevant 
to an actual or anticipated 
lawsuit or government 
investigation. 


Custodians are not identified and 
potentially relevant information is 
inadvertently modified or deleted.


Multiple custodian spreadsheets 
managed by the individual 
paralegal or attorney. 


Custodian lists are kept in 
Word or Excel in a shared 
location or in a shared 
mailbox. Questionnaire 
mailed to custodians, 
responses compiled 
manually for collection /
counsel follow up.


Systematic scope and selection by 
organization, people from current and 
historical organization data. Systematically 
track all custodians in all holds including 
multiple holds per custodian. Scope 
terminated/ transferred employees involved. 
Interviews are systematically done, responses 
compiled and responses are automatically 
flagged and escalated as appropriate. 


Real-time update of custodian roles, transitions, responsibilities, 
automatic employee transition/transition alerts by attorney 
and matter; copy or cross reference custodian lists across similar 
matters. Scope is revisited and refined at least quarterly to 
release or include custodians. Individual responses to interview 
questions are propagated to hold scope and interview results 
shared with outside counsel to interview by exception. Level 3 
capabilities.


B Data on Legal 
Hold


Determining information, 
records and data sources that 
are potentially relevant to an 
actual or anticipated lawsuit or 
government investigation.


Actual, rogue or IT managed data 
sources missed in hold execution, 
potentially relevant information is 
inadvertently modified or deleted.


Limited collection from data 
sources, custodian rather than 
information based; spreadsheet 
tracking/lists. 


Identify data sources by 
organization; understand 
back up procedures. 
Questionnaire mailed 
to custodians, responses 
compiled manually for 
collection /counsel follow 
up.


Have linked legacy tapes and data sources to 
organizations and open holds/collections. 


Automatically scope people, systems, production and back 
up data, information and records in holds; scope terminated 
employee data and legacy data/tapes where applicable. Scope 
is revisited and refined at least quarterly to release or include 
data. Can scope directly from a data source catalog shared with 
business liaisons, IT, Info Sec, and other data quality stakeholders 
with reliability. IT interviews are done both periodically and 
in matter context and responses are aggregated for individual 
matters and across the legal team. 


C Hold 
publication


Communicating, syndicating 
and executing legal holds to 
people, systems and data sources 
for execution and compliance.


IT or employees migrate, retire or 
modify data because they lacked hold 
visibility.


Manual notices, confirmations, 
no escalations Description 
of information hold requires 
interpretation and manual effort 
to comply. 


Centralize reply email box 
for confirmations, Process 
well communicated, all 
holds on intranet. 


Systematically send notices and reminders, 
require and track confirmations, ability to 
manage exceptions, employees can look up 
their holds at any time. Communications 
tailored to recipient role (IT, RIM, 
employee). 


Publish to system, propagate hold, automate hold enforcement. 
IT Staff have continuous visibility to current discovery duties, 
holds during routine data management activities; automatically 
flag records in appropriate systems. Holds are timely released and 
release syndication is done with same rigor as hold syndication. 
Level 3 capabilities.


D Evidence 
Collection


Fact finding and inquiry with 
employees with knowledge of a 
matter in dispute to determine 
potentially relevant information 
and its whereabouts and sources. 


Collecting potential evidence 
in response to an agreed-upon 
request with an adversary or 
government agency.


Dynamic, diverse information facts 
not considered in preservation 
and collection planning, data is 
overlooked; no follow through on 
information identified in custodian 
interviews.


Collection failure from overlooked 
source, departing employee, 
incomplete prior collection inventory, 
communication and tracking errors.


Duplicate spreadsheets of 
custodians and information in 
IT and Legal; multiple copies of 
collected data.


Centralized, version 
controlled spreadsheets of 
custodians and information; 
evidence server organized 
by matter folder but no 
inventory by custodian and 
data.


System log of collection requests by matter, 
issuer and collector. Collection logging is 
done by discovery staff in a shared system. 
An inventory of evidence is well managed 
and not overlooked in scoping other 
matters. Interview results and insights are 
used to inform the collection activity. 


Interview results are automatically incorporated into custodian 
or data source specific collection instructions without rekeying. 
IT or collection staff can efficiently and automatically collect 
by custodian and content without re-logging the request or 
recollecting the same data. Collection data and chain of custody 
is automatically logged. IT and legal share complete transparency 
on collections and legal can monitor progress and process while 
IT can process work by custodian or data source efficiently. From 
their browsers, legal staff can collect directly from custodians and 
systems with precision. Evidence is not duplicated in multiple 
locations and it is timely disposed. Level 3 capabilities. 


E
Evidence 
Analysis & Cost 
Controls


Assessing information to 
understand dispute and potential 
information sources and for 
determining, controlling and 
communicating the costs of 
outside review of relevant 
information.


Material issues in dispute are poorly 
understood until after strategy 
established and expenses incurred. 
Excessive data causes litigation costs to 
exceed dispute value.


Over-collect from custodians, 
over scope custodians. No culling 
of clearly irrelevant information 
before sending to vendor or 
outside counsel. Don’t assess costs 
prior to collection and review; no 
cost baseline available. 


High quantity of data for 
review. Some basic processes 
for culling of irrelevant 
information by basic means 
such as date ranges used in 
some cases. Estimate costs 
on the “big matters” in 
spreadsheets or by outside 
counsel. 


Quantity of data reviewed from tightly 
scoped custodians, leveraging prior scoping 
histories. Consistent & enforced culling 
performed by preferred vendors utilizing 
objective criteria such as keywords, date 
ranges, file types, domain names & data 
sources. Discovery cost forecasts available 
as the hold is scoped, costs are calculated 
continuously.


Consistently limit scope of collection and review; early case 
assessment performed before collection for earliest/optimized 
matter resolution, advanced culling techniques employed 
leveraging visual analytics; defined & repeatable process for 
providing outside counsel early case assessment before processing, 
manage cost at portfolio level. Level 3 capabilities.


F Legal Record


Documenting the custodians and 
data sources identified, the legal 
hold and collection activities 
over multi-year matter lifecycle.


Unable to readily assemble, 
understand or defend preservation and 
discovery record. Failures in custodian 
and data source management. 
Preservation, collection detected long 
after occurrence and cause unnecessary 
remediation cost and risk.


Each attorney tracks their own 
matters, status. 


Formal, but manual 
reporting of open holds; 
no summary reporting on 
interviews, collections, 
response. 


Automated reminders and escalations, 
online audit trail, management reporting 
on discovery status, visibility within legal 
department across custodians, collected 
inventory, and matters. 


Appropriate visibility across IT, Legal and Business; self-service 
dashboards for legal obligations, tasks, risk and cost reduction 
opportunities. Level 3 capabilities.


LEGAL







7


Process Brief Description
Process Risk or Immaturity 
Consequences


Level 1: Ad Hoc, Manual, 
Unstructured


Level 2: Manual, 
Structured


Level 3: Semi-Automated
Within Silo


Level 4: Automated and Fully Integrated Across 
Functions


Your
Level


A Employees on 
Legal Holds


Determining employees with 
information potentially relevant 
to an actual or anticipated 
lawsuit or government 
investigation. 


Custodians are not identified and 
potentially relevant information is 
inadvertently modified or deleted.


Multiple custodian spreadsheets 
managed by the individual 
paralegal or attorney. 


Custodian lists are kept in 
Word or Excel in a shared 
location or in a shared 
mailbox. Questionnaire 
mailed to custodians, 
responses compiled 
manually for collection /
counsel follow up.


Systematic scope and selection by 
organization, people from current and 
historical organization data. Systematically 
track all custodians in all holds including 
multiple holds per custodian. Scope 
terminated/ transferred employees involved. 
Interviews are systematically done, responses 
compiled and responses are automatically 
flagged and escalated as appropriate. 


Real-time update of custodian roles, transitions, responsibilities, 
automatic employee transition/transition alerts by attorney 
and matter; copy or cross reference custodian lists across similar 
matters. Scope is revisited and refined at least quarterly to 
release or include custodians. Individual responses to interview 
questions are propagated to hold scope and interview results 
shared with outside counsel to interview by exception. Level 3 
capabilities.


B Data on Legal 
Hold


Determining information, 
records and data sources that 
are potentially relevant to an 
actual or anticipated lawsuit or 
government investigation.


Actual, rogue or IT managed data 
sources missed in hold execution, 
potentially relevant information is 
inadvertently modified or deleted.


Limited collection from data 
sources, custodian rather than 
information based; spreadsheet 
tracking/lists. 


Identify data sources by 
organization; understand 
back up procedures. 
Questionnaire mailed 
to custodians, responses 
compiled manually for 
collection /counsel follow 
up.


Have linked legacy tapes and data sources to 
organizations and open holds/collections. 


Automatically scope people, systems, production and back 
up data, information and records in holds; scope terminated 
employee data and legacy data/tapes where applicable. Scope 
is revisited and refined at least quarterly to release or include 
data. Can scope directly from a data source catalog shared with 
business liaisons, IT, Info Sec, and other data quality stakeholders 
with reliability. IT interviews are done both periodically and 
in matter context and responses are aggregated for individual 
matters and across the legal team. 


C Hold 
publication


Communicating, syndicating 
and executing legal holds to 
people, systems and data sources 
for execution and compliance.


IT or employees migrate, retire or 
modify data because they lacked hold 
visibility.


Manual notices, confirmations, 
no escalations Description 
of information hold requires 
interpretation and manual effort 
to comply. 


Centralize reply email box 
for confirmations, Process 
well communicated, all 
holds on intranet. 


Systematically send notices and reminders, 
require and track confirmations, ability to 
manage exceptions, employees can look up 
their holds at any time. Communications 
tailored to recipient role (IT, RIM, 
employee). 


Publish to system, propagate hold, automate hold enforcement. 
IT Staff have continuous visibility to current discovery duties, 
holds during routine data management activities; automatically 
flag records in appropriate systems. Holds are timely released and 
release syndication is done with same rigor as hold syndication. 
Level 3 capabilities.


D Evidence 
Collection


Fact finding and inquiry with 
employees with knowledge of a 
matter in dispute to determine 
potentially relevant information 
and its whereabouts and sources. 


Collecting potential evidence 
in response to an agreed-upon 
request with an adversary or 
government agency.


Dynamic, diverse information facts 
not considered in preservation 
and collection planning, data is 
overlooked; no follow through on 
information identified in custodian 
interviews.


Collection failure from overlooked 
source, departing employee, 
incomplete prior collection inventory, 
communication and tracking errors.


Duplicate spreadsheets of 
custodians and information in 
IT and Legal; multiple copies of 
collected data.


Centralized, version 
controlled spreadsheets of 
custodians and information; 
evidence server organized 
by matter folder but no 
inventory by custodian and 
data.


System log of collection requests by matter, 
issuer and collector. Collection logging is 
done by discovery staff in a shared system. 
An inventory of evidence is well managed 
and not overlooked in scoping other 
matters. Interview results and insights are 
used to inform the collection activity. 


Interview results are automatically incorporated into custodian 
or data source specific collection instructions without rekeying. 
IT or collection staff can efficiently and automatically collect 
by custodian and content without re-logging the request or 
recollecting the same data. Collection data and chain of custody 
is automatically logged. IT and legal share complete transparency 
on collections and legal can monitor progress and process while 
IT can process work by custodian or data source efficiently. From 
their browsers, legal staff can collect directly from custodians and 
systems with precision. Evidence is not duplicated in multiple 
locations and it is timely disposed. Level 3 capabilities. 


E
Evidence 
Analysis & Cost 
Controls


Assessing information to 
understand dispute and potential 
information sources and for 
determining, controlling and 
communicating the costs of 
outside review of relevant 
information.


Material issues in dispute are poorly 
understood until after strategy 
established and expenses incurred. 
Excessive data causes litigation costs to 
exceed dispute value.


Over-collect from custodians, 
over scope custodians. No culling 
of clearly irrelevant information 
before sending to vendor or 
outside counsel. Don’t assess costs 
prior to collection and review; no 
cost baseline available. 


High quantity of data for 
review. Some basic processes 
for culling of irrelevant 
information by basic means 
such as date ranges used in 
some cases. Estimate costs 
on the “big matters” in 
spreadsheets or by outside 
counsel. 


Quantity of data reviewed from tightly 
scoped custodians, leveraging prior scoping 
histories. Consistent & enforced culling 
performed by preferred vendors utilizing 
objective criteria such as keywords, date 
ranges, file types, domain names & data 
sources. Discovery cost forecasts available 
as the hold is scoped, costs are calculated 
continuously.


Consistently limit scope of collection and review; early case 
assessment performed before collection for earliest/optimized 
matter resolution, advanced culling techniques employed 
leveraging visual analytics; defined & repeatable process for 
providing outside counsel early case assessment before processing, 
manage cost at portfolio level. Level 3 capabilities.


F Legal Record


Documenting the custodians and 
data sources identified, the legal 
hold and collection activities 
over multi-year matter lifecycle.


Unable to readily assemble, 
understand or defend preservation and 
discovery record. Failures in custodian 
and data source management. 
Preservation, collection detected long 
after occurrence and cause unnecessary 
remediation cost and risk.


Each attorney tracks their own 
matters, status. 


Formal, but manual 
reporting of open holds; 
no summary reporting on 
interviews, collections, 
response. 


Automated reminders and escalations, 
online audit trail, management reporting 
on discovery status, visibility within legal 
department across custodians, collected 
inventory, and matters. 


Appropriate visibility across IT, Legal and Business; self-service 
dashboards for legal obligations, tasks, risk and cost reduction 
opportunities. Level 3 capabilities.
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Process Brief Description Process Risk or Immaturity 
Consequences


Level 1: Ad Hoc, 
Manual, Unstructured


Level 2: Manual, Structured
Level 3: Semi-Automated
Within Silo


Level 4: Automated and Fully Integrated Across 
Functions


Your
Level


G


Master 
Retention 
Schedule & 
Taxonomy


Defining an information classification 
schema that reflects the organization 
structure; cataloging, updating, and 
mapping the laws that apply to each 
class in the countries in which the 
organization operates to determine 
regulatory record keeping obligations; 
establishing and managing a network 
of records liaisons to help establish 
what records may exist where. 
Potential separate process for Records 
Management: Managing physical 
and electronic records including their 
identification, retention, and timely 
disposition. 


Company is unable to comply or 
demonstrate compliance with its 
regulatory record keeping obligations. 
Disparate nomenclatures for records 
make application of retention 
schedules/procedures difficult to 
apply and audit.


Define retention periods 
only for physical records. 
Rely on aggregations of 
similar laws and longest 
retention period to 
determine record keeping 
requirements. 


Retention schedule updated to 
reflect physical and electronic 
records. Country schedules share a 
common taxonomy. 


Established retention period for 
regulated information and information 
important from a policy perspective. 
The specific or actual laws that dictate 
retention periods are known and on 
clearly mapped to each record class so 
law changes can be easily traced and 
decisions readily defended on law. 
Electronic and physical records are 
sequestered and are both retained and 
disposed against the schedule.


Retention schedules reflect regulatory, policy and 
business value and encompass all information enabling 
them to be executed on records repositories, application 
and archived data, and physical records; legal holds 
can be applied by record class and suspend automated 
disposal. There is a shared library of country protocols 
for ediscovery, privacy, and retention to form a 
comprehensive view. Schedules align with and are 
systematically used to dispose of production and back 
up data whether structured, unstructured, electronic, 
physical, record or business information. Level 3 
capabilities.


H
Departmental 
Information 
Practices


Using an enterprise information 
taxonomy, cataloging which information 
each business organization values, 
generates or stores by class, where they 
store it and how long it has utility to 
them; results in retention schedules for 
information and enables data source-
specific retention schedules that reflect 
both business value and regulatory 
requirements


IT ‘saves everything’ which increases 
discoverable mass, complexity and 
legal risk; IT disposes of information 
of business value undermining 
enterprise operation. Procedures 
for retention/disposal difficult to 
articulate and defend and unapplied 
by LoB.


Departmental information 
management needs and 
habits for electronic and 
physical information are 
not visible to records 
management, IT or legal 
stakeholders (who have 
no knowledge of actual 
procedures, information, 
location, use, or value). 


Inventories of departmental 
information management practices 
and source information are used to 
develop retentions schedules and 
coordinate physical records (via a 
network of records coordinators 
focused on physical records 
management). 


Departmental liaisons work with their 
line of business to identify information 
of value, its duration of value and 
where it is managed; this informs more 
comprehensive retention schedules for 
all information (regulated, unregulated, 
electronic, physical). Business is able to 
request changes to master schedule and 
department/country schedules at the 
rate of business change. 


Retention schedules are automatically executed across the 
information environment. Cost and benefit are weighed 
in determining retention periods and the enterprise 
impact is considered. Schedule changes are syndicated to 
IT and directly to systems for execution of both retention 
and disposition. When business objectives or laws change, 
schedules are updated and stakeholders notified. Legal 
and IT have transparency to what information each 
line of business has where and for how long to inform 
ediscovery and data management. Level 3 capabilities. 


I


Realize 
Information 
Value


Gaining timely access to and ability to 
apply information in the course of their 
work, including the ability to harness 
information of quality as it ages and the 
ability to use relevant information with 
or without author context to maximize 
the enterprise value of information. 


Important business decisions are 
made on missing information or 
poor quality information, resulting 
in poor decisions. Information is 
not used shortly after its creation 
because business has forgotten the 
source or location of information or 
can’t find it, resulting in cost without 
corresponding value. 


Information is difficult to 
retrieve or search. After 
creator loses initial context, 
it is forgotten and no value 
is realized. Staff must mine, 
open and view files on their 
individual drives to find 
what they need and access 
to relevant information 
they didn’t create is 
exchanged via email.


Information for a group is 
organized in shared drives and 
collaboration sites. Employees 
must search multiple drives and 
collaboration sources to find what 
they need; relevant information 
is extracted by opening multiple 
files, emails, documents, or reports; 
structured and unstructured data 
must be harvested separately and 
manually correlated.


Application data and business process 
data can be searched by departmental 
staff in the course of their work from 
within the system.


Search and analytics enable employees to realize value and 
to apply information to decision making in real time even 
as context erodes across information sources and types; 
assertions on value and sources of information made 
in processes H, I and x are used to ensure availability 
and accessibility of information the business defined 
as valuable. The cost of information to the enterprise is 
consistent and appropriate over its lifecycle. 


J


Secure 
Information 
of Value


Determining a schema for the various 
levels of information importance and the 
corresponding security needed; using an 
enterprise information taxonomy and 
network of liaisons across the business, 
cataloging which information each 
business organization generates or stores 
and assigning the appropriate security 
level; communicating these security 
needs to employees who generate, use, 
manage, and store information. 


Information of value is not properly 
secured against internal security 
violations or external security 
breaches; entities can bypass or 
contravene security policies, practices, 
or procedures. Failure in securing 
information deeply heightens privacy 
issues if information accessed is not 
properly protected.


Has no policy for 
protecting valuable info 
and high would be has 
policy, maps security 
required to data source 
capabilities and enforces 
on data.


Each business unit defines their 
own information categories and 
assigns security level and attributes. 
Individual employees are 
responsible for understanding and 
applying security levels manually. 


A common information taxonomy or 
categories are used across business units 
as basis for determining security levels 
and value attributes; this information 
is maintained in source or system 
accessible to information security staff. 
Some data is classified systematically. 


Uses a common enterprise information taxonomy with 
processes H and I, shares liaison network and cataloging 
efforts, and results in a single view of applicable value 
and regulatory requirements for stakeholders by business 
area and information category. Enables security owners 
and systems owners to identify gaps between security 
required and data source capabilities to reduce exposure. 
Information is properly classified automatically and 
secured appropriately for its value. Execution of retention, 
privacy and security requirements can be efficiently 
executed without redundancy or conflicts.


K
Privacy 
& Data 
Protection


Assessing privacy duties by data 
subject and data location, including 
overlapping obligations for information 
and information elements and a means 
of communicating these requirements 
to those employees who generate, use, 
access, and store information.


Access, transport and use limitations 
are not understood by employees 
with information custody or 
collections responsibility and 
customers or employees rights are 
impacted.


Each country and 
business keeps a list of 
applicable privacy rules. 
Implementation is done 
locally and informally. 


Privacy and data protection 
requirements are tracked in the 
privacy office and corporate 
policies are published on the 
intranet; implementation decisions 
are left to local business and system 
owners.


There is an accurate catalog of privacy 
laws and policies by country accessible 
to privacy. Policy communications are 
routine and semi-automated to records, 
business and system stakeholders. 
Critical systems are provisioned with 
some privacy controls. 


Systems are provisioned with access, masking, and 
controls to protect privacy; information stakeholders in 
business, legal and IT have access to privacy constraints in 
real time; litigation has access to current privacy law and 
protocol and factors law into evidence collection/analysis 
plan; process is audited. Level 3 capabilities.


RIM


BUSINESS


PRIVACY
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Process Brief Description Process Risk or Immaturity 
Consequences


Level 1: Ad Hoc, 
Manual, Unstructured


Level 2: Manual, Structured
Level 3: Semi-Automated
Within Silo


Level 4: Automated and Fully Integrated Across 
Functions


Your
Level


G


Master 
Retention 
Schedule & 
Taxonomy


Defining an information classification 
schema that reflects the organization 
structure; cataloging, updating, and 
mapping the laws that apply to each 
class in the countries in which the 
organization operates to determine 
regulatory record keeping obligations; 
establishing and managing a network 
of records liaisons to help establish 
what records may exist where. 
Potential separate process for Records 
Management: Managing physical 
and electronic records including their 
identification, retention, and timely 
disposition. 


Company is unable to comply or 
demonstrate compliance with its 
regulatory record keeping obligations. 
Disparate nomenclatures for records 
make application of retention 
schedules/procedures difficult to 
apply and audit.


Define retention periods 
only for physical records. 
Rely on aggregations of 
similar laws and longest 
retention period to 
determine record keeping 
requirements. 


Retention schedule updated to 
reflect physical and electronic 
records. Country schedules share a 
common taxonomy. 


Established retention period for 
regulated information and information 
important from a policy perspective. 
The specific or actual laws that dictate 
retention periods are known and on 
clearly mapped to each record class so 
law changes can be easily traced and 
decisions readily defended on law. 
Electronic and physical records are 
sequestered and are both retained and 
disposed against the schedule.


Retention schedules reflect regulatory, policy and 
business value and encompass all information enabling 
them to be executed on records repositories, application 
and archived data, and physical records; legal holds 
can be applied by record class and suspend automated 
disposal. There is a shared library of country protocols 
for ediscovery, privacy, and retention to form a 
comprehensive view. Schedules align with and are 
systematically used to dispose of production and back 
up data whether structured, unstructured, electronic, 
physical, record or business information. Level 3 
capabilities.


H
Departmental 
Information 
Practices


Using an enterprise information 
taxonomy, cataloging which information 
each business organization values, 
generates or stores by class, where they 
store it and how long it has utility to 
them; results in retention schedules for 
information and enables data source-
specific retention schedules that reflect 
both business value and regulatory 
requirements


IT ‘saves everything’ which increases 
discoverable mass, complexity and 
legal risk; IT disposes of information 
of business value undermining 
enterprise operation. Procedures 
for retention/disposal difficult to 
articulate and defend and unapplied 
by LoB.


Departmental information 
management needs and 
habits for electronic and 
physical information are 
not visible to records 
management, IT or legal 
stakeholders (who have 
no knowledge of actual 
procedures, information, 
location, use, or value). 


Inventories of departmental 
information management practices 
and source information are used to 
develop retentions schedules and 
coordinate physical records (via a 
network of records coordinators 
focused on physical records 
management). 


Departmental liaisons work with their 
line of business to identify information 
of value, its duration of value and 
where it is managed; this informs more 
comprehensive retention schedules for 
all information (regulated, unregulated, 
electronic, physical). Business is able to 
request changes to master schedule and 
department/country schedules at the 
rate of business change. 


Retention schedules are automatically executed across the 
information environment. Cost and benefit are weighed 
in determining retention periods and the enterprise 
impact is considered. Schedule changes are syndicated to 
IT and directly to systems for execution of both retention 
and disposition. When business objectives or laws change, 
schedules are updated and stakeholders notified. Legal 
and IT have transparency to what information each 
line of business has where and for how long to inform 
ediscovery and data management. Level 3 capabilities. 


I


Realize 
Information 
Value


Gaining timely access to and ability to 
apply information in the course of their 
work, including the ability to harness 
information of quality as it ages and the 
ability to use relevant information with 
or without author context to maximize 
the enterprise value of information. 


Important business decisions are 
made on missing information or 
poor quality information, resulting 
in poor decisions. Information is 
not used shortly after its creation 
because business has forgotten the 
source or location of information or 
can’t find it, resulting in cost without 
corresponding value. 


Information is difficult to 
retrieve or search. After 
creator loses initial context, 
it is forgotten and no value 
is realized. Staff must mine, 
open and view files on their 
individual drives to find 
what they need and access 
to relevant information 
they didn’t create is 
exchanged via email.


Information for a group is 
organized in shared drives and 
collaboration sites. Employees 
must search multiple drives and 
collaboration sources to find what 
they need; relevant information 
is extracted by opening multiple 
files, emails, documents, or reports; 
structured and unstructured data 
must be harvested separately and 
manually correlated.


Application data and business process 
data can be searched by departmental 
staff in the course of their work from 
within the system.


Search and analytics enable employees to realize value and 
to apply information to decision making in real time even 
as context erodes across information sources and types; 
assertions on value and sources of information made 
in processes H, I and x are used to ensure availability 
and accessibility of information the business defined 
as valuable. The cost of information to the enterprise is 
consistent and appropriate over its lifecycle. 


J


Secure 
Information 
of Value


Determining a schema for the various 
levels of information importance and the 
corresponding security needed; using an 
enterprise information taxonomy and 
network of liaisons across the business, 
cataloging which information each 
business organization generates or stores 
and assigning the appropriate security 
level; communicating these security 
needs to employees who generate, use, 
manage, and store information. 


Information of value is not properly 
secured against internal security 
violations or external security 
breaches; entities can bypass or 
contravene security policies, practices, 
or procedures. Failure in securing 
information deeply heightens privacy 
issues if information accessed is not 
properly protected.


Has no policy for 
protecting valuable info 
and high would be has 
policy, maps security 
required to data source 
capabilities and enforces 
on data.


Each business unit defines their 
own information categories and 
assigns security level and attributes. 
Individual employees are 
responsible for understanding and 
applying security levels manually. 


A common information taxonomy or 
categories are used across business units 
as basis for determining security levels 
and value attributes; this information 
is maintained in source or system 
accessible to information security staff. 
Some data is classified systematically. 


Uses a common enterprise information taxonomy with 
processes H and I, shares liaison network and cataloging 
efforts, and results in a single view of applicable value 
and regulatory requirements for stakeholders by business 
area and information category. Enables security owners 
and systems owners to identify gaps between security 
required and data source capabilities to reduce exposure. 
Information is properly classified automatically and 
secured appropriately for its value. Execution of retention, 
privacy and security requirements can be efficiently 
executed without redundancy or conflicts.


K
Privacy 
& Data 
Protection


Assessing privacy duties by data 
subject and data location, including 
overlapping obligations for information 
and information elements and a means 
of communicating these requirements 
to those employees who generate, use, 
access, and store information.


Access, transport and use limitations 
are not understood by employees 
with information custody or 
collections responsibility and 
customers or employees rights are 
impacted.


Each country and 
business keeps a list of 
applicable privacy rules. 
Implementation is done 
locally and informally. 


Privacy and data protection 
requirements are tracked in the 
privacy office and corporate 
policies are published on the 
intranet; implementation decisions 
are left to local business and system 
owners.


There is an accurate catalog of privacy 
laws and policies by country accessible 
to privacy. Policy communications are 
routine and semi-automated to records, 
business and system stakeholders. 
Critical systems are provisioned with 
some privacy controls. 


Systems are provisioned with access, masking, and 
controls to protect privacy; information stakeholders in 
business, legal and IT have access to privacy constraints in 
real time; litigation has access to current privacy law and 
protocol and factors law into evidence collection/analysis 
plan; process is audited. Level 3 capabilities.
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Process Brief Description
Process Risk or Immaturity 
Consequences


Level 1: Ad Hoc, 
Manual, Unstructured


Level 2: Manual, 
Structured


Level 3: Semi-Automated
Within Silo


Level 4: Automated and Fully Integrated Across 
Functions


Your
Level


L
Data Source 
Catalog &  
Stewardship


Establishing a common 
definition and object model for 
information and the people and 
systems with custody of it for 
use in determining, defining, 
communicating, understanding 
and executing governance 
procedures.


The type and nature of data in 
a system or process is poorly 
understood, leading to incomplete 
or inaccurate application of 
retention, preservation, privacy, and 
collection and disposition policy. 


No common definition 
of data sources and data 
elements exists across 
IT, legal, business and 
records. No linkage 
of asset to the specific 
applicable business value 
or legal duties.


IT has an asset tracking system. 
IT does not have visibility to 
holds or retention schedules for 
any given asset.


IT maintains an asset database for 
its use; IT manually enters legal 
holds, business liaison and retention 
rules for each asset/system. Legal 
maintains its own data map for 
ediscovery purposes. 


Shared data source catalog across IT, legal, records and business 
stakeholders which is used to express information assets and 
relevant business needs and legal obligations. Catalog as source 
of truth for provisioning and back up retention/disposition 
requirements and all back up, archiving and provisioning 
procedures and decisions are transparent in the catalog. 
Common definitions are used to describe duties, needs, stewards, 
employees, laws and lawsuits across ILM&G stakeholders. 


M System  
Provisioning


Provisioning new servers and 
applications, including associated 
storage , with capabilities for 
systematically placing holds, 
enforcing retention schedules, 
disposing, collecting evidence, and 
protecting data elements subject to 
privacy rights.


Systems are unable to comply with 
or execute defined procedures for 
retaining, preserving, collecting, 
protecting and disposing of 
information, exposing the 
company to significantly higher 
costs and risks.


Retention, preservation, 
collection and/or 
disposition are not 
considered prior to 
provisioning.


Some systems are manually 
configured with capabilities to 
retain and collect, but policy 
and capability to dispose or 
preserve are lacking. 


Some systems are configured to 
retain, dispose, preserve and collect 
data but schedules and instructions 
are manually applied and configured. 
Instructions from legal, records and 
the business on duties and values are 
communicated in disparate tools and 
techniques and must be reconciled 
within IT. 


Systems are provisioned with protocol and technical capability 
to retain/dispose and hold/collect, including a properly 
authorized retention schedule and business value inventory. 
Systems are provisioned with the capability to archive data 
to lower cost storage at the earliest point in time, archive 
procedures are well defined and archives execute retention/
disposition of approved schedules. Back up is used for disaster 
recovery only and does not function as long-term archive. 
Retention schedules, legal holds and collection requests are 
systematically propagated from their respective initiators; data 
source catalog is updated to reflect the provisioning, archiving 
and back up mechanisms. 


N
Active Data  
Management 


Differentiating high value actively 
used data by the business from 
aging data of value to regulators 
only or less frequently accessed 
data; results in increased 
accessibility, security, privacy; 
aligns and enables data value with 
storage tiering by value. 


New, valuable, aging, and useless 
data are commingled within the 
data source, its back up and its 
non-production instances. Business 
users waste their time sifting 
through debris to find what they 
need without success. IT costs soar. 
Organization is exposed to privacy, 
security and legal risks.


Data is managed over 
time as the system was 
provisioned and new, 
valuable, aging, and 
useless data are co-
mingled within the data 
source, its back up and its 
non-production instances. 


End user employees perform 
hygiene and clean up actions 
on file shares and systems to 
ensure function and access. IT 
performs basic back up and 
availability functions. 


Some archiving is performed to 
batch off aging data and provide 
business users with faster access to 
more frequently used data. Archive 
approach varies by data source and 
business unit. Policies for retention, 
privacy and security are manually 
applied, if at all. 


Data of high value actively used by the business is differentiated 
from aging data of value to regulators only or less frequently 
accessed data. Business users have ready access to high value 
data and spend no time sifting through debris to find it. Data 
is secured and retained based on its business value. Aging 
data with declining value is archived or moved to lower cost 
locations over time; unnecessary data is routinely disposed. 
Private data is masked based on policy. Back up data complies 
with the retention schedule and is not used as long-term archive 
alternative. 


O Disposal &  
Decommissioning


Disposing data and fully 
decommissioning applications at 
the end of their business utility 
and after legal duties have elapsed.


IT is unable to dispose of data and 
decommission systems causing 
significant unnecessary cost and 
risk; IT improperly disposes of 
data causing unnecessary risk and 
legal or business expense.


IT ‘keeps everything’ 
because it has no 
systematic way to 
determine obligations or 
value.


Some systems are manually 
configured with capabilities to 
retain, hold, collect or dispose 
of data. Changes in legal 
requirements must be manually 
configured.


IT de-duplicates files and disposes 
of log files under its control. IT 
responds to business requests to 
decommission applications and 
works with legal on a manual review 
process to determine if any open 
legal matters may apply before 
decommissioning.


Data is automatically deleted at the end of its retention 
period when no legal hold has been specified; back up data is 
routinely and systematically overwritten. IT routinely analyzes 
the data source catalog to identify systems with low business 
value to proactively determine savings opportunities; IT can 
easily determine duplicative systems from the business value 
and taxonomy map for instance consolidation. IT performs 
routine disposal with transparent, reliable facts on preservation 
and retention obligations; looks up any asset or employee to 
determine value, current legal requirements. 


IT
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Process Brief Description
Process Risk or Immaturity 
Consequences


Level 1: Ad Hoc, 
Manual, Unstructured


Level 2: Manual, 
Structured


Level 3: Semi-Automated
Within Silo


Level 4: Automated and Fully Integrated Across 
Functions


Your
Level


L
Data Source 
Catalog &  
Stewardship


Establishing a common 
definition and object model for 
information and the people and 
systems with custody of it for 
use in determining, defining, 
communicating, understanding 
and executing governance 
procedures.


The type and nature of data in 
a system or process is poorly 
understood, leading to incomplete 
or inaccurate application of 
retention, preservation, privacy, and 
collection and disposition policy. 


No common definition 
of data sources and data 
elements exists across 
IT, legal, business and 
records. No linkage 
of asset to the specific 
applicable business value 
or legal duties.


IT has an asset tracking system. 
IT does not have visibility to 
holds or retention schedules for 
any given asset.


IT maintains an asset database for 
its use; IT manually enters legal 
holds, business liaison and retention 
rules for each asset/system. Legal 
maintains its own data map for 
ediscovery purposes. 


Shared data source catalog across IT, legal, records and business 
stakeholders which is used to express information assets and 
relevant business needs and legal obligations. Catalog as source 
of truth for provisioning and back up retention/disposition 
requirements and all back up, archiving and provisioning 
procedures and decisions are transparent in the catalog. 
Common definitions are used to describe duties, needs, stewards, 
employees, laws and lawsuits across ILM&G stakeholders. 


M System  
Provisioning


Provisioning new servers and 
applications, including associated 
storage , with capabilities for 
systematically placing holds, 
enforcing retention schedules, 
disposing, collecting evidence, and 
protecting data elements subject to 
privacy rights.


Systems are unable to comply with 
or execute defined procedures for 
retaining, preserving, collecting, 
protecting and disposing of 
information, exposing the 
company to significantly higher 
costs and risks.


Retention, preservation, 
collection and/or 
disposition are not 
considered prior to 
provisioning.


Some systems are manually 
configured with capabilities to 
retain and collect, but policy 
and capability to dispose or 
preserve are lacking. 


Some systems are configured to 
retain, dispose, preserve and collect 
data but schedules and instructions 
are manually applied and configured. 
Instructions from legal, records and 
the business on duties and values are 
communicated in disparate tools and 
techniques and must be reconciled 
within IT. 


Systems are provisioned with protocol and technical capability 
to retain/dispose and hold/collect, including a properly 
authorized retention schedule and business value inventory. 
Systems are provisioned with the capability to archive data 
to lower cost storage at the earliest point in time, archive 
procedures are well defined and archives execute retention/
disposition of approved schedules. Back up is used for disaster 
recovery only and does not function as long-term archive. 
Retention schedules, legal holds and collection requests are 
systematically propagated from their respective initiators; data 
source catalog is updated to reflect the provisioning, archiving 
and back up mechanisms. 


N
Active Data  
Management 


Differentiating high value actively 
used data by the business from 
aging data of value to regulators 
only or less frequently accessed 
data; results in increased 
accessibility, security, privacy; 
aligns and enables data value with 
storage tiering by value. 


New, valuable, aging, and useless 
data are commingled within the 
data source, its back up and its 
non-production instances. Business 
users waste their time sifting 
through debris to find what they 
need without success. IT costs soar. 
Organization is exposed to privacy, 
security and legal risks.


Data is managed over 
time as the system was 
provisioned and new, 
valuable, aging, and 
useless data are co-
mingled within the data 
source, its back up and its 
non-production instances. 


End user employees perform 
hygiene and clean up actions 
on file shares and systems to 
ensure function and access. IT 
performs basic back up and 
availability functions. 


Some archiving is performed to 
batch off aging data and provide 
business users with faster access to 
more frequently used data. Archive 
approach varies by data source and 
business unit. Policies for retention, 
privacy and security are manually 
applied, if at all. 


Data of high value actively used by the business is differentiated 
from aging data of value to regulators only or less frequently 
accessed data. Business users have ready access to high value 
data and spend no time sifting through debris to find it. Data 
is secured and retained based on its business value. Aging 
data with declining value is archived or moved to lower cost 
locations over time; unnecessary data is routinely disposed. 
Private data is masked based on policy. Back up data complies 
with the retention schedule and is not used as long-term archive 
alternative. 


O Disposal &  
Decommissioning


Disposing data and fully 
decommissioning applications at 
the end of their business utility 
and after legal duties have elapsed.


IT is unable to dispose of data and 
decommission systems causing 
significant unnecessary cost and 
risk; IT improperly disposes of 
data causing unnecessary risk and 
legal or business expense.


IT ‘keeps everything’ 
because it has no 
systematic way to 
determine obligations or 
value.


Some systems are manually 
configured with capabilities to 
retain, hold, collect or dispose 
of data. Changes in legal 
requirements must be manually 
configured.


IT de-duplicates files and disposes 
of log files under its control. IT 
responds to business requests to 
decommission applications and 
works with legal on a manual review 
process to determine if any open 
legal matters may apply before 
decommissioning.


Data is automatically deleted at the end of its retention 
period when no legal hold has been specified; back up data is 
routinely and systematically overwritten. IT routinely analyzes 
the data source catalog to identify systems with low business 
value to proactively determine savings opportunities; IT can 
easily determine duplicative systems from the business value 
and taxonomy map for instance consolidation. IT performs 
routine disposal with transparent, reliable facts on preservation 
and retention obligations; looks up any asset or employee to 
determine value, current legal requirements. 
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Process Brief Description
Process Risk or Immaturity 
Consequences


Level 1: Ad Hoc, 
Manual, Unstructured


Level 2: Manual, Structured
Level 3: Semi-Automated
Within Silo


Level 4: Automated and Fully Integrated Across 
Functions


Your
Level


P Legacy Data 
Management


Processes, technology and 
methodologies by which data is 
disposed and applications fully 
decommissioned at the end of their 
utility and after legal duties have 
elapsed.


IT is unable to associate data with 
business stakeholders or ensure 
legal duties are met, leading to 
oversight in collecting evidence 
and unnecessary legal and 
operating costs.


No hold release 
notification, no lookup 
ability. 


eMail hold release 
communication from Legal to 
IT.


IT initiates a process with legal to 
“reverse engineers” legacy data holds 
to dispose of unstructured data or 
back up data. 


Legacy data on disk and tape is dispositioned using legal hold 
inventory enriched with custodian and data sets subject to 
hold, data subject to ongoing regulatory or legal requirement 
is isolated and “surrounding” data is disposed; no additional 
legacy data is accumulated. 


Q Storage  
Alignment


The process of determining and 
aligning storage capacity and 
allocation to information business 
value and retention requirements, 
including optimizing utilization 
targets, storage reclamation and 
re-allocation after data is deleted to 
link storage cost to business need 
for data stored.


Storage is over-allocated, 
misaligned with business needs 
and consumes unnecessary capital; 
IT is unable to reclaim storage and 
eliminate cost after data is deleted 
causing unnecessary cost.


No reliable means of 
determining storage 
requirements and inability 
to allocate/reclaim based 
on retention needs. Each 
DBA determines capacity 
and capacity is not 
revisited. 


Intensive manual effort to 
achieve an accurate picture 
of storage capacity and 
cost; difficulty assessing and 
reconciling need, allocation and 
utilization. Charge backs are 
used but not reflective of cost 
facts or cost accounting. 


Automated storage utilization 
reporting and charge back 
mechanism and transparency to 
refresh cycles across the inventory. 
Charge back reporting by tier and 
organization is reliable and fact 
based. 


Storage is provisioned for new systems commensurate with 
retention schedules and archive protocols; refresh accounts 
for capacity availability from continuous deletion and 
decommissioning activity. Storage cost is weighed in retention 
schedule approval process and archive decision making; unit 
cost is available in data source catalog. Current and forecasted 
storage capacity and costs are transparent and align to business 
value and data retention schedules. Optimization practice 
captures benefit of deletion and decomm to avoid continuous 
capacity addition. Accurate charge back reporting by business 
unit and source and gap analysis to retention schedule, business 
value and information cost to inform business decision making 
on the costs/benefits of storing data over time. 


I/A R Audit


Testing to assess the effectiveness 
of other processes, in this instance 
the processes for determining, 
communicating, and executing 
processes and procedures for 
managing information based on its 
value and legal duties and disposing 
of unnecessary data.


Unable to demonstrate reasonable 
efforts to establish and follow 
governance policies and 
procedures increases sanctions 
risks, penalties and judgments and 
erodes customer trust.


Do not audit retention, 
holds, disposal processes.


Verifies that the global retention 
schedule is published and visible 
to IT and LOB. 


Audits publication of records, 
privacy, disaster recovery, 
application lifecycle, and legal hold 
policies. Does not test execution of 
the policy. 


Establishes and conducts testing procedures for records 
management, business value inventories, data sources, privacy 
requirements and legal holds such that information assets are 
properly defined and retained until their value expires and it 
is timely disposed when there is no longer a business need or 
legal duty. Sample tests of organizations and record class for 
retention and timely disposition. Establishes and conducts 
testing procedures for legal matters to ensure preservation 
duties are properly communicated and executed and holds are 
timely released. Tests data source catalog, back up data, and 
system provisioning to ensure ability to comply and actual 
policy adherence. Audits storage provisioning and procurement 
against retention/disposition/decom schedules.


IT
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Process Brief Description
Process Risk or Immaturity 
Consequences


Level 1: Ad Hoc, 
Manual, Unstructured


Level 2: Manual, Structured
Level 3: Semi-Automated
Within Silo


Level 4: Automated and Fully Integrated Across 
Functions


Your
Level


P Legacy Data 
Management


Processes, technology and 
methodologies by which data is 
disposed and applications fully 
decommissioned at the end of their 
utility and after legal duties have 
elapsed.


IT is unable to associate data with 
business stakeholders or ensure 
legal duties are met, leading to 
oversight in collecting evidence 
and unnecessary legal and 
operating costs.


No hold release 
notification, no lookup 
ability. 


eMail hold release 
communication from Legal to 
IT.


IT initiates a process with legal to 
“reverse engineers” legacy data holds 
to dispose of unstructured data or 
back up data. 


Legacy data on disk and tape is dispositioned using legal hold 
inventory enriched with custodian and data sets subject to 
hold, data subject to ongoing regulatory or legal requirement 
is isolated and “surrounding” data is disposed; no additional 
legacy data is accumulated. 


Q Storage  
Alignment


The process of determining and 
aligning storage capacity and 
allocation to information business 
value and retention requirements, 
including optimizing utilization 
targets, storage reclamation and 
re-allocation after data is deleted to 
link storage cost to business need 
for data stored.


Storage is over-allocated, 
misaligned with business needs 
and consumes unnecessary capital; 
IT is unable to reclaim storage and 
eliminate cost after data is deleted 
causing unnecessary cost.


No reliable means of 
determining storage 
requirements and inability 
to allocate/reclaim based 
on retention needs. Each 
DBA determines capacity 
and capacity is not 
revisited. 


Intensive manual effort to 
achieve an accurate picture 
of storage capacity and 
cost; difficulty assessing and 
reconciling need, allocation and 
utilization. Charge backs are 
used but not reflective of cost 
facts or cost accounting. 


Automated storage utilization 
reporting and charge back 
mechanism and transparency to 
refresh cycles across the inventory. 
Charge back reporting by tier and 
organization is reliable and fact 
based. 


Storage is provisioned for new systems commensurate with 
retention schedules and archive protocols; refresh accounts 
for capacity availability from continuous deletion and 
decommissioning activity. Storage cost is weighed in retention 
schedule approval process and archive decision making; unit 
cost is available in data source catalog. Current and forecasted 
storage capacity and costs are transparent and align to business 
value and data retention schedules. Optimization practice 
captures benefit of deletion and decomm to avoid continuous 
capacity addition. Accurate charge back reporting by business 
unit and source and gap analysis to retention schedule, business 
value and information cost to inform business decision making 
on the costs/benefits of storing data over time. 


I/A R Audit


Testing to assess the effectiveness 
of other processes, in this instance 
the processes for determining, 
communicating, and executing 
processes and procedures for 
managing information based on its 
value and legal duties and disposing 
of unnecessary data.


Unable to demonstrate reasonable 
efforts to establish and follow 
governance policies and 
procedures increases sanctions 
risks, penalties and judgments and 
erodes customer trust.


Do not audit retention, 
holds, disposal processes.


Verifies that the global retention 
schedule is published and visible 
to IT and LOB. 


Audits publication of records, 
privacy, disaster recovery, 
application lifecycle, and legal hold 
policies. Does not test execution of 
the policy. 


Establishes and conducts testing procedures for records 
management, business value inventories, data sources, privacy 
requirements and legal holds such that information assets are 
properly defined and retained until their value expires and it 
is timely disposed when there is no longer a business need or 
legal duty. Sample tests of organizations and record class for 
retention and timely disposition. Establishes and conducts 
testing procedures for legal matters to ensure preservation 
duties are properly communicated and executed and holds are 
timely released. Tests data source catalog, back up data, and 
system provisioning to ensure ability to comply and actual 
policy adherence. Audits storage provisioning and procurement 
against retention/disposition/decom schedules.
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RIM


To support the business objectives of the ILG Program, the Legal organization will:


�� Maintain an accurate inventory of legal obligations for information by case and scope of obligation 
including individuals involved, information scope (dates, terms, elements), and relevant records. The 
inventory should indicate whether the duties have been satisfied fully or partially and how.


�� Precisely and timely define and clearly communicate specific requirements to preserve potential evidence 
to IT, records and business stakeholders for each matter including the individual employees, records and 
ranges of data that must be preserved as potential evidence.


�� Provide real-time, continuous transparency to current legal obligations for information that can be readily 
understood and acted upon by stakeholders in IT, records and business units.


�� Affirmatively communicate to and receive confirmation of compliance from employees, records managers 
or IT staff are relied upon to preserve information in their custody.


�� Notify IT, records and business stakeholders when evidence for a particular matter no longer needs to be 
preserved.


�� Ensure the defensibility of its process through complete, accurate, timely record keeping and closed loop 
communications with custodians, IT and records staff.


�� Enable defensible disposal of information through precise, consistent and timely communication of 
obligations to individuals, IT and records staff when the duty arises and as it changes over the course of a 
matter.


�� Work with Internal Audit to assess enterprise preservation procedures.


LEGAL


Roles and Responsibilities 


As a part of the process maturity and improvement effort, responsibilities for each process owner should be defined to reflect 
the level of maturity, integrity and reliability required to achieve the cost and risk reduction goals. Each work stream will 
likely include policy revisions, process and practice improvements and technology to sustain better practices and ensure 
transparency and integration across stakeholder processes.


To support the business objectives of the ILG Program, the Records organization will:


�� Author and distribute a records management policy and provide training materials to employees or 
contribute content to corporate ethics training program.


�� Provide an information taxonomy that can be reliably used across business, IT and legal stakeholders to 
define and characterize business information and information required for regulatory obligations.


�� Maintain an inventory of regulatory requirements for records updated annually and identify which laws 
apply to which classes of information by country or jurisdiction and business area.


�� Provide actionable retention schedules that can be routinely and automatically applied by IT and business 
stakeholders on electronic information to ensure proper record keeping.


�� Maintain a network of records liaisons across the business to coordinate and communicate policy, 
taxonomy and schedule needs and changes; provide management visibility on liaison status.


�� Safeguard information of value to the business. Perform consistent, documented and precise collection 
and disposal (or cause to be collected and disposed) of electronic and physical records, regardless of their 
form, in accordance with the schedule.


�� Ensure timely response to regulator inquiry, enable Internal Audit to test records and retention 
procedures on physical and digital records. 
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To support the business objectives of the ILG Program, the Lines of Business will:


�� Ensure a business liaison for governance is able to participate in the Program and its processes.
�� Using online tools and taxonomy provided, participate in a bi-annual value inventory to articulate what 
information is generated by business teams or departments and the duration of its value to enable IT, 
records and legal stakeholders to manage accordingly.


�� Work in concert with IT to optimize the archiving and storage of information based on its utility and 
management cost in the interest of shareholders, regardless of charge back procedures.


�� As business processes and practices change, proactively initiate changes to the taxonomy, records and value 
procedures to reflect business practices and needs.


�� Enable timely disposal of information without value and active participation in the governance program 
via business leader transparency and accountability for the total unit cost of information (its storage, 
management, and ediscovery).


�� Participate in Internal Audit on business value inventory procedures. 


To support the business objectives of the ILG Program, the Privacy organization will:


�� Establish a catalog of privacy laws and policies that is accessible to litigation, records and IT staff.
�� Align with RM to associate privacy requirements during retention of records and business information.
�� Coordinate with litigation in advance of data preservation and collection to ensure that appropriate 
measures are used for data subjects and jurisdictions.


�� Provide education and training to litigation, records, IT and line of business staff on current and emerging 
privacy obligations in the US and rest of world on a periodic basis.


�� Enable Internal Audit to effectively test privacy procedures.


BUSINESS


PRIVACY


IT


To support the business objectives of the ILG Program, the IT organization will:


�� Retain and preserve information based on its value to the business and legal obligations and according to 
procedures/ instructions provided by legal, RM and business, including aligning technique and technology to 
value.


�� Dispose of information no longer needed to lower information costs and related risks.
�� Author and follow backup and disaster recovery policies that limit the retention of backup media to the shortest 
necessary period to effectively recover from a disaster or failure.


�� Maintain an inventory of systems with current business value retention, record requirements and legal hold 
obligations for data contained in said systems or stores and ensure that staff involved in provisioning and 
decommissioning have access to this inventory in the course of their work.


�� Establish and provide a common data dictionary for organization and department, data source, employee, 
information classification, system classification, law, lawsuit for use by legal, records, business and IT in the 
governance program execution.


�� Provision new systems, servers and storage with automated or manual processes for imposing retention, 
preservation and disposition of information in the ordinary course of operation (revise SLDC policies, 
procedures).


�� Align systems and stores with the value of information contained in them, including security, privacy, 
confidentiality, regulatory, business, and litigation requirements.


�� Develop protocols for disposal of data and protocols for storage and disposal of customer data and PII (in 
concert with information security and privacy stakeholders).


�� Enable Internal Audit to test retention/disposition, preservation/collection and privacy procedures.
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Moderate risk requires frequent 
monitoring to prevent and detect; 
costly to correct or mitigate. Between 
10% -50% likelihood


High risk requires constant 
monitoring and review, immediate 
escalation on failure or impending 
failure. 50% likelihood


Low risk does not require 
constant monitoring and is 
easy to prevent, detect, correct, 
defend. Less than 10% likelihood


Risk Heat Map


1.	 Using the 18 processes and their risks, consider your facts.
2.	 Plot the current process risks on the graph by placing the letter for each process on the grid where it belongs. 
3.	 Plot the risk level if your organization had level 3 and level 4 capabilities


PROCESS


A Employees on Legal Holds
B Data on Legal Hold
C Hold publication
D Evidence Collection
E Evidence Analysis & Cost Controls
F Legal Record


G Master Retention Schedule & Taxonomy


H Departmental Information Practices


I Realize Information Value


J Secure Information of Value


K Privacy & Data Protection


L Data Source Catalog & Stewardship


M System Provisioning


N Active Data Management 


O Disposal & Decommissioning


P Legacy Data Management


Q Storage Alignment


R Audit


Likelihood to occur


Po
te


nt
ia


l I
m


pa
ct


Highest Risk
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1 Storage Infrastructure:  
Storing Data with No Utility 


Excess storage cost (processes N and 
Q) resulting from over-accumulation 
and/or inability to delete data for lack 
of certainty on legal holds, regulatory 
requirements or business value. Costs 
correlate to capabilities in process A) 
scoping people on hold, B) scoping data 
on hold, C) publishing holds, G) master 
retention schedule, and H) departmental 
information practices. 


2 Storage Infrastructure:  
Storing Data at Cost Higher than Value


Excess storage and infrastructure cost 
resulting from managing and storing data 
on storage tiers and price points in excess 
of information value, particularly aging 
data, non-production instances, and back 
ups. Costs correlates to capabilities in 
process H) master retention schedule, 
I) departmental information practices, 
M) system provisioning, and Q) storage 
alignment. 


3 Applications:  
Instances without Business Value


Delayed or partial application 
decommissioning (process M and O) from 
inability to discern which data is required 
by legal, regulators and business. Cycle 
time delays lead to excess run rate. Costs 
correlates to capabilities in process A) 
scoping people on hold, B) scoping data 
on hold, C) publishing holds, G) master 
retention schedule, and H) departmental 
information practices. 


4 eDiscovery:  
Costs of Collection and Review


Excess ediscovery and outside counsel fees 
from over collection of data from lack of 
visibility to what data exists, inability to 
collect with precision, excess data across 
the information environment, and late case 
resolution with excess run rate legal costs 
or excessive ediscovery cost relative to case 
merits. Costs correlates to capabilities in 
process L) data source catalog, N) active 
data management, O) disposal, P) legacy 
data management, H) departmental 
information practices, G) master retention 
schedule as well as D) evidence collection 
and E) evidence analysis and cost controls. 


Storage Cost Projection 
5PBs at 40% Volume Growth with 20% Unit Cost Growth 
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ILG Process Brief Description     Maturity Scale  Potential Risk of Failure Potential 
Impact


Likelihood 
to Occur


A Employees on Legal 
Holds


Determining employees with information potentially relevant to an actual or anticipated lawsuit or government 
investigation  1 2 3 4 Custodians are not identified and potentially relevant information is inadvertently modified or deleted


B Data on Legal Hold Determining information, records and data sources that are potentially relevant to an actual or anticipated lawsuit or 
government investigation 


Actual, rogue or IT managed data sources missed in hold execution, potentially relevant information is 
inadvertently modified or deleted


C Hold publication Communicating, syndicating and executing legal holds to people, systems and data sources for execution and 
compliance IT or employees migrate, retire or modify data because they lacked hold visibility 


D Evidence Collection
Fact finding and inquiry with employees with knowledge of a matter in dispute to determine potentially relevant 
information and its whereabouts and sources. Collecting potential evidence in response to an agreed-upon request 
with an adversary or government agency


Dynamic, diverse Information facts not considered in preservation and collection planning, data is overlooked; 
no follow through on information identified in custodian interviews. Collection failure from overlooked 
source, departing employee, incomplete prior collection inventory, communication and tracking errors


E Evidence Analysis & 
Cost Controls


Assessing information to understand dispute and potential information sources and for determining, controlling and 
communicating the costs of outside review of relevant information


Material issues in dispute are poorly understood until after strategy established and expenses incurred. 
Excessive data causes litigation costs to exceed dispute value


F Legal Record
Documenting the custodians and data sources identified, the legal hold and collection activities over multi-year 
matter lifecycle


Unable to readily assemble, understand or defend preservation and discovery record. Failures in custodian 
and data source management. Preservation, collection detected long after occurrence and cause unnecessary 
remediation cost and risk


G
Master Retention 
Schedule & 
Taxonomy


Defining an information classification schema that reflects the organization structure; cataloging, updating, and 
mapping the laws that apply to each class in the countries in which the organization operates to determine regulatory 
record keeping obligations; establishing and managing a network of records liaisons to help establish what records 
may exist where. 


Company is unable to comply or demonstrate compliance with its regulatory record keeping obligations. 
Disparate nomenclatures for records make application of retention schedules/procedures difficult to apply and 
audit


H
Departmental 
Information 
Practices


Using an enterprise information taxonomy, cataloging which information each business organization values, 
generates or stores by class, where they store it and how long it has utility to them; results in retention schedules 
for information and enables data source-specific retention schedules that reflect both business value and regulatory 
requirements


IT ‘saves everything’ which increases discoverable mass, complexity and legal risk; IT disposes of information 
of business value undermining enterprise operation. Procedures for retention/disposal difficult to articulate 
and defend and unapplied by LoB


I Realize Information 
Value


Gaining timely access to and ability to apply information in the course of their work, including the ability to harness 
information of quality as it ages and the ability to use relevant information with or without author context to 
maximize the enterprise value of information. 


Important business decisions are made on missing information or poor quality information, resulting in 
poor decisions. Information is not used shortly after its creation because business has forgotten the source or 
location of information or can’t find it, resulting in cost without corresponding value. 


J Secure Information  
of value


Determining a schema for the various levels of information importance and the corresponding security needed; using 
an enterprise information taxonomy and network of liaisons across the business, cataloging which information each 
business organization generates or stores and assigning the appropriate security level; communicating these security 
needs to employees who generate, use, manage, and store information. 


Information of value is not properly secured against internal security violations or external security breaches; 
entities can bypass or contravene security policies, practices, or procedures. Failure in securing information 
deeply heightens privacy issues if information accessed is not properly protected.


K Privacy & Data 
Protection


Assessing privacy duties by data subject and data location, including overlapping obligations for information and 
information elements and a means of communicating these requirements to those employees who generate, use, 
access, and store information


Access, transport and use limitations are not understood by employees with information custody or collections 
responsibility and customers or employees rights are impacted


L Data Source Catalog 
& Stewardship


Establishing a common definition and object model for information and the people and systems with custody of it 
for use in determining, defining, communicating, understanding and executing governance procedures 


The type and nature of data in a system or process is poorly understood, leading to incomplete or inaccurate 
application of retention, preservation, privacy, and collection and disposition policy 


M System Provisioning
Provisioning new servers and applications, including associated storage , with capabilities for systematically placing 
holds, enforcing retention schedules, disposing, collecting evidence, and protecting data elements subject to privacy 
rights 


Systems are unable to comply with or execute defined procedures for retaining, preserving, collecting, 
protecting and disposing of information, exposing the company to significantly higher costs and risks


N Active Data 
Management 


Differentiating high value actively used data by the business from aging data of value to regulators only or less 
frequently accessed data; results in increased accessibility, security, privacy; aligns and enables data value with storage 
tiering by value. 


New, valuable, aging, and useless data are commingled within the data source, its back up and its non-
production instances. Business users waste their time sifting through debris to find what they need without 
success. IT costs soar. Organization is exposed to Privacy, security and legal risks.


O Disposal & 
Decommissioning


Disposing data and fully decommissioning applications at the end of their business utility and after legal duties have 
elapsed


IT is unable to dispose of data and decommission systems causing significant unnecessary cost and risk; IT 
improperly disposes of data causing unnecessary risk and legal or business expense


P Legacy Data 
Management


Processes, technology and methodologies by which data is disposed and applications fully decommissioned at the end 
of their utility and after legal duties have elapsed


IT is unable to associate data with business stakeholders or ensure legal duties are met, leading to oversight in 
collecting evidence and unnecessary legal and operating costs 


Q Storage Alignment
The process of determining and aligning storage capacity and allocation to information business value and retention 
requirements, including optimizing utilization targets, storage reclamation and re-allocation after data is deleted to link 
storage cost to business need for data stored


Storage is over-allocated, misaligned with business needs and consumes unnecessary capital; IT is unable to 
reclaim storage and eliminate cost after data is deleted causing unnecessary cost


R Audit
Testing to assess the effectiveness of other processes, in this instance the processes for determining, communicating, and 
executing processes and procedures for managing information based on its value and legal duties and disposing of un-
necessary data


Unable to demonstrate reasonable efforts to establish and follow governance policies and procedures increases 
sanctions risks, penalties and judgments and erodes customer trust 


Process Score Card


LEGAL


RIM


BUSINESS


PRIVACY


IT


Level 1: Facts known only to individual practitioner 
Level 2: Facts accessible with difficulty by others within same practice 
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ILG Process Brief Description     Maturity Scale  Potential Risk of Failure Potential 
Impact


Likelihood 
to Occur


A Employees on Legal 
Holds


Determining employees with information potentially relevant to an actual or anticipated lawsuit or government 
investigation  1 2 3 4 Custodians are not identified and potentially relevant information is inadvertently modified or deleted


B Data on Legal Hold Determining information, records and data sources that are potentially relevant to an actual or anticipated lawsuit or 
government investigation 


Actual, rogue or IT managed data sources missed in hold execution, potentially relevant information is 
inadvertently modified or deleted


C Hold publication Communicating, syndicating and executing legal holds to people, systems and data sources for execution and 
compliance IT or employees migrate, retire or modify data because they lacked hold visibility 


D Evidence Collection
Fact finding and inquiry with employees with knowledge of a matter in dispute to determine potentially relevant 
information and its whereabouts and sources. Collecting potential evidence in response to an agreed-upon request 
with an adversary or government agency


Dynamic, diverse Information facts not considered in preservation and collection planning, data is overlooked; 
no follow through on information identified in custodian interviews. Collection failure from overlooked 
source, departing employee, incomplete prior collection inventory, communication and tracking errors


E Evidence Analysis & 
Cost Controls


Assessing information to understand dispute and potential information sources and for determining, controlling and 
communicating the costs of outside review of relevant information


Material issues in dispute are poorly understood until after strategy established and expenses incurred. 
Excessive data causes litigation costs to exceed dispute value


F Legal Record
Documenting the custodians and data sources identified, the legal hold and collection activities over multi-year 
matter lifecycle


Unable to readily assemble, understand or defend preservation and discovery record. Failures in custodian 
and data source management. Preservation, collection detected long after occurrence and cause unnecessary 
remediation cost and risk


G
Master Retention 
Schedule & 
Taxonomy


Defining an information classification schema that reflects the organization structure; cataloging, updating, and 
mapping the laws that apply to each class in the countries in which the organization operates to determine regulatory 
record keeping obligations; establishing and managing a network of records liaisons to help establish what records 
may exist where. 


Company is unable to comply or demonstrate compliance with its regulatory record keeping obligations. 
Disparate nomenclatures for records make application of retention schedules/procedures difficult to apply and 
audit


H
Departmental 
Information 
Practices


Using an enterprise information taxonomy, cataloging which information each business organization values, 
generates or stores by class, where they store it and how long it has utility to them; results in retention schedules 
for information and enables data source-specific retention schedules that reflect both business value and regulatory 
requirements


IT ‘saves everything’ which increases discoverable mass, complexity and legal risk; IT disposes of information 
of business value undermining enterprise operation. Procedures for retention/disposal difficult to articulate 
and defend and unapplied by LoB


I Realize Information 
Value


Gaining timely access to and ability to apply information in the course of their work, including the ability to harness 
information of quality as it ages and the ability to use relevant information with or without author context to 
maximize the enterprise value of information. 


Important business decisions are made on missing information or poor quality information, resulting in 
poor decisions. Information is not used shortly after its creation because business has forgotten the source or 
location of information or can’t find it, resulting in cost without corresponding value. 


J Secure Information  
of value


Determining a schema for the various levels of information importance and the corresponding security needed; using 
an enterprise information taxonomy and network of liaisons across the business, cataloging which information each 
business organization generates or stores and assigning the appropriate security level; communicating these security 
needs to employees who generate, use, manage, and store information. 


Information of value is not properly secured against internal security violations or external security breaches; 
entities can bypass or contravene security policies, practices, or procedures. Failure in securing information 
deeply heightens privacy issues if information accessed is not properly protected.


K Privacy & Data 
Protection


Assessing privacy duties by data subject and data location, including overlapping obligations for information and 
information elements and a means of communicating these requirements to those employees who generate, use, 
access, and store information


Access, transport and use limitations are not understood by employees with information custody or collections 
responsibility and customers or employees rights are impacted


L Data Source Catalog 
& Stewardship


Establishing a common definition and object model for information and the people and systems with custody of it 
for use in determining, defining, communicating, understanding and executing governance procedures 


The type and nature of data in a system or process is poorly understood, leading to incomplete or inaccurate 
application of retention, preservation, privacy, and collection and disposition policy 


M System Provisioning
Provisioning new servers and applications, including associated storage , with capabilities for systematically placing 
holds, enforcing retention schedules, disposing, collecting evidence, and protecting data elements subject to privacy 
rights 


Systems are unable to comply with or execute defined procedures for retaining, preserving, collecting, 
protecting and disposing of information, exposing the company to significantly higher costs and risks


N Active Data 
Management 


Differentiating high value actively used data by the business from aging data of value to regulators only or less 
frequently accessed data; results in increased accessibility, security, privacy; aligns and enables data value with storage 
tiering by value. 


New, valuable, aging, and useless data are commingled within the data source, its back up and its non-
production instances. Business users waste their time sifting through debris to find what they need without 
success. IT costs soar. Organization is exposed to Privacy, security and legal risks.


O Disposal & 
Decommissioning


Disposing data and fully decommissioning applications at the end of their business utility and after legal duties have 
elapsed


IT is unable to dispose of data and decommission systems causing significant unnecessary cost and risk; IT 
improperly disposes of data causing unnecessary risk and legal or business expense


P Legacy Data 
Management


Processes, technology and methodologies by which data is disposed and applications fully decommissioned at the end 
of their utility and after legal duties have elapsed


IT is unable to associate data with business stakeholders or ensure legal duties are met, leading to oversight in 
collecting evidence and unnecessary legal and operating costs 


Q Storage Alignment
The process of determining and aligning storage capacity and allocation to information business value and retention 
requirements, including optimizing utilization targets, storage reclamation and re-allocation after data is deleted to link 
storage cost to business need for data stored


Storage is over-allocated, misaligned with business needs and consumes unnecessary capital; IT is unable to 
reclaim storage and eliminate cost after data is deleted causing unnecessary cost


R Audit
Testing to assess the effectiveness of other processes, in this instance the processes for determining, communicating, and 
executing processes and procedures for managing information based on its value and legal duties and disposing of un-
necessary data


Unable to demonstrate reasonable efforts to establish and follow governance policies and procedures increases 
sanctions risks, penalties and judgments and erodes customer trust 


Level 3: Facts readily available and frequently used in departmental actions and decisions 
Level 4: Facts readily available and fully integrated across related enterprise processes, 	
 used by all stakeholders in decision and action.


Risk


Low Mod High
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IBM Customer Agreement 


This IBM Customer Agreement (called the “Agreement”) governs transactions by which Customer purchases 
Machines, licenses ICA Programs, obtains Program licenses, and acquires Services (including, without limitation, 
customized development and support, business consulting, and maintenance Services) from International 
Business Machines Corporation (“IBM”). 


1. General Terms 


1.1 Agreement Structure 


This Agreement is organized in six Parts: 


Part 1 – General Terms includes terms regarding Agreement Structure, Definitions, Acceptance of 
Terms, Delivery, Charges and Payment, Changes to Agreement Terms, IBM Business Partners, 
Intellectual Property Protection, Limitation of Liability, Compliance Verification, General Principles of Our 
Relationship, Agreement Termination, and Geographic Scope and Governing Law. 


Part 2 – Warranties defines applicable Warranties for IBM Machines, ICA Programs, IBM Services, and 
Systems, and terms regarding Extent of Warranty. 


Part 3 – Machines Terms includes Machine terms regarding Production Status, Title and Risk of Loss, 
and Installation. 


Part 4 – Licenses for Machine Code and Other Internal Licensed Code includes the License for 
Machine Code and the License for Other Internal Licensed Code.  


Part 5 – License for ICA Programs includes ICA Program terms regarding License, Distributed System 
License Option, Program Services, Compliance Verification, and License Termination. 


Part 6 – Services Terms includes terms regarding Personnel, Materials Ownership and License, 
Customer Resources, Service for Machines (during and after warranty), Maintenance Coverage, 
Automatic Service Renewal, and Termination and Withdrawal of a Service. 


1.2 Attachments and Transaction Documents 


Additional terms for Products and Services are in documents called "Attachments" and "Transaction 
Documents” provided by IBM.   In general, Attachments contain terms that may apply to more than one 
Product or Services transaction, while Transaction Documents (such as a statement of work, supplement, 
schedule, invoice, exhibit, change authorization, or addendum) contain specific details and terms related 
to each individual transaction.  Customer may receive one or more Transaction Documents for a single 
transaction.  Attachments and Transaction Documents are part of this Agreement only for those 
transactions to which they apply.  Each transaction is separate and independent from other transactions. 


If there is a conflict among the terms of this Agreement, Attachments, and Transaction Documents, those 
of an Attachment prevail over those of this Agreement, and the terms of a Transaction Document prevail 
over those of both this Agreement and an Attachment. 


1.3 Definitions 


Authorized Built-in Capacity -- the Built-in Capacity for a Covered Machine that was Properly Acquired 
and Activated and is used in accordance with the AUT.  For purposes of this definition, “Activated” means 
when IBM causes, directly or indirectly, the Authorized Built-in Capacity to be made available for 
Customer’s use on a Covered Machine. 


Authorized Use Table (AUT) -- the “IBM Authorized Use Table for Machines” that is provided at the 
following address: www.ibm.com/systems/support/machine_warranties/machine_code/aut.html and 
is in effect for a Covered Machine as of the acquisition date of the Covered Machine or, if there are one or 
more Machine Upgrades on the Covered Machine, then as of the acquisition date of the most recently 
acquired Machine Upgrade.  The AUT is incorporated by reference into this Agreement. 


Built-in Capacity -- the type and quantity of all resources and capabilities that IBM provides for a 
Machine, the access or use of which IBM has the ability to restrict by contract or Technological Measures. 
Built-In Capacity includes, without limitation, the type and quantity of the following: 1) processors, cores,  
processing capacity, processor performance setting and interactive processing capacity and capabilities; 
2) memory; 3) storage; 4) cryptographic capability; 5) input/output ports, and 6) workload-specific 
resources and capabilities (including, for example, System z mainframe specialty processors such as 
zIIPs, zAAPs and IFLs, and other limited purpose products (including  “appliances”).  Built-in Capacity is 
either Authorized Built-in Capacity or Unauthorized Built-in Capacity. 
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Circumvent -- to, directly or indirectly, by or through any means, alter, avoid, disrupt, subvert, go around, 
or otherwise interfere with.  


Covered Machine -- the specific Machine (as identified by serial number or order number on a 
Transaction Document or other similar contract document issued by IBM) for which use of Machine Code 
is licensed. A Covered Machine that receives a Machine Upgrade remains a Covered Machine and a 
Machine that receives a Machine Upgrade becomes a Covered Machine. 


Customer-set-up Machine – an IBM Machine that Customer is responsible for installing according to 
instructions provided with it. 


Date of Installation –  


a. for an IBM Machine that IBM is responsible for installing, the business day after the day IBM installs 
it or, if Customer defers installation, makes it available to Customer for subsequent installation by 
IBM; 


b. for a Customer-set-up Machine and a non-IBM Machine, the second business day after the 
Machine's standard transit allowance period; and 


c. for a Program -- 


(1) basic license, the second business day after the Program's standard transit allowance period, 


(2) copy, the date (specified in a Transaction Document) on which IBM authorizes Customer to 
make a copy of the Program, and 


(3) chargeable component (also called a feature), the date Customer uses the chargeable 
component or a copy.  Customer agrees to notify IBM of the chargeable component’s Date of 
Installation. 


Designated Machine – a Machine of a type specified in the Mainframe Exhibits provided at the following 
address: http://www.ibm.com/systems/z/resources/swprice/reference/exhibits/hardware.html.   


Engineering Change – an update to modify certain aspects of the design of an installed Machine, 
including without limitation the design of a certain Machine part or Machine Code. 


Enterprise – any legal entity (such as a corporation) and the subsidiaries it owns by more than 50 
percent.  The term “Enterprise” applies only to the portion of the Enterprise located in the United States. 


IBM Machine – a Machine bearing an IBM logo. 


IBM Product – an IBM Machine, ICA Program, or Other IBM Program. 


ICA Program – an IBM Program licensed under Part 5 of this Agreement. 


Licensed Internal Code (called “LIC”) – another term for Machine Code commonly used for certain IBM 
product lines, such as for IBM System z Machines.  LIC and Machine Code are interchangeable terms 
that have the same meaning. 


Machine – a hardware device, including its resources, capabilities, features, conversions, Machine 
Upgrades, elements, or accessories, or any combination of them.  The term "Machine" includes an IBM 
Machine and any non-IBM Machine (including other equipment). 


Machine Code – all of the following: (i) all code provided for an IBM Machine (including, without 
limitation, a Machine’s firmware and microcode), excluding code that is licensed under a license 
agreement other than the license agreement governing use of Machine Code (for example, IBM operating 
system and middleware products); and (ii) records, data, and structures created, used or relied on by the 
code in item (i) (for example, IBM System z Machine LIC configuration control records and passwords 
that help restrict access or use of the code in item (i)).  The term Machine Code specifically includes any 
whole or partial copy of Machine Code, and any fix, patch, or replacement provided for Machine Code. 


Machine Upgrade – the following changes that IBM sells for installation on a Machine: a hardware or 
Machine Code change to modify, add, remove, enable or disable certain Built-in Capacity or other 
resources and capabilities. Each such change can be accomplished through a Machine conversion, or 
through the conversion, addition, removal, or exchange of a Machine’s feature(s). 


Materials – literary works or other works of authorship (such as software programs and code, 
documentation, reports, and similar works) that IBM may deliver to Customer as part of a Service.  The 
term “Materials" does not include Programs, Machine Code, or other items available under their own 
license terms or agreements. 


Non-IBM Program – a Program licensed under a separate third party license agreement. 
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Other IBM Program – an IBM Program licensed under a separate IBM license agreement (e.g., IBM 
International Program License Agreement). 


Other Internal Licensed Code – code for a Covered Machine that is separately provided by IBM and 
licensed by a third party. 


Product – a Machine or a Program. 


Program – the following, including the original, any portion thereof, and all whole or partial copies:   


a. one or more sequences of instructions suitable for processing by a computer;  


b. control data (such as control blocks, event logs, configuration files) defined within or generated by 
the execution of such sequence(s) of instructions. Control data includes without limitation data that 
is designed to (i) manage or limit the operation of programs, or (ii) help monitor, record, manage, or 
limit the consumption of software or hardware resources, including, without limitation, data used in 
IBM’s implementation of Technological Measures; 


c. components; 


d. audio-visual content (such as images, text, recordings, or pictures) defined within or generated by 
the execution of, such sequence(s) of instructions; and 


e. related licensed materials such as publications and other documentation.    


The term “Program” includes any ICA Program, Other IBM Program, or Non-IBM Program, and any fix, 
patch or replacement that IBM may provide for a Program.  The term does not include Machine Code or 
Materials. 


Service – performance of a task, assistance, support, or access to resources (such as an information 
database) that IBM makes available to Customer. 


Specifications – information specific to a Product.  IBM Machine Specifications are in a document 
entitled "Official Published Specifications."  ICA Program Specifications are in a document entitled 
"Licensed Program Specifications." 


Specified Operating Environment – the Machines and Programs with which an ICA Program is 
designed to operate, as described in its Licensed Program Specifications. 


Technological Measures – all means, methods, systems, processes, checks, tests, monitoring, 
validations, instruments, and other measures that IBM implements for the purpose of: (i) protecting, 
controlling, limiting, and restricting the use of Machine Code; (ii) protecting, controlling, limiting, and 
restricting the access to or use of Built-in Capacity (including, for clarity, both Unauthorized Built-in 
Capacity and Authorized Built-in Capacity); and (iii) monitoring and reporting use of the Machine Code, 
Authorized Built-in Capacity, and Unauthorized Built-In Capacity, including for the purpose of calculating 
usage-based charges for IBM Products. Without limiting the generality of the preceding sentence, 
Technological Measures may be implemented, in whole or in part, in Machine Code, IBM Programs, other 
code, other IBM technology, and in the data created, used or relied upon by such Machine Code, IBM 
Programs, other code, and IBM technology. 


Unauthorized Built-in Capacity -- all Built-in Capacity for a Covered Machine other than Authorized 
Built-in Capacity.  For example and for the avoidance of any doubt, each of the following is Unauthorized 
Built-In Capacity:  (i) in the case of a processor authorized to operate at less than its full processor 
performance setting, the capability to operate the processor at a greater processor performance setting, 
and (ii) in the case of a System z Machine specialty processor, the capability to use the specialty 
processor for anything other than the “Authorized Uses” as such term is defined in the AUT. 


1.4 Acceptance of Terms  


Customer accepts the terms in Attachments and Transaction Documents by i) signing them (by hand or 
electronically), ii) using the Product or Service, or allowing others to do so, or iii) making any payment for 
the Product or Service. 


A Product or Service becomes subject to this Agreement when IBM accepts Customer’s order by i) 
sending Customer a Transaction Document, ii) shipping the Machine or making the Program available to 
Customer, or iii) providing the Service. 


Any Attachment or Transaction Document will be signed by both parties if requested by either party. 
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1.5 Delivery 


Delivery dates and ship dates are estimates unless otherwise specifically agreed in a Transaction 
Document.  Transportation charges, if applicable, will be specified in a Transaction Document.  For 
Programs IBM provides to Customer in tangible form, IBM fulfills its shipping and delivery obligations 
upon the delivery of such Programs to the IBM-designated carrier, unless otherwise agreed to in writing 
by Customer and IBM. 


1.6 Charges and Payment 


1.6.1 Charges 


A Transaction Document specifies the amount payable for Products or Services, based on one or more of 
the following types of charges:  one-time, recurring, time and materials, or fixed price.  Additional charges 
may apply (such as special handling or travel related expenses).  IBM will inform Customer in advance 
whenever additional charges apply. 


Recurring charges for a Product begin on its Date of Installation.  Charges for Services are billed as 
specified in a Transaction Document, which may be in advance, periodically during the performance of 
the Service, or after the Service is completed.  Unless otherwise provided in this Agreement (including 
any applicable Attachment or Transaction Document):  i) Services for which Customer prepays must be 
used within the applicable contract period; and ii) IBM does not give credits or refunds for any prepaid or 
other charges already due or paid. 


If a Transaction Document provides an estimated total charge for time and materials or for usage 
charges, the estimate is for planning purposes only.  IBM invoices charges based on actual time and 
materials expended or Customer’s actual or authorized use, subject to any specified minimum 
commitment. 


1.6.2 Usage Charges 


One-time and recurring charges may be based on measurements of actual or authorized use (for 
example, authorized capacity for Machines, number of users or processor size for Programs, or meter 
readings for maintenance Services).  Customer agrees to provide actual usage data as described in an 
Attachment or Transaction Document. 


If Customer makes changes to its environment that impact usage charges, Customer agrees to promptly 
notify IBM and pay any applicable charges.  Recurring charges will be adjusted accordingly.  In the event 
that IBM changes the basis of measurement, its terms for changing charges will apply. 


1.6.3 Changes to Charges 


From time to time, IBM may change its charges.  Customer receives the benefit of a decrease in charges 
for amounts that become due on or after the effective date of the decrease. 


Unless provided otherwise in an Attachment or Transaction Document, IBM may increase recurring 
charges for Products and Services, as well as labor rates and minimums for Services provided under this 
Agreement, by giving Customer three months' written notice.  An increase applies on the first day of the 
invoice or charging period on or after the effective date IBM specifies in the notice. 


IBM may increase one-time charges without notice.  However, an increase to one-time charges does not 
apply to Customer if i) IBM receives the order before the announcement date of the increase and ii) one 
of the following occurs within three months after IBM’s receipt of the order: 


a. IBM ships Customer the Machine or makes the Program available to Customer; 


b. Customer makes an authorized copy of a Program or distributes a chargeable component of a 
Program to another Machine; or 


c. a Program's increased use charge becomes due. 


1.6.4 Payment 


Amounts are due upon receipt of invoice and payable within 30 days or as specified in a Transaction 
Document.  Customer agrees to pay accordingly, including any late payment fee.  Payment may be made 
electronically to an account specified by IBM or by other means agreed to by the parties. 


1.6.5 Taxes 


If any authority imposes upon any transaction under this Agreement a duty, tax, levy, or fee, excluding 
those based on IBM’s net income, then Customer agrees to pay that amount as specified in an invoice, 
unless Customer supplies exemption documentation.  Customer is responsible for any personal property 
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taxes for each Product from the date IBM ships it to Customer.  For Programs that IBM delivers 
electronically to Customer and for which Customer claims a state sales and use tax exemption, Customer 
and IBM agree that no tangible personal property (e.g., media and publications) is transferred to 
Customer.     


Additional taxes and tax related charges may apply if IBM personnel are required to perform Services 
outside their normal tax jurisdiction.  As practical, IBM will work to mitigate such additional tax and tax-
related charges and will inform Customer in advance if these additional charges apply and are payable by 
Customer. 


1.7 Changes to the Agreement Terms 


In order to maintain flexibility in our business relationship, IBM may change the terms of this Agreement 
by providing Customer at least three months’ written notice.  However, these changes are not retroactive.  
They apply, as of the effective date IBM specifies in the notice, only to new orders, on-going transactions 
that do not expire, and transactions with a defined renewable contract period. For transactions with a 
defined renewable contract period, Customer may request that IBM defer the change effective date until 
the end of the current contract period. 


Customer acknowledges its agreement to have these changes apply for such transactions by i) placing 
new orders for Products or Services after the change effective date, ii) failing to request that the change 
effective date be deferred until the start of the next renewal period, iii) allowing transactions to renew after 
receipt of the change notice, or iv) failing to terminate non-expiring transactions prior to the change 
effective date.  Changes to charges are implemented as described in the Charges and Payment section 
above. 


Otherwise, for a change to be valid, both parties must sign it. 


1.8 IBM Business Partners 


IBM has signed agreements with certain organizations (called "IBM Business Partners") to promote, 
market, and support certain Products and Services.  Customer may order Products or Services that are 
promoted or marketed to Customer by IBM Business Partners or other suppliers, however, i) this 
Agreement applies only if a Transaction Document subject to this Agreement is provided for the specific 
transaction, and ii) such Business Partners and suppliers remain independent and separate from IBM.  
IBM is not responsible for the actions or statements of IBM Business Partners or other suppliers, any 
obligations either has to Customer, or any products or services that they supply to Customer under their 
agreements.  


1.9 Intellectual Property Protection 


For purposes of this Intellectual Property Protection section, the term "Product" also includes Materials 
and Machine Code. 


1.9.1 Third Party Claims 


If a third party asserts a claim against Customer that an IBM Product that IBM provides to Customer 
under this Agreement infringes that party's patent or copyright, IBM will defend Customer against that 
claim at IBM’s expense and pay all costs, damages, and attorney's fees that a court finally awards against 
Customer or that are included in a settlement approved in advance by IBM, provided that Customer: 


a. promptly notifies IBM in writing of the claim;  


b. allows IBM to control, and cooperates with IBM in, the defense and any related settlement 
negotiations; and 


c. is and remains in compliance with the Product’s applicable license terms and Customer’s 
obligations under section 1.9.2 (Remedies) below.  


1.9.2 Remedies 


If such a claim is made or appears likely to be made, Customer agrees to permit IBM, in IBM’s discretion, 
either to i) enable Customer to continue to use the Product, ii) modify it, or iii) replace it with one that is at 
least functionally equivalent.  If IBM determines that none of these alternatives is reasonably available, 
then on IBM’s written request, Customer agrees to promptly return the Product to IBM and discontinue its 
use.  IBM will then give Customer a credit equal to: 


a. for a Machine, Customer’s net book value calculated according to generally-accepted accounting 
principles; 
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b. for an ICA Program, the amount Customer paid IBM for the Program’s license or 12 months' 
charges (whichever is less); and 


c. for Materials, the amount Customer paid IBM for the creation of the Materials. 


1.9.3 Claims for Which IBM is Not Responsible 


IBM has no obligation regarding any claim based on any of the following: 


a. anything provided by Customer or a third party on Customer’s behalf that is incorporated into a 
Product or IBM’s compliance with any designs, specifications, or instructions provided by Customer 
or a third party on Customer’s behalf; 


b. a Product’s use other than in accordance with its applicable licenses and restrictions or use of a 
non-current version or release of a Product, to the extent a claim could have been avoided by using 
the current release or version; 


c. any modification of a Product made by Customer or by a third party on Customer’s behalf or the 
combination, operation, or use of a Product with any other Product, hardware device, program, 
data, apparatus, method, or process; 


d. the distribution, operation or use of a Product outside Customer’s Enterprise;  


e. running or executing an ICA Program on other than a Designated Machine; or 


f. a non-IBM Product or an Other IBM Program. 


This Intellectual Property Protection section states IBM’s entire obligation and Customer’s exclusive 
remedy regarding any third party intellectual property claims. 


1.10 Limitation of Liability 


1.10.1 Items for Which IBM May Be Liable 


Circumstances may arise where, because of a default on IBM’s part or other liability, Customer is entitled 
to recover damages from IBM.  Regardless of the basis on which Customer is entitled to claim damages 
from IBM (including fundamental breach, negligence, misrepresentation, or other contract or tort claim), 
IBM’s entire liability for all claims in the aggregate arising from or related to each Product or Service or 
otherwise arising under this Agreement will not exceed the amount of any actual direct damages up to the 
greater of $100,000 or the charges (if recurring, 12 months' charges apply) for the Product or Service that 
is the subject of the claim.  For purposes of this Limitation of Liability section, the term "Product" also 
includes Materials and Machine Code. 


This limit also applies to any of IBM’s subcontractors and Program developers.  It is the maximum for 
which IBM and its subcontractors and Program developers are collectively responsible.  The following 
amounts are not subject to a cap on the amount of damages: 


a. payments referred to in the Intellectual Property Protection section above; and 


b. damages for bodily injury (including death) and damage to real property and tangible personal 
property for which IBM is legally liable. 


1.10.2 Items for Which IBM Is Not Liable 


Except as expressly required by law without the possibility of contractual waiver, under no circumstances 
is IBM, its subcontractors, or Program developers liable for any of the following even if informed of their 
possibility: 


a. loss of, or damage to, data; 


b. special, incidental, exemplary, or indirect damages or for any economic consequential damages; or 


c. lost profits, business, revenue, goodwill, or anticipated savings. 


1.11 Compliance Verification 


Upon reasonable notice, IBM may verify the usage data and other information affecting the calculation of 
charges under this Agreement.  Such verification will be conducted in a manner that minimizes disruption 
to Customer’s business and may be conducted on Customer’s premises, during Customer’s normal 
business hours.  Customer agrees to i) provide records, system tools outputs, and other electronic or 
hard copy system information reasonably necessary for such verification, and ii) promptly pay any 
additional, valid charges and other liabilities determined as a result of such verification. 


IBM’s right to verify Customer's usage data and other information affecting the calculation of charges also 
includes the right to verify Customer’s compliance with all other terms of this Agreement (including 
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applicable Attachments and Transaction Documents).  IBM may use an independent auditor to assist with 
such verification, provided IBM has a written confidentiality agreement in place with such auditor. 


Customer agrees to create, retain, and provide to IBM and its auditors written records, system tools 
outputs, and other system information sufficient to provide auditable verification that Customer's 
installation and running or executing ICA Programs complies with the Agreement terms, including IBM’s 
applicable licensing and pricing terms.  IBM will notify Customer in writing if any such verification indicates 
that Customer is not in compliance with Agreement terms.  The rights and obligations in this section 
remain in effect during the period any ICA Programs are licensed to Customer and for two years 
thereafter. 


1.11.1 Circumvention of Technological Measures 


Customer will not (i) Circumvent or attempt to Circumvent any Technological Measures in an IBM Product 
or use a third party or third party product to do so, or (ii) in any way access, use, or attempt to access or 
use, Unauthorized Built-in Capacity. 


1.12 General Principles of Our Relationship 


1.12.1 Notices and Communications 


Written communications, including notices to the receiving party’s designated representative, are to be 
sent to the address (physical, e-mail or facsimile) specified in an applicable Attachment or Transaction 
Document.  The parties consent to the use of electronic means and facsimile transmissions to send and 
receive communications in connection with our business relationship arising out of this Agreement, and 
such communications are acceptable as a signed writing.  An identification code (called a “user ID”) 
contained in an electronic document is sufficient to verify the sender’s identity and the document’s 
authenticity. 


1.12.2 Assignment and Resale 


Neither party may assign this Agreement, in whole or in part, without the prior written consent of the 
other.  Any attempt to assign without consent is void.  The assignment of this Agreement, in whole or in 
part, within the Enterprise of which either party is a part or to a successor organization by merger or 
acquisition does not require the consent of the other.  IBM is also permitted to assign its rights to 
payments without obtaining Customer’s consent.  It is not considered an assignment for IBM to divest a 
portion of its business in a manner that similarly affects all of its customers. 


Customer agrees not to resell any Service without IBM’s prior written consent.  Any attempt to do so is 
void. 


Customer agrees to acquire each Machine with the intent to use it as designed and in the form it was sold 
within Customer’s Enterprise and not for reselling, leasing, or transferring it, in whole or in part, to a third 
party, unless either of the following applies: 


a. Customer is arranging lease-back financing for the Machine; or 


b. Customer has paid IBM’s list price or reference price, as applicable for the Machine, and does not 
remarket it in competition with IBM or IBM’s authorized remarketers. 


1.12.3 Compliance with Laws 


IBM will comply with laws applicable to IBM generally as a provider of information technology Products 
and Services.  IBM is not responsible for determining the requirements of laws applicable to Customer's 
business, including those relating to Products and Services that Customer acquires under this 
Agreement, or that IBM's provision of or Customer's receipt of particular Products or Services under this 
Agreement meets the requirements of such laws.  Neither party is obligated to take any action that would 
violate applicable law. 


Each party will comply with all applicable export and import laws, regulations, and associated embargo 
and sanction regulations, including prohibitions on export for certain end uses or to certain end users. 


1.12.4 Dispute Resolution 


Each party will allow the other reasonable opportunity to comply before it claims that the other has not 
met its obligations under this Agreement.  The parties will attempt in good faith to resolve all disputes, 
disagreements, or claims between the parties relating to this Agreement.  Unless otherwise required by 
applicable law without the possibility of contractual waiver or limitation, i) neither party will bring a legal 
action, regardless of form, arising out of or related to this Agreement or any transaction under it more 
than two years after the cause of action arose; and ii) after such time limit, any legal action arising out of 
this Agreement or any transaction under it and all respective rights related to any such action lapse. 
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1.12.5 Other Principles of Our Relationship 


a. Neither party grants the other the right to use its (or any of its Enterprise's) trademarks, trade 
names, or other designations in any promotion or publication without prior written consent. 


b. The exchange of any confidential information will be made under a separate, signed confidentiality 
agreement.  However, to the extent confidential information is exchanged in connection with any 
Product or Service under this Agreement, the applicable confidentiality agreement is incorporated 
into, and subject to, this Agreement.      


c. This Agreement and any transaction under it do not create an agency, joint venture, or partnership 
between Customer and IBM.  Each party is free to enter into similar agreements with others to 
develop, acquire, or provide competitive products and services. 


d. Each party grants only the licenses and rights specified in this Agreement.  No other licenses or 
rights (including licenses or rights under patents) are granted either directly, by implication, or 
otherwise.  The rights and licenses granted to Customer under this Agreement may be terminated if 
Customer fails to fulfill its applicable payment obligations. 


e. Customer agrees that IBM may process the business contact information of Customer’s employees 
and contractors and information about Customer as a legal entity (contact information) in connection 
with IBM Products and Services or in furtherance of IBM’s business relationship with Customer. 
This contact information can be stored, disclosed internally and processed by International Business 
Machines Corporation and its subsidiaries, Business Partners and subcontractors wherever they do 
business, solely for the purpose described above provided that these companies comply with 
applicable data privacy laws related to this processing.  Where required by applicable law, 
Customer has notified and obtained the consent of the individuals whose contact information may 
be stored, disclosed internally and processed and will forward their requests to access, update, 
correct or delete their contact information to IBM who will then comply with those requests. 


f. No right or cause of action for any third party is created by this Agreement or any transaction under 
it, nor is IBM responsible for any third party claims against Customer except as described in the 
Intellectual Property Protection section above or as permitted by the Limitation of Liability section 
above for bodily injury (including death) or damage to real or tangible personal property for which 
IBM is legally liable to that third party. 


g. Customer is responsible for selecting the Products and Services that meet its needs and for the 
results obtained from the use of the Products and Services, including Customer’s decision to 
implement any recommendation concerning Customer’s business practices and operations. 


h. Where approval, acceptance, consent or similar action by either party is required under this 
Agreement, such action will not be unreasonably delayed or withheld. 


i. Neither party is responsible for failure to fulfill any non-monetary obligations due to events beyond 
its control. 


j. As reasonably required by IBM to fulfill its obligations under this Agreement, Customer agrees to 
provide IBM with sufficient and safe access (including remote access) to Customer’s facilities, 
systems, information, personnel, and resources, all at no charge to IBM.  IBM is not responsible for 
any delay in performing or failure to perform caused by Customer’s delay in providing such access 
or performing other Customer responsibilities under this Agreement. 


1.13 Agreement Termination 


Either party may terminate this Agreement on written notice to the other following the expiration or 
termination of the terminating party’s obligations under this Agreement, including any applicable 
Attachment or Transaction Document. 


Either party may terminate this Agreement if the other does not comply with any of its terms, provided the 
one who is not complying is given written notice and reasonable time to comply.  License termination and 
termination of a Services transaction are described in Parts 5 and 6, respectively. 


Any terms of this Agreement that by their nature extend beyond the Agreement termination remain in 
effect until fulfilled, and apply to both parties’ respective successors and assignees. 


1.14 Geographic Scope and Governing Law 


The rights, duties, and obligations of each party are valid only in the United States except that all licenses 
are valid as specifically granted. 
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Both parties agree to the application of the laws of the State of New York to govern, interpret, and enforce 
all of Customer’s and IBM’s respective rights, duties, and obligations arising from, or relating in any 
manner to, the subject matter of this Agreement, without regard to conflict of law principles. 


If any provision of this Agreement is held to be invalid or unenforceable, the remaining provisions of this 
Agreement remain in full force and effect. 


Nothing in this Agreement affects any statutory rights of consumers that cannot be waived or limited by 
contract. 


2. Warranties 


2.1 The IBM Warranties 


2.1.1 Warranty for IBM Machines 


IBM warrants that each IBM Machine is free from defects in materials and workmanship and conforms to 
its Specifications. 


The warranty period for an IBM Machine is a fixed period, specified in a Transaction Document. For 
Machines, unless otherwise specified, the Date of Installation is the Warranty Start Date.  


During the warranty period, IBM provides repair and exchange Service for the IBM Machine, without 
charge, under the type of Service IBM designates for the IBM Machine.  If an IBM Machine does not 
function as warranted during the warranty period and IBM is unable to either i) make it do so or ii) replace 
it with one that is at least functionally equivalent, Customer may return it to IBM for a refund. 


Additional terms regarding Service for Machines during and after the warranty period are in Part 6. 


2.1.2 Warranty for ICA Programs 


IBM warrants that each warranted ICA Program, when used in the Specified Operating Environment, will 
conform to its Specifications. 


During the warranty period, IBM provides defect-related Program Services without charge.  Program 
Services are available for a warranted ICA Program for at least one year following its general availability.  
The warranty period for an ICA Program expires when its Program Services are no longer available. 


If an ICA Program does not function as warranted during the first year after Customer obtains its license 
and IBM is unable to make it do so, Customer may return the ICA Program and the charges Customer 
paid for the license will be refunded.  To be eligible, Customer must have obtained its license while 
Program Services (regardless of the remaining duration) were available for the ICA Program.  Additional 
terms regarding Program Services are contained in Part 5. 


2.1.3 Warranty for IBM Services 


IBM warrants that it performs each IBM Service using reasonable care and skill and according to its 
current description (including any completion criteria) contained in this Agreement, an Attachment, or a 
Transaction Document. Customer agrees to provide timely written notice of any failure to comply with this 
warranty so that IBM can take corrective action. 


2.1.4 Warranty for Systems 


When IBM specifies in an Attachment or Transaction Document that it is providing Products to Customer 
that are intended to operate together as a system, IBM warrants that those Products are compatible and, 
when installed in accordance with their Specifications, will operate with one another.  This warranty is in 
addition to IBM’s other applicable warranties. 


2.2 Extent of Warranty 


If a Machine is subject to federal or state consumer warranty laws, IBM’s statement of limited warranty 
included with the Machine applies in place of these Machine warranties. 


The warranties stated above will not apply to the extent that there has been misuse (including, but not 
limited to, use of any Unauthorized Built-in Capacity or Circumvention of Technological Measures), 
accident, modification, unsuitable physical or operating environment, operation in other than the Specified 
Operating Environment, improper maintenance by Customer or a third party, or failure or damage caused 
by a product for which IBM is not responsible.  The warranty for IBM Machines is voided by removal or 
alteration of Machine or parts identification labels. 


For a Machine that IBM is responsible to install, if Customer elects to install the Machine itself or have a 
third party install the Machine, IBM may inspect the Machine at Customer’s expense before providing 
warranty Service on the Machine. If the Machine is not in an acceptable condition for warranty Service, as 
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solely determined by IBM, Customer may request that IBM restore it to an acceptable condition for 
Service or Customer may withdraw its request for warranty Service.  IBM, at its sole discretion, will 
determine if restoration is possible.  Restoration is provided as a billable Service. 


THESE WARRANTIES ARE CUSTOMER’S EXCLUSIVE WARRANTIES AND REPLACE ALL OTHER 
WARRANTIES OR CONDITIONS, EXPRESS OR IMPLIED, INCLUDING, BUT NOT LIMITED TO, THE 
IMPLIED WARRANTIES OR CONDITIONS OF MERCHANTABILITY AND FITNESS FOR A 
PARTICULAR PURPOSE AND ANY WARRANTY OR CONDITION OF NON-INFRINGEMENT. 


2.2.1 Items Not Covered by Warranty 


IBM does not warrant uninterrupted or error-free operation of a Product or Service or that IBM will correct 
all defects. 


IBM will identify IBM Machines and ICA Programs that it does not warrant. 


IBM’s Warranty for ICA Programs does not extend to an ICA Program that is run or executed on other 
than a Designated Machine. 


Unless otherwise specified in an Attachment or Transaction Document, IBM provides Materials, non-IBM 
Products (including those provided with, or installed on, an IBM Machine at Customer’s request), and 
non-IBM Services WITHOUT WARRANTIES OF ANY KIND.  However, non-IBM manufacturers, 
developers, suppliers, or publishers may provide their own warranties to Customer.  Warranties, if any, for 
Other IBM Programs and Non-IBM Programs may be found in their license agreements. 


3. Machines Terms 


3.1 Production Status 


Each IBM Machine is manufactured from parts that may or may not be new.  In some cases, a Machine 
may not be new and may have been previously installed.  Regardless, IBM’s applicable warranty terms 
described in Part 2 apply. 


3.2 Title and Risk of Loss 


When IBM accepts Customer’s order, IBM agrees to sell Customer the Machine described in a 
Transaction Document.  IBM transfers title to Customer or, if applicable, Customer’s lessor when the 
Machine is shipped to Customer or its designated location.  However, IBM reserves a purchase money 
security interest in the Machine until IBM receives the amounts due.  For a feature, conversion, or 
Machine Upgrade involving the removal of parts that become IBM’s property, IBM reserves a security 
interest until IBM receives payment of all the amounts due and the removed parts.  Customer authorizes 
IBM to file appropriate documents to permit IBM to perfect its security interest. 


For each Machine, IBM bears the risk of loss or damage up to the time it is delivered to the IBM-
designated carrier for shipment to Customer or Customer’s designated location.  Thereafter, Customer 
assumes the risk.  Each Machine will be covered by insurance, arranged and paid for by IBM for 
Customer, covering the period until it is delivered to Customer or Customer’s designated location.  For 
any loss or damage, Customer must i) report the loss or damage in writing to IBM within 10 business days 
of delivery and ii) follow the applicable claim procedure. 


3.3 Installation 


3.3.1 Machine Installation 


Customer agrees to provide an environment meeting the requirements for the Machine as specified in its 
published documentation. 


Within 30 calendar days of the shipment of a Machine, Customer agrees to install the Machine or, if IBM 
is responsible for the installation, to allow IBM to install the Machine.  IBM has standard installation 
procedures.  IBM will successfully complete these procedures before it considers an IBM Machine (other 
than a Machine for which Customer defers installation or a Customer-set-up Machine) installed.  For a 
Machine that IBM is responsible to install, if the Machine is not made available for IBM to install within six 
months from shipment, installation will be subject to an installation charge.  


Customer is responsible for installing a Customer-set-up Machine and a non-IBM Machine according to 
instructions provided by IBM or the Machine’s manufacturer. 


3.3.2 Machine Upgrades and Engineering Changes 


IBM sells Machine Upgrades for installation on Machines, and, in certain instances, only for installation on 
a designated, serial-numbered Machine.  Within 30 calendar days of the shipment of a Machine Upgrade, 
Customer agrees to install the Machine Upgrade or, if IBM is responsible for the installation, to allow IBM 
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to install the Machine Upgrade.  Certain Machine Upgrade orders may be terminated at IBM's discretion if 
not made available for IBM to install within 30 calendar days of shipment, in which case Customer must 
return the Machine Upgrade to IBM at Customer’s expense.   In all cases, if the Machine Upgrade is not 
made available for IBM to install within six months from the date IBM ships the Machine Upgrade, 
installation will be subject to an installation charge. 


Customer agrees to allow IBM to install mandatory Engineering Changes (such as those required for 
safety) on a Machine within 30 calendar days of IBM’s notice to Customer unless otherwise agreed to by 
the parties. 


Many Machine Upgrades and Engineering Changes require the removal of parts and the transfer of 
ownership and possession of the removed parts to IBM.  Customer is responsible for the return of all 
removed parts to IBM upon installation of the Machine Upgrade or Engineering Change. As applicable, 
Customer represents that Customer has permission from the owner and any lien holders to i) install 
Machine Upgrades and Engineering Changes and ii) transfer ownership and possession of removed parts 
to IBM.  Customer further represents that all removed parts are genuine, unaltered, and in good working 
order.  A part that replaces a removed part will assume the warranty or maintenance Service status of the 
replaced part. 


4. Licenses for Machine Code and Other Internal Licensed Code 
Customer acknowledges that each Covered Machine contains Machine Code and may also contain Other 
Internal Licensed Code.  Regardless of the source from which Customer acquires an IBM Machine, IBM's 
license terms regarding Machine Code and Other Internal Licensed Code included with the Machine 
apply.  


4.1 License for Machine Code 


Customer’s use of Machine Code on a Covered Machine is governed by the terms of the applicable IBM 
License Agreement for Machine Code provided at 
http://www.ibm.com/systems/support/machine_warranties/machine_code.html   


4.2 License for Other Internal Licensed Code (OILC)  


OILC is licensed under, and Customer’s use is governed by, the terms of the applicable license 
agreement(s) for such OILC provided at: 
http://www.ibm.com/servers/support/machine_warranties/support_by_product.html   


5. License for ICA Programs 


5.1 License  


When IBM accepts Customer’s order, IBM grants Customer a nonexclusive license to use the ICA 
Program only within Customer’s Enterprise in the United States.  ICA Programs are owned by 
International Business Machines Corporation, one of its subsidiaries, or a third party and are copyrighted 
and licensed (not sold). 


5.1.1 Authorized Use 


Under each license, IBM authorizes Customer to: 


a. run or execute the ICA Program only on the Designated Machine specified by the Customer to IBM 
under the terms of Section 5.1.2 below; 


b. use the ICA Program to the extent of authorizations Customer has obtained; 


c. solely in support of the level of use authorized by IBM, make and install copies of the ICA Program 
on the following: (i) the Designated Machine, and (ii) on an additional Designated Machine, for 
backup purposes, if the ICA Program is not performing productive work (including, without limitation, 
production, development, test, program maintenance, mirroring, etc.) on such additional Designated 
Machine; provided that Customer reproduces the copyright notices and any other legends of 
ownership on each copy or partial copy; and 


d. use any portion of the ICA Program IBM i) provides in source form, or ii) marks restricted (for 
example, marked "Restricted Materials of IBM") only to: 


(1) resolve problems related to the use of the ICA Program, and 


(2) modify the ICA Program so that, while not otherwise violating the terms of this Agreement, it 
will work together with other products. 
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5.1.2 Customer’s Additional Obligations 


For each ICA Program, Customer agrees to: 


a. provide its IBM representative with the type/model and serial number of the Designated Machine, 
and provide advance written notice and the effective date of any change from one Designated 
Machine to another Designated Machine; 


b. comply with any additional or different terms in its Licensed Program Specifications or another 
Attachment or Transaction Document; 


c. ensure that anyone who uses it (accessed either locally or remotely) does so only for Customer’s 
authorized use and complies with IBM’s terms regarding ICA Programs; and  


d. maintain a record of all copies and provide it to IBM at its request. 


5.1.3 Actions Customer May Not Take 


For each ICA Program, Customer agrees not to: 


a. modify the ICA Program except as IBM expressly allows in this Agreement; 


b. reverse assemble, reverse compile, otherwise translate, or reverse engineer the ICA Program 
unless expressly permitted by applicable law without the possibility of contractual waiver; or 


c. sublicense, assign, rent, or lease the ICA Program or transfer it outside Customer’s Enterprise. 


5.2 Distributed System License Option  


For some ICA Programs, Customer may make a copy under a Distributed System License Option (called 
a "DSLO" copy).  IBM charges less for a DSLO copy than for the original license (called the "Basic" 
license).  In return for the lesser charge, Customer agrees to do the following while licensed under a 
DSLO: 


a. have a Basic license for the ICA Program; 


b. provide problem documentation and receive Program Services (if any) only through the location of 
the Basic license; and 


c. distribute to, and install on, the DSLO's Designated Machine, any release, correction, or bypass that 
IBM provides for the Basic license. 


5.3 Program Services 


IBM provides Program Services for warranted ICA Programs.  If IBM can reproduce Customer’s reported 
problem in the Specified Operating Environment, IBM will issue defect correction information, a restriction, 
or a bypass.  IBM provides Program Services for only the unmodified portion of a current release of an 
ICA Program. 


IBM provides Program Services i) on an on-going basis (with at least six months' written notice before 
IBM terminates Program Services), ii) until the date IBM specifies, or iii) for a period IBM specifies. 


5.4 License Termination 


Customer may terminate the license for an ICA Program at any time on 30 calendar days’ written notice 
to IBM. 


IBM may terminate Customer’s license for an ICA Program if Customer fails to comply with: 


a. the terms of this Section 5,   


b. the license terms for Machine Code applicable to the Designated Machine to which the ICA 
Program is licensed, or  


c. Section 1.11 of this Agreement as such Section pertains to the ICA Program or the Designated 
Machine to which the ICA Program is licensed.   


For each ICA Program license that Customer acquired for a one-time charge, a replacement license may 
be acquired for an upgrade charge, if available.  When Customer obtains a license for such replacement 
ICA Program, the license of the replaced ICA Program is terminated when charges become due, unless 
IBM specifies otherwise. 


If an ICA Program’s license is terminated, Customer’s authorization to use the ICA Program is also 
terminated. 


Customer agrees to promptly destroy all copies of the Program after either party has terminated the 
license. 
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6. Services 


6.1 Personnel 


Each party will assign personnel that are qualified to perform the tasks required of such party under this 
Agreement and is responsible for the supervision, direction, control, and compensation of its personnel.  
Subject to the foregoing, each party may determine the assignment of its personnel and its contractors. 


IBM may engage subcontractors to provide or assist in providing Services, in which case IBM remains 
responsible for the fulfillment of its obligations under this Agreement and for the performance of the 
Services. 


6.2 Materials Ownership and License 


An Attachment or Transaction Document will specify Materials to be delivered to Customer and identify 
them as “Type I Materials,” “Type II Materials,” or otherwise as both parties agree.  If not specified, 
Materials will be considered Type II Materials. 


Customer will own the copyright in Materials created as part of a Service that are identified as “Type I 
Materials” and each such Material will constitute a “work made for hire” to the extent permissible under 
U.S. copyright law.  If any such Materials are not works made for hire under applicable law, IBM assigns 
the ownership of copyrights in such Materials to Customer.  Customer grants IBM an irrevocable, 
nonexclusive, worldwide, paid-up license to use, execute, reproduce, display, perform, sublicense, 
distribute, and prepare derivative works based on, Type I Materials.  


IBM or its suppliers will own the copyright in Materials created as part of a Services transaction that are 
identified as Type II Materials.  IBM grants Customer an irrevocable, nonexclusive, worldwide, paid-up 
license to use, execute, reproduce, display, perform, and distribute (within Customer’s Enterprise only) 
copies of Type II Materials. 


IBM or its suppliers retains ownership of the copyright in any of IBM’s or its suppliers’ works that pre-exist 
or were developed outside of this Agreement and any modifications or enhancements of such works that 
may be made under this Agreement.  To the extent they are embedded in any Materials, such works are 
licensed in accordance with their separate licenses provided to Customer, if any, or otherwise as Type II 
Materials. 


Each party agrees to reproduce the copyright notice and any other legend of ownership on any copies 
made under the licenses granted in this section. 


6.3 Customer Resources 


If Customer is making available to IBM any facilities, software, hardware or other resources in connection 
with IBM’s performance of Services, Customer agrees to obtain any licenses or approvals related to these 
resources that may be necessary for IBM to perform the Services and develop Materials.  IBM will be 
relieved of its obligations that are adversely affected by Customer’s failure to promptly obtain such 
licenses or approvals.   Customer agrees to reimburse IBM for any reasonable costs and other amounts 
that IBM may incur from Customer’s failure to obtain these licenses or approvals. 


Unless otherwise agreed in an Attachment or Transaction Document, Customer is responsible for i) any 
data and the content of any database Customer makes available to IBM in connection with a Service 
under this Agreement, ii) the selection and implementation of procedures and controls regarding access, 
security, encryption, use, and transmission of data, and iii) backup and recovery of the database and any 
stored data.  IBM’s responsibilities regarding such data or database, including any confidentiality and 
security obligations, are governed by the Attachments and Transaction Documents applicable to the 
particular Services Transaction (which prevail over the terms of any separate confidentiality agreements) 
and subject to the Limitation of Liability and other terms in this Agreement. 


6.4 Service for Machines (during and after warranty) 


6.4.1 Service for Machines 


IBM provides certain types of Service to keep Machines in, or restore them to, conformance with their 
Specifications.  IBM will inform Customer of the available types of Service for a Machine.  At its discretion, 
IBM will i) either repair or exchange the failing Machine and ii) provide the Service either at Customer’s 
location or a service center.  IBM manages and installs selected Engineering Changes that apply to IBM 
Machines and may also perform preventive maintenance. 
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Any feature, conversion, or Machine Upgrade IBM Services must be installed on a Machine which is i) the 
designated, serial-numbered Machine, if applicable, and ii) at an Engineering-Change level compatible 
with the feature, conversion, or Machine Upgrade. 


When the type of Service requires that Customer deliver the failing Machine to IBM, Customer agrees to 
ship it suitably packaged (prepaid unless IBM specifies otherwise) to a location IBM designates.  After 
IBM has repaired or exchanged the Machine, IBM will deliver it to Customer at IBM’s expense unless IBM 
specifies otherwise.  IBM is responsible for loss of, or damage to, Customer’s Machine while it is i) in 
IBM’s possession or ii) in transit in those cases where IBM is responsible for the transportation charges. 


Customer agrees: 


a. to obtain authorization from the owner to have IBM service a Machine that Customer does not own;  


b. where applicable, before IBM provides Service, to -- 


(1) follow the problem determination and service request procedures that IBM provides, 


(2) secure all programs, data, and funds contained in a Machine, and 


(3) inform IBM of changes in a Machine's location. 


c. to follow the Service instructions that IBM provides (which may include installing Machine Code and 
other software updates either downloaded from an IBM Internet Web site or copied from other 
electronic media); and 


d. when Customer returns a Machine to IBM for any reason -- 


(1) to securely erase from any Machine all programs not provided by IBM with the Machine and 
data, including without limitation, the following:  i) information about identified or identifiable 
individuals or legal entities ("Personal Data") and ii) Customer’s confidential or proprietary 
information and other data.  If removing or deleting Personal Data is not possible, Customer 
agrees to transform such information (e.g., by making it anonymous) so that it no longer 
qualifies as Personal Data under applicable law; 


(2) to remove all funds from Machines returned to IBM.  IBM is not responsible for any funds, 
programs not provided by IBM with the Machine, or data contained in a Machine that 
Customer returns to IBM; and 


(3) IBM may ship all or part of the Machine or its software to other IBM or third party locations 
around the world to perform its responsibilities under this Agreement, and Customer 
authorizes IBM to do so. 


6.4.2 Replacements 


When Service involves the exchange of a part or Machine, the item IBM replaces becomes IBM’s 
property and the replacement becomes Customer’s.  Customer represents that all removed items are 
genuine and unaltered.  The replacement may not be new, but will be in good working order and at least 
functionally equivalent to the item replaced.  The replacement assumes the warranty or maintenance 
Service status of the replaced item.  Before IBM exchanges a part or Machine, Customer agrees to 
remove all features, parts, options, alterations, and attachments not under IBM’s service.  Customer also 
agrees to i) ensure that the part or Machine is free of any legal obligations or restrictions that prevent its 
exchange and ii) transfer ownership and possession of removed parts to IBM. 


Service for some IBM Machines involves IBM providing Customer with an exchange replacement for 
installation by Customer.  Such exchange replacements may be i) a part of a Machine (called a Customer 
Replaceable Unit, or “CRU,” e.g., keyboard, memory, or hard disk drive), or ii) an entire Machine.  
Customer may request IBM to install the replacement CRU or Machine, however, Customer may be 
charged for the installation.  IBM provides information and replacement instructions with Customer’s 
Machine and at any time on Customer’s request.  IBM specifies in the materials shipped with a 
replacement whether the failing CRU or Machine must be returned to IBM.  When return is required, 
return instructions and a container are shipped with the replacement, and Customer may be charged for 
the replacement if IBM does not receive the failing CRU or Machine within 15 calendar days of 
Customer’s receipt of the replacement. 


6.4.3 Items Not Covered 


Repair and exchange Services do not cover: 


a. accessories, supply items, consumables (such as batteries and printer cartridges), and structural 
parts (such as frames and covers); 
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b. Machines damaged by misuse, accident, modification, unsuitable physical or operating 
environment, or improper maintenance by Customer or a third party; 


c. Machines with removed or altered Machine or parts identification labels; 


d. failures caused by a product for which IBM is not responsible; 


e. service of Machine alterations; or 


f. service of a Machine on which Customer is using capacity or capability, other than that authorized 
by IBM in writing. 


6.5 Warranty Service Upgrade 


For certain Machines, Customer may select a Service upgrade from the standard type of warranty Service 
for the Machine.  IBM charges for the Service upgrade during the warranty period. 


Customer may not terminate the Service upgrade or transfer it to another Machine during the warranty 
period. 


When the warranty period ends, the Machine will convert to maintenance Service at the same type of 
Service Customer selected for warranty Service upgrade. 


6.6 Maintenance Coverage 


When Customer orders maintenance Service for Machines, IBM will inform Customer of the date on 
which maintenance Service will begin.  IBM may inspect the Machine within one month following that 
date.  If the Machine is not in an acceptable condition for service, Customer may have IBM restore it for a 
charge or Customer may withdraw its request for maintenance Service.  However, Customer will be 
charged for any maintenance Service that IBM has performed at Customer’s request. 


6.7 Automatic Service Renewal 


Renewable Services renew automatically for a same length contract period unless either party provides 
written notification (at least one month prior to the end of the current contract period) to the other of its 
decision not to renew. 


During an automatic renewal period, Customer may terminate the Service on one month’s written notice, 
and IBM will provide Customer a prorated credit for any unused Services for which Customer has paid in 
advance. 


6.8 Termination and Withdrawal of a Service 


Either party may terminate a Service transaction if the other materially fails to meet its obligations 
concerning the Service. 


Customer may terminate a Service, on notice to IBM provided Customer has met all minimum 
requirements and paid any adjustment charges specified in the applicable Attachments and Transaction 
Documents. 


For a maintenance Service, Customer may terminate without adjustment charge, provided any of the 
following circumstances occur: 


a. Customer permanently removes the eligible Product, for which the Service is provided, from 
productive use within Customer’s Enterprise; 


b. the eligible location, for which the Service is provided, is no longer controlled by Customer (for 
example, because of sale or closing of the facility); or 


c. the Machine has been under maintenance Service for at least one year and Customer gives IBM 
one month's written notice prior to terminating the maintenance Service. 


Customer agrees to pay IBM for i) all charges for Services IBM provides and any Products and Materials 
IBM delivers through Service termination, and ii) reimbursable expenses IBM incurs through Service 
termination.  If Customer terminates without cause, Customer also agrees to pay any applicable 
adjustment or termination charges and for expenses IBM incurs as a result of such termination (which 
IBM will take reasonable steps to mitigate). 


IBM may withdraw a Service or support for an eligible Product on three months' written notice to 
Customer.  If IBM withdraws a Service for which Customer has prepaid and IBM has not yet fully provided 
it to Customer, IBM will give Customer a prorated refund. 


Any terms that by their nature extend beyond termination or withdrawal remain in effect until fulfilled and 
apply to respective successors and assignees. 
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This Agreement, including its applicable Attachments and Transaction Documents, is the complete agreement 
regarding transactions by which Customer purchases Machines, licenses ICA Programs, obtains Program 
licenses, and acquires Services from IBM, and replaces all prior oral or written communications, representations, 
understandings, warranties, promises, covenants, and commitments between Customer and IBM.  In entering into 
this Agreement, including each Attachment and Transaction Document, neither party is relying on any 
representation that is not specified in this Agreement. Additional or different terms in any written communication 
from Customer (such as a purchase order) are void. 


Each party accepts, on behalf of its Enterprise, the terms of this Agreement by signing this Agreement (or another 
document that incorporates it by reference) by hand or electronically.  Once signed, i) any reproduction of this 
Agreement, an Attachment, or Transaction Document made by reliable means (for example, electronic image, 
photocopy or facsimile) is considered an original and ii) all Products and Services ordered under this Agreement 
are subject to it. 


Agreed to: 
Customer Company Name: 
 


Agreed to:    
International Business Machines Corporation 


 
By______________________________________ 


Authorized signature 


 
By______________________________________ 


Authorized signature 
Title: Title: 
Name (type or print): Name (type or print):   


Date: Date:   


Customer number: Agreement number:   


Enterprise number:  


Customer address: IBM address:   


 






