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	INSTRUCTIONS TO OFFERORS
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RFP Response Due Date: 
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INSTRUCTIONS TO OFFERORS
It is the responsibility of each offeror to:
Follow the format required in the RFP when preparing your response. Provide responses in a clear and 4concise manner.
Provide complete answers/descriptions. Read and answer all questions and requirements. Proposals are evaluated based solely on the information and materials provided in your written response.
Use any forms provided, e.g., cover page, budget form, certification forms, etc.
Submit your response on time. Note all the dates and times listed in the Schedule of Events and within the document. Late proposals are never accepted.
The following items MUST be included in the response.
Failure to include ANY of these items may result in a nonresponsive determination.
	Signed Cover Sheet
	Signed Addenda (if appropriate) in accordance with Section 1.4.3
	Address all mandatory requirements in accordance with Section 1.6.3
	Correctly executed State of Montana "Affidavit for Trade Secret Confidentiality" form, if claiming information to be confidential or proprietary in accordance with Section 2.3.1.
	In addition to a detailed response to all requirements within Sections 3, 4, and 5, offeror must acknowledge that it has read, understands, and will comply with each section/subsection listed below by initialing the line to the left of each. If offeror cannot meet a particular requirement, provide a detailed explanation next to that requirement.

		Section 1, Introduction and Instructions
		Section 2, RFP Standard Information
		Section 3, Introduction
		Section 3.1, Project Overview
		Section 4.1, State's Right to Investigate and Reject
		Section 4.3, Oral Presentation/Product Demonstration/Interview
		Section 6, Evaluation Process
		Appendix A, Standard Terms and Conditions
		Appendix B, On Premise Contract (if applicable)
		Appendix B, Cloud Hosted Contract (if applicable)
		 Appendix F, Glossary



SCHEDULE OF EVENTS

EVENT	DATE

RFP Issue Date	July 22, 2014

Mandatory Pre-Proposal Conference	August 1, 2014

Deadline for Receipt of Written Questions	August 8, 2014

Deadline for Posting Written Responses to the State's Website	August 22, 2014

RFP Response Due Date	September 10, 2014

Public Evaluations	November 5-7, 2014*

Notification of Offeror Interviews/Product Demonstrations
	November 11, 2014*

Offeror Interviews/Product Demonstrations
	December 1, 2014 – December 5, 2014*

Intended Date for Award Notification	December 8, 2014*

Intended Date for Contract Execution	December 31, 2014*


*The dates above identified by an asterisk are included for planning purposes. These dates are subject to change.


SECTION 1: INTRODUCTION AND INSTRUCTIONS

1.1	INTRODUCTION

The STATE OF MONTANA, Department of Administration State Information Technology Services Division ("State" or “SITSD) is seeking a contractor to provide a Commercial-Off-The-Shelf (COTS) Enterprise Content Management (ECM) solution and implementation services. A more complete description of the project is found in Section 3. 

1.2	CONTRACT PERIOD

The contract period is five year(s), beginning January 1, 2015, and ending December 31, 2019, inclusive. The parties may mutually agree to a renewal of this contract in one-year intervals, or any interval that is advantageous to the State. This contract, including any renewals, may not exceed a total of ten years, at the State's option.

1.3	SINGLE POINT OF CONTACT

From the date this Request for Proposal (RFP) is issued until an offeror is selected and announced by the procurement officer, offerors shall not communicate with any state staff regarding this procurement, except at the direction of Tia Snyder, the procurement officer in charge of the solicitation. Any unauthorized contact may disqualify the offeror from further consideration. Contact information for the single point of contact is:

Procurement Officer: Tia Snyder
Telephone Number: 406-444-3315
Fax Number: 406-444-2529
E-mail Address: tsnyder@mt.gov 

1.4	REQUIRED REVIEW

1.4.1 Review RFP. Offerors shall carefully review the entire RFP. Offerors shall promptly notify the procurement officer identified above via e-mail or in writing of any ambiguity, inconsistency, unduly restrictive specifications, or error that they discover. In this notice, the offeror shall include any terms or requirements within the RFP that preclude the offeror from responding or add unnecessary cost. Offerors shall provide an explanation with suggested modifications. The notice must be received by the deadline for receipt of inquiries set forth in Section 1.4.2. The State will determine any changes to the RFP. 

1.4.2 Form of Questions. Offerors having questions or requiring clarification or interpretation of any section within this RFP must address these issues via e-mail or in writing to the procurement officer listed above on or before August 8, 2014.  Offerors are to submit questions using the Vendor RFP Question and Answer Form available on the OneStop Vendor Information website at: http://svc.mt.gov/gsd/OneStop/GSDDocuments.aspx or by calling (406) 444-2575. Clear reference to the section, page, and item in question must be included in the form. Questions received after the deadline may not be considered.

1.4.3 State's Response. The State will provide a written response by August 22, 2014 to all questions received by August 8, 2014. The State's response will be by written addendum and will be posted on the State's website with the RFP at http://svc.mt.gov/gsd/OneStop/SolicitationDefault.aspx by the close of business on the date listed. Any other form of interpretation, correction, or change to this RFP will not be binding upon the State. Offerors shall sign and return with their RFP response an Acknowledgment of Addendum for any addendum issued. 

1.5	MANDATORY PRE-PROPOSAL CONFERENCE/CONFERENCE CALL

A mandatory Pre-Proposal Conference/Conference Call will be conducted at the State of Montana, Department of Public Health and Human Services, Sanders Building Auditorium Room 148, 111 Sanders Ave., Helena, Montana on Friday, August 1, 2014 at 9:00 AM. Offerors are encouraged to use this opportunity to ask clarifying questions, obtain a better understanding of the project, and to notify the State of any ambiguities, inconsistencies, or errors discovered upon examination of this RFP. All responses to questions during the Pre-Proposal Conference/Conference Call will be oral and in no way binding on the State. Proposal responses from any offeror failing to participate in the Pre-Proposal Conference/Conference Call will not be considered.

A conference call will be broadcast over the web using Microsoft Lync and Voice over IP (VoIP). In order for the state to send instructions for attending the meeting, all offerors wishing to attend over the web must contact the Procurement Officer identified in Section 1.3 before close of business July 30, 2014. This method does not require one to purchase Microsoft Lync, but does require the download of a free plug-in.

1.6	GENERAL REQUIREMENTS

1.6.1 Acceptance of Standard Terms and Conditions/Contract. By submitting a response to this RFP, offeror accepts the standard terms and conditions and contract set out in Appendices A and B, respectively. Much of the language included in the standard terms and conditions and contract reflects the requirements of Montana law.

Offerors requesting additions or exceptions to the standard terms and conditions, or to the contract terms, shall submit them to the procurement officer listed above by the date specified in Section 1.4.2. A request must be accompanied by an explanation why the exception is being sought and what specific effect it will have on the offeror's ability to respond to the RFP or perform the contract. The State reserves the right to address nonmaterial requests for exceptions to the standard terms and conditions and contract language with the highest scoring offeror during contract negotiation. 

The State shall identify any revisions to the standard terms and conditions and contract language in a written addendum issued for this RFP. The addendum will apply to all offerors submitting a response to this RFP. The State will determine any changes to the standard terms and conditions and/or contract. 

1.6.2 Resulting Contract. This RFP and any addenda, the offeror's RFP response, including any amendments, a best and final offer (if any), and any clarification question responses shall be incorporated by reference in any resulting contract.

1.6.3 Mandatory Requirements. To be eligible for consideration, an offeror must meet all mandatory requirements as listed in Sections 3.6.1.1, 3.6.1.2, 3.6.1.3 and 5.1.2. The State will determine whether an offeror's proposal complies with the requirements. Proposals that fail to meet any mandatory requirements listed in this RFP will be deemed nonresponsive.

1.6.4 Understanding of Specifications and Requirements. By submitting a response to this RFP, offeror acknowledges it understands and shall comply with the RFP specifications and requirements.

1.6.5 Offeror's Signature. Offeror's proposal must be signed in ink by an individual authorized to legally bind the offeror. The offeror's signature guarantees that the offer has been established without collusion. Offeror shall provide proof of authority of the person signing the RFP upon State's request.

1.6.6 Offer in Effect for 180 Calendar Days. Offeror agrees that it may not modify, withdraw, or cancel its proposal for a 180-day period following the RFP due date or receipt of best and final offer, if required.

[bookmark: _Toc126117040][bookmark: _Toc204299366]1.6.7	Prime and Subcontractors. The highest scoring offeror will be the prime contractor if a contract is awarded and shall be responsible, in total, for all work of any subcontractors. The state welcomes offerors who are partnering with others to provide the full spectrum of services required by this RFP.

All known subcontractors must be listed in the proposal. The contractor may not subcontract or delegate performance under this contract with other entities or third parties or change subcontractors without written consent of the State. The contactor shall require all subcontractors, if any, to adhere to the same policies, standards required of the contractor in this RFP and subsequent contract.

1.7	SUBMITTING A PROPOSAL

1.7.1 Organization of Proposal. Offerors must organize their proposal into sections that follow the format of this RFP. Proposals shall be bound, and must include tabbed dividers separating each section and labeled as follows:

Tab 1 – Section 3.2 Offeror Response
Tab 2 – Section 3.3 Project Management and Structure including Appendix C – Roles and Responsibilities
Tab 3 – Section 3.4 Business Requirements including Appendix D – Business Requirements Traceability Matrix (RTM)
Tab 4 – Section 3.5 Technical Requirements
Tab 5 – Section 3.6 Security Requirements 
Tab 6 – Section 3.7 Solution Administration and Configuration
Tab 7 – Section 3.8 Training
Tab 8 – Section 3.9 Software Licensing
Tab 9 – Section 3.10 Maintenance and Support
Tab 10 – Section 4.2 Offeror Qualifications
Tab 11 – Signed RFP Cover Page, Signed Addenda, Initiated Instruction to Offerors Page

Offerors must submit their response to Section 5, Cost Proposal, separate from the rest of their proposal. See section 1.7.5 for further instructions.

Unless specifically requested in the RFP, an offeror making the statement "Refer to our literature…" or "Please see www…….com" may be deemed nonresponsive or receive RFP scoring point deductions. If making reference to materials located in another section of the proposal, specific page numbers and sections must be noted. The Evaluator/Evaluation Committee is not required to search through the proposal or literature to find a response.

The State encourages offerors to use materials (e.g., paper, dividers, binders, brochures, etc.) that contain post-consumer recycled content. Offerors are encouraged to print/copy on both sides of each page.

The proposal must provide clear descriptions and/or responses so that the Proposal Evaluation Committee (PEC) members can adequately evaluate the offeror’s response and intent. In order for the PEC to evaluate proposals completely, offerors must follow the format set out in the RFP.

Use the space provided following each subsection or question that requires a response, unless otherwise instructed:

	Offeror Response:




1.7.2 Failure to Comply with Instructions. Offerors failing to comply with these instructions may be subject to point deductions. Further, the State may deem a proposal nonresponsive or disqualify it from further consideration if it does not follow the response format, is difficult to read or understand, or is missing requested information.

1.7.3 Multiple Proposals. Offerors may, at their option, submit multiple proposals. Each proposal shall be evaluated separately.

1.7.4 Price Sheets. Offerors must use the RFP Price Sheets found in Section 5 Cost Proposal. These price sheets serve as the primary representation of offeror's cost/price. Offeror shall include additional information as necessary to explain the offeror's cost/price. 

1.7.5 Copies Required and Deadline for Receipt of Proposals. Offerors must submit one original proposal and seven copies to the State Procurement Bureau. In addition, offerors must submit two electronic copies on compact disc (CD) or universal serial bus (USB) flash drive in Microsoft Word or portable document format (PDF). If any confidential materials are included in accordance with the requirements of Section 2.3.2, they must be submitted on a separate CD or USB flash drive.

Offerors must submit one original Cost Proposal (paper), two copies (paper), and two electronic copies on clearly labeled separate USB drives to the State Procurement Bureau under separate, sealed cover. Each USB must contain a single electronic copy of the cost proposal Excel format for the response to section 5.1.1 and Word or PDF format for the response to section 5.2.  PDF format is NOT acceptable for the response to Section 5.1.1.

EACH PROPOSAL MUST BE SEALED AND LABELED ON THE OUTSIDE OF THE PACKAGE clearly indicating it is in response to RFP15-3010T. Proposals must be received at the reception desk of the State Procurement Bureau prior to 2:00 p.m., Mountain Time, September 10, 2014. Offeror is solely responsible for assuring delivery to the reception desk by the designated time.

1.7.6 Facsimile Responses. A facsimile response to an RFP will ONLY be accepted on an exception basis with prior approval of the procurement officer and only if it is received in its entirety by the specified deadline. Responses to RFPs received after the deadline will not be considered.

1.7.7 Late Proposals. Regardless of cause, the State shall not accept late proposals. Such proposals will automatically be disqualified from consideration. Offeror may request the State return the proposal at offeror's expense or the State will dispose of the proposal if requested by the offeror. (See Administrative Rules of Montana (ARM) 2.5.509.)

1.8	COSTS/OWNERSHIP OF MATERIALS

1.8.1 State Not Responsible for Preparation Costs. Offeror is solely responsible for all costs it incurs prior to contract execution.

1.8.2 Ownership of Timely Submitted Materials. The State shall own all materials submitted in response to this RFP.



SECTION 2: RFP STANDARD INFORMATION

2.1	AUTHORITY

The RFP is issued under 18-4-304, Montana Code Annotated (MCA) and ARM 2.5.602. The RFP process is a procurement option allowing the award to be based on stated evaluation criteria. The RFP states the relative importance of all evaluation criteria. The State shall use only the evaluation criteria outlined in this RFP.

2.2	OFFEROR COMPETITION

The State encourages free and open competition to obtain quality, cost-effective services and supplies. The State designs specifications, proposal requests, and conditions to accomplish this objective.

2.3	RECEIPT OF PROPOSALS AND PUBLIC INSPECTION

2.3.1 Public Information. Subject to exceptions provided by Montana law, all information received in response to this RFP, including copyrighted material, is public information. Proposals will be made available for public viewing and copying shortly after the proposal due date and time. The exceptions to this requirement are: (1) bona fide trade secrets meeting the requirements of the Uniform Trade Secrets Act, Title 30, chapter 14, part 4, MCA, that have been properly marked, separated, and documented; (2) matters involving individual safety as determined by the State; and (3) other constitutional protections. See 18-4-304, MCA. The State provides a copier for interested parties' use at $0.10 per page. The interested party is responsible for the cost of copies and to provide personnel to do the copying. 

2.3.2 Procurement Officer Review of Proposals. Upon opening the proposals in response to this RFP, the procurement officer will review the proposals for information that meets the exceptions in Section 2.3.1, providing the following conditions have been met:

●	Confidential information (including any provided in electronic media) is clearly marked and separated from the rest of the proposal.
●	The proposal does not contain confidential material in the cost or price section.
●	An affidavit from the offeror's legal counsel attesting to and explaining the validity of the trade secret claim as set out in Title 30, chapter 14, part 4, MCA, is attached to each proposal containing trade secrets. Counsel must use the State of Montana "Affidavit for Trade Secret Confidentiality" form in requesting the trade secret claim. This affidavit form is available on the OneStop Vendor Information website at: http://svc.mt.gov/gsd/OneStop/GSDDocuments.aspx or by calling (406) 444-2575.

Information separated out under this process will be available for review only by the procurement officer, the evaluator/evaluation committee members, and limited other designees. Offerors shall pay all of its legal costs and related fees and expenses associated with defending a claim for confidentiality should another party submit a "right to know" (open records) request.

2.4	CLASSIFICATION AND EVALUATION OF PROPOSALS

2.4.1 Initial Classification of Proposals as Responsive or Nonresponsive. The State shall initially classify all proposals as either "responsive" or "nonresponsive" (ARM 2.5.602). The State may deem a proposal nonresponsive if: (1) any of the required information is not provided; (2) the submitted price is found to be excessive or inadequate as measured by the RFP criteria; or (3) the proposal does not meet RFP requirements and specifications. The State may find any proposal to be nonresponsive at any time during the procurement process. If the State deems a proposal nonresponsive, it will not be considered further.

	2.4.2 Determination of Responsibility. The procurement officer will determine whether an offeror has met the standards of responsibility consistent with ARM 2.5.407. An offeror may be determined nonresponsible at any time during the procurement process if information surfaces that supports a nonresponsible determination. If an offeror is found nonresponsible, the procurement officer will notify the offeror by mail. The determination will be included within the procurement file.

2.4.3 Evaluation of Proposals. An evaluator/evaluation committee will evaluate all responsive proposals based on stated criteria and recommend an award to the highest scoring offeror. The evaluator/evaluation committee may initiate discussion, negotiation, or a best and final offer. In scoring against stated criteria, the evaluator/evaluation committee may consider such factors as accepted industry standards and a comparative evaluation of other proposals in terms of differing price and quality. These scores will be used to determine the most advantageous offering to the State. If an evaluation committee meets to deliberate and evaluate the proposals, the public may attend and observe the evaluation committee deliberations.

If the State determines that an offeror's response to the RFP, or the Oral Presentation and Product Demonstration, contains significant misrepresentations concerning the conformance of the proposed solution to the RFP requirements, the State may reject the proposal and remove proposal from further consideration. Likewise, if the State determines that an offeror's response to the RFP, or the Oral Presentation and Product Demonstration, contains significant misrepresentations concerning the time and effort required for the proposed solution to conform with the RFP requirements, the State may reject the proposal and remove the proposal from further consideration.

2.4.4 Completeness of Proposals. Selection and award will be based on the offeror's proposal and other items outlined in this RFP. Proposals may not include references to information such as Internet websites, unless specifically requested. Information or materials presented by offerors outside the formal response or subsequent discussion, negotiation, or best and final offer, if requested, will not be considered, will have no bearing on any award, and may result in the offeror being disqualified from further consideration.

2.4.5 Achieve Minimum Score. Any proposal that fails to achieve 65% of the total available points for EACH of the following Sections will be eliminated from further consideration;

3.2 Offeror Response
3.3 Project Management and Structure
3.4 Business Requirements
3.5 Offeror Technical Requirements
3.7 Solution Administration and Configuration
3.8 Training
3.9 Software Licensing
3.10 Maintenance and Support
4.2 Offeror Qualifications

Any proposal that fails to achieve 79% of the total available points in Section 3.6 Security Requirements, will be eliminated from further consideration. A "fail" for any individual evaluation criteria may result in proposal disqualification at the discretion of the procurement officer.

2.4.6 Opportunity for Discussion/Negotiation and/or Oral Presentation/Product Demonstration. After receipt of proposals and prior to the recommendation of award, the procurement officer may initiate discussions with one or more offerors if clarification or negotiation are necessary. After review and evaluation the top 3 scoring offerors will be required to make an oral presentation and product demonstration to clarify their RFP response or to further define their offer. In either case, offerors shall be prepared to send qualified personnel to Helena, Montana, to discuss technical and contractual aspects of their proposal. Oral presentations and product demonstrations, if requested, shall be at the offeror's expense. 

2.4.7 Best and Final Offer. Under Montana law, the procurement officer may request a best and final offer if additional information is required to make a final decision. The State reserves the right to request a best and final offer based on price/cost alone. Please note that the State rarely requests a best and final offer on cost alone.

2.4.8 Evaluator/Evaluation Committee Recommendation for Contract Award. The evaluator/ evaluation committee will provide a written recommendation for contract award to the procurement officer that contains the scores, justification, and rationale for the decision. The procurement officer will review the recommendation to ensure its compliance with the RFP process and criteria before concurring with the evaluator's/evaluation committee's recommendation.

2.4.9 Request for Documents Notice. Upon concurrence with the evaluator's/evaluation committee's recommendation, the procurement officer will request from the highest scoring offeror the required documents and information, such as insurance documents, contract performance security, an electronic copy of any requested material (e.g., proposal, response to clarification questions, and/or best and final offer), and any other necessary documents. Receipt of this request does not constitute a contract and no work may begin until a contract signed by all parties is in place. The procurement officer will notify all other offerors of the State's selection.

2.4.10 Contract Execution. Upon receipt of all required materials, a contract (Appendix B) incorporating the Standard Terms and Conditions (Appendix A), as well as the highest scoring offeror's proposal, will be provided to the highest scoring offeror for signature. The highest scoring offeror will be expected to accept and agree to all material requirements contained in Appendices A and B of this RFP. If the highest scoring offeror does not accept all material requirements, the State may move to the next highest scoring offeror, or cancel the RFP. Work under the contract may begin when the contract is signed by all parties.

2.5	STATE'S RIGHTS RESERVED

While the State has every intention to award a contract resulting from this RFP, issuance of the RFP in no way constitutes a commitment by the State to award and execute a contract. Upon a determination such actions would be in its best interest, the State, at its sole discretion, reserves the right to:

●	Cancel or terminate this RFP (18-4-307, MCA);
●	Reject any or all proposals received in response to this RFP (ARM 2.5.602);
●	Waive any undesirable, inconsequential, or inconsistent provisions of this RFP that would not have significant impact on any proposal (ARM 2.5.505);
●	Not award a contract, if it is in the State's best interest not to proceed with contract execution (ARM 2.5.602); or
●	If awarded, terminate any contract if the State determines adequate state funds are not available (18-4-313, MCA). 

2.6	DEPARTMENT OF ADMINISTRATION POWERS AND DUTIES

The Department of Administration is responsible for carrying out the planning and program responsibilities for information technology (IT) for state government. (Section 2-17-512, MCA) The Chief Information Officer is the person appointed to carry out the duties and responsibilities of the Department of Administration relating to information technology. The Department of Administration shall:

●	Review the use of information technology resources for all state agencies;
●	Review and approve state agency specifications and procurement methods for the acquisition of information technology resources; and
●	Review, approve, and sign all state agency IT contracts and shall review and approve other formal agreements for information technology resources provided by the private sector and other government entities.

[bookmark: _Toc43254541][bookmark: _Toc39047061][bookmark: _Toc39283772][bookmark: _Toc39290471][bookmark: _Toc39291287][bookmark: _Toc41449278]2.7	COMPLIANCE WITH STATE OF MONTANA IT POLICIES & STANDARDS

The offeror is expected to be familiar with the State of Montana IT environment. All services and products provided as a result of this RFP must comply with all applicable State of Montana IT policies and standards in effect at the time the RFP is issued. The offeror must request exceptions to State IT policies and standards in accordance with Section 1.6 of this RFP. It will be the responsibility of the State to deny the exception request or to seek a policy or standards exception through the Department of Administration, State Information Technology Services Division (SITSD). Offerors are expected to provide proposals that conform to State IT policies and standards. The State of Montana’s Chief Information Officer (CIO) has determined that the State of Montana shall follow the National Institute of Standards and Technology (NIST) security guidelines and the Federal Information Security Management Act (FISMA). It is the intent of the State to utilize the existing policies and standards and not to routinely grant exceptions. The State reserves the right to address nonmaterial requests for exceptions with the highest scoring offeror during contract negotiation.

The links below will provide information on State of Montana IT strategic plans, current environment, policies, and standards.

State of Montana Information Technology Strategic Plan
http://itsd.mt.gov/stratplan/statewide/default.mcpx

State of Montana Information Technology Environment
http://itsd.mt.gov/techmt/compenviron.mcpx

State of Montana Operations Manual (MOM) IT Policies and Standards
State of Montana Information Technology Policies

State of Montana Software Standards
http://itsd.mt.gov/policy/software/default.mcpx

MCA Code 2-17-534. Security responsibilities of department.
http://leg.mt.gov/bills/mca/2/17/2-17-534.htm

MCA Code 2-15-114. Security responsibilities of departments for data.
http://leg.mt.gov/bills/mca/2/15/2-15-114.htm

Federal Information Security Management Act
http://csrc.nist.gov/drivers/documents/FISMA-final.pdf

NIST SP 800-53, Security and Privacy Controls for Federal Information Systems and Organizations
http://nvlpubs.nist.gov/nistpubs/SpecialPublications/NIST.SP.800-53r4.pdf

NIST SP 800-144, Guidelines on Security and Privacy in Public Cloud Computing
http://csrc.nist.gov/publications/nistpubs/800-144/SP800-144.pdf


SECTION 3: SCOPE OF SERVICES

To enable the State to determine the capabilities of an offeror to perform the services specified in the RFP, the offeror shall respond to the following sections regarding its ability to meet the State's requirements.

NOTE: Each item shall be thoroughly addressed. Offerors taking exception to any requirements listed in this section may be found nonresponsive or be subject to point deductions.

When responding, the offeror shall use the same keywords, with the same meanings, as found in Appendix F – Glossary, and as used in the RTM relating to whether the offeror’s proposed solution will meet the requirements.

3.1	PROJECT OVERVIEW

The Montana Department of Administration, State Information Technology Services Division (SITSD or State), is seeking a vendor to provide a Commercial-Off-The-Shelf (COTS) Enterprise Content Management (ECM) solution, including professional services to assist with the implementation of the ECM solution, and a pilot project for implementation of the first system to use the ECM solution. The ECM solution shall provide a full range of ECM functions – capture, store, search, collaborate, manage, and archive. The State also plans to offer this solution to local governments within the State for their ECM needs.

	3.1.1	Problem Statement.  Agencies within the State of Montana do not follow a standardized approach to Electronic Records Management (ERM) or enterprise content management (ECM). Multiple ERM/ECM systems are in use by these various agencies. One system is a central Enterprise Content Management service provided by SITSD, which is used by twelve agencies. An additional nine non-central systems exist, having been purchased or custom-built by agencies.

For the State of Montana, the lack of a single ECM solution contributes to organizational inefficiencies such as:

1. Multiple storage of the same content/document.
2. Required access to multiple systems in order to search for related information.
3. Lack of preservation of historically significant documents.
4. Limited use of records retention schedules, causing over-retention of data and wasted space.
5. More resources of differing technical backgrounds to provide adequate, on-going support for each of these systems.

	3.1.2	State’s Goals and Objectives. It is the State’s goal to acquire a solution that offers agencies and local governments a suite of features that will enable users (including state employees, local government employees, and public constituents) to quickly and easily locate and manage content, documents, records, files, and correspondence. The successful offeror must have the capability, versatility and capacity to address all image, content, business process management, and records management requirements in an enterprise environment.

	3.1.3	State and Agency ECM Environments. A survey conducted with state agencies in October 2013 listed the following ECM environments within State government:

· IBM FileNet
· Microsoft CRM 
· Laserfiche
· Docuware
· SharePoint
· Perceptive Software
· Tyler-Eagle Recorder
· C-Track
· Home Grown (Custom)

SITSD manages an IBM FileNet P8 ECM application which provides ECM services to 12 agencies. These agencies use IBM FileNet for content management, image management, business process management and e-forms. Several agencies use ECM systems listed above for similar business functions. 

	3.1.4	State Enterprise Shared Services Model. SITSD provides shared IT services to state agencies in support of their business and customer needs. The services provided ensure that the state’s information technology infrastructure is reliable, secure, cost effective, and meets the business requirements of state agencies and citizens. It is the intent of the SITSD to acquire an ECM solution and in turn, offer fee-based services to agencies. It is imperative that the successful offeror offers affordable features and functionalities that meet agency needs for content management and records management directives, scale from an initial implementation of approximately 600 end-users to 2,000 users within 24 months, and further to an enterprise-wide deployment across multiple agencies and more than 5,000 end-users, all at an affordable per-user cost as described in Section 5 – Cost Proposal.

	3.1.5	Pilot Project.  The successful offeror shall conduct a pilot project of their solution with a state agency after contract award and before full production deployment of the solution (see Sections 3.2.2.1 and 3.3.3 for further details).  
 
The pilot project will provide the State with a platform to assess the impact and value of the solution on an agency or department’s content management/records management processes, assist the State and the successful offeror in detecting and correcting potential problems that otherwise would not be detected until full-scale deployment, and provide the State and successful offeror with sound results that can then be used to promote the solution to other interested parties.

The State, the agency piloting the solution, and the successful offeror will jointly develop a work plan based on the Offeror’s response to this RFP and the agency’s business requirements that documents how the pilot will be managed and executed. The work plan will clearly state the pilot’s objectives, scope, implementation details, timeframes, roles and responsibilities, monitoring and evaluation plan, and criteria for success.

If the pilot meets the success criteria detailed and agreed to in the pilot plan, the State will move forward with a full production deployment and market the solution to the State’s internal agency customers and external local governments. If the pilot does not meet the success criteria, the State may choose to continue the contract with modifications, or to terminate the contract in accordance with termination clauses of the contract and reassess its options for acquiring another ECM solution.

3.2	OFFEROR RESPONSE (TAB 1). 

3.2.1 	Offeror Proposal. Describe in detail how your proposed solution meets the State’s project goals and objectives, and requirements as stated in this RFP. Indicate whether your proposed solution is a on-premise solution or a cloud-based solution. Include in your response a detailed explanation of your end-user license metric and include a complete description of the functionality for each end-user license metric. Your proposal shall include a description of each software or service module needed to meet the requirements of this RFP. 
 
	Offeror Response:




3.2.2	Work Plans. Implementation of the new ECM solution may require transition from the State’s current system and environment (or a version upgrade), and new “from-scratch” implementations. For the implementation activities itemized above, the offeror will be expected to:

· Acquire all knowledge necessary concerning the current system and processes;
· Provide expertise to guide the installation and transition to your solution for
· Solution configuration, including workflow
· Hosting Configuration (if applicable)
· Connectivity configuration
· Enterprise Active Directory (AD) integration
· User access and management
· Web-based access; Integration with State’s web standards; 
· Provide expertise to transition records to your solution;
· Provide training to SITSD and other agency staff as appropriate for all aspects of administering, running, and using the solution;
· Develop all necessary support processes, procedures, functions, documentation, and staffing; and
· Work collaboratively with the State staff to effect an orderly transition of service.

Work plans shall include:

· Scope of Work statement.
· Project schedule with key milestones. Assume a project start date of January 26, 2015.
· Roles and responsibilities of contractor and State staff.
· Detailed resource projections with job skills within each area of responsibility.
· Test and acceptance plans for each milestone.
· Anticipated interruptions in service.
· Data migration plan.
· Detailed knowledge transfer and training plan including description of training materials provided and staff training requirements.
· Outline of procedures to be followed during the implementation period.
· Point of contact and procedures for managing problems or issues during the implementation period.
· Communication plan.
· Risk management plan and strategy.
· Contingency plan for failed implementation.
· Information technology requirements to include network resource requirements.
· Other matters the offeror deems important for a successful pilot.

3.2.2.1 Work Plan for “From Scratch” Pilot Implementation. Immediately following contract signing, the state will conduct a pilot implementation with the contractor. The outcome of the pilot will determine whether the state will continue using the product and doing business with the vendor for an ECM solution. 

Although subject to change, this pilot is expected to be with the Department of Labor and Industry (DLI) and will involve their existing MWorks system. MWorks does not currently store any actual documents, but reassembles documents “on the fly” using data stored in the system database. Here are some additional pieces of information about MWorks:

· The application involves the management of Job Service cases.
· Two local offices will participate: Havre and Missoula. All work will be done in Helena.
· Notes are entered by staff and stored in the database. These are assembled into documents as needed.
· Some other types of electronic documents will need to be stored (Word, PDF, scanned images) with some metadata.
· Option for Write Once, Read Many (WORM).
· Option to use dynamic versioning.
· Will require retention rules.
· Demonstrate the ability to integrate with MWorks to upload documents.
· Demonstrate the ability to integrate with MWorks to retrieve documents.
· Will only convert/migrate currently active cases – 200-300.
· Each case has 200-300 documents with a large amount of confidential info: PII, Health, etc.
· Want to try not to duplicate the storage of information, i.e. both in a document and on the database.
· Need barcode reading.
· Would like to consider OCR/ICR, if it is appropriate.
· Would like to consider mobile access and the ability to upload files from phone into system.

Offerors shall provide a detailed work plan to convincingly demonstrate to the State what the Offeror intends to do to successfully conduct the pilot. Please include the timeframes necessary to accomplish the work, along with contractor and State staffing requirements, contractor and State responsibilities, and how the work will be accomplished to meet the requirements as described in this RFP. It is expected the plan will include a requirements gathering phase where the exact business requirements and details are extracted from DLI and documented.

	Offeror Response:





3.2.2.2 Upgrade Work Plan for IBM FileNet Environment. If the proposed solution is IBM FileNet P8, provide a detailed work plan to convincingly demonstrate to the State what the offeror intends to do, the timeframes necessary to accomplish the work, offeror and State staffing requirements, offeror and State responsibilities and how the work will be accomplished to meet the requirements as described in this RFP.

If your proposed solution is NOT IBM FileNet, this section shall be left blank and it will not be scored. The current IBM FileNet environment consists of:

· 200 users
· 8 million documents
· 707 gigabytes
· 17.4 million workflow objects
· All documents are converted to .TIFF before being committed to FileNet Imaging Services
· No e-forms
· No electronic (digital) signatures

Be aware that when extracted, multi-page .TIFF documents in IBM FileNet Image Services turn into single images, one file per page. The State requires these single images be collated or rendered into a single document before being migrated into a different solution.

	Offeror Response:





3.2.2.3 Migration Work Plan from IBM FileNet Environment. If the proposed solution is NOT IBM FileNet P8, provide a detailed work plan to convincingly demonstrate to the State what the offeror intends to do, the timeframes necessary to accomplish the work, offeror and State staffing requirements, offeror and State responsibilities and how the work will be accomplished to meet the requirements as described in this RFP. If your proposed solution IS IBM FileNet, this section shall be left blank and it will not be scored. The current IBM FileNet environment consists of:

· 200 users
· 8 million documents
· 707 gigabytes
· 17.4 million workflow objects
· All documents are converted to .TIFF before being committed to FileNet Imaging Services
· No e-forms
· No electronic (digital) signatures

Be aware that when extracted, multi-page .TIFF documents in IBM FileNet Image Services turn into single images, one file per page. The State requires these single images be collated or rendered into a single document before being migrated into a different solution.

	Offeror Response:





3.2.3	Ability to Provide Services. The Offeror shall convincingly demonstrate to the State its ability to provide the services specified in this RFP. Based on the information provided above in Section 3.2.2, 3.2.2.1, and 3.2.2.2, provide detailed descriptions of similarly sized conversions and new implementations your firm has conducted with the proposed ECM solution.  Use the following format to in your response: 

A. Describe the customer, include:
	Name
	Location
	Type of entity (government, non-profit, financial, manufacturing, etc.)

B.	Project Description and Experience
1. Project Title
2. Project Start and Complete Dates
3. Project Scope (work that shall be performed to deliver a product or service with the specified features and functions. For example: total hours, budget, major features and functions).
4. Project Objectives (measurable success criteria of the project, which describe what a particular product or service shall be or do, or result to be obtained. For example: total costs below $200,000; customer access time reduced by 20%)
5. Project Stakeholders (Roles/Positions)
6. a.	What was the overall budget or estimated cost? 
b.	What was the budget or estimated cost for your company’s services?
7. a.	What was the final actual cost?
b.	What was the actual budget or estimated cost for your company’s services?
8. Describe in detail the methodologies that you employed, with supporting documentation.
9. Describe your company’s role in the project (or describe your role as an individual).
10. Describe any risk assessment performed for the project and any risk control utilized.
11. Describe how you track and report project status. Include frequency and audience.

C.	Provide the customer’s project contact:
	Name:
	Position:
	Phone:
	E-mail:

D.	List and describe the deliverables of this project, and attach examples of one of the deliverables (i.e. one of the artifacts).

	3.2.3.1 If your solution is IBM FileNet, provide descriptions of two similarly-sized IBM FileNet P8 upgrades your company has performed. If your proposed solution is NOT IBM FileNet, this section shall be left blank and it will not be scored. Use the format detailed in Section 3.2.3 for your response.

	Offeror Response:





 	3.2.3.2 If your solution is NOT IBM FileNet, provide descriptions of two similarly-sized IBM FileNet conversions your company has performed. If your proposed solution IS IBM FileNet, this section shall be left blank and it will not be scored. Use the format detailed in Section 3.2.3 for your response.

	Offeror Response:





	3.2.3.3 Provide descriptions of two similarly-sized “from scratch” projects your company has performed. Use the format detailed in Section 3.2.3 for your response.

	Offeror Response:





3.2.4	Ability to Support State Enterprise Shared Services Model. To ensure the ECM solution meets the cost criteria set out in Section 5, Cost Proposal, during the first year of the contract the contractor will be required to assist the State with demonstrating the features, functions and value of the ECM solution to prospective State agency and/or local government customers, as well as assisting these customers with their planning efforts. The costs associated with these marketing assistance services shall be itemized in the TCO spreadsheet.

		3.2.4.1 Marketing Assistance. The requirement is for a minimum of three, half-day, on-site (in Helena, MT) presentations to prospective customers and a minimum of three half-day training sessions (in Helena, MT) for the State’s ECM marketing staff. The training sessions for the ECM marketing staff are designed to train them to present and market the features and benefits of the ECM solution. Describe the marketing assistance you are proposing and the resources available to the State’s marketing organization during and after the first year of the implementation. 
Resources may include readiness assessment templates, training, access to white papers, presentations, templates, business cases, webinars, etc. List and describe the marketing materials and tools and attach examples. Identify all chargeable services and materials and include their costs in Section 5.
	Offeror Response:



		3.2.4.2 Planning Assistance. State agency and/or local government customers may have a need for planning assistance in establishing ECM functionality within their organization. Describe the services you will provide to assist these customers with their planning. Resources may include training personnel, readiness assessment templates, planning templates, presentations, and professional services. Include a list of resources and sample templates you provide to interested customers. Identify all chargeable services and materials and include their costs in Section 5.
	Offeror Response:



3.2.5	Ability to Integrate with Agency Systems and Applications. The ECM solution shall have the ability to integrate with a wide range of information technology applications. At a minimum, the solution shall integrate with the technologies listed below: 
 
3.2.5.1 Microsoft Office Integration. Describe in detail how your solution integrates with Microsoft Office 2007, 2010, 2013, and Office 365. 

	Offeror Response:





3.2.5.2 Microsoft Exchange Integration. Describe in detail how your solution integrates with Microsoft Exchange 2010 and 2013.

	Offeror Response:





	3.2.5.3 Microsoft SharePoint. Describe in detail how your solution integrates with Microsoft SharePoint 2010 and 2013.

	Offeror Response:




	3.2.5.4 PeopleSoft Integration. Describe in detail how your solution integrates with PeopleSoft 9.1.

	Offeror Response:




	3.2.5.5 Wendia POB Integration. Describe in detail how your solution integrates with the SITSD’s Service Desk application, Wendia POB. See http://www.wendia.com/service-desk-management-3/. 

	Offeror Response:




	3.2.5.6 Integration with major Enterprise Resource Planning (ERP), Business Process Management (BPM), and Customer Relationship Management (CRM) applications. Describe in detail how you achieve integration with major ERP, BPM and CRM applications. Is this integration “out of the box” or does it require customization? Explain. 

	Offeror Response:





	3.2.5.7 Application Programming Interface (API) Support. Describe the specific APIs that you support. Does your solution support .NET API, Java API, and/or a Web services APIs? Explain.

	Offeror Response:





	3.2.5.8 Mobile Support. Describe how your solution supports the use of mobile devices for browsing content, capturing images, and participating in review/approval workflows.

	Offeror Response:





	3.2.5.9 Oracle Forms. Describe how your solution integrates with Oracle Forms.

	Offeror Response:





	3.2.5.10 Other ECM applications. Describe how you achieve integration with other ECM technologies such as those listed in Section 3.1.3, above.

	Offeror Response:





	3.2.5.11 ePass Montana Single Login. Describe how your solution integrates with the State of Montana secure eGovernment Portal, ePass Montana, for non-State employee or public access. ePass Montana is operated by Montana Interactive, LLC, a subsidiary of NIC, Inc. (see http://www.egov.com/Pages/default.aspx). For more information on Montana’s eGovernment environment and initiatives, refer to http://itsd.mt.gov/techmt/egov/default.mcpx.

	Offeror Response:





3.3	PROJECT MANAGEMENT AND STRUCTURE (TAB 2)

The State highly values a disciplined, systematic, hands-on, and proactive approach to project management. In its response, the offeror shall detail their project management methodology to be used on this project. The approach and methodology proposed by the offeror shall account for the components listed below, as well as the management of its subcontractors, if any. The offeror is expected to create and support all phases/stages, associated deliverables and metrics as set forth by the Project Management Institute’s (PMI) Project Management Body of Knowledge (PMBOK®). If offeror is not using PMI’s PMBOK®, they shall submit a matrix mapping how each PMI phase and deliverable is met by their proposed methodology. If the offeror believes certain PMI-recommended deliverables/management plans are not needed/appropriate for this project, please also list those and explain why you believe they are not needed/appropriate.

The offeror shall provide a list and description of all deliverables that are a part of their methodology, whether mentioned specifically elsewhere in this RFP or not. The State would like to know what they can expect in the way of deliverables, what they look like, and what they contain.

The format and content of all deliverables shall be reviewed and approved by the State Project Manager before formal submission by the contractor to the State. Please see the glossary in this RFP for a definition of formal submission.
	3.3.1	Methodology. Identify and describe your suggested methodology for project management and the full solution implementation lifecycle. Include an explanation of how long you have been using this methodology and why you recommend this methodology for ECM.

Discuss how the methodology will be used to plan and execute the ECM project. Offeror shall also include descriptions of deliverables, plans, schedules, performance metrics and other primary tasks for each area. Samples of the various project plans (Stakeholder, Communications, Risk, etc.) are encouraged.

Offeror shall include an estimated, high-level schedule for the project. Although high-level, the schedule shall include each of the proposed project stages/phases, such as Project Start Up, Hardware Acquisition/Configuration, Solution Implementation, Vendor/State Implementation Verification and Testing, Requirements Validation for Pilot, Gap Analysis for Pilot, Pilot Solution Design, Development (if necessary), User Testing, Pilot Execution, One-Time Implementation Tasks, Maintenance Periods, etc., along with tasks for each.

The offeror shall demonstrate its ability to meet the schedule, and shall also justify its Work Plan/schedule through the documented application of an estimation methodology and any associated metrics. Offeror shall explain how its estimated work effort was derived (i.e. what estimation methodology was used to estimate the size of tasks and the level of effort required).

	Offeror Response:





[bookmark: OLE_LINK13]	3.3.2	Establish Primary Project Site. The contractor shall select and establish the primary project site in Helena, Montana where remote hardware configuration, possible local hardware installation and configuration, software installation and configuration, testing, and the pilot project will be performed. The contractor shall identify the total number of hours and the percentage of the total hours of work to be performed at the primary project site.

The establishment of a local project office is critical to the success of the project as there is not sufficient space available at the State to accommodate the contractor’s project team.

The offeror shall disclose any work performed at a location other than the primary project site. For any work performed at a location other than the primary project site in Helena, the offeror shall identify the specific location (city, state, country) and describe the type of work to be performed, the total hours for each type of work at that location, and the percent of the total hours for that type of work at that location.

Subcontractor locations shall be disclosed to the State, in writing, prior to operations commencing at that location.

	Offeror Response:





	3.3.3	Managing the Pilot. The proposed approach to the pilot project shall be such that it provides the state many opportunities to validate the results of the configuration and design by the contractor.

The offeror shall provide the management methodology it proposes using and the responsibilities that shall be met by both itself, DLI, and DOA in order to ensure the methodology will result in a successful pilot and implementation. The pilot will be expected to be able to be migrated into the production environment by the contractor, with help from the State, and continue to be used by its customers without significant disruption, upgrade, enhancement, or additional development or configuration.

Prior to the start of the pilot, the contractor shall work with the State to co-produce the Pilot Acceptance Criteria, which must be approved in writing by the State.

The contractor shall submit a formal acceptance document for state approval to proceed into the pilot phase. Written approval from the state is required before proceeding into the pilot. Approval will be based on the state’s confidence and the demonstrated proof that the offeror’s solution has been successfully installed and tested in such a way to ensure its preparedness and ability to support the pilot.

Upon successful conclusion, the contractor shall submit for approval a formal acceptance document for the state to approve in writing the successful execution of the pilot. Written acceptance by the state is mandatory before the pilot is considered successful and before proceeding with the project beyond the pilot stage. Acceptance will be based on the demonstrated success of the pilot, the solution’s defect-free performance, and meeting the Pilot Acceptance Criteria agreed to prior to the start of the pilot. The state, at its sole discretion, reserves the right to reject the pilot as unsuccessful.

See section 3.1.5 and 3.2.2.1 for more details about the pilot project.

	Offeror Response:





	3.3.4 Managing Changes. Describe how you plan to manage any changes that may occur during the life of the project. This would include changes of all sorts, but shall especially concentrate on managing changes in scope, schedule, quality, and people (state and contractor). Describe and include examples of your proposed change control/management methodology. Describe how that methodology meets the needs outlined in this section.

All changes to the project shall be submitted in writing to the state and receive the formal, written approval or denial of the state.

	Offeror Response:





	3.3.5 Testing. Describe how your testing methodology works and how that methodology helps ensure that all solution functions work correctly and continue to work correctly through the life of the project.

Explain the tools you will use to both define and control the testing process. Of special interest to the State is the way in which you will perform any necessary Regression Testing. Describe how you will incorporate these various testing phases into the project. It is anticipated the contractor will test the solution at various significant points in the project, such as, but not necessarily limited to:

1. Testing of the implementation of each of the three identified environments, Dev/Test, Training, and Production (and other environments, if recommended by the offeror), using generic but thorough test cases/plans provided by the contractor to test an installation.
2. Testing of the pilot setup. It is anticipated the State will provide our own test cases/plans to test the pilot, but will undoubtedly need and want help from the contractor in setting up those cases/plans.
3. Testing of the pilot instance once moved into Production to ensure it continues to operate successfully.

After contract execution, all testing phases of the project shall be approved in writing by the State. The contractor shall submit to the State formal acceptance documents that must be approved, signed, and returned to the contractor by the State before the relevant, associated phase is considered successful and the project is ready to move on to the next phase.

	Offeror Response:




	3.3.6	ECM Production Implementation. Upon successful completion of testing, the State and the contractor shall jointly schedule and prepare for ECM Production Implementation. The contractor shall submit to the State a formal document requesting the State formally accept the ECM solution and approve the deployment of that solution to production, along with a plan for that deployment. Written approval by the state is required before deployment to the production environment can proceed. The deployment schedule and any project preparations shall form a part of this acceptance document and shall include the schedule for migrating the pilot into production.

Acceptance will be based on the demonstrated success of the pilot, the solution’s defect-free performance, and meeting the Pilot Acceptance Criteria agreed to prior to the start of the pilot. The state, at its sole discretion, reserves the right to reject moving the solution into production.

	Understands and will comply.
	|_| Yes  |_| No  



[bookmark: _Toc110322200]	3.3.7	Maintenance and Support. The Maintenance and Support period shall begin upon successful completion of the pilot and the beginning of Production for the use by other agencies, and shall continue through the initial 5-year term of the Successful Offeror’s agreement. 

Describe your maintenance and support options, terms and conditions in this section. If you offer more than one level of maintenance and support, the State is looking for a level that best matches the needs outlined in Section 3.10.1.  Include the costs for the appropriate level of Maintenance and Support in Section 5, Cost Proposal.

Offerors shall also describe the fixes, patches, and major and minor releases that will be available to the State as part of the support agreement. Include the amount of support that the State will require (or is recommended) from the contractor to install these upgrades. Also include in your response an estimated annual number of hours required by State IT staff to perform these functions. The State gives preference to solutions that can be easily upgraded without mandatory (or recommended) support from the contractor.

	Offeror Response:



[bookmark: _Toc110322199]	3.3.8	Roles and Responsibilities. The State expects its staff to participate fully in solution implementation, design and deployment in order to ensure the solution meets State expectations and State staff are capable of supporting the solution when it becomes operational. The State will designate business analysts to participate in the design, development and implementation of the ECM pilot project. The State analysts will not be expected to assist in the contractor's work, but shall be allowed to participate with the contractor's team in all phases of design, development and implementation in order to become intimately familiar with the solution. The State analysts shall be allowed to participate in appropriate meetings of the contractor’s team addressing solution design, development, and implementation. If these meetings occur offsite from Helena, video conferencing shall be supplied by the contractor. The contractor shall allow additional State staff, designated by the State, to monitor specific aspects of the project.

In addition to the analyst staff, DOA (and possibly other agencies) intends to have IT staff dedicated to solution implementation and support. The contractor shall mentor the State staff in all aspects of solution deployment and integration so the State staff are in a position to assume responsibility for solution support at the end of the pilot and migration to full production. State staff shall be considered part of the project team and will adhere to contractor’s approved methodology and processes. Contractor shall train the State development staff in methodology and processes to be used, and shall recommend training for development tools proposed for the project (database, IDE, front end, specific languages, any other development tools).

The State reserves the right to hire an Independent Verification and Validation (IV&V) company to provide outside project oversight to ensure the project follows approved project and lifecycle methodologies. As part of the IV&V process, the state reserves the right to apply code analyzers, profilers, and test support tools to verify that the contractor’s solution meets the technical and functional requirements contained within this RFP.

Use Appendix C – Roles and Responsibilities, to submit your response. The offeror shall include in their response the table contained in the Appendix C, filled in (where not already filled in) to reflect their understanding of the roles and responsibilities of themselves and the state.

3.4	BUSINESS REQUIREMENTS (TAB 3) 

The State of Montana currently uses or intends to use its ECM solution for the following types of processes and use cases:

1. Case Management
2. Claim Management
3. Permitting
4. Licensing
5. Handling FOIA Requests
6. Handling Discovery Requests
7. Grant Management
8. Student Loan Processing
9. Vendor Invoice Processing
10. Employee File Management
11. Managing Standards and Policies
12. Onboarding New Hires
13. Contract Management
14. Expenses Reporting
15. Records Management
3.4.1	Requirements Traceability Matrix (RTM). The majority of the business requirements are found in Appendix D, the Business Requirements Traceability Matrix, or RTM. The offeror shall complete the matrix, filling in the “How Met” column, which indicates how the solution meets each individual requirement. These functional requirements were developed by project staff through interviews, surveys, meetings and research efforts. The contractor shall perform a Requirements Validation with pilot project business and subject matter experts to ensure both the completeness of the requirements and the contractor’s own comprehensive understanding of those requirements. Part of this process is expected to be a modeling of the future business processes of the pilot agency based on the new functionality provided by the new solution. The State expects the contractor to use the RTM throughout the project to trace requirements and their delivery.

Within the RTM, the project requirements team has assigned each identified requirement a “Desirability.” Desirability is one of the following: Essential, Highly Desired, or Desired. Essential requirements have a higher maximum potential point value (three) than Highly Desired requirements, which in turn have a higher maximum potential point value (two) than Desired requirements (one).

The RTM, together with this document, embody what the new solution shall do to meet both the business requirements and the general solution requirements. The business requirements define key solution functions and set the scope of the desired delivered solution. The offeror shall provide a “How Met” category (see below) for each requirement in the RTM and include an updated RTM in its response as an Excel spreadsheet attachment.

All of the RTM is locked (protected) except for the “How Met” column and the “Explanation” column. All responses of “Diff” in the RTM (see below) shall have an explanation in the Explanation column of how the offeror proposes to differently meet the requirement. Since the RTM scores itself for all other How Met responses, while the offeror can put comments on other requirements in the RTM, they will play no role in the scoring process.

Using the How Met column provided in the RTM, the offeror shall acknowledge each requirement indicating how it proposes to meet that requirement:

Meets	Offeror’s proposed solution meets the requirement with zero to two hours of configuration and/or design, development, testing and implementation time (combined). (Please see the definition of “Configuration” in the RFP Glossary, Appendix F. “Configuration” as defined and used in this RFP does not include programming source code changes.) Requirements that fall into this category will receive 100% of the available points for those requirements.

Minor	Offeror’s proposed solution will meet the requirement with a minor custom development effort (more than two, but less than or equal to forty hours of design, development, testing and implementation time combined). Requirements that fall into this category will receive 85% of the available points for those requirements.

Moderate	Offeror’s proposed solution will meet the requirement with a moderate custom development effort (more than forty, but less than or equal to eighty hours of design, development, testing and implementation time combined). Requirements that fall into this category will receive 70% of the available points for those requirements.

Major 	Offeror’s proposed solution will meet the requirement with a major custom development effort (more than eighty hours of design, development, testing and implementation time combined). Requirements that fall into this category will receive 50% of the available points for those requirements.

Not 	Offeror’s proposed solution does not meet the requirement and the offeror is not proposing modifying or building to meet the requirement. Requirements that fall into this category will receive none (0%) of the available points for those requirements.

Diff 	Offeror proposes a different solution or a third-party solution. You shall fully describe your different solution in the “Explanation” column within the RTM and why you believe that solution will meet the stated requirement(s). Include enough information for the PEC to adequately determine if your proposed solution meets the business need(s) and requirement(s). Depending on the results of the PEC’s determination, requirements that fall into this category will be re-assigned to one of the first five categories by the PEC and will receive points accordingly. If you are proposing a third-party solution, be sure to include the cost of that solution in your response to Section 5, Cost Proposal.

	3.4.2	Business Requirements Requiring a Description. In addition to the requirements found in the RTM, offeror shall answer the questions listed in this section. RFP responses should address the robustness of your solution’s capabilities and how the functionality best serves the State’s needs.
 
		3.4.2.1	Content Management

1. Describe how record review cycles and alerts are provided.
Offeror Response:



2. Describe how your solution can display content targeted at specific user profiles. Can the product apply personalization rules to elements smaller than pages (e.g. individual fields)?
Offeror Response:



3. Describe how your solution supports content in multiple languages.
Offeror Response:



4. Describe how your solution supports in-context, what you see is what you get (WYSIWYG), editing?
Offeror Response:



5. Are results highlighted so that users can see why a content was selected?
Offeror Response:



6. Can relevancy measures be "tuned," such that different elements of data and metadata are given different weightings in determining how to respond to a query? Indicate what factors may be used, including factors that are the product of content analysis.
Offeror Response:



7. May users employ Boolean operators for searching purposes? List such operators. Especially of interest is the ability to combine ANDs and ORs and to be able to use parenthesis to control the order of execution.
Offeror Response:



8. Does your solution support taxonomy-like metadata development? Does it integrate with standard taxonomy tools and approaches, and if so how? Does it support standards such as Darwin Information Typing Architecture (DITA)? Describe.
Offeror Response:



9. Describe the tools provided by your solution to support migrating content from legacy systems into the new solution.
Offeror Response:



10. Describe your solution’s renditioning capabilities.
Offeror Response:



11. May users employ operators that address nearness of terms (for example, "in the same paragraph," "within 10 words distance")? Describe, and detail such operators.
Offeror Response:




12. Does your solution support authoring and delivering templates? Describe how they are created, managed and used.
Offeror Response:



13. Can the content be routed by email and the Web? Describe the process and exactly what is routed — for example, files, indexes, links and URLs.
Offeror Response:


14. Does the solution allow for the import and export of individual content, small quantities and bulk quantities? Describe the process, including how indexing works.
Offeror Response:



15. Does your solution allow third-party design tools such as Visual Studio, Visual InterDev, FrontPage or Dreamweaver to be integrated with the templates? Describe.
Offeror Response:



16. Describe your event-driven publication capabilities. For example, is it possible to have event-triggered publication of content and/or layouts?
Offeror Response:



17. Does your solution allow users to set up collaborative workspaces? If yes, describe.
Offeror Response:



18. Does your solution include wikis, blogs and Atom/RSS feed capabilities? Describe.
Offeror Response:



19. Is the same repository used to store and manage content also used for collaborative projects/objects? Describe your approach.
Offeror Response:



20. Does your solution allow searches to be performed against third-party content stores/repositories? (Yes/No). If yes, describe how this is accomplished.
Offeror Response:



21. Does your solution support searching across multiple servers/content databases? Describe how this is accomplished.
Offeror Response:



22. Describe the solution’s scalability in terms of typical image volume supported (for example, XXX number of images per day/month captured and stored).
Offeror Response:



23. Describe your solution’s capability to synchronize content across multiple devices (mobile devices such as smartphones and tablets).
Offeror Response:



24. Does your solution support distributed content capture? If so, describe how this is accomplished.
Offeror Response:



25. If you provide your own content-capture solution, describe its architecture and functionality.
Offeror Response:



26. Describe how content security is implemented. Explain how security rights are assigned and modified.
Offeror Response:




27. Describe your solution’s automatic summarization and content classification capabilities.
Offeror Response:



28. Describe your solution’s search engine for searching content properties/metadata and content.
Offeror Response:



29. Describe how the solution shall provide content check-in/check-out capabilities and content-level security.
Offeror Response:



30. Describe your solution’s capabilities to protect content once checked-out of the repository. For example, can it prevent content from being forwarded or printed?
Offeror Response:



31. Describe file plan creation and maintenance features (including retention schedule administration).
Offeror Response:



32. Does your product/proposed solution allow a file plan to be imported? Please describe
Offeror Response:



33. Describe your content linking capabilities (static, dynamic and/or other).
Offeror Response:


34. Describe your product’s capabilities for generating compound documents, how compound contents are assembled, and which file types are supported.

Offeror Response:


35. Describe your product’s imaging repair capabilities.
Offeror Response:



36. Describe the recognition engines supported (intelligent character recognition, optical character recognition, bar coding, etc.) by your capture offering.
Offeror Response:


37. Describe how large a file you support for viewing, editing, and sharing.
Offeror Response:


38. List the file types you support for storage and retrieval.

Offeror Response:



39. List the file types you support for versioning.
Offeror Response:



40. Describe how your solution supports the tracking and inventorying of physical records. For example, do you use barcoding?
Offeror Response:



41. Describe how your solution adheres to Federal Records Standards pertaining to Write Once Read Many (WORM) storage. An example would be the Securities and Exchange Commission SEC 240.17a-4 which includes, but is not limited to, preserving the records exclusively in a non-rewriteable, non-erasable format.
Offeror Response:



42. Does your solution provide any project management (PM) capabilities? Does your solution integrate with third-party PM tools like Microsoft Project? Please describe.
Offeror Response:




		3.4.2.2	Automated Workflow

1. Explain the "rule-based triggers" that can be used in the workflow – for example, time, event, volume, user-defined, etc.
Offeror Response:



2. Can content be routed through a multilevel hierarchy for authorization? Are there limits to the depth of such a hierarchy? Can the level of detail included for authorization at each level be modified on an exception basis?
Offeror Response:


3. Which content can be used by the logic of the workflow routing processes?
Offeror Response:



4. Describe the workflow development tools provided – for example, library of starter objects, workflow templates and a test environment.
Offeror Response:



5. Describe how content can be reviewed and approved – for example, annotation capabilities, group review and approval, and electronic signatures.
Offeror Response:



6. Describe how "work" and/or content is routed through the workflow. What are the different methods of routing – for example, rules-based routing, sequential routing and parallel routing?
Offeror Response:



7. Can the workflow be graphically defined? Describe how workflow processes can be defined and built.
Offeror Response:



8. Can the workflow be simulated prior to implementation? Describe the capabilities.
Offeror Response:



9. Describe the "inbox" functionality provided. How is "work" received and distributed?
Offeror Response:



10. Describe how your solution provides process templates or process frameworks that use a model-driven, declarative approach, rather than traditional procedural and workflow coding to accelerate the design and implementation of case management or other solutions.
Offeror Response:



		3.4.2.3	Records Management
	
1. Do you have a separate repository for declared records? Or, does your records management solution use your core content management repository?
Offeror Response:



2. What content types does your solution archive. For example, do you support report data, print streams, email, SAP data, static images, files, SharePoint content and so on?
Offeror Response:



3. Do you have a separate repository for storing archived content or does your archive solution use your core Content Management repository?
Offeror Response:



4. Is the archiving component your own or a third-party offering?
Offeror Response:



5. Define the foldering/structuring capabilities provided by your product.
Offeror Response:



6. With your solution, can e-mail and attachments be managed as records? Describe.
Offeror Response:



7. Describe your solution’s abilities to “crawl” through folders and subfolders, automatically classifying documents as it goes based on user-defined rules.
Offeror Response:



8. Describe how your solution supports manual and automatic records declaration. Is rules/policy-based or workflow-based records declaration supported? Describe how records are declared and indexed.
Offeror Response:


		3.4.2.4	E-Forms

1. Do you have an e-forms solution or integrate with a third-party e-forms application? Please provide details.
Offeror Response:


		3.4.2.5	General Solution Questions

1. Describe how your solution integrates with external reporting tools.
Offeror Response:




2. Which scripting languages does the solution support or require?
Offeror Response:



3. The solution shall provide enterprise-wide ECM capabilities, including all required ERM functions. Enterprise-wide in this context means the solution shall be capable of supporting all Montana state agencies and any number of local county or city governmental entities, universities, and/or public schools. In order to support these requirements, the solution shall be capable of being scaled up or down to support the particular client usage load at any given time. Describe how your solution scales.
Offeror Response:



4. Does your solution support scanning/capture via multifunctional peripheral (MFP) devices? If so, identify which standard protocols/interfaces you support.
Offeror Response:



5. Describe how your solution supports Web services or service-oriented architecture (SOA). If this is planned for a future release, please provide a timeframe for availability.
Offeror Response:



6. Does your solution support the JSR 170/JSR 283 standard? If yes, describe how.
Offeror Response:



7. Does your solution support industry standards such as XACML, WEBDAV or CMIS? If yes, describe its support.
Offeror Response:



8. The proposal shall list (describe) any client applications that must be installed.
Offeror Response:


9. Does your solution support a distributed repository architecture? Describe.
Offeror Response:



10. Does your solution provide an offline capability? If yes, describe how this works.
Offeror Response:



11. Does the solution enable the creation of online communities? Describe how this is accomplished.
Offeror Response:



12. Does your solution allow for real-time collaboration by integrating with or supporting presence awareness, instant messaging, chat or Web conferencing? Describe your solution’s capabilities in this area.
Offeror Response:



13. Describe the application development tools, programming languages, and APIs that enable the user to develop and customize their ECM applications, or other alternatives that provide for customization.
Offeror Response:



14. Describe how your solution provides integration with portals. Describe how your solution integrates with the portal products (API, Web services or custom code). List which portals your product currently integrates with.
Offeror Response:



15. Describe how your solution supports the ability to share applications and create common projects.
Offeror Response:



16. Describe your solution’s faxing solution, both for input and output.
Offeror Response:



17. Describe your solution’s ability to support multiple environments, such as Development, Test, Training, Production, including the ability to have more than one version of the same site.

Offeror Response:



3.5	OFFEROR TECHNICAL REQUIREMENTS (TAB 4)

If your solution is an on-premise solution, answer Section 3.5.1. A response to Section 3.5.2 is not necessary,. 3.5.2 will not be scored.

If your solution is a cloud-based solution, answer Section 3.5.2. A response to Section 3.5.1 is not necessary, 3.5.1 will not be scored.

If you are proposing both an on-premise and a cloud-based solution, you must submit two separate proposals, as instructed in Section 1.7.3.

	3.5.1	Offeror Technical Requirements for an On-Premise Solution. The State may choose to provide and support the ECM solution on hardware located at the State’s primary data center in Helena, Montana. The proposed solution shall be a Commercial-Off-The-Shelf (COTS) computer solution which is fully operational and commercially available on the due date for this RFP. Operational and commercially available means a deployed, operational solution in active use by at least one current client of the Offeror which was implemented or substantially upgraded within the last five years.

The hardware will reside inside State’s firewall and run in a virtualized server environment. The solution shall be able to be run on Windows Server 2012 or Linux RedHat 6, at a minimum. The solution shall be able to be hosted on virtualized servers using VMware Vsphere as the hypervisor and guarantee high availability. 

The information provided in the Offeror Response to the following sections will be used to validate the entries in Total Cost of Ownership (TCO) spreadsheet in Section 5 – Cost Proposal. 
	
3.5.1.1 Offeror Technical Architecture. The State desires a phased implementation schedule based on a 5-year term with an initial deployment of 650 – 1000 users in year 1; an additional 1,000 users each additional year, for a total of 5,000 users in year 5. Considering this phased approach, describe in detail the technical specifications required to successfully run the solution in the State’s environment as described in 3.5.1. Specifically address the servers that will be needed to implement the solution and the role of each one. For each server, specify the following information and include any additional specifications your solution will require:
· Hard Drive Space: Offerors shall state their minimum specifications needed for Hard Drive Space.
· CPUs: Offerors shall state their minimum specifications needed for CPUs
· Memory: Offerors shall state their minimum specifications needed for Memory (RAM).
· Software: List any additional software specifications (not detailed in 3.4.2) 
· Database: List any additional database requirements
· Storage: List any additional storage requirements

	Offeror Response:





3.5.1.2 COTS Architecture. The solution shall deliver a high level of automation with a minimal amount of customization and configuration and shall not require specialized technical knowledge and programming to administer and maintain on an ongoing basis. Provide a detailed description of the solution overview including detail about the software product (including the release number), solution architecture, etc. Offerors shall include what key enhancements are planned for the product over the next 12 to 18 months (e.g., target release names/numbers and dates). Include or address any device-based components required for your solution.

	Offeror Response:





3.5.2	Offeror Technical Requirements for a Cloud-Based Solution. The State may choose to have the ECM solution delivered to the State in a secure cloud hosted environment. The primary data center shall reside within the United States, and shall follow guidelines for Federal Information Security Management Act (FISMA) and NIST standards relating to security and privacy processes.
The offeror shall serve as the prime contractor and shall be solely responsible for the integration and support of all products and subcontractors. The State will not enter into any 3rd party contracts with the subcontractors. The contractor shall be the single-point-of contact, responsible for subcontractors meeting or exceeding all requirements, policies, laws set forth in this RFP and subsequent contract.  
The information provided in the Offeror Response to the following sections will be used to validate the entries in Total Cost of Ownership (TCO) spreadsheet in Section 5 – Cost Proposal.


List and describe all products, subcontractors, and integrations that are part of your proposed solution. Address your relationship with the software publisher and the licensing implications for the State, as well as the infrastructure supplier(s) if your company does not own the infrastructure in which the ECM resides.
	Offeror Response:





3.5.2.1 COTS Architecture. The solution shall deliver a high level of automation with a minimal amount of customization and configuration and shall not require specialized technical knowledge for the State and agency solution administrators and users. Provide a detailed description of the solution overview including detail about the software product (including the release number), solution architecture, etc. Offerors shall include what key enhancements are planned for the product over the next 12 to 18 months (e.g., target release names/numbers and dates). Include or address any device-based components required for your solution.

	Offeror Response:





3.5.2.2 Disaster Recovery Process. The State shall have access to its data in the event the hosted location is compromised by a disaster. Describe in detail your disaster recovery (DR) process, how the State’s data is backed up, how the State will access the ECM solution in the event of a disaster at the primary hosted location. Include a detailed discussion of your DR communications plan for customers and subscribers, including notification options and progress reporting.

	Offeror Response:





3.5.2.3 Service Level Agreement. Offerors shall include the proposed service level agreement, including service level guarantees, any tiered levels of service, response times, and standard metrics. The State reserves the right to modify any proposed service level agreement to comply with state laws, or those terms and conditions that are not in the best interest of the State.

	Offeror Response:





3.5.2.4 Data Communications Network Requirements. Reliable, trouble-free access to the ECM solution is imperative for a successful implementation and on-going operation of a hosted ECM solution. Describe in detail the transmissions speeds, throughput and utilization capacities of your ECM platform. What is the minimum bandwidth required by the State to transmit and receive data from the platform? 

	Offeror Response:





3.5.2.5 Solution Reliability. The user shall be able to access the solution 7 days a week 24 hours a day. Describe in detail the uptime, failure recovery, fault tolerance, redundancy and information availability your ECM platform maintains.

	Offeror Response:





3.5.3.	Required Administrative Personnel Skill Set. Describe the skill set required for solution administrators who will be responsible for the day-to-day management of the solution.

	Offeror Response:





3.6	SECURITY REQUIREMENTS (TAB 5)

3.6.1 Mandatory NIST Requirements. Through policy, the State of Montana’s Chief Information Officer has determined that the State shall follow the National Institute of Standards and Technology (NIST) security guidelines and the Federal Information Security Management Act (FISMA). The offeror will be required, where applicable, to comply with certain security requirements as follows:

		3.6.1.1 All proposed solutions shall respond to this subsection. Provide for the security in compliance with the NIST security requirements to protect the confidentiality, integrity, and availability of the information systems.

	Understands and will comply.
	|_| Yes  |_| No  |_| N/A



		3.6.1.2 All cloud-hosted solutions shall respond to this subsection. (Not applicable for on-premise solutions.) Develop, implement, maintain, and use appropriate safeguards as outlined in the NIST standards that reasonably prevent the misuse of information systems and appropriately protect the confidentiality, integrity, and availability of information systems. Develop and implement policies and procedures to meet the NIST security requirements.

	Understands and will comply.
	|_| Yes  |_| No  |_| N/A



		3.6.1.3 All cloud-hosted solutions shall respond to this subsection. Allow, fully cooperate and comply with a State of Montana Enterprise Risk Assessment if Federated Identity is a requirement.

	Understands and will comply.
	[bookmark: Check1][bookmark: Check2]|_| Yes  |_| No  |_| N/A



	3.6.2 General Security Requirements

		3.6.2.1 Describe your process and plans to update the solution to stay current with platforms and infrastructure.

	Offeror Response:





		3.6.2.2 Describe your authentication mechanism and integration with Active Directory. Describe user account and password requirements.

	Offeror Response:





		3.6.2.3 Describe remote access for management of the solution.

	Offeror Response:





		3.6.2.4 Describe the security controls in place to protect sensitive data and/or confidential information.

	Offeror Response:





		3.6.2.5 Describe your proposed solution’s ability to support encryption and Secure Socket Layer (SSL).

	Offeror Response:





		3.6.2.6 Describe your security practices regarding secure application development.

	Offeror Response:






3.6.2.7 Describe how your solution protects each agency using the solution from being able to access other agencies' data.

	Offeror Response:





		3.6.2.8 By its very nature, an ECM solution may contain content related to virtually any area or topic, including areas with special security needs, such as Personally Identifiable Information (PII), Federal Tax Information (FTI), Health Information, etc. In light of this, describe how your solution enables and promotes means to maintain compliance with differing standards related to different levels of security and confidentiality required by these various areas. Your answer shall include the mention of some of these various standards, such as NIST, IRS Publication 1075, HIPAA, etc.

	Offeror Response:





	3.6.3 Additional Security Requirements for Cloud-Hosted Solutions

		3.6.3.1 Describe your incident response structure and communication process with customers during a disaster or incident.

	Offeror Response:





		3.6.3.2 Describe the process for requesting log and other information by the State if a compromise occurs in the offeror’s environment.

	Offeror Response:





		3.6.3.3 Describe what happens to the solution and the data in the event the offeror goes out of business, is purchased by another entity, and if the contract expires or is terminated.	

	Offeror Response:





		3.6.3.4 Describe authentication requirements if Federated Identity is needed.

	Offeror Response:





		3.6.3.5 Describe the State’s ability to audit the offeror’s environment such as a physical visit, or request for information related to processes and procedures.

	Offeror Response:





		3.6.3.6 Provide the security policies and procedures that are in place to support NIST security standards for the offeror’s organization.

	Offeror Response:





		3.6.3.7 Provide information about location of data storage, addressing the State’s requirement to keep all data in the United States.

	Offeror Response:




		
3.7	SOLUTION ADMINISTRATION, AND CONFIGURATION (TAB 6) 

3.7.1	Solution Installation. Describe in detail resources and steps required for the State to install and/or configure your solution’s overall system as described by the technical architecture in section 3.5.1.1 or 3.5.2.1.

	Offeror Response:





3.7.2	Solution Administration. Describe in detail your solution’s overall solution administration interface. Explain how solution administrators configure settings for:

· Solution –servers, repositories, WORM versus changing content storage, print servers, etc.
· Documents/Content – definition, metadata, classification, importing, searching etc.
· Scanning – Scanner or other document capture setup, ability to dynamically get metadata from other applications, etc.
· Records – Records definition, adding and deleting records, records lifecycle management, etc.
· Content Migration – processes and mechanisms for migrating large amounts of records and/or documents into and out of the solution
· Database Maintenance – Necessary DBA functions, database connections, sources, and validators.
· Business Processes – roles, workflows, electronic forms etc.
· Security – assign user security settings, permissions, etc.
· End user setup – user creation, rights management, etc.
· Licensing - tracking for user and server licensing, auditing capabilities, etc.
· End user access – Tools for viewing contents, browsers supported, browser plugins required, other interfaces to tools such as MS Office, etc.
· Other – other administrative functions to keep the solution functional and responsive.

	Offeror Response:





3.7.2.1	Each agency solution administrator shall have the ability to define settings, set up users and devices, and design and implement workflows for their individual agency solution. Describe how this role is different from the overall solution administration role and explain how this is accomplished. Explain how multiple agency tenants can be granted rights to administer their portion of the solution. Describe how agency usage may be tallied for overall billing purposes from SITSD.

	Offeror Response:





3.7.3	Solution Upgrade Describe in detail your solution’s upgrade process. Include whether upgrades can be done in place or require migrating to newly built servers with updated software. Describe if, historically, any major releases of your solution have not been backward compatible with earlier releases and thus required a complete new installation and migration to the updated version.  

	Offeror Response:





3.7.4	Solution Documentation Offerors shall provide the most recent and updated information with the RFP and provide updated documentation to the State as necessary for the following:

· Manufacturer’s product information and specifications.
· Software information, including version / release.
· Table of Contents and one representative chapter from each of the following (this information may be submitted on separate electronic media):
· User Documentation.
· Solution Documentation.
· Operations Documentation.

	Offeror Response:





3.8	TRAINING (TAB 7)

The contractor shall be responsible for conducting training upon approval of the State. These training sessions will be conducted at training sites designated by the State. Most often, the training site is within the Helena area; however, other locations may be requested. If additional travel costs are required for training outside the Helena area, the travel costs associated with that training will be paid on a Time and Materials basis, as agreed upon by the State. Training may be accommodated by technological advances, such as Computer Based Training (CBT) products, web-based training, 2-way interactive video, or a web-based meeting/seminar/communication product such as WebEx™. “Train-the-trainer” models are acceptable for End-User training. 

 3.8.1 Training for Solution Administrators. Describe your training plan to provide effective training for State personnel to use, operate, and administer the solution. The training plan shall include, but is not limited to, models, duration, defined user group based, and qualifications of trainers.

	Offeror Response:





3.8.1.1 Self-Help – Solution Administrators. Describe the solution features that provide additional online assistance for users. Examples may include pop-up fields with additional information, searchable help documents, video clips, etc. Include a description of how the administrator accesses these functions. 

	Offeror Response:





3.8.1.2 Refresher/On-going Training – Solution Administrators. The contractor shall provide training for new hires and refresher training for existing administrators. Describe how on-going training will be provided to all administrators of the solution and how training is kept current as changes and upgrades to the solution occur.

	Offeror Response:





3.8.2 Training for End-Users. Describe your training plan to provide effective training for State personnel to use and operate the solution. The training plan shall include, but is not limited to, models, duration, defined user group based, and qualifications of trainers.

	Offeror Response:





3.8.2.1 Self-Help – End-Users. Describe the solution features that provide additional online assistance for users. Examples may include pop-up fields with additional information, searchable help documents, video clips, etc. Include a description of how the user accesses these functions. 

	Offeror Response:





3.8.2.2 Refresher/On-going Training – End-Users. The contractor shall provide training for new hires and refresher training for existing users. Describe how on-going training will be provided to all users of the solution and how training is kept current as changes and upgrades to the solution occur.

	Offeror Response:







3.8.3 Materials. The contractor shall provide current and up-to-date training materials. Explain if online tutorials are available. The user training manual will document the key functions and procedures of the solution. The manual shall include procedures for online data entry, procedures for online inquiry, instructions for form completion, explanations of report uses, and purposes and procedures for reconciliation and error correction. The State shall not be prohibited from reproducing and/or modifying the training materials, tutorials, and manuals for the State’s own internal use.

	Offeror Response:





3.9	SOFTWARE LICENSING (TAB 8)

3.9.1 Software Components. Describe in detail how each component of the software is licensed. Be specific, e.g. device-based, CPU-based, processor based, agent or client–based, enterprise, site, or some other metric. For virtual licensing metrics, is the license metric bound to physical host processors only, or does each (VM) have to be licensed? Provide examples in writing with illustrations for a clear understanding of each license metric.

	Offeror Response:





3.9.2 Compliance. Explain in detail how you verify compliance against the metrics described in Section 3.9.1. Do you count or measure concurrent use, installations per device or processor, user, Web use, VM?

	Offeror Response:





3.9.3 License Duration. What is the type and duration of the license model? Be specific. Is it subscription, term, perpetual, or some other model?

	Offeror Response:





3.9.4 License Exceptions. What, if any, exceptions exist for disaster recovery, evaluation, installation, test/development, and migration/upgrade activities?

	Offeror Response:





3.9.4.1 Overlap Period. Is there an overlap period permitting use in two locations for server, CPU, or datacenter migrations?

	Offeror Response:







3.9.4.2 Ability to License. Describe the ability to license a solution for a short period of time, such as adding resources to deal with a spike in demand, whether that spike is three weeks, three days, or three hours every day.

	Offeror Response:





3.10	MAINTENANCE AND SUPPORT (TAB 9)

	3.10.1	Technical Support. The State’s SITSD support staff requires access to product and technical support 24 hours a day, 7 days a week, with access to a dedicated technical account manager assigned to the State’s contract. (General State users will not be calling the vendor directly, but will be funneling their support requests through SITSD.) Describe in detail how you propose to meet this requirement. Is this level of support included in a standard maintenance agreement, or does it require an enhanced agreement? Include costs in Section 5, Cost Proposal for the maintenance and support agreement that best matches what is outlined in this section. See also Section 3.3.7.

	Offeror Response:




	
		3.10.1.1 Support Calls. Describe in detail, and provide a complete narrative, of how a call from SITSD for support is handled, the timeframes involved, etc. Describe the availability and associated service levels you provide during our standard hours of operation (7:00 a.m. – 5:00 p.m. Mountain Time, Monday - Friday except holidays observed by the State). Describe in detail and provide a complete narrative of how you handle a priority request in an emergency situation, include your definitions of priorities and emergency and the escalation process.

	Offeror Response:





3.10.1.2 Communication Facilities. Provide the Help Desk telephone number, e-mail addresses, and website addresses. Describe if the Help Desk functions are located in the continental U.S. Further describe if fluent English will be the primary language of the Help Desk personnel. 

	Offeror Response:





3.10.1.3 Help Desk Tickets. Describe all mediums that could be used to request technical assistance (in solution ticket submittal button, email, phone, etc.). Describe your Help Desk ticket process. How does the State track Help Desk tickets and resolutions? Does the State have the ability to see through an online, real time interface both open (pending) and resolved historical tickets, and current status/progress?

	Offeror Response:





3.10.1.4 Support Qualifications. Describe the typical qualifications and expertise of the technical staff supporting the State’s maintenance contract.

	Offeror Response:





3.10.2	Software Upgrades. Describe in detail how you provide major software upgrades. Is the cost for upgrades included in the maintenance fees? Does your maintenance include support for previous versions should the State choose not to upgrade to newer versions immediately?

	Offeror Response:





		3.10.2.1 Describe the schedule for new software version releases and whether these releases are included in the offered maintenance plan.

	Offeror Response:





		3.10.2.2 Describe the ability of the solution to carry forward to new releases, modifications, and customization created by the State.
 
	Offeror Response:





		3.10.2.3 Describe the ability of your solution to enable the State to apply fixes and patches, as well as to upgrade to new releases of the solution without the need to hire the vendor for required assistance.
 
	Offeror Response:






	3.10.3	Software Support. Describe in detail your software support and the services offered, including how the latest software patches, minor software updates, bug fixes, and any other enhancements are handled.

	Offeror Response:





		3.10.3.1 Describe how customization of the solution affects product support, maintenance, and service level agreements.

	Offeror Response:







SECTION 4: OFFEROR QUALIFICATIONS

All subsections of Section 4 not listed in the "Instructions to Offerors" on page 4 require a response. Restate the subsection number and the text immediately prior to your written response.

4.1	STATE'S RIGHT TO INVESTIGATE AND REJECT

The State may make such investigations as deemed necessary to determine the offeror's ability to provide the supplies and/or perform the services specified. The State reserves the right to reject a proposal if the information submitted by, or investigation of, the offeror fails to satisfy the State’s determination that the offeror is properly qualified to perform the obligations of the contract. This includes the State's ability to reject the proposal based on negative references.

4.1.1	Client References. Before notification of the State’s Intent to Award, Offeror shall provide four client references that are currently using the proposed ECM solution. The references may include state governments or universities for whom the offeror, preferably within the last two years, has successfully implemented the solution in an enterprise environment. At a minimum, the offeror shall provide the company name, location, contact person(s), contact telephone number, e-mail address, and a complete description of the ECM solution, and dates of service. These references will be contacted to verify offeror's ability to perform the contract. The State reserves the right to use any information or additional references deemed necessary to establish the ability of the offeror to perform the contract. Negative references and/or refusal to provide four references, may be grounds for proposal disqualification.

4.2	OFFEROR QUALIFICATIONS (TAB 10)

To enable the State to determine the capabilities of an offeror to provide the supplies and/or perform the services specified in the RFP, the offeror shall respond to the following regarding its ability to meet the State's requirements. THE RESPONSE, "(OFFEROR'S NAME) UNDERSTANDS AND WILL COMPLY," IS NOT APPROPRIATE FOR THIS SECTION.

4.2.1 Company Profile and Experience. Offeror shall provide documentation establishing the individual or company submitting the proposal has the qualifications and experience to provide the supplies and/or services specified in this RFP, including, at a minimum:

4.2.1.1  A general description of the firm including;
· Its primary source of business, organizational structure and size, number of employees, years of experience performing services similar to those described within this RFP.
· ECM Market Share
· What makes you a leader in the ECM Market

	Offeror Response:





4.2.1.2	Describe how your solution compares to other vendor’s ECM products.

	Offeror Response:







4.2.1.3	Provide a brief description of two similarly-sized implementations on which your company has been the primary contractor and which involved the solution being proposed in your response.

	Offeror Response:





4.2.2	Company Vision and Commitment to ECM Technologies. Provide an overview of your company’s commitment to ECM technologies. Specifically address your company’s research and development practices in ECM technologies, any acquisitions your company has made to enhance your ECM product line, participation in standards organizations, etc. 

	Offeror Response:





4.2.3 Proposed Project Team Experience and Qualifications. Offerors shall provide the following required information. Note: Replacement of key staff shall be subject to the approval of the State. Failure to coordinate and gain State approval prior to key staff replacement may be a material breach of contract and therefore subject to contract termination.

4.2.3.1	Offeror's Project Team. Describe the proposed project team, including titles, roles, and responsibilities of each proposed project team member. Include their respective qualifications to meet the requirements of each role.

	Offeror Response:





4.2.3.2	Offeror's Project Manager. The offeror shall designate a Project Manager who will provide the single point of contact for the management and coordination of all aspects of the work. The name and resume of the Project Manager shall be submitted with the proposal. State the city and state where the Project Manager works. Provide an estimate of how much time the Project Manager will spend in Montana to accomplish the successful installation, testing, acceptance, and on-going support of the requested services. All project management and coordination for the State shall be through a single point of contact designated as the State Project Manager.

It is the State’s expectation that the assigned Project Manager, at a minimum, shall be responsible in performing the following:

· Report and handle all communication through the State liaison.
· Maintain communications, including resolving deviations from the agreed upon work plan.
· Attend project review, update meetings, as well as meetings, as requested.
· Coordinate a weekly update meeting with the State liaison. 
· Provide status reports as directed. 
· Insure coordination of all tasks with the State’s contract liaison.

	Offeror Response:







4.2.3.3	Offeror's Technical Lead. Who will be responsible for the technical aspects of the offeror’s products and services related to this contract? What are this person’s qualifications to serve in this role? What is his/her experience at leading the technical portions of a project of this nature with your solution? 
 
	Offeror Response:





4.2.3.4	Offeror's Contract Manager. Identify an individual who will be the single point of contact to the State Contract Manager and will assume responsibility for the coordination of all contract issues under the contract that will be established as a result of this RFP. The offeror’s Contract Manager will meet with the State Contract Manager and/or others necessary to resolve any conflicts, disagreements, or other contract issues. When identifying the individual, also provide the appropriate contact information including telephone number, email address, and mailing address.

	Offeror Response:





4.2.3.5	Resumes. A resume or summary of qualifications, work experience, education, skills, etc., which emphasizes previous experience in this area shall be provided for all key and named personnel who will be involved with any aspects of the resulting contract. 

	Offeror Response:





4.3	ORAL PRESENTATION/PRODUCT DEMONSTRATION

Offerors shall be prepared to have the key personnel assigned to this project complete a live, onsite oral presentation and a live, onsite product demonstration in Helena, Montana. Offerors shall have six hours to complete oral presentation and product demonstration (breaks and lunch times will not be counted toward the six hour timeframe). The State reserves the right, at its sole discretion to ask for presentations and demonstrations from only the three highest scoring offerors after the evaluation of Sections 3, 4.2, and 5 are complete.

At a minimum, Offerors shall be prepared to:

· Demonstrate ability to meet State’s project goals, objectives, and requirements based on actual use cases, role-based scenarios, etc.
· Demonstrate ease of use (solution management and admin).
· Demonstrate ease of use (end user).
· Present detailed Implementation Plan and Timeline.
· Discuss ability to support “Enterprise Shared Services” model (licensing, pricing, marketing to agencies, etc.)
· Answer questions relating to the Offeror’s proposal and demonstration.



SECTION 5: COST PROPOSAL

Offerors MUST submit their response to Section 5 separate from the rest of their proposal. See section 1.7.5 for further details.

The following definitions shall be used in your response, where applicable:

· Public Access User: A person accessing state ECM documents from their home or place of business. A public access user will be using only the internet and their browser. 
· Basic User: A state employee or state contractor accessing the ECM solution from within the state’s SummitNet network. Basic functions include scanning, storing, document check-in, document check-out, document annotation, and searching for documents in the ECM repository. For the purposes of this RFP, the State will make the assumption that 60% of the users will be Basic Users.
· Advanced User: A state employee or state contractor accessing the ECM solution from within the state’s SummitNet network. These users require all basic user functions and advanced functions such as ad hoc and fixed workflows, e-signatures, completion of electronic forms, and records management. For the purposes of this RFP, the State will make the assumption that 40% of the users will be Advanced Users.
· Marketing Assistance: Marketing assistance involves presentations to agencies to demonstrate the features and functions of the ECM solution and the business justification for implementing the solution at their agencies. Marketing assistance also covers training sessions for state ECM staff designed to train them to present and market the features and benefits of the ECM solution.
· Planning Assistance: Services provided to assist State agencies with their ECM planning. Resources may include training agency personnel, readiness assessment templates, planning templates, presentations, and professional services.

The response format for Section 5 is comprised of the questions listed below and Appendix E – Total Cost of Ownership (TCO) Workbook. 

The TCO is ready for offerors’ input. An altered or added workbook can result in proposal disqualification.

The TCO workbook will serve as the primary representation of each offeror’s cost/price, and will be used extensively during proposal evaluations. Additional information shall be included as necessary to explain in detail the offeror’s cost/price. 

All cost proposals shall include and be done on the basis of a five-year contract and include all implementation costs and any recurring costs. The State must account for all physical costs associated with the solution; therefore Offerors shall figure into their cost proposal the State’s internal costs over a five year period. State costs will be directly from the State’s current Service catalog rate sheet found at http://sitsdservicecatalog.mt.gov/content/documents/Rates/RateSheet. The Offeror’s cost plus the State’s costs will be the cost evaluated per section 6.4.
 
In order for the State to better understand the costs you are including in the workbook, list and provide a detailed description and explanation for each of the  line items listed in your response.  

5.1 	COST PROPOSAL STRUCTURE
5.1.1 Total Cost of Ownership.  Offerors’ cost proposals will be evaluated on the State’s total cost of ownership (TCO) over a five year period. The State will aggregate the offeror’s costs with the State’s internal costs to arrive at a TCO for the proposed solution. State costs will be estimated primarily from the State’s current Service Catalog rate sheet. The rate sheet is located at: http://sitsdservicecatalog.mt.gov/content/documents/Rates/RateSheet . 	
If your proposal has several distinct line items in any TCO component area, such as separate charges for separately licensed software modules, please insert additional rows into the spreadsheet table and itemize their costs over the next five years. 
If the State must provide equipment, licenses, services or other components as part of your proposed solution, you shall use the State’s current Service Catalog rate sheet to identify and quantify the cost components you specified in sections 3.5.1 and 3.5.2.
Proposers shall complete a TCO worksheet, with costs for years one through five. The costs for each year are the incremental costs above the costs incurred in the previous year. The proposed hardware infrastructure, software, licensing, support staff, and maintenance costs shall be scaled to support the number and types of users at the end of each of the five years. The state will calculate its TCO costs, including the state’s internal costs, to support the ECM solution at the end of each of the years. 
Some of the TCO component costs will only be applicable to either an on premise or cloud solution, but not both. If your solution does not incur a cost for a spreadsheet cell, place “NA” in the cell. 

During the first year of implementation the successful offeror will be required to provide Marketing Assistance and Planning Assistance to the State as defined in sections 3.2.4.1 and 3.2.4.2. The costs associated with these assistance services shall be itemized in TCO spreadsheet.
The Scenario tab of the TCO workbook outlines the data volumes, projected growth rates, numbers of users and other scenario statistics which the State anticipates, but may not be an exact replication of the current state environment or actual schedule of migrations over the next few years. The State plans to migrate agencies with no current ECM solutions and existing ECM solutions to the new enterprise solution. 
The TCO-Sample tab of the workbook provides an example of how the TCO spreadsheet should be filled out.  The TCO-Sample tab does not have all costs itemized nor does it extend costs out for all five years. 

5.1.2 Average Cost Per User The TCO workbook will be used to compute the annual cost per basic user and annual cost per advanced user in each of the five years of the analysis. The cost per user calculation will not include costs to migrate or convert from an existing ECM solution. The Pilot Implementation and Agency Conversion sections of the worksheet will not be used in the annual cost calculations below.  The cost per user calculation will include initial software licensing costs.

The success of the new ECM solution rests mainly on agency acceptance of solution features and costs.  A solution that results in unacceptably high rates for agencies will fail due to limited participation and a small customer base. Therefore, the State has established mandatory pass-fail cost criteria, detailed below, for proposals to ensure that the new solution will succeed.  

· For each year of the five year analysis period the average cost per basic user shall not exceed $500 per user.  The average cost per basic user will be calculated as: 

(Sum of all vendor and State costs directly attributable to basic users) + (sum of all vendor and State costs attributable to both basic and advanced users x 60%) divided by the total number of basic solution users at the end of the year  

· For each year of the five year analysis period the average cost per advanced user shall not exceed $1400 per user.  The average cost per advanced user will be calculated as: 

(Sum of all vendor and State costs directly attributable to advanced users) + (sum of all vendor and State costs attributable to both basic and advanced users x 40%) divided by the total number of advanced solution users at the end of the year 



5.2	ONE-TIME AND ANNUAL RECURRING COSTS

5.2.1 List and explain in detail all annual recurring costs and one-time costs including: 
Offerors shall address this section, no matter the solution they are proposing.

· Software License Costs- Software license costs include all costs related to licensing the software application, including any additional costs related to redundancy. Include third-party software license fees where applicable. In presented software license fees, the offeror shall:

•	Explain all factors that could affect licensing fees; Make clear what type of license is offered for each List license model (perpetual, term, etc.); Make clear the License Metric, License Quantity.

•	Indicate which product versions, operating platform(s), are included for each price;

· Indicate whether a product is for “server” or “client,” as applicable; and 

· Make clear the extent if any implementation services are included in the license fees (installation, configuration, training, etc.). 

· Service Fees- pricing for software as a service solution.

· Third-Party Software (Middleware): List, describe, and record the cost of each piece of software (including operating systems, and open source) that is required to optimally run the software.

· Hardware: List, describe, and record the cost of each piece of hardware that you require, in addition to the equipment the State will provide, to optimally run the software.

· Implementation: Describe any labor, equipment, supplies, or other costs associated with installing your proposed software.

· Integration: Describe any labor, equipment, supplies, or other costs associated with integrating your software into our current architecture and back-end systems.

· Current Data Loading: Describe any labor, equipment, or other costs associated with importing legacy data from current system into your software (not historical data). Detail any costs related to data transfers into and out of the data centers on a daily basis.

· Maintenance: Describe and cost out any other ongoing costs associated with the operation and maintenance of your proposed software.
.
· Documentation and Training: If there are fees associated with your user or technical documentation, list them here. Itemize the type of training and detail.

· Project Management: If there are project management fees associated with your proposed software, list and describe them here.

· Installation: Costs related to the installation (including all necessary travel, labor, etc.). 

· Other: List and describe any other costs associated with your proposed software solution.

	Offeror Response:






SECTION 6: EVALUATION PROCESS

6.1	POINT BREAKDOWN

Any response that fails to achieve a minimum score per the requirements of Section 2.4.5 will be eliminated from further consideration.

The table below summarizes the available points, over all point percentage, and minimum score percentage for each portion of the RFP:

	Section
	Overall Point Percentage
	Points
	Section 2.4.5 Minimum Score Percentage

	Section 3.2 – Technical Response
	5%
	247
	65%

	Section 3.3 – Project Management
	2%
	100
	65%

	Section 3.4 – Business Requirements
	25%
	1235
	65%

	Section 3.5 – Technical Requirements
	5%
	247
	65%

	Section 3.6 – Security Requirements
	3%
	148
	79%

	Section 3.7 – Solution Administration
	3%
	148
	65%

	Section 3.8 – Training
	3%
	148
	65%

	Section 3.9 – Software Licensing
	3%
	148
	65%

	Section 3.10 – Maintenance & Support
	3%
	148
	65%

	Section 4.2 – Offeror Qualifications
	5%
	247
	65%

	Section 4.3 – Oral Presentation & Demonstration
	10%
	494
	n/a

	Section 5 – Cost Proposal
	33%
	1630
	n/a

	Total
	100.00%
	4940
	n/a



6.2	EVALUATION CRITERIA WRITTEN RESPONSE 

6.2.1. Written Response Scoring Criteria. The following sections require a written response and will be evaluated by the PEC using the scoring criteria outlined below:

3.2	Offeror Response
3.3	Project Management and Structure
3.4	Business Requirements (with the exception of 3.4.1 RTM)
3.5	Offeror Technical Requirements
3.6	Security Requirements
3.7	Solution Administration and Configuration
3.8	Training
3.9	Software Licensing
3.10	Maintenance and Support
4.2	Offeror Qualifications

Each of the Sections listed above have been assigned a maximum number of available points (detailed in section 6.2.2) and will be scored on the scale below using the following guidelines:

· Superior. A Superior response is a highly comprehensive, excellent reply that meets all of the requirement and more. The response clearly goes above and beyond a merely good and competent response in one or more ways. The response may (but does not necessarily) cover additional areas not originally addressed within the RFP and/or include additional information and recommendations that would prove both valuable and beneficial to the State.

· Good. A Good response meets all of the requirement and demonstrates in a clear and concise manner a thorough knowledge and understanding of the requirement, with no deficiencies noted.

· Fair. A Fair response minimally meets most of the requirement. The offeror demonstrates some ability to comply with the guideline or requirement, but knowledge of the subject matter is limited.

· Failed. A Failed response does not meet the requirement. The offeror has not demonstrated sufficient knowledge of the subject matter.

	
	Score
	Percentage of Points Awarded

	Superior
	5-6
	6 = 100%
5 = 93%

	Good
	3-4
	4 = 86%
3 = 79%

	Fair
	1-2
	2 = 72%
1 = 65%

	Failed
	0
	0%



Once the score is determined by the PEC, it is used to award a percentage of the total number of points available for that item. For example, an item worth 18 points that receives a score of 4 (Good) would receive 15 points (86% x 18).

6.2.2 Point Breakdown for the Written Response. The table below itemizes the available points and percentages for the graded portion of the RFP.

	Section 3.2 Offeror Technical Response
	5% of points for a possible 247 points

	Offeror Technical Response
	3.2.1
	10

	Work Plan for “From Scratch” Implementation
	3.2.2.1
	15

	Upgrade Work Plan for IBM FileNet Environment OR Migration Work Plan from IBM FileNet Environment
	3.2.2.2 OR 3.2.2.3
	25

	IBM FileNet P8 Upgrade Examples OR IBM FileNet Conversion Examples
	3.2.3.1 OR 3.2.3.2
	30

	“From Scratch” Examples
	3.2.3.3
	15

	Marketing Assistance
	3.2.4.1
	10

	Planning Assistance
	3.2.4.2
	10

	Microsoft Office Integration
	3.2.5.1
	15

	Microsoft Exchange Integration
	3.2.5.2
	15

	Microsoft SharePoint Integration
	3.2.5.3
	15

	PeopleSoft Integration
	3.2.5.4
	15

	Wendia Help Desk Integration
	3.2.5.5
	15

	Integration with major ERP, BPM, and CRM applications
	3.2.5.6
	15

	API Support
	3.2.5.7
	17

	Mobile Support
	3.2.5.8
	5

	Oracle Forms
	3.2.5.9
	5

	Other ECM Applications
	3.2.5.10
	5

	ePass Montana
	3.2.5.11
	10

	
	Total Points:
	247

	Section 3.3 Project Management and Structure
	2% of points for a possible 100 points

	PM Methodology
	3.3.1
	20

	Primary Project Site
	3.3.2
	10

	Managing the Pilot
	3.3.3
	20

	Managing Changes
	3.3.4
	10

	Testing
	3.3.5
	20

	Maintenance and Support
	3.3.7
	10

	Roles and Responsibilities
	3.3.8/Appendix C
	10

	
	Total Points:
	100

	Section 3.4 Business Requirements
	4.7% of points for a possible 234 points

	Content Management Specifications
	3.4.2.1
	126

	Automated Workflow Specifications
	3.4.2.2
	30

	Records Management
	3.4.2.3
	24

	eForms Specifications
	3.4.2.4
	3

	General Solution Questions
	3.4.2.5
	51

	
	Total Points:
	234

	Section 3.5 Offeror Technical Requirements
	5% of points for a possible 247 points

	Premise-Based Solution 
OR
Cloud-Hosted Solution
	3.5.1(including responses for 3.5.1.1-3.5.1.2) 
OR
3.5.2 (including responses for 3.5.2.1-3.5.2.5)
	200

	Required Administrative Personnel Skill Set
	3.5.3
	47

	
	Total Points:
	247

	Section 3.6 Security Requirements (On Premise Solution Only)
	3% of points for a possible 148 points

	General Security Requirements
	3.6.2 (including responses for 3.6.2.1-3.6.2.8)
	148

	
	Total Points:
	148

	Section 3.6 Security Requirements (Cloud Hosted Solution Only)
	3% of points for a possible 148 points

	General Security Requirements and Additional Security Requirements for Cloud-Hosted Solutions
	3.6.2 and 3.6.3 (including responses for 3.6.2.1-3.6.2.8 and responses for 3.6.3.1-3.6.3.7)
	148

	
	Total Points:
	148

	Section 3.7 Solution Administration and Configuration
	3% of points for a possible 148 points

	Solution Installation
	3.7.1
	30

	Solution Administration
	3.7.2
	30

	Agency Solution Administration
	3.7.2.1
	30

	Solution Upgrade
	3.7.3
	30

	Solution Documentation
	3.7.4
	28

	
	Total Points:
	148

	Section 3.8 Training
	3% of points for a possible 148 points

	Solution Administration Training
	3.8.1
	24

	Self Help Solution Administrators
	3.8.1.1
	20

	Refresher/On-going Training Solution Admin
	3.8.1.2
	20

	End-User Training
	3.8.2
	25

	End-User Self Help Training
	3.8.2.1
	24

	End-User Refresher/On-going Training
	3.8.2.2
	15

	Training Materials
	3.8.3
	20

	
	Total Points:
	148

	Section 3.9 Software Licensing
	3% of points for a possible 148 points

	Software Components
	3.9.1
	30

	Compliance
	3.9.2
	30

	License Duration
	3.9.3
	20

	License Exceptions
	3.9.4
	20

	Overlap Period
	3.9.4.1
	20

	Ability To License
	3.9.4.2
	28

	
	Total Points:
	148

	Section 3.10 Maintenance and Support
	3% of points for a possible 148 points

	Technical Support
	3.10.1
	15

	Support Calls
	3.10.1.1
	15

	Communication Facilities
	3.10.1.2
	15

	Help Desk Tickets
	3.10.1.3
	15

	Support Qualifications
	3.10.1.4
	15

	Software Upgrades
	3.10.2
	15

	New Version Schedule
	3.10.2.1
	15

	Carry Forward Customization to New Releases
	3.10.2.2
	15

	Software Support
	3.10.3
	15

	Product Support for customizations
	3.10.3.1
	13

	
	Total Points:
	148

	Section 4.2 Offer Qualifications
	5% of points for a possible 247 points

	Company Description
	4.2.1.1
	5

	ECM Solution
	4.2.1.2
	30

	Similarly-sized Implementations
	4.2.1.3
	35

	Commitment to ECM Technologies
	4.2.2
	35

	Offeror’s Project Team
	4.2.3.1
	40

	Project Manager
	4.2.3.2
	30

	Technical Lead
	4.2.3.3
	32

	Contract Manager
	4.2.3.4
	10

	Resumes
	4.2.3.5
	30

	
	Total Points:
	247



6.3	EVALUATION CRITERIA REQUIREMENTS TRACEABILITY MATRIX (RTM) 

6.3.1 Evaluation of the RTM.  Based on the desirability the State has assigned to each requirement in the matrix, and how the offeror indicates it will meet each requirement, the RTM will “score itself” (with the exception of DIFF), as is more fully described in Section 3.4 of this RFP.

The scoring criteria for the RTM is outlined below:

Each requirement in the RTM is assigned a “Desirability.” Desirability is an indication of how highly the State values a requirement and also dictates the Maximum Number of Points Available for that requirement. Desirability, and the Maximum Number of Point Available for each, is defined as follows:
· Essential – Maximum: 3 points
· Highly Desired – Maximum: 2 points
· Desired – Maximum: 1 points

The offeror shall indicate within the RTM how its solution meets each requirement found there by assigning each a “How Met” category. (See Section 3.3.4 for a complete definition and description of each “How Met” category.) The categories, and the percentage of the Maximum Number of Point Available are:
· Meets – 100% of the Maximum Number of Points Available are awarded
· Minor – 85% of the Maximum Number of Points Available are awarded
· Moderate – 70% of the Maximum Number of Points Available are awarded
· Major – 50% of the Maximum Number of Points Available are awarded
· Not – 0% of the Maximum Number of Points Available are awarded 
· Diff - Points are not automatically awarded for a “Diff” response, but are based on whether the State, at its sole discretion, agrees a different, offeror-proposed way to meet a requirement, or a third-party solution is acceptable. See Section 3.4.1 for more information and a complete description of the “Diff” category and how it is evaluated.

6.3.2 Point Breakdown for the RTM. The table below itemizes the available points and percentages for the RTM portion of the RFP.

	Section 3.4 Business Requirements 
	20.3% of points for a possible 1001 points

	Requirements Traceability Matrix (RTM)
	3.4.1
	1001

	
	Total Points:
	1001



6.4	COST EVALUATION 

6.4.1 The Cost Proposal. The Cost Proposal Section is not scored by PEC, but by a separate team which will open and confirm the Total Cost of Ownership (TCO) figures submitted. This team reserves the right to ask for clarification, if necessary, from any offeror. After the TCO is confirmed, a formula describe below will be used to determine the awarded points for each offeror’s proposal.

Lowest overall TCO receives the maximum allotted points. All other proposals receive a percentage of the points available based on their cost relationship to the lowest.

Example: Total possible points for cost = 2045. Offeror A’s cost is $20,000. Offer B’s cost is $30,000. Offeror A would receive 2045 points. Offeror B would be awarded 1363 points (($20,000/$30,000) = 66.6% x 2045 points = 1363.33.

	Lowest Responsive Offer’s Total Cost
	X
	Maximum Number of Available Points = Award Points

	This Offer’s Total Cost
	
	



In addition to the points awarded for the Cost Proposal, the State has established a mandatory pass/fail cost criteria for proposals (as defined by section 5.1.2) to ensure that the new solution will succeed.

6.4.2 Point Breakdown for the Cost Proposal of the RFP. The table below itemizes the available points and percentages for the Cost Proposal of the RFP.

	Section 5. Cost Proposal 
	33% of points for a possible 1630 points

	Total Cost of Ownership (5 years)
	5.1.1
	1630

	
	Total Points:
	1630



6.5	EVALUATION CRITERIA ORAL PRESENTATION/ PRODUCT DEMONSTRATION 

6.5.1 Determining Point Total for Product Demonstration Qualifications. The State reserves the right, at its sole discretion to ask for presentations and demonstrations from only the three highest scoring offerors after the evaluation of Sections 3, 4.2, and 5 are complete. The point total for the offer is determined using the following calculation:

Point total for the Written Response
Point total for the RTM
+	Point total for the Cost Proposal
	Point Total (thus far)

6.5.2 Point Breakdown for the Oral Presentation/Product Demonstration. The table below itemizes the available points and percentages. 

The PEC shall score the Oral Presentation/Product Demonstration in accordance with the scoring criteria stated in section 6.2. All functionality will be evaluated on ease of use, configurability, effectiveness, and adequateness. 

	Section 4.3 Oral Presentation/Product Demonstration
	10% of points for a possible 494 points

	Setup and Execution of Demonstration
	10

	Modern (2014) Look and Feel of Graphical User Interface
	10

	Online Help (end user and admin)
	20

	Menu System (navigation)
	14

	Searching and Retrieval Functions
	20

	Query Criteria
	20

	Organization and Amount of Data on Pages
	10

	Creating, Modifying, Viewing, and Defining All Characteristics of Records
	20

	Setup and Security of Users (Roles)
	15

	Movement within Pages, Adding Notes, Viewing History
	30

	System Administration Functionality
	20

	Configuration Options
	20

	Online Reporting
	20

	Retention Schedules & File Plans
	20

	Audit Functionality
	40

	Content Capabilities
	20

	Collaboration Capabilities
	15

	Metadata Capabilities
	15

	Indexing Capabilities
	15

	Templating Capabilities
	15

	Review and Approval Capabilities
	15

	Transferring Records and Content
	15

	Versioning Capabilities
	15

	Creating and Modifying E-Forms
	15

	Notification Capabilities
	15

	Disposition Capabilities
	15

	Tracking Physical Records & Content
	15

	Workflow Capabilities
	20

	Total Points:
	494





6.6	DETERMINATION OF TOTAL POINTS 

6.6.1 Determining Total Points. The PEC will evaluate all responsive proposals based on stated criteria and recommend an award to the highest scoring offeror. Total points are determined using the following calculation, per Offeror:

Point total for the Written Response
Point total for the RTM
	Point total for the Cost Proposal
+	Point total for Oral Interview/Product Demonstration
	Total Points

APPENDIX A: STANDARD TERMS AND CONDITIONS

By submitting a response to this invitation for bid, request for proposal, limited solicitation, or acceptance of a contract, the vendor agrees to acceptance of the following Standard Terms and Conditions and any other provisions that are specific to this solicitation or contract. 

ACCEPTANCE/REJECTION OF BIDS, PROPOSALS, OR LIMITED SOLICITATION RESPONSES: The State reserves the right to accept or reject any or all bids, proposals, or limited solicitation responses, wholly or in part, and to make awards in any manner deemed in the best interest of the State. Bids, proposals, and limited solicitation responses will be firm for 30 days, unless stated otherwise in the text of the invitation for bid, request for proposal, or limited solicitation.

ALTERATION OF SOLICITATION DOCUMENT: In the event of inconsistencies or contradictions between language contained in the State’s solicitation document and a vendor’s response, the language contained in the State’s original solicitation document will prevail. Intentional manipulation and/or alteration of solicitation document language will result in the vendor’s disqualification and possible debarment.

DEBARMENT: Contractor certifies, by submitting this bid or proposal, that neither it nor its principals are presently debarred, suspended, proposed for debarment, declared ineligible, or voluntarily excluded from participation in this transaction (contract) by any governmental department or agency. If Contractor cannot certify this statement, attach a written explanation for review by the State.

FACSIMILE RESPONSES: Facsimile responses will be accepted for invitations for bids, small purchases, or limited solicitations ONLY if they are completely received by the State Procurement Bureau prior to the time set for receipt. Bids, or portions thereof, received after the due time will not be considered. Facsimile responses to requests for proposals are ONLY accepted on an exception basis with prior approval of the procurement officer.

FAILURE TO HONOR BID/PROPOSAL: If a bidder/offeror to whom a contract is awarded refuses to accept the award (PO/contract) or fails to deliver in accordance with the contract terms and conditions, the department may, in its discretion, suspend the bidder/offeror for a period of time from entering into any contracts with the State of Montana.

LATE BIDS AND PROPOSALS: Regardless of cause, late bids and proposals will not be accepted and will automatically be disqualified from further consideration. It shall be solely the vendor’s risk to ensure delivery at the designated office by the designated time. Late bids and proposals will not be opened and may be returned to the vendor at the expense of the vendor or destroyed if requested.

RECIPROCAL PREFERENCE: The State of Montana applies a reciprocal preference against a vendor submitting a bid from a state or country that grants a residency preference to its resident businesses. A reciprocal preference is only applied to an invitation for bid for supplies or an invitation for bid for nonconstruction services for public works as defined in section 18-2-401(9), MCA, and then only if federal funds are not involved. For a list of states that grant resident preference, see http://gsd.mt.gov/ProcurementServices/preferences.mcpx.

SOLICITATION DOCUMENT EXAMINATION: Vendors shall promptly notify the State of any ambiguity, inconsistency, or error which they may discover upon examination of a solicitation document.



APPENDIX B: ON PREMISE CONTRACT

This Software License and Services Agreement applies only to those Offerors proposing an On Premise Solution.

SOFTWARE LICENSE AND SERVICES AGREEMENT

[bookmark: Text60]This Software License and Services Agreement (Agreement) is entered into by and between the State of Montana, Department of Administration, State Information Technology Services Division, (the State), whose address and phone number are PO Box 200113, Helena, MT 59620-0113, 406-444-2511, and (insert name of licensor), (the Licensor), whose address and phone number are (insert address) and (insert phone number). The State and the Licensor are sometimes referred to in this Agreement as a “Party” or the “Parties.”

		THE PARTIES AGREE AS FOLLOWS:

1.	DEFINITIONS 
"Acceptance Period" means the period commencing on the Installation Date and continuing for (insert the number of days) days, as such period may be extended under Section 6. 

"Confidential Information" means, subject to Montana’s open records laws, all written or oral information, disclosed by either Party to the other for purposes of this Agreement that has been identified as confidential. If the Confidential Information is disclosed orally, the disclosing Party shall reduce the information to writing within 10 days of disclosure. Failure to put the information in writing eliminates the obligation to keep the information confidential. With respect to the State, Confidential Information shall also include any and all information transmitted to or stored by Licensor in connection with performance of its obligations under this Agreement, including, but not limited to, personally identifiable information ("PII") of residents, employees, or people recorded on data of the State, including name, address, phone number, e-mail address, date of birth, social security number, patient records, credit card information, driver’s license number, account numbers, PINs and/or passwords, and any other information that could reasonably identify a person.

"Delivery Date" means the date on which the State actually receives the Software from Licensor. Deliverables must be shipped prepaid, F.O.B. Destination, unless otherwise stated in this Agreement.

"Documentation" means all user, technical, and operating manuals necessary to enable the State to properly install, use, and maintain the Software.

"Enhancements" means changes and/or improvements to the Software, whether arising out of the particular software configuration for the specific use of the Licensor or otherwise.

"Installation Date" means the date the Software has been properly installed.

"Intellectual Property Rights" means all intellectual property rights throughout the world, including copyrights, patents, mask works, trademarks, trade secrets, authors’ rights, rights of attribution, and other proprietary rights and all applications and rights to apply for registration or protection of such rights.

"License Model" means categorization of the license by its variables, including means of acquisition, packaging, intended purpose or duration of license agreement.

"License Metric" means the alphanumeric or statistical descriptor for measuring the product-use rights specified in the entitlement portion of a software license agreement, particularly for determining licensing and product usage pricing, i.e., per user, per machine, per processor or per use.

"Licensed Software" or "Software" means the compiled, machine-readable, and/or executable version of the software and related documentation now in use by Licensor and as may be improved or modified by Licensor in the future, as more fully described on Schedule A, including, but not limited to, the Documentation, and Updates, and any Upgrades acquired by the State under this Agreement.

 “Maintenance Services” means the services described in Schedule C including telephone consultation, online and onsite technical support, error correction and the provision of updates.

"Operative" means conforming in all material respects to performance levels and functional specifications described in the Documentation, specifications and any other Documentation delivered in connection with the Software, including without limitation that described in Schedule C.

"Perpetual License" means product-use rights for an unlimited duration, though it may not accommodate maintenance upgrades.

Pilot” means an initial roll out of a system into production, targeting a limited scope of the intended final solution.  The expectations and scope of the pilot is documented in a pilot work plan. The success of the pilot may be used to determine whether to continue with the contract or terminate.

“Services” means the services provided to the State by Licensor under this Agreement. Services include, but are not be limited to, consulting, implementation, customization and other services provided to the State by Licensor under this Agreement, together with all documentation provided by or otherwise required of Licensor for any of the consulting, implementation, customization or other services it provides.
"Software Usage" means measurement of actual utilization of Software at any given time.

"Source Code" means the human-readable code from which a computer can compile or assemble the object code of a computer program, together with a description of the procedure for generating the object code. 
“Statement of Work” means a document executed by the Parties setting out the Services to be provided by Licensor, together with other obligations and responsibilities of each Party related to such services, where such services and related obligations and responsibilities are not specified or otherwise provided for. 
"Term" means the time period that applies to this Agreement, beginning on the Effective Date and continuing perpetually thereafter unless terminated under Section 15.

"Term License" means time-limited license to use the Software until a specified termination or renewal date, at which point the Software must be renewed or removed.

"Time and Materials Rates" means the rates specified in Schedule B that Licensor may charge for services provided under this Agreement that are not covered by the Maintenance Fee, or, if not so specified, Licensor’s standard rates for such services.

"Update" means a set of procedures or new program code that Licensor implements that may correct errors,  include modifications to improve performance, and/or  include a revised version or release of the Software that may incidentally improve its functionality, together with related Documentation; 

"Upgrade" means a new version or release of computer programs licensed hereunder which improves the functionality of, or adds functional capabilities to such computer programs, together with related Documentation. Upgrades  include new programs which replace, or contain functionality similar to, the Software already licensed to the State hereunder;

"Warranty Period" means one year (unless otherwise agreed to in writing) commencing upon the Acceptance of the applicable Software component.

2.	LICENSES

[bookmark: _Toc61404692][bookmark: _Toc61404693]2.1 License.  Licensor hereby grants to the State a non-exclusive, irrevocable, worldwide, perpetual, transferable, fully-paid right and license to copy, use, install, and operate the Software for the State’s benefit. This license, as further defined and described in Schedule A, is also deemed to grant the State the right to grant third parties using the Software for the benefit of the State such as vendors, subcontractors, agents, or business partners, the right to access the features and functions of the Licensed Software licensed by the State. In addition to the use rights granted above, the State may (i) install, use, execute, and copy the Software for any backup, archival, and emergency purposes and any internal, non-production purpose of the State including for test, development, and training; (ii) allow any Montana state agency to order and/or use the Software under the terms of this Agreement, and (iii) allow any third party licensor or service provider to install, use, execute, and copy the Software solely in connection with its provision of services to the State. The State shall reproduce and include the copyright or other restrictive and proprietary notices and markings from the original and all copies. All copies are subject to the terms of this Agreement.

[bookmark: _Toc61404694]2.2 Development License.  Licensor hereby grants to the State a non-exclusive, irrevocable, worldwide, perpetual, transferable, fully paid right and license to use any Application Programming Interface (API) for the Licensed Software and to modify and improve via interfacing with API the Licensed Software. The State exclusively owns all rights to the modifications and improvements developed for the State under this paragraph 3.2.

[bookmark: _Toc61404698]2.3 Ownership and Proprietary Rights.  Subject to the rights granted herein, Licensor retains all right, title, and interest in and to the Licensed Software, and the State acknowledges that it neither owns nor acquires any right in and to the Licensed Software not expressly granted by this Agreement. 

1. LICENSOR OBLIGATIONS

[bookmark: _Toc61404701]3.1 Delivery of Copies.  Licensor shall deliver to the State the Licensed Software and Documentation on or before a mutually agreed date, or, if no date is specified, as soon as commercially practicable after the Effective Date.

3.2 Maintenance of Compatibility.  Throughout the Term, if Licensor develops any updates, upgrades, or enhancements to the Licensed Software (an "Enhanced Version"), Licensor shall (i) undertake commercially reasonable efforts to maintain backwards compatibility between the Enhanced Version and the previous version(s) of the Licensed Software having been provided under this Agreement; and (ii) make such Enhanced Versions available at no cost to the State under the terms of this Agreement.  Such Enhanced Version(s) constitute the Licensed Software for all purposes under this Agreement.
[bookmark: _Toc61404714]
1. SERVICES
In addition to the software licenses described in this Agreement, the Licensor agrees to provide the services set out in the RFP and the Licensor’s RFP response.  Any services provided under this Agreement shall be defined in uniquely numbered Statements of Work.  A draft Statement of Work is attached to this Agreement as Exhibit XX.  Each Statement of Work shall be attached to, made a part and subject to this Agreement. 

5.	FEES AND PAYMENTS

[bookmark: _Toc61404715]5.1 License Fees.  In consideration for the licenses granted to the State hereunder and the performance of Licensor’s obligations hereunder, the State shall pay to Licensor certain fees as set forth in Schedule B.

	5.2  Payment Schedule.  The State shall pay Licensor for the initial License Fees and Services, based on the completion and acceptance of each milestone defined below.

	Milestone/Deliverable
	Payment % of Total

	Milestone 1: Start of Project
	20%

	Milestone 2: End of Installation
	20%

	Milestone 3: End of Pilot
	20%

	Milestone 4: Production Migration and Deployment
	20%

	Milestone 5: 90 Calendar Days after Production Migration
	20%

	Final Acceptance
	100%



5.3 Withholding of Payment.  The State may withhold disputed payments to the Licensor under this Agreement. The withholding may not be greater than, in the aggregate, fifteen percent (15%) of the total value of the Agreement. With respect to payments subject to milestone acceptance criteria, the State may withhold payment only for such specific milestone if and until the subject milestone criteria are met. Licensor is not relieved of its performance obligation if such payment(s) is withheld.
[bookmark: _Toc61404717]
5.4	Taxes.  The State is Tax Exempt (81-03022402).

[bookmark: _Toc496522557]5.5 Invoices.  Licensor shall invoice the State separately for each transaction. Licensor shall send invoices to the address set forth in any purchase order. All payment terms will be computed from the Acceptance Date or services OR receipt of a properly executed invoice, whichever is later. Unless otherwise noted, the State is allowed 30 days to pay such invoices. Licensor shall provide banking information at the time of contract execution in order to facilitate State electronic funds transfer payments. 

[bookmark: _DV_M94]5.6 No Obligation.  Despite the State’s rights to license Licensor’s products as described in Section 2.1, the State is not obligated to purchase or license from Licensor any of Licensor’s products. This Agreement is non-exclusive and the State may, at its sole discretion, purchase, license or otherwise receive benefits from third party suppliers of products and services similar to, or in competition with, the products and services provided by Licensor.

[bookmark: _Toc61404720]6.	DOCUMENTATION

At no additional charge, Licensor shall deliver a complete, written set of Documentation for the Software at the same time as the Software is delivered and for every Upgrade delivered to the State. The Documentation must describe fully the proper procedure for using the Software and provide sufficient information to enable the State to operate all features and functionality of the Software. Licensor shall deliver reasonable Documentation to allow the State to install and use each Update. The State may, at no additional charge to the State, use and reproduce all Documentation furnished by Licensor, including displaying the Documentation on the State’s intranet or other internal electronic distribution system. Documentation for Updates and Upgrades must meet or exceed the level of quality, form and completeness of the Documentation for the Licensed Software.
[bookmark: _Toc263334712]
7.	ACCEPTANCE 

7.1 Successful Pilot. The State shall deem the Software as accepted upon successful completion of the Pilot project and the Software’s defect-free performance.  If the Pilot does not meet criteria for success criteria spelled out in the Pilot Statement of Work, the State shall reject the Software and return it within 15 business days after the end of the Pilot project.  No license or other fees shall apply, and the Licensor shall promptly reimburse the State for any fees previously paid for such Software.

7.2 Acceptance Period for  Upgrades.  The State shall use an Acceptancy Period to perform whatever acceptance tests on the software Upgrade to confirm that the software Upgrade is Operative.  If the State discovers during the Acceptance Period that any software Upgrade is not operative, the State shall notify Licensor of the deficiencies.  Licensor, at its own expense, shall modify, repair, adjust, or replace the software Upgrade to make it operative with 15 days after the date of the State’s deficiency notice.  The State may perform additional acceptance tests during a period commencing when Licensor has delivered revised software Upgrade correcting all deficiencies the State has noted.  This restarted Acceptance Period has a duration equal to that of the initial Acceptance Period, unless the State earlier accepts the software Upgrade in writing.  If the software Upgrade, at the end of the Acceptance Period as extended, still is not Operative and the State rejects it, the State is not obligated to pay for such software Upgrade and Licensor shall continue to support the version or release of the Software that the State has installed.
 
8.	MAINTENANCE AND SUPPORT SERVICES

Licensor shall, at the option of and upon order from the State, provide the Maintenance and Support Services attached hereto as Schedule C.

9.	UPGRADES

9.1	Licensor shall offer Upgrades to the State whenever Licensor makes such Upgrades generally available to its other customers. Licensor shall deliver each Upgrade to the State at no additional charge as part of Maintenance Services then in effect.

9.2	Licensor shall notify the State as far in advance as reasonably possible, but in no event less than six months prior to release, of all Upgrades and Software replacements/phase-outs, and shall provide the State all relevant release notes and other Documentation as soon as possible after notification.

9.3 	Licensor shall continue to make available and, at the option of and upon order from the State, provide Maintenance Services on the terms and conditions of this Agreement for the version of Software the State has installed for at least 36 months after Licensor makes an Upgrade available to the State.

10.	PROFESSIONAL SERVICES

At the State’s written request, Licensor may provide professional services to assist the State with the installation and deployment of the Software application(s) covered by this Agreement. The Parties shall agree on the scope, deliverables, and cost of such professional services in a Statement of Work executed by the parties.
	
11.	SOURCE CODE ESCROW

When requested by the State, Licensor shall place the Source Code and its Documentation with an escrow agent, acceptable to both Parties, under the terms and conditions of an escrow Agreement. Licensor shall bear all escrow fees.

The Source Code escrow Agreement shall provide that the escrow agent shall release the Source Code Escrow to the State in the event :  (a) of Licensor’s insolvency, bankruptcy, or involvement in an involuntary proceeding for protection of its creditors; (b) Licensor materially breaches this Agreement; (c) Licensor fails to continue development of the Licensed Software; (d) Licensor fails to provide the State with the most recent version of the Licensed Software; or (e) of any other circumstance whereby Licensor can no longer satisfy its obligation to provide Maintenance Services to the State under this Agreement. These events are deemed Release Conditions for purposes of this Section.

Upon occurrence of a Release Condition, the State is deemed to automatically have, a nonexclusive, fully paid, non-terminable, royalty-free, world-wide license to use, modify, copy, produce derivative works from, display, disclose to persons who have entered into a written agreement containing substantially the same confidentiality provisions as in this Agreement for the purpose of maintaining the Software for the State, and otherwise to utilize the Software and the Source Code and other materials necessary to maintain and improve the Software for use by the State and otherwise treat the Source Code as object code, subject  to the limitations in this Agreement as clarified by this Section.

12.	CONFIDENTIALITY RIGHTS AND OBLIGATIONS

[bookmark: _Toc61404721]12.1 Ownership of Confidential Information.  To fulfill the terms and conditions of this Agreement, each Party may have access to the other party’s Confidential Information or Confidential Information of third parties that the disclosing party is required to maintain as confidential. Both Parties agree that, subject to Montana’s open records laws, all items of Confidential Information are proprietary to the disclosing Party or such third party, as applicable, and remain the sole property of the disclosing Party or such third party.

[bookmark: _Toc61404722]12.2 Mutual Confidentiality Obligations.  Except as expressly provided otherwise in this Agreement, each Party agrees as follows:  (i) to use the Confidential Information only for the purposes described herein; (ii) that it will not reproduce the Confidential Information and will hold in confidence and protect the Confidential Information from dissemination to, and use by, any third party; (iii) that it will not create any derivative work from Confidential Information disclosed to it; (iv) to restrict access to the Confidential Information to such of its personnel, agents, and/or consultants, if any, who have a need to have access; and (v) to return or destroy all Confidential Information  in its possession upon termination or expiration of this Agreement. Despite the foregoing, the State is not obligated to return Software if the license is paid for and the license terms have not been breached by the State.

[bookmark: _Toc61404723]12.3 Confidentiality Exceptions.  The provisions of Sections 12.1 and 12.2 do not apply to Confidential Information that (i) is publicly available or in the public domain at the time disclosed; (ii) is or becomes publicly available or enters the public domain through no fault of the recipient; (iii) is rightfully communicated to the recipient Party by persons not bound by confidentiality obligations with respect thereto; (iv) is already in the recipient’s possession free of any confidentiality obligations with respect thereto at the time of disclosure; (v) is independently developed by the recipient; or (vi) is approved for release or disclosure by the disclosing Party without restriction. Notwithstanding the foregoing, each Party may disclose Confidential Information to the limited extent required (a) in order to comply with the order of a court or other governmental body, or as otherwise necessary to comply with applicable law, provided that the Party making the disclosure pursuant to the order shall, as early as reasonably possible under the circumstances, give written notice to the other Party or (b) to assist the other Party, at its expense, in establishing its rights under this Agreement, including to make such court filings as it may be required to do.

13. NIST SECURITY STANDARDS

[bookmark: _DV_M112][bookmark: _DV_M113][bookmark: _DV_M117]Through policy, the State of Montana has determined that the State and its agencies shall follow the National Institute of Standards and Technology (NIST) security guidelines and the Federal Information Security Management Act.  The Licensor may be required, where applicable, to comply with certain security requirements, as follows:

13.1     Licensor shall provide for security in compliance with NIST security requirements to protect the confidentiality, integrity, and availability of information systems.

13.2	Licensor shall develop, implement, and use appropriate safeguards as outlined in the NIT standards that reasonably prevent the misuse of information systems and appropriately protect the confidentiality, integrity, and availability of information systems.

13.3	Licensor shall develop and implement policies and procedures to meet the NIST security requirements.

13.4	Licensor shall ensure that any agents, including vendors or subcontractors, to whom the State provides access agrees to the same restrictions and conditions that apply through this contract.

13.5	Licensor shall ensure that any agents, including vendors or subcontractors, to whom the State provides access, agrees to implement reasonable and appropriate safeguards to ensure the confidentiality, integrity, and availability of the information systems.

13.6	Licensor shall not copy and State data obtained while performing services under this contract to any media, including hard drives, flash drives, or other electronic device, other than as expressly approved by the State.

[bookmark: _Toc61404724]14.	WARRANTIES

14.1	Licensor hereby represents and warrants that the Software shall be and shall remain Operative, from the Acceptance Date through the end of the Warranty Period and so long as Licensor provides Maintenance Services for the Software. If the Software is not operative at the expiration of the initial Warranty Period, the Warranty Period shall be extended until Licensor makes the Software Operative. This warranty shall not be affected by the State’s modification of the Software so long as Licensor can discharge its warranty obligations despite such modifications or following their removal by the State.

14.2	Licensor represents and warrants that it shall perform the Maintenance Services in a timely and professional manner using competent personnel having expertise suitable to their assignments. Licensor represents and warrants that the services shall conform to or exceed, in all material respects, the specifications described herein, as well as the standards generally observed in the industry for similar services. Licensor represents and warrants that services supplied hereunder shall be free of defects in workmanship, design and material. 

14.3	Licensor represents and warrants that sale, licensing or use of any Software and Documentation furnished under this Agreement do not and shall not infringe, misappropriate or otherwise violate any Intellectual Property Right.

14.4	Licensor represents and warrants that during the term of this Agreement, the State may use Licensed Software without disturbance, subject only to the State’s obligations to make the payments required by this Agreement. Licensor represents that this Agreement, the Licensed Software, and the Intellectual Property Rights in the Licensed Software are not subject or subordinate to any right of Licensor's creditors, or if such subordination exists, the Agreement or instrument creating it provides for the quiet enjoyment and uninterrupted use of the Software by the State.

14.5	If Licensor deletes functions from the Software and transfers or offers those functions in other or new products (whether directly or indirectly or through an agreement with a third party), the portion of those other or new products that contain the functions in question, or the entire product, if the functions cannot be separated out, shall be provided to the State under the terms of this Agreement, at no additional charge, and shall be covered under Maintenance Services then in effect for such Software.

14.6	Except during and in conjunction with maintenance or any other authorized servicing or support, in no event shall Licensor, its representatives or subcontractors, or anyone acting on its behalf, disable (or permit or cause any embedded mechanism to disable) the Software owned by, licensed to, or utilized by the State without the prior written permission of an officer of the State.

14.7	Licensor represents and warrants that the Licensed Software and any media used to distribute it contain no computer instructions, circuitry or other technological means ("Harmful Code") whose purpose is to disrupt, damage, or interfere with the State's use of its computer and telecommunications facilities for their commercial, test or research purposes. "Harmful Code" shall include, without limitation, any automatic restraint, virus, worm, Trojan horse, time-bomb, trap-door or other harmful code or instrumentality that will cause the Licensed Software or any other the State software, hardware or system to cease to operate or to fail to conform to its specifications. Licensor shall defend, indemnify, and hold the State harmless from all claims, losses, damages and expenses, including attorney fees and costs incurred enforcing this indemnity obligation or defending a third party claim, arising from the presence of "Harmful Code" in or with the Licensed Software or contained on media delivered by Licensor. Licensor further represents and warrants that it will not introduce any Harmful Code, into any computer or electronic data storage system used by the State.
[bookmark: _Toc61404728]
15.	INTELLECTUAL PROPERTY DEFENSE/ INDEMNIFICATION

If any Software or Documentation furnished under this Agreement becomes, or, in the State’s or Licensor’s reasonable opinion, is likely to become, the subject of any claim, suit, or proceeding arising from or alleging infringement, misappropriation or other violation of third party intellectual property rights, Licensor shall defend and indemnify the State against and from any and all claims, suits, proceedings, losses, damages, expenses, fees (including without limitation reasonable attorney fees and costs of defense) and judgments arising from or alleging infringement, misappropriation, or other violation of  third party intellectual property rights. In the event of any adjudication that such Software or Documentation infringes, misappropriates or otherwise violates any Intellectual Property Right of a third party, Licensor, at its own expense, shall take the following actions in the listed order of preference:  (a) secure for the State the right to continue using the Software and Documentation; or, if commercially reasonable efforts are unavailing, (b) replace or modify the Software and Documentation to make it non-infringing; provided, however, that such modification or replacement shall not degrade the operation or performance of the Software or Documentation. If Licensor cannot accomplish any of the foregoing within a reasonable time and at commercially reasonable rates, then Licensor shall accept the return from the State of the infringing component of the Software or services, along with any other components of any Products rendered unusable as a result of the infringing component and refund the full price paid to Licensor for such components.

[bookmark: _Toc61404733][bookmark: _DV_M207][bookmark: _DV_M208][bookmark: _Toc496522553]16.	LIMITATION OF LIABILITY

Except as provided below, each Party’s liability to the other for contract damages arising from breach of contract is limited to direct damages, which may not exceed the amount of fees and charges paid by the State to Licensor during the previous 12-month period for each claim one Party makes against the other. Neither Party is liable to the other for any special, incidental, consequential, punitive or indirect damages (including but not limited to loss of use, revenue, profit (whether a direct or consequential damage), or data) regardless of whether the Party has been advised of the possibility of such damages or such damages were reasonably foreseeable. 

This limitation on the amount and type of damages does not apply to damages arising from:  (a) bodily injury or damage to tangible property; (b) indemnification obligations; (c) the presence of Harmful Code; (d) liability resulting from the gross negligence or willful misconduct of a Party; or (e) any breach of confidentiality obligations contained in this Agreement.

The following shall be considered direct damages and Licensor shall not assert that they are incidental, special or consequential damages to the extent they result from Licensor’s failure to perform its obligations in accordance with the terms of this Agreement:  (i) costs and expenses of implementing a work-around plan in respect of a failure by Licensor to perform all or any part of its obligations under this Agreement; (ii) costs and expenses of replacing lost, stolen or damaged equipment, software and materials; (iii) costs and expenses incurred by the State to correct errors in software maintenance and enhancements provided as part of Licensor’s performance under this Agreement; or (iv) costs and expenses incurred by the State to procure from an alternate supplier, all or any part of the services, the performance of which is the obligation of Licensor under this Agreement; 

17.	REQUIRED INSURANCE

17.1  General Requirements.  Licensor shall maintain for the duration of the Agreement, at its cost and expense, insurance against claims for injuries to persons or damages to property, including contractual liability, which may arise from or in connection with the performance of the work by Licensor, agents, employees, representatives, assigns, or subcontractors. This insurance shall cover such claims as may be caused by any negligent act or omission. 

17.2  Primary Insurance.  Licensor's insurance coverage shall be primary insurance with respect to the State, its officers, officials, employees, and volunteers and shall apply separately to each project or location. Any insurance or self-insurance maintained by the State, its officers, officials, employees or volunteers shall be excess of Licensor’s insurance and shall not contribute with it.

17.3  Specific Requirements for Commercial General Liability.  Licensor shall purchase and maintain occurrence coverage with combined single limits for bodily injury, personal injury, and property damage of $1,000,000 USD per occurrence and $2,000,000 USD aggregate per year to cover such claims as may be caused by any act, omission, or negligence of Licensor or its officers, agents, representatives, assigns or subcontractors. 

The State of Montana shall be named as an additional insured for its acts or omissions and those of Licensor.

18.	TERM AND TERMINATION.

[bookmark: _Toc61404734]18.1 Term.  The contract period is five year(s), beginning (insert date), and ending (insert date), inclusive.  The parties may mutually agree to a renewal of this contract in one-year intervals, or any interval that is advantageous to the State. This contract, including any renewals, may not exceed a total of 10 years, at the State's option.

18.2  Termination for Unsuccessful Pilot. If a Pilot does not meet the success criteria as documented in the Pilot work plan, the State may choose continue the contract with modifications, or to terminate the contract.  Thereafter, the State shall have no further obligations under this Agreement except payment of any fees itemized and attributable to the Statement of Work before the effective date of termination.  This payment is Licensor’s sole remedy.

Within 30 calendar days of notice of termination, the State shall receive a full refund of the license fees paid per Section 4.1 of this Agreement.

18.3 Termination for Reduction of Funding.  The State must by law terminate this contract if funds are not appropriated or otherwise made available to support the State's continuation of performance of this contract in a subsequent fiscal period.  (18-4-313(4), MCA.)  If state or federal government funds are not appropriated or otherwise made available through the state budgeting process to support continued performance of this contract (whether at an initial contract payment level or any contract increases to that initial level) in subsequent fiscal periods, the State shall terminate this contract as required by law.  The State shall provide Licensor the date the State's termination shall take effect.  The State shall not be liable to Licensor for any payment that would have been payable had the contract not been terminated under this provision.  As stated above, the State shall be liable to Licensor only for the payment, or prorated portion of that payment, owed to Licensor up to the date the State's termination takes effect.  This is Licensor's sole remedy.  The State shall not be liable to Licensor for any other payments or damages arising from termination under this section, including but not limited to general, special, or consequential damages such as lost profits or revenues.

18.4 Termination for Noncompliance with Department of Administration Requirements.  The Department of Administration, pursuant to section 2-17-514, MCA, retains the right to cancel or modify any contract, project, or activity that is not in compliance with the Department's Plan for Information Technology, the State Strategic Plan for Information Technology, or any Statewide IT policy or standard in effect as of the date of contract execution. In the event of such termination, the State will pay for products and services delivered to date and any applicable termination fee specified in the Statement of work or work order. Any modifications to this Agreement must be mutually agreed to by the parties.

18.5 Termination for Material Breach.  In addition to any other remedies available to either Party, upon the occurrence of a Termination Event (defined in the next sentence) with respect to either Party, the other Party may terminate this Agreement by providing written notice of termination. A Termination Event is when a Party materially breaches its obligations under this Agreement, and the breach is not cured within 30 calendar days after written notice of the breach and intent to terminate is provided by the other Party. A good-faith dispute regarding payment of fees and charges by the State is not a material breach under this section permitting Licensor to terminate this Agreement or to terminate the State’s licensed use of the Software.

Licensor may not terminate the licenses granted in this Agreement for any reason unless Licensor terminates this Agreement pursuant to this Section. 

19. 	EVENT OF BREACH – REMEDIES

19.1  Event of Breach by Licensor.  Any one or more of the following Licensor acts or omissions constitute an event of material breach under this contract:

· products or services furnished  fail to conform to any requirement; 
· failure to submit any report required by this contract; 
· failure to perform any of the other terms and conditions of this contract, including but not limited to beginning work under this contract without prior State approval; or
· voluntary or involuntary bankruptcy or receivership.

19.2  Event of Breach by State.  The State’s failure to perform any material terms or conditions of this contract constitutes an event of breach.

19.3  Actions in Event of Breach.  

Upon Licensor’s material breach, the State may:
· terminate this contract under Section 18.5 and pursue any of its remedies under this contract, at law, or in equity; or
· treat this contract as materially breached and pursue any of its remedies under this contract, at law, or in equity, including by not limited to (i) pursuing the recovery of actual damages arising out of such default, (ii) seek specific performance by Licensor of its obligations under this Agreement, and/or (iii) invoke alternative remedies as may be specified in this Agreement or any Statement of Work.

Upon the State’s material breach, Licensor may:
· terminate this contract under Section 18.5 and pursue any of its remedies under this contract, at law, or in equity; or
· treat this contract as materially breached and, except as the remedy is limited in this contract, pursue any of its remedies under this contract, at law, or in equity.

20.	ADDITIONAL REMEDIES

In addition to the rights and remedies of the State set forth in this Agreement and those provided under law, (a) if the State terminates this Agreement for material breach by Licensor before the expiration of the Acceptance Period, the State is entitled to a full refund, within 30 calendar days after notice of termination, of all license fees, Maintenance Fees and other fees paid hereunder, and (b) if the State terminates Maintenance Services for default, the State is entitled to a pro rata refund of all prepaid Maintenance Fees for the period after the date of termination.

21.	CONTRACT OVERSIGHT

The Chief Information Officer (CIO) for the State of Montana, or designee, may perform contract oversight activities.  Such activities may include the identification, analysis, resolution, and prevention of deficiencies that may occur within the performance of contract obligations.  The CIO may require the issuance of a right to assurance or may issue a stop work order.

21.1 Right to Assurance. If the State, in good faith, has reason to believe that Licensor does not intend to, is unable to, or has refused to perform or continue performing all material obligations under this contract, the State may demand in writing that Licensor give a written assurance of intent to perform.  Licensor’s failure to provide written assurance within the number of days specified in the demand (in no event less than five business days may, at the State's option, be the basis for terminating this contract and pursuing the rights and remedies available under this contract or law.

21.2  Stop Work Order.  The State may, at any time, by written order to Licensor require Licensor to stop any or all parts of the work required by this contract for the period of days indicated by the State after the order is delivered to Licensor.  The order must be specifically identified as a stop work order issued under this clause.  Upon receipt of the order, Licensor shall immediately comply with its terms and take all reasonable steps to minimize the incurrence of costs allocable to the work covered by the order during the period of work stoppage.  If a stop work order issued under this clause is canceled or the period of the order or any extension expires, Licensor shall resume work.  The State Project Manager shall make the necessary adjustment in the delivery schedule or contract price, or both, and this contract shall be amended in writing accordingly.  

22.	TRANSITION ASSISTANCE.

If this contract is not renewed at the end of this term, if the contract is otherwise terminated before project completion, or if particular work on a project is terminated for any reason, Licensor shall provide transition assistance for a reasonable, mutually agreed period of time after the expiration or termination of this contract or particular work under this contract.  The purpose of this assistance is to allow for the expired or terminated portion of the services to continue without interruption or adverse effect, and to facilitate the orderly transfer of such services to the State or its designees.  The parties agree that such transition assistance is governed by the terms and conditions of this contract, except for those terms or conditions that do not reasonably apply to such transition assistance.  The State shall pay Licensor for any resources utilized in performing such transition assistance at the most current contract rates.  If the State terminates a project or this contract for cause, then the State may offset the cost of paying Licensor for the additional resources Licensor utilized in providing transition assistance with any damages the State may have sustained as a result of Licensor’s breach.

23.		BANKRUPTCY 

The Parties agree that all Software delivered under this Agreement and the Documentation therefor constitute "intellectual property" under Section 101(35A) of the United States Bankruptcy Code (11 U.S.C.  §101(35A)). Licensor agrees that if it, as a debtor-in-possession, or if a trustee in bankruptcy for Licensor, in a case under the Code, rejects this Agreement, the State may elect to retain its rights under this Agreement as provided in 11 U.S.C. § 365(n). The State, and any intellectual property rights, licenses or assignments from Licensor of which the State may have the benefit, shall receive the full protection granted to the State by applicable bankruptcy law. For purposes of 11 U.S.C. § 365(n), royalty payments include only the license fee described in Schedule B, Section 1.1 for Licensor’s granting of the license to use the Software.  Royalty payments do not include payments to Licensor for maintenance, training, development or implementation or any other payments besides the license fee.

24. 	SURVIVAL

The rights and obligations of the Parties which, by their nature must survive termination or expiration of this Agreement in order to achieve its fundamental purposes, include without limitation, the provisions of the following Sections: LICENSES, CONFIDENTIALITY RIGHTS AND OBLIGATIONS, WARRANTIES, INTELLECTUAL PROPERTY INDEMNIFICATION, and LIMITATION OF LIABILITY. All such sections survive any termination of this Agreement.

25.	ASSIGNMENT, TRANSFER, AND SUBCONTRACTING

Licensor may not assign, transfer, or subcontract any portion of this contract without the State's prior written consent.  (18-4-141, MCA.)  Licensor is responsible to the State for the acts and omissions of all subcontractors or agents and of persons directly or indirectly employed by such subcontractors, and for the acts and omissions of persons employed directly by Licensor.  No contractual relationships exist between any subcontractor and the State under this contract.

[bookmark: _Toc61404741]26.	NOTICES

All notices required by or relating to this Agreement shall be in writing and shall be sent by means of regular mail or electronic delivery to the Parties to the Agreement and addressed as follows:

If to Licensor: 
		
		
		
	Attention:	
	Phone: 	
	Fax: 	
 
[bookmark: _DV_M315][bookmark: _DV_M316]If to the State:
	
	
	
	Attention:	
	Phone: 	
	Fax: 	

or addressed to such other address as that Party may have given by written notice in accordance with this provision. The effective date of such written notice is three business days from the date postmarked.   

[bookmark: _Toc61404742][bookmark: _Toc61404744]27.	ACCESS AND RETENTION OF RECORDS

27.1 Access to Records.  The Licensor shall provide the State, Legislative Auditor, or their authorized agents access to any records required to be made available by 18-1-118 MCA, in order to determine contract compliance.

27.2 Retention Period.  The Licensor shall create and retain records supporting this Agreement for a period of three years after either the completion date of this contract or the conclusion of any claim, litigation, or exception relating to this Agreement taken by the State of Montana or a third party.

28.	COMPLIANCE WITH LAWS

Licensor shall, in performance of work under this contract, fully comply with all applicable federal, state, or local laws, rules, and regulations, including the Montana Human Rights Act, the Civil Rights Act of 1964, the Age Discrimination Act of 1975, the Americans with Disabilities Act of 1990, and Section 504 of the Rehabilitation Act of 1973. Any subletting or subcontracting by the Licensor subjects subcontractors to the same provision. In accordance with section 49-3-207, MCA, Licensor agrees that the hiring of persons to perform this contract will be made on the basis of merit and qualifications and there will be no discrimination based upon race, color, religion, creed, political ideas, sex, age, marital status, physical or mental disability, or national origin by the persons performing this contract. 

[bookmark: _Toc61404745]29.	SEVERABILITY

A declaration by any court, or any other binding legal source, that any provision this Agreement is illegal and void shall not affect the legality and enforceability of any other provision of the Agreement, unless the provisions are mutually dependent.

[bookmark: _Toc61404746]

30.	WAIVER

No waiver of any obligation or breach of this Agreement constitutes a waiver of any other obligation or breach of the same or any other provision of the Agreement on a future occasion. No waiver is effective unless made in writing.

[bookmark: _Toc61404747]31.	FORCE MAJEURE

[bookmark: _Toc61404748]Neither Party shall be responsible for delays or failure to fulfill its obligations under this Agreement due to causes beyond its reasonable control. Such causes include without limitation, acts or omissions of government or military authority, acts of God, materials shortages, transportation delays, fires, floods, labor disturbances, riots, wars, terrorist acts or any other causes, directly or indirectly beyond the reasonable control of the nonperforming party.  However, the non-delayed party may terminate or suspend its performance under this Agreement if the delayed party fails to perform it obligations under this Agreement for more than 15 consecutive calendar days.  Notwithstanding the foregoing, the State’s payment obligations may be suspended or diminished if it is denied access to the Subscription Services for more than 5 days. 

[bookmark: _DV_M340]32.	CHOICE OF LAW AND VENUE

[bookmark: _Toc61404750]This Agreement is governed and construed by the laws of Montana, excluding its conflict of laws principles.  All disputes arising from or in connection with this Agreement, whether in contract, tort, or otherwise, shall also be governed by the laws of Montana, excluding its conflict of laws principles. The parties agree that any litigation concerning this Agreement must be brought in the First Judicial District in and for the County of Lewis and Clark, State of Montana.  Each party shall pay its own costs and attorney fees. (18-1-401, MCA) 

33.	SCOPE, AMENDMENT, AND INTERPRETATION 

33.1 Entire Agreement.  This Agreement sets forth the entire Agreement and understanding between the Parties with respect to the subject matter hereof. Except as specifically provided herein, the Agreement supersedes and merges all prior oral and written agreements, discussions and understandings between the Parties regarding the terms and conditions of this Agreement. The Parties specifically agree that any language or provisions contained on either Party’s website or product schedule, or contained in any "shrink-wrap" or "click-wrap" agreement, is of no effect and does not in any way supersede, modify or amend this Agreement.

33.2 Amendments.  This Agreement may not be amended or modified except in a writing executed by a Party’s authorized representative. 

33.3 Order of Precedence If Conflict Arises.  If there is a conflict between the terms and conditions of this Agreement, Statement of Work, or other referenced attachment to this Agreement, the order of precedence is:
· First, this Agreement;
· Second, the Statement of Work;
· Third, RFP as amended; and 
· Fourth, Licensor’s proposal as amended.

34.	EXECUTION

The parties through their authorized agents have executed this contract on the dates set out below.

	DEPARTMENT OF ADMINISTRATION
	(INSERT LICENSOR'S NAME)

	State Information Technology Services Division
	(Insert Address)

	PO Box 200113
	(Insert City, State, Zip)

	Helena, MT 59620-0113
	FEDERAL ID # 

	
	

	
	

	BY: 	Ronald Baldwin, Chief Information Officer	
	BY: 	

	
	(Name/Title)

	
	

	
	

		
		

	(Signature)
	(Signature)

	
	

	DATE: 	
	DATE: 	

	
	

	
	

	Approved as to Legal Content:
	

	
	

		
	

	Legal Counsel	(Date)
	

	
	

	Approved as to Form:
	

	
	

		
	

	Procurement Officer	(Date)
	

	State Procurement Bureau
	




Department of Administration Approval:

_________________________________________	
Director					 (Date)
Department of Administration








SCHEDULE A
DESCRIPTION OF SOFTWARE

1. DESCRIPTION OF SOFTWARE

	Purchase Date
	Software Product
	Platform (i.e. server, desktop, etc.)
	License Model (perpetual, term, etc.)
	License Metric (CPU, processor, MIPS, MSU, user, etc.)
	License Quantity

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	



1. AUTHORIZED USE

1. Licensor authorizes the State the right to use the software in the specific scope and quantities defined in Schedule A-Section 1 above. The State’s use of the Software may not exceed the specified Authorized Use limitation.

1. Within 60 days of the Purchase Date, Licensor shall explain in writing to State how software usage will be counted for State to maintain compliance with Authorized Use. For example, if a license’s name and unit of measurement is a Full Administrator License, the license definition should provide explanation of what this means. An example of how the Full Administrator License is counted could be "One Full Administrator’s License is equal to one user." In case of ambiguity or absence of definition, any Software Product where usage rights are unclear will be interpreted in the State’s favor.



SCHEDULE B
FEES AND PAYMENTS

1. LICENSE FEES 

1.1 Fees for Software License.  In consideration for the granting of the license of the Software to the State, the State shall pay Licensor a license fee in the amount of $ _______ upon receipt of a valid invoice as specified in Section 5.2.

1.2 Future Purchases.  The State may acquire licenses, maintenance and support at the prices on this Schedule B for a period of (insert number of months or years) from the effective date of this Agreement.

2.	MAINTENANCE FEES

2.1 Maintenance Fees.  In consideration for the maintenance and support services described in Schedule C, the State shall pay Licensor a fee in the amount of $ _______ upon receipt of a valid invoice as specified in Section 5.2. 

2.2 Renewal.  For each subsequent year, the State, at its sole discretion, may issue a Purchase Order to renew maintenance and support services. Only upon receipt of a signed State of Montana Purchase Order, shall maintenance and support services commence, and shall Licensor invoice the State for such services.

2.3 Increases in Annual Maintenance Fee.  Licensor maintenance fees may be increased after the initial year of maintenance provided 90 days prior written notice is received by the State. The maintenance fee increase may not exceed the lesser of (1) 5% or, (2) the CPI index or, (3) the price charged to Licensor’s most favored customer. The State may terminate the maintenance any time on or before 60 days of receipt of Licensor’s written notice of a price increase.

2.4 Reinstatement. If maintenance and support services lapse, the State may reinstate maintenance and support at any time by issuing a Purchase Order for maintenance and support services. The reinstatement fees may not exceed the monthly fee for the number of delinquent months multiplied by 50%.

3. 	TIME AND MATERIALS RATES (IF APPLICABLE):







4. 	TRAINING FEES (IF APPLICABLE):






SCHEDULE C
MAINTENANCE SERVICES

(INSERT LICENSOR MAINTENANCE SERVICES AGREEMENT)

SCHEDULE D
STATEMENT OF WORK TEMPLATE

Statement of Work
[image: mt]
For

[Insert Project Name]



Please refer to the companion document “SOW Guidelines MM-YYYY”  for further detail of what should be included under each section of the template.  The BLUE ITALICS text in this document is either instruction or a field which needs to be filled.  When the SOW is complete, there should be no blue italics remaining. There may be some areas that are not applicable to your particular SOW. Simply enter a N/A in those areas. (Delete this page)


 Between:                             [Agency name]                                                           

       and:                          [Contractor name]



Prepared by:       ____________________________

Effective Date: _________________________

Under Contract #:   _________________________

Under Contract Name: ______________________

                                     ______________________

Statement of Work

[bookmark: _Toc208713725]1.0  Introduction

1.1 [bookmark: _Toc208713726]Project Title

This work is being performed under the [insert contract name, if being done under a current contract] for [insert a brief description of the project]. If not being done under a current contract, use the State of Montana IT Contract template to complete a contract and reference the new contract number.

This Statement of Work (SOW) is made and entered by and between [Purchasing Agency] and [Contractor].  This SOW incorporates by reference the terms and conditions of Contract Number [XXX-XXX-XXX] in effect between the State and [Contractor].  In case of any conflict between this SOW and the Contract, the Contract shall prevail. The Agency and Contractor agree as follows:

[bookmark: _Toc208713727]1.2 Background

[bookmark: _Toc208713728]1.3 Objectives

[bookmark: _Toc208713729]1.4 Reference to other applicable documents
· List any pertinent documents or supporting materials pertaining to the SOW
[bookmark: _Toc208713730]2.0  Staffing Roles and Responsibilities

[bookmark: _Toc208713731]2.1 Staffing
[bookmark: _Toc208713732]Project Manager – Contractor
The Contractor’s Project Manager is:

Name:
Address:
City:
State & Zip
Phone:
Cell:
Fax:
Email:

[bookmark: _Toc208713733]Project Manager – Agency
The Agency’s Project Manager is:

Name:
Address:
City:
State & Zip
Phone:
Cell:
Fax:
Email:

[bookmark: _Toc208713734]2.2 Roles and Responsibilities Matrix
[bookmark: _Toc208713735]Contractor Staff, Roles and Responsibilities

· Contractor staff that will be involved
· Individuals key to the project
· Detail in a roles ad responsibilities matrix the contractor tasks, staff, hours, rates, cost.
· Include function corresponding to the Org Chart
[bookmark: _Toc208713736]Agency Staff, Roles and Responsibilities

· Who within the agency will have decision-making authority, including approval of changes, report, documentation and deliverables?
· Precise definition of all products, data services, and facilities the agency will provide
· Include quantities, locations and dates for delivery
· Agency staff that will be involved
· Individuals key to the project
· Detail their roles and responsibilities

[bookmark: _Toc208713737]3.0  Key Assumptions
Identify/quantify:
· Any unknowns
· Potential issues
· Any contractor and agency assumptions
[bookmark: _Toc208713738]4.0  Risks
Identify/quantify:
· Describe risks to the project and your proposed mitigation strategy
· Require Contractor to identify any risks they are aware of and how they plan to mitigate the risks
[bookmark: _Toc208713739]5.0  Scope of Work
· Describe in detail what work Contractor will perform
· Identify all work elements and objectives of the SOW

[bookmark: _Toc208713740]5.1 Inclusions
Describe:

· Tasks to be performed
· Resources assigned to tasks 
· Costs associated with each task
· Location(s) where task is to be performed
· Include tasks that do not result in specific deliverables (i.e. project management)
· Include tasks to be performed by the agency

[bookmark: _Toc208713741]5.2 Exclusions
Describe:
· Tasks which are not part of the scope of this project

[bookmark: _Toc208713742]5.3 Deliverables
Describe:
· Items that will be developed or provided from the performance of the tasks (i.e. products, service, plans, status reports, documentation)
· Quantities, locations and dates for delivery
· Periods of performance for services
· Testing program plan
· Implementation or migration plan to production
· Are there Documentation Standards to be applied
· If performance is a requirement, what are the reliability measures that will be used?

[bookmark: _Toc208713743]5.4 Milestones
[bookmark: _Toc208713744]6.0 Work Approach
· Describe how the work is to be performed – if a formal methodology will be used, provide a concise description here. (E.g., “This project will use the PMBOK based methodology.  Also, for larger projects, indicate if the project will be tracked by the state CIO’s Project Management Office (PMO)
[bookmark: _Toc208713745]7.0 Completion Criteria and Final Acceptance Criteria
[bookmark: _Toc208713746]
7.1 Completion Criteria
· The focus of this section is to define the process for submitting, approving and rejecting tasks and deliverables

[bookmark: _Toc208713747]7.2 Final Acceptance
· Describe in detail the precise definition of the conditions and criteria that will be applied to determine that the contract has been successfully completed
[bookmark: _Toc208713748]8.0  Schedule
· Dates of the seller’s key tasks or completion of the major elements of the project
· Identify interim quality gate milestones-these are decision points where the project can be stopped or approved to go forward
[bookmark: _Toc208713749]9.0  Project Management (if applicable)
Describe what will be required as far as project management, which reports will be required and what must be submitted to the state Project Management Office.
[bookmark: _Toc208713750]10.0 State Policies Standards and Computing Environment
State Policies, Standards and Computing Environment can be found on the state Web site at:
Environment - http://itsd.mt.gov/techmt/compenviron.mcpx 
Policies - http://itsd.mt.gov/policy/default.mcpx 
Supported Software- http://itsd.mt.gov/policy/software/default.mcpx 
Double check to be sure that the links are to the latest versions of the policies, standards and environment
[bookmark: _Toc208713751]11.0  Timeline and Period of Performance
Outline the dates of contractor’s key tasks or submission of product or service. 
The period of performance for this project will start on [start date] and the work tasks are estimated to continue through [end date].  The State has the right to extend or terminate this SOW at its sole discretion.
[bookmark: _Toc208713752]12.0  Compensation and Payment Schedule
· Compensation/Payment should be tied to completed tasks/deliverables that have been approved by the agency. Require invoices to list task ID, hours, deliverables and resource roles that are being billed for

· List detail of compensation to be paid, e.g., hourly rates, number of hours per task, unit prices, cost per task, cost per deliverable, etc

· Make it clear that the tasks and deliverables detailed in the invoice require the approval and sign-off by the agency project manage prior to payment of the invoice

· If Contractor will be reimbursed for any other expenses, describe them and any cost limits in this section

· Agency shall pay Contractor an amount not to exceed [________] dollars ($___) [specify maximum dollar amount if there is one] for the performance of all activities necessary for or incidental to the performance of work as set forth in this SOW. See the template guidelines for suggested language on different types of compensation language.  A 20% holdback is often used to ensure project completion

· Expenses are optional. Travel costs are the most common reimbursable expense. If no travel is expected, insert a statement to that effect, e.g. “All activities are expected to take place in the greater (fill in location) area, thus no travel expenses are expected or authorized.”  If Agency agrees to reimburse travel costs, include the following language.
[bookmark: _Ref512254934]
Agency shall reimburse Contractor for travel and other expenses as identified in this SOW, or as authorized in writing, in advance by Agency.  No payment of travel expenses will be made to Contractor for routine travel to and from Agency’s location. Contractor shall provide a detailed itemization of expenses as requested by Agency. The amount reimbursed to Contractor is included in calculating the “not to exceed” amount specified above.
[bookmark: _Toc208713753]13.0  Miscellaneous
Describe any items unique to the project such as:
· Standards to be used including hardware, software and technical architecture
· Travel and accommodations
· Support personnel
· Shipping, handling and packaging
· Conflict resolution agreement
· Service level agreements
· Performance standards
· Other
[bookmark: _Toc208713754]14.0  Appendices

For example:
· Appendix A: Contractor’s hardware and software
· Appendix B: Change control procedure
· Appendix C: Resource Documents 
· Appendix D: Policies and Standards
· Appendix E: Contractors Project Management Methodology
· Others.

If additional sections are required for your specific project, please leave the above section numbering as it is and add your new sections here as 15.0, 16.0 etc.
[bookmark: _Toc16905524][bookmark: _Toc208713755]Execution/Signature Block
In Witness Whereof, the parties hereto, having read this SOW  [Project Name] to Contract Number [XXX-XXX-XXX] in its entirety, do agree thereto in each and every particular.

	Approved

	
	Approved

	[Agency]

	
	[Contractor]

	
	
	

	Signature
	
	Signature

	
	
	

	Print or Type Name
	
	Print or Type Name

	Title:	                                                                

	
	Title:	                                                                      


	Date:

	
	Date:



[Use this space for other applicable agency signatures]

The contractor is notified that pursuant to 2-17-514, MCA, the Department of Administration retains the right to cancel or modify any contract, project or activity that is not in compliance with the Agency’s Plan for Information Technology, the State Strategic Plan for Information Technology, or any statewide IT policy or standard.

Reviewed and Approved by:
Information Technology Services Division
Montana Department of Administration, 
per MCA 2-17-512:

_____________________________________	Date:	                              				 
CIO (or Agency Designee for Delegated IT Authority)




APPENDIX B: CLOUD HOSTED CONTRACT

This Software as a Service (Saas) Agreement applies only to those Offerors proposing a Cloud Hoasted Solution.

[bookmark: _Ref495285506][bookmark: _DV_M83]SOFTWARE as a SERVICE (SaaS) AGREEMENT
[bookmark: _DV_M84][bookmark: _DV_M85]This Software as a Service (SaaS) Agreement (“Agreement”), is entered into by and between the State of Montana, Department of Administration, State Information Technology Services Division, (the State), whose address and phone number are PO Box 200113, Helena, MT 59620-0113, 406-444-2511, and (insert name of provider), (the Provider), whose address and phone number are (insert address) and (insert phone number). The State and the Provider are sometimes referred to in this Agreement as a “Party” or the “Parties. 

THE PARTIES AGREE AS FOLLOWS:

1. [bookmark: _DV_M86][bookmark: _Toc496591068][bookmark: _Ref509804071][bookmark: _Ref509804081][bookmark: _Toc509804089][bookmark: _Toc30919339][bookmark: _Toc30919549][bookmark: _Toc31094469][bookmark: _DV_M87][bookmark: _DV_M88][bookmark: _Toc30919341]DEFINITIONS 

1.1	“Affiliate” means public procurement units, as defined in section 18-4-401, MCA, that have the option of cooperatively purchasing with the State of Montana

1.2	“Business Day” means Monday through Friday less holidays observed by the State.

1.3	“Change Order Request” means the written document that the State gives to the Provider requesting changes to Provider’s duties under this Agreement.

1.4	“Change Order Response” means the written document that Provider gives to the State responding to the State’s Change Order Request.

[bookmark: _DV_C29][bookmark: _DV_C34][bookmark: _DV_C36][bookmark: _DV_M97][bookmark: _Toc30919347]1.5 	“Documentation” means the user manuals and operator instructions related to the SaaS Software Application that are furnished by Provider to the State in any format, including paper and electronic, in conjunction with this Agreement.

1.7	“Initial Term” means the first period of this Agreement.

[bookmark: _Toc61404691]1.8	“Non-subscription Services” means the services provided to the State by Provider under this Agreement that are not included in the definition of Subscription Services.  Non-subscription Services include, but are not be limited to, consulting, implementation, customization and other services provided to the State by Provider under this Agreement, together with all documentation provided by or otherwise required of Provider for any of the consulting, implementation, customization or other services it provides.

1.9	“Non-Subscription Services Acceptance Date” means the first Business Day after the day the State accepts the Non-Subscription services or work products, typically after an acceptance period of testing.

1.10	“Non-Subscription Services Acceptance Period” means the period commencing on the date Non-Subscription Services are available to the State or the work products are completed and continuing for 60 days during which the State shall determine if the Non-Subscription services or products are provided as defined within the Statement of Work.

1.11	“Pilot” means an initial roll out of a system into production, targeting a limited scope of the intended final solution.  The expectations and scope of the pilot is documented in a pilot work plan. The success of the pilot may be used to determine whether to continue with the Agreement or terminate.

1.12	“Provider Information” means all techniques, algorithms and methods or rights thereto owned by or licensed to Provider during the term of this Agreement and employed by Provider in connection with the Subscription Services and the Non-subscription Services provided to the State.

[bookmark: _Toc514473271]1.13	“SaaS Software Application” and “SaaS Software” mean the computer software to which Provider has granted the State access and use as part of the Subscription. This includes any customization, other derivative works, upgrades, releases, fixes, patches, or the like related to the software that Provider develops or deploys during the term of this Agreement, together with all Documentation provided by or otherwise required of Provider for any of the software, customization, other derivative works, upgrades, releases, fixes, patches or the like.
[bookmark: _Toc514473272]
[bookmark: _Toc514473266]1.14	“Service Levels” means the performance specifications for work performed by Provider under a Statement of Work.

1.15	“State’s Data” means any data created or in any way originating with the State, all data that is the output of computer processing of or other electronic manipulation of any data that was created by or in any way originated with the State, whether such data or output is stored on the State’s or Provider’s hardware, or exists in any system owned, maintained, or otherwise controlled by the State or Provider.

1.16	“Statement of Work” means a document executed by the Parties setting out Non-subscription  Services to be provided by Provider, together with other obligations and responsibilities of each Party related to such services, where such services and related obligations and responsibilities are not specified or otherwise provided for. 

1.17	“Subscription Services” means the State’s access to and use of and Provider’s provision of the SaaS Software Applications.

1.18	“Subscription Services Acceptance Date” means the first Business Day after the day the State accepts the SaaS Software Application and the standard subscription services.
 	
1.19	“Virus” means any undocumented malicious data, code, program, or other internal component (e.g., computer worm, computer time bomb or similar component), which could damage, destroy, alter or disrupt any computer program, firmware or hardware or which could, in any manner, reveal, damage, destroy, alter or disrupt any data or other information accessed through or processed by the SaaS Software Application in any manner.

1.20	“Work Product” means, except for the Provider Information, all deliverables and other materials, products or modifications developed or prepared for the State by Provider under this Agreement, including without limitation, any integration software or other software, all data, program images and text viewable on the Internet, any HTML code relating thereto, or any program code, including program code created, developed or prepared by Provider under or in support of the performance of its obligations under this Agreement, including manuals, training materials and documentation.


2.	SUBSCRIPTION AND NON-SUBSCRIPTION SERVICES

[bookmark: _DV_M99][bookmark: _Toc514473249]2.1	Subscription and Non-subscription Services.  Provider shall provide the Non-subscription Services and the Subscription Services described in this Agreement.  As part of the Non-subscription Services and the Subscriptions Services, Provider shall manage the recordation of the State’s Data.  
[bookmark: _Toc514473250]
2.2	Statements of Work.  Any Non-subscription Services, including, but not limited to, consulting, implementation or customization services provided by Provider under this Agreement, shall be defined on uniquely numbered Statements of Work.  A draft Statement of Work is attached to this Agreement as Exhibit A-1.  Each Statement of Work shall be attached to, made a part of and subject to this Agreement.

[bookmark: _Toc514473254]
2.3	Change Control.  During the term of this Agreement, the State may propose changes in the Subscription Services, the Non-subscription Services or Provider’s obligations under this Agreement. The State shall deliver a Change Order Request to Provider’s Liaison describing the proposed changes and establishing a period for Provider to respond.  Provider shall respond to the Change Order Request within the time agreed to by the Parties in the Statement of Work by preparing at Provider’s expense and delivering to the State’s Liaison a Change Order Response, indicating: (i) the effect of the proposed changes on the amounts payable by the State under the Agreement, (ii) the effect of the proposed changes (a) to the Subscription Services, (b) the Non-subscription Services and (c) on Provider’s performance of its current obligations under the Agreement, (iii) the anticipated time required for implementation of the proposed changes, and (iv) any other information requested in the Change Order Request or necessary for the State to make an informed decision regarding the Change Order Response.  All Change Order Responses must be explicitly accepted by the State via an addendum or an amendment before any additional fees are incurred by the State.  Despite Subparagraph 14.8, if Provider fails to respond to State’s Change Order Request within the period allotted, Provider is deemed to have accepted the Change Order Request with no effect on associated fees, performance time or required resources.

Despite any other provision of this Agreement, Provider acknowledges and agrees that Provider is expected to accomplish normal and routine tasks associated with its obligations under this Agreement. No Provider requests for additional chargeable resources will be approved by the State for tasks the State deems to be normal and routine, including changes resulting from changes in federal, state or other laws, regulations ordinances or policies applicable to the site where the Subscription Services and Non-subscription Services are performed and delivered.

[bookmark: _Toc245272286]3.	RIGHT TO USE

Consistent with the terms and conditions of this Agreement, Provider grants the State a non-exclusive right to access and to use the Subscription Services and the Non-subscription Services listed on any Statement of Work.

4.	EFFECTIVE DATE, DURATION, AND RENEWAL

[bookmark: _DV_M203][bookmark: _DV_M204][bookmark: _Toc30919390][bookmark: _Toc30919592][bookmark: _Toc31094515]4.1	Initial Term.  This Agreement remains in effect until the later of: (i) XXX, which is the expiration of the Initial Term or (ii) the termination or expiration of the last active Statement of Work, unless terminated earlier consistent with the terms of this Agreement.  The Parties may not sign new Statements of Work after the Expiration Date.  However, this Agreement remains in effect for all Statements of Work whose expiration dates (including extensions and renewals) extend beyond the Expiration Date. 

4.2	Renewals.  The State may renew this Agreement at its option and upon Provider’s Agreement in one-year intervals. The State shall notify Provider in writing at least 30 days before expiration of the existing term whether the State intends to renew or let this Agreement expire.  Provider shall notify State at least 60 days before the expiration of the existing term if it intends to modify any material term of the Agreement or if it intends to discontinue Subscription Services, at least 120 days before expiration.  If the State fails to notify Provider of its intentions within this timeframe, the Agreement expires at the end of the existing term by operation of this Paragraph.  This Agreement and any renewals may not exceed 10 years.

5.	PAYMENTS

5.1	Payment Schedule.  The State shall pay Provider for the initial Subscription Services and the Non-Subscription Services, based on the completion and acceptance of each milestone defined below.

	Milestone/Deliverable
	Payment % of Total

	Milestone 1: Start of Project
	20%

	Milestone 2: End of Installation
	20%

	Milestone 3: End of Pilot
	20%

	Milestone 4: Production Migration and Deployment
	20%

	Milestone 5: 90 Calendar Days after Production Migration
	20%

	Final Acceptance
	100%




5.2	Payment Terms   Unless otherwise specified in a Statement of Work for subscription services, the State agrees to pay no more than 30 days in advance for services rendered, if this is the standard billing practice for the Provider. Unless otherwise specified in a Statement of Work for non-subscription services, Provider shall invoice the State for the Non-Subscription Services following the Acceptance Period.  The State shall pay Provider within 30 days after receipt of a complete and accurate invoice.  If the Provider fails to meet its obligations during the Acceptance Period for the Non-Subscription services, then the State has no obligation to pay for the services.

5.3	Taxes.  The fees paid to Provider under this Agreement are inclusive of any applicable sales, use, personal property, value added or other taxes attributable to the Subscription Services and the Non-subscription Services provided during the term of this Agreement and based upon or measured by Provider’s cost in providing the Subscription Services and the Non-subscription Services, including all personal property and use taxes, if any, due on equipment or software owned by or licensed to Provider.

The State has no obligation to pay any such taxes or amounts: (i) that are based upon Provider’s net income; (ii) that are due in whole or in part because of any failure by Provider or its agents to file any tax return or information required by law, rule or regulation; or (iii) that are due in whole or part in connection with the perfection of Provider’s security interest in any product.

Provider shall defend, indemnify and hold the State harmless against, any penalty, interest, or additional tax that may be assessed or levied as a result of the failure or delay of Provider or its agents to file any tax return or information required by law, rule or regulation.  

5.4	Withholding of Payment.  The State may withhold disputed payments to the Provider under this Agreement. The withholding may not be greater than, in the aggregate, fifteen percent (15%) of the total value of the Agreement. With respect to payments subject to milestone acceptance criteria, the State may withhold payment only for such specific milestone if and until the subject milestone criteria are met. Provider is not relieved of its performance obligation if such payment(s) is withheld.

5.5	Invoice Payment Terms.  Unless otherwise noted in the solicitation document, the State has 30 days to pay invoices, as allowed by 17-8-242, MCA.  Provider shall provide banking information at the time of Agreement execution in order to facilitate the State’s electronic funds transfer payments.  

5.6	Price Increase by Mutual Agreement.  After the Agreement’s initial term and if the State agrees to a renewal, the Parties may agree upon a price increase.  The State is not obligated to agree upon a renewal or a price increase.  Any cost increases must be based on demonstrated industry wide or regional increases in Provider’s costs.  Publications such as the Federal Bureau of Labor Statistics and the Consumer Price Index (CPI) for all Urban Consumers may be used to determine the increased value.

5.7	Reference to Agreement.  The Agreement number MUST appear on all invoices, packing lists, packages, and correspondence pertaining to the Agreement.  If the number is not provided, the State is not obligated to pay the invoice.

5.8	Tax Exempt.  The State is Tax Exempt (81-03022402).

6.	WARRANTIES
[bookmark: _Toc514473282]
6.1	Performance Warranty.  Provider represents and warrants that: (a) Subscription Services provided and Non-subscription Services provided under a Statement of Work shall be provided and performed by qualified personnel in a professional, workmanlike manner, consistent with the prevailing standards of the industry; (b) it shall use industry best practices to fulfill its obligations under each Statement of Work; and (c) any deliverables provided by Provider shall operate in conformance with the terms of this Agreement and the applicable Statements of Work.
[bookmark: _Toc514473283]
[bookmark: _Toc514473284]6.2	Authority Warranty.  Provider warrants that it has all authority necessary to provide for the State’s access and use of the Subscription Services and the Non-subscription Services for the purposes set forth in this Agreement, including in any Statement of Work.  Provider further represents and warrants that sale, licensing or use of any of the Subscription Services and of the Non-subscription Services furnished under this Agreement does not and shall not infringe, misappropriate or otherwise violate any third party’s intellectual property rights.

[bookmark: _Toc514473286]6.3	Warranty Against Undisclosed Illicit Code.  Provider warrants that, unless authorized in writing by the State, any software program or any other part or portion of the Subscription Services or Non-subscription Services developed by Provider, passed through to the State from third parties under this Agreement or provided to the State by Provider for use by Provider or the State shall:
1. Not contain any hidden files;
1. Not replicate, transmit or activate itself without control of a human operating the computing equipment on which it resides;
1. Not alter, damage or erase any data or computer programs without control of a human operating the computing equipment on which it resides;
1. Not contain any key, node lock, time-out or other function, whether implemented by electronic, mechanical or other means, that restricts or may restrict use or access to any software programs, Subscription Services or Non-subscription Services developed or data created under this Agreement, based on residency on a specific equipment configuration, frequency of duration of use or other limiting criteria;
1. Not contain any Virus, malicious, illicit or similar unrequested code, whether known or unknown to Provider; and
1. Not use electronic self-help, including but not limited to preventing electronically the State’s further or continued use of and/or access to the Subscription Services, Non-subscription Services or any software or other portion thereof.

Despite any provision in this Agreement to the contrary, if any Subscription Service or Non-subscription Service has any of the foregoing attributes (collectively “Illicit Code”), Provider is in material default of this Agreement, and no cure period shall apply.  At the request of and at no cost to the State, Provider shall remove any such Illicit Code from the licensed software as promptly as possible.  

To protect the State from damages that may be caused intentionally or unintentionally by the introduction of Illicit Code into the State’s computer systems, no software may be installed, executed or copied onto the State’s equipment without an express warranty to the State that Illicit Code does not exist.  Such warranty shall be set forth on an exhibit attached to and made a part of this Agreement.

[bookmark: _DV_M205][bookmark: _DV_M206][bookmark: _Toc496591074][bookmark: _Toc509804095][bookmark: _Toc30919353][bookmark: _Toc30919555][bookmark: _Toc31094475]6.4	EXCEPT FOR THE EXPRESS WARRANTIES SET FORTH HEREIN, SERVICES PROVIDED UNDER THIS AGREEMENT ARE PROVIDED “AS IS” WITHOUT WARRANTY OF ANY KIND. PROVIDER DISCLAIMS ON BEHALF OF ITSELF AND ITS LICENSORS ALL OTHER WARRANTIES, EXPRESS OR IMPLIED, INCLUDING THE WARRANTIES OF MERCHANTABILITY AND OF FITNESS FOR A PARTICULAR PURPOSE, AND ANY WARRANTY OF COMPATIBILITY WITH OTHER SOFTWARE PRODUCTS, OR ANY WARRANTY AGAINST INTERFERENCE WITH ENJOYMENT OF THE SOFTWARE OR SERVICES.

7.	NIST SECURITY STANDARDS

[bookmark: _Toc496591075][bookmark: _Toc509804096][bookmark: _Toc30919354][bookmark: _Toc30919556][bookmark: _Toc31094476]7.1	Through policy, the State of Montana has determined that the State and its agencies shall follow the National Institute of Standards and Technology (NIST) security guidelines and the Federal Information Security Management Act.  The Provider may be required, where applicable, to comply with certain security requirements, as follows:

7.2      	Provider shall provide for security in compliance with NIST security requirements to protect the confidentiality, integrity, and availability of information systems.

7.3	Provider shall develop, implement, and use appropriate safeguards as outlined in the NIT standards that reasonably prevent the misuse of information systems and appropriately protect the confidentiality, integrity, and availability of information systems.

7.4	Provider shall develop and implement policies and procedures to meet the NIST security requirements.

7.5	Provider shall ensure that any agents, including vendors or subcontractors, to whom the State provides access agrees to the same restrictions and conditions that apply through this Agreement.

7.6	Provider shall ensure that any agents, including vendors or subcontractors, to whom the State provides access, agrees to implement reasonable and appropriate safeguards to ensure the confidentiality, integrity, and availability of the information systems.

7.7	Provider shall maintain a security plan that complies with NIST security requirements.

7.8	Provider shall report security incidents that occur on the State’s information systems that my affect the State to the Chief Information Officer in the Department of Administration within 24 hours of discovery.

7.9	Provider shall maintain audit events according the State’s policy and provide this information to the State upon request. These audit logs must be kept according to  the State’s records retention policy. 

7.10	Provider shall develop and implement policies and procedures regarding the use of information systems that describes how users are to protect against intrusion, tampering, viruses, etc.

7.11	Provider shall identify minimum security training requirements and provide security training to staff that access information systems.

7.12	Provider shall certify and complete continuity planning according to NIST security requirements before moving information systems into production status.
7.13	Provider shall not copy and State data obtained while performing services under this Agreement to any media, including hard drives, flash drives, or other electronic device, other than as expressly approved by the State.

7.14	Security Assessment. The State maintains the right to request that the Provider respond to an annual security controls survey. The Provider’s response will be held as confidential and not released without the written authorization of the Provider. State reserves the right to request that Provider enhance or enable certain controls based upon the Provider’s survey results. 

[bookmark: _DV_M119][bookmark: _DV_M121][bookmark: _Toc496591078][bookmark: _Toc509804099][bookmark: _Ref495285628][bookmark: _Toc30919357][bookmark: _Toc30919559][bookmark: _Toc31094479][bookmark: _DV_M122]8.	COMPLIANCE WITH LAWS

The Provider shall, in performance of work under this Agreement, fully comply with all applicable federal, state, or local laws, rules, and regulations, including the Montana Human Rights Act, the Civil Rights Act of 1964, the Age Discrimination Act of 1975, the Americans with Disabilities Act of 1990, and Section 504 of the Rehabilitation Act of 1973.  Any subletting or subcontracting by the Provider subjects subproviders to the same provision. In accordance with section 49-3-207, MCA, the Provider agrees that the hiring of persons to perform this Agreement will be made on the basis of merit and qualifications and there will be no discrimination based upon race, color, religion, creed, political ideas, sex, age, marital status, physical or mental disability, or national origin by the persons performing this Agreement.

[bookmark: _DV_M123][bookmark: _DV_M128][bookmark: _DV_M132][bookmark: _DV_M136][bookmark: _Toc496591080][bookmark: _Toc509804101][bookmark: _Toc30919359][bookmark: _Toc30919561][bookmark: _Toc31094484]9.	INDEMNITY

[bookmark: _Toc514473297]9.1	Provider Indemnity Obligations.  Without limitation, Provider’s indemnification under this section includes any claim, damage, loss or expense arising from or in connection with any act by any agent, contractor, subcontractor, consultant, or employee of Provider that results in, or is intended by such agent, contractor, subcontractor, consultant, or employee to result in malicious, harmful or otherwise unauthorized access into any of the State’s systems, data, or the State’s technology.

Provider shall (a) defend the State against any claim that the products or Subscription Services and Non-subscription Services in the aggregate or any part or portion of them, which are delivered by Provider, infringe a patent, trademark, copyright, trade secret or other proprietary right globally; and (b) pay all costs, damages and attorney fees incurred.  In addition to defending the State as stated above, if a claim occurs or, in Provider’s opinion, is likely to occur, Provider shall, at its sole option and expense, either (i) procure for the State the right to continue using the Subscription Services and Non-subscription Services in question or (ii) replace or modify the infringing Subscription Services and Non-subscription Services in total or in part so that they become non-infringing; provided that none of the benefits to the State of the Subscription Services’ or Non-subscription Services’ functionality are adversely affected by such replacement or modification, or (iii) discontinue the Subscription Services and terminate the Agreement.
[bookmark: _Toc514473298]
9.2	State Indemnity Obligations.  State shall (a) defend Provider against any claims by Third Parties arising from the State’s use of the Subscription Services and Non-subscription Services provided by Provider where such usage by the State is contrary to this Agreement or to agreed-to Documentation provided by Provider; provided, however, such indemnification shall exclude (i) proprietary rights infringement claims under Paragraph 9.1 and (ii) claims for bodily injury or damages to tangible personal or real property proximately caused by the act, error or omission of Provider, and (b) pay costs, damages and attorney fees finally awarded against Provider and any settlement costs incurred as a result of such claims.
[bookmark: _Toc514473299]
9.3	Conditions.  With regard to the indemnification provisions in Paragraphs 9.1 and 9.2, the indemnifying Party shall be notified as soon as practicable of any such claim and shall have the right to control the defense of all such claims and related lawsuits or proceedings.  In no event shall the indemnified Party settle any such claim, lawsuit or proceeding without the indemnifying Party’s prior approval, which will not be unreasonably withheld, delayed or conditioned. Each Party shall provide the other with reasonable cooperation required for the defense and settlement.

[bookmark: _Toc514473300]10.	LIMITATION OF LIABILITY
  
Except as provided below, Provider's liability to the State for contract damages arising from breach of this Agreement is limited to direct damages, which may not exceed two times the value of this Agreement for each claim that the State makes against the Provider.  Provider is not liable to the State for special, incidental, consequential, punitive, or indirect damages (including but not limited to loss of use, revenue, profit, or data). 

[bookmark: _Toc245272292][bookmark: _Toc514473301]11.	DEFAULT AND REMEDIES
[bookmark: _Toc514473302][bookmark: _Toc399226393][bookmark: _Toc395087501][bookmark: _Toc394284950]
11.1	Default.

11.1.1  Provider Default.  Provider shall be in default if it fails to perform or comply with any material term or condition of this Agreement.

11.1.2  State Default.  State shall be in default if: (i) State fails to make a payment required under this Agreement within 30 days from State’s receipt of a correct, valid, timely and undisputed invoice; or (ii) State fails to perform or comply with any material term or condition of this Agreement.

11.1.3  Default by Either Party.  Subject to federal bankruptcy law, either Party shall be in default if such Party: (i) ceases to do business as a going concern (a corporate consolidation, merger, reorganization or acquisition through which a Party may be succeeded in its business by another entity shall not in and of itself be deemed to be ceasing to do business); (ii) makes a general assignment for the benefit of creditors; (iii) files for insolvency or bankruptcy or seeks to enter receivership; or (iv) authorizes, applies for or consents to the appointment of a trustee or liquidator of all or a substantial part of its assets or has proceedings seeking such appointment commenced against it that are not resolved within 30 days of such commencement.

[bookmark: _Toc514473303][bookmark: _Toc399226394][bookmark: _Toc395087502][bookmark: _Toc394284951]11.2	Default Notice.  Upon the occurrence of a default as defined in this Section, the non-defaulting Party shall issue a notice of default to the other Party.  The non-defaulting Party may terminate this Agreement for cause 30 days following the defaulting Party’s receipt of the notice of default unless the default is cured by the defaulting Party within the 30 day cure period.  

[bookmark: _Toc399226396][bookmark: _Toc395087504][bookmark: _Toc394284953][bookmark: _Toc514473304]11.3	Remedies.

[bookmark: _Toc514473305]11.3.1  State Default.  If the State is in default under the provisions set forth above, the sum of the following amounts shall be due and payable to Provider within 30 days of final determination of the State’s default:  all correct, valid, timely and undisputed invoices not paid by the State for the period the State is determined to be in default.  In addition to any other remedies at law or in this Agreement, Provider may, at its option, suspend Subscription Services to the State during any default period not cured within 30 days of receipt of notice of State’s default.
[bookmark: _Toc514473306]
11.3.2  Provider Default.  In the event of a determination of Provider’s default under the provisions set forth above, and without limitation on the remedies available to State under any Statements of Work, for Provider’s delay or failure to meet all required Service Levels, the State has the following remedies: (i) terminate this Agreement to the extent of the terms and conditions contained in the relevant Statement of Work; (ii) pursue the recovery of actual damages arising out of such default; (iii) seek specific performance by Provider of its obligations under this Agreement; and/or (iv) invoke alternative remedies as may be specified in this Agreement or any Statement of Work. 


[bookmark: _Toc514473307]11.4	No Exclusive Remedies.  Except as otherwise expressly provided in this Agreement, the rights and remedies provided in this Agreement are cumulative and not exclusive of any rights or remedies the State may have at law or in equity or otherwise.  The State’s remedies with respect to any matter under this Agreement are not limited to the remedies set forth herein; provided, however, neither Party shall receive duplicative recoveries.  Each Party shall have a duty to mitigate damages for which the other Party is responsible.  A default by one Party under this Agreement as to the terms in a specific Statement of Work shall not affect the other Party’s rights under this Agreement as to any other Statement of Work under which such Party is not in default.
[bookmark: _Toc514473308][bookmark: _Toc245272293]
12.	TERMINATION AND TERMINATION SUPPORT
[bookmark: _Toc514473309][bookmark: _Toc394284955][bookmark: _Toc395087506][bookmark: _Toc399226398]
12.1	Termination for Unsuccessful Pilot. If a Pilot does not meet the success criteria as documented in the Pilot Statement of Work, the State may choose to continue the Agreement with modifications, or to terminate the Agreement. Thereafter, the State shall have no further obligations under this Agreement except payment of any fees that accrued and were attributable to the period before the effective date of termination.  This payment is Licensor’s sole remedy.

12.2	Reduction of Funding.  The State must by law terminate this Agreement if funds are not appropriated or otherwise made available to support the State's continuation of performance of this Agreement in a subsequent fiscal period.  (18-4-313(4), MCA.)  If state or federal government funds are not appropriated or otherwise made available through the state budgeting process to support continued performance of this Agreement (whether at an initial Agreement payment level or any Agreement increases to that initial level) in subsequent fiscal periods, the State shall terminate this Agreement as required by law.  The State shall provide Provider the date the State's termination shall take effect.  The State shall not be liable to Provider for any payment that would have been payable had the Agreement not been terminated under this provision.  As stated above, the State shall be liable to Provider only for the payment, or prorated portion of that payment, owed to Provider up to the date the State's termination takes effect.  This is Provider's sole remedy.  The State shall not be liable to Provider for any other payments or damages arising from termination under this section, including but not limited to general, special, or consequential damages such as lost profits or revenues.
[bookmark: _Toc514473312]
[bookmark: _Toc514473313]12.3	Obligations of the Parties.  Within 10 days after expiration or termination of this Agreement, each Party shall return to the other Party all tangible portions of the other Party’s proprietary materials, including any hardware and any software or, upon request by either Party, destroy all proprietary materials and all copies thereof, and certify in writing that they have been destroyed.  
[bookmark: _Toc514473314]
12.4	Effect of Termination.  Immediately upon termination, Provider’s obligation to provide the Subscription Services and State’s right to access same will cease, and all unpaid fees and charges of State will immediately become due and payable.  Unless otherwise agreed to by the Parties on a Statement of Work, within 60 days of termination, Provider will remove State’s media assets from the Provider’s system and, at State’s option, either destroy them or return them to State on storage media provided by State in a mutually agreed upon format which shall be of a type which is generally available and considered commercially standard, at additional reasonable charge to State according to any then-current Provider services fees.

12.5	Transition Assistance. If this Agreement is not renewed at the end of this term, if the Agreement is otherwise terminated before project completion, or if particular work on a project is terminated for any reason, Provider shall provide transition assistance for a reasonable, mutually agreed period of time after the expiration or termination of this Agreement or particular work under this Agreement.  The purpose of this assistance is to allow for the expired or terminated portion of the services to continue without interruption or adverse effect, and to facilitate the orderly transfer of such services to the State or its designees.  The parties agree that such transition assistance is governed by the terms and conditions of this Agreement, except for those terms or conditions that do not reasonably apply to such transition assistance.  The State shall pay Provider for any resources utilized in performing such transition assistance at the most current Agreement rates.  If the State terminates a project or this Agreement for cause, then the State may offset the cost of paying Provider for the additional resources Provider utilized in providing transition assistance with any damages the State may have sustained as a result of Provider’s breach.

[bookmark: _Toc514473315][bookmark: _Toc245272294]13.	PROPRIETARY RIGHTS
[bookmark: _Toc514473316]
[bookmark: _Toc514473317]13.1	Provider Ownership.  The Provider Information is and shall remain the Provider’s property unless it is in the public domain.  Provider grants to the State an irrevocable, royalty free, and unrestricted right to use, modify, transfer and maintain the Provider Information for the term of the Agreement..  Except as otherwise provided in Paragraph 13.2 below, or as may be expressly agreed in any Statement of Work, Provider retains title to and ownership of any hardware owned and made available by Provider for provision of the Subscription Services and Non-Subscription Services.

13.2	State Ownership.  The State retains title to and all ownership rights to State Data but grants Provider the right to access and use State Data for the purpose of complying with its obligations under this Agreement and any applicable Statement of Work.  Each Party also retains title and ownership to any of its pre-existing materials which shall be set forth and defined in any applicable SOW.  Ownership rights to any deliverables and related Work Product shall be set forth in the applicable SOW which shall provide for either assignment or perpetual license to the State as appropriate. 

[bookmark: _DV_M145][bookmark: _DV_M166][bookmark: _DV_M167][bookmark: _DV_M168][bookmark: _DV_M169][bookmark: _DV_M170][bookmark: _DV_M171][bookmark: _DV_M172][bookmark: _DV_M173][bookmark: _DV_M174][bookmark: _DV_M175][bookmark: _DV_M176][bookmark: _DV_M177][bookmark: _DV_M178][bookmark: _DV_M180][bookmark: _DV_M185][bookmark: _DV_M186][bookmark: _DV_M187][bookmark: _DV_M209][bookmark: _DV_M211][bookmark: _DV_M213][bookmark: _DV_M215][bookmark: _DV_M216][bookmark: _DV_M219][bookmark: _DV_M220][bookmark: _DV_M225][bookmark: _Ref495286007][bookmark: _Toc496591112][bookmark: _Toc509804133][bookmark: _Toc30919396][bookmark: _Toc30919598][bookmark: _Toc31094527]14.	GENERAL PROVISIONS
[bookmark: _DV_M244][bookmark: _DV_M245][bookmark: _Toc496591114][bookmark: _Toc509804135][bookmark: _Toc30919398][bookmark: _Toc30919600][bookmark: _Toc31094529]
14.1	Required Insurance

14.1.1	General Requirements.  Provider shall maintain for the duration of the Agreement, at its cost and expense, insurance against claims for injuries to persons or damages to property, including contractual liability, which may arise from or in connection with the performance of the work by Provider, agents, employees, representatives, assigns, or subcontractors. This insurance shall cover such claims as may be caused by any negligent act or omission. 

14.1.2	Primary Insurance.  Provider's insurance coverage shall be primary insurance with respect to the State, its officers, officials, employees, and volunteers and shall apply separately to each project or location. Any insurance or self-insurance maintained by the State, its officers, officials, employees or volunteers shall be excess of Provider’s insurance and shall not contribute with it.

14.1.3	Specific Requirements for Commercial General Liability.  Provider shall purchase and maintain occurrence coverage with combined single limits for bodily injury, personal injury, and property damage of $1,000,000 USD per occurrence and $2,000,000 USD aggregate per year to cover such claims as may be caused by any act, omission, or negligence of Provider or its officers, agents, representatives, assigns or subcontractors. 

The State of Montana shall be named as an additional insured for its acts or omission and those of Provider.

14.1.4	Specific Requirements for Cyber/Data Information Security Insurance:  The provider shall purchase and maintain occurrence coverage with combined single limits for each wrongful act of $2,000,000 per occurrence to cover the unauthorized acquisition of personal acquisition such as social security numbers, credit card numbers, financial account information, or other information that uniquely identifies an individual and may be of a sensitive nature in accordance with §2-6-501, MCA through §2-6-504, MCA. Such insurance must cover, at a minimum,  privacy notification costs, credit monitoring, forensics investigations, legal fees/costs, and regulatory fines and penalties as may be caused by any act, omission, or negligence of the provider’s officers, agents, representatives, assigns or subcontractors. Note: If occurrence coverage is unavailable or cost-prohibitive, the state will accept ‘claims made’ coverage provided the following conditions are met: 1) the commencement date of the Agreement must not fall outside the effective date of insurance coverage and it will be the retroactive date for insurance coverage in future years. 2) The claims made policy must have a two-year tail for claims that are made (filed) after the cancellation or expiration date of the policy.


14.1.4	Deductibles and Self-Insured Retentions.  Any deductible or self-insured retention must be declared to and approved by the State. At the request of the State either: (1) the insurer shall reduce or eliminate such deductibles or self-insured retentions as respects the State of Montana; or (2) at the expense of Provider, Provider shall procure a bond guaranteeing payment of losses and related investigations, claims administration, and defense expenses.

14.1.5	Certificate of Insurance/Endorsements.  Provider shall provide a certificate of insurance from an insurer with a Best’s rating of no less than A- or equivalent from a foreign country indicating compliance with the required coverages. Provider shall provide the State 30 days’ advance written notice of any cancellation of coverage.

[bookmark: _DV_M247][bookmark: _DV_M248]14.2	Assignment, Subcontracting and Transfer.  Provider may not assign, transfer, or subcontract any portion of this Agreement without the State's prior written consent.  (18-4-141, MCA.)  Provider is responsible to the State for the acts and omissions of all subcontractors or agents and of persons directly or indirectly employed by such subcontractors, and for the acts and omissions of persons employed directly by Provider.  No contractual relationships exist between any subcontractor and the State under this Agreement.


14.3.	Access and Retention of Records.  The Provider shall provide the State, Legislative Auditor, or their authorized agents access to any records required to be made available by 18-1-118 MCA, in order to determine Agreement compliance.  The Provider shall retain records supporting this Agreement for a period of eight years after either the completion date of this Agreement or the conclusion of any claim, litigation, or exception relating to this Agreement taken by the State of Montana or a third party.

14.4	Compliance with Workers’ Compensation Act.  Provider shall comply with the provisions of the Montana Workers' Compensation Act while performing work for the State of Montana in accordance with 39-71-401, 39-71-405, and 39-71-417, MCA.  Proof of compliance must be in the form of workers' compensation insurance, an independent contractor's exemption, or documentation of corporate officer status.  Neither Provider nor its employees are State employees.  This insurance/exemption must be valid for the entire Agreement term and any renewal.  Upon expiration, a renewal document must be sent to the State Procurement Bureau, P.O.  Box 200135, Helena, MT 59620-0135.

14.5	Registration with the Secretary of State.  Any business intending to transact business in Montana must register with the Secretary of State.  Businesses that are incorporated in another state or country, but which are conducting activity in Montana, must determine whether they are transacting business in Montana in accordance with 35-1-1026 and 35-8-1001, MCA.  Such businesses may want to obtain the guidance of their attorney or accountant to determine whether their activity is considered transacting business.

If businesses determine that they are transacting business in Montana, they must register with the Secretary of State and obtain a certificate of authority to demonstrate that they are in good standing in Montana.  To obtain registration materials, call the Office of the Secretary of State at (406) 444-3665, or visit their website at http://sos.mt.gov.

14.6	Conformance with Agreement.  No alteration of the terms, conditions, delivery, price, quality, quantities, or specifications of the Agreement shall be granted without the State Procurement Bureau’s prior written consent.  Product or services provided that do not conform to the Agreement terms, conditions, and specifications may be rejected and returned at Provider’s expense.

14.7	Liaisons and Meetings.

14.7.1 Agreement Liaison.  All project management and coordination on the State's behalf must be through a single point of contact designated as the State's liaison.  Provider shall designate a liaison that will provide the single point of contact for management and coordination of Provider's work.  All work performed under this Agreement must be coordinated between the State's liaison and Provider's liaison.

	 is the State's liaison.
(Address):
(City, State, ZIP):
Telephone: 
Cell Phone: 
Fax:
E-mail: 

	 is Provider's liaison.
(Address):
(City, State, ZIP):
Telephone: 
Cell Phone: 
Fax:
E-mail: 

14.7.2 Contract Manager.  The State Agreement Manager identified below is the State's single point of contact and shall perform all Agreement management under 2-17-512, MCA, on the State’s behalf.  Written notices, requests, complaints, or any other issues regarding this Agreement should be directed to the State Agreement Manager.

	 is the State's Agreement Manager.
(Address):
(City, State, ZIP):
Telephone: 
Cell Phone: 
Fax:
E-mail: 

	 is Provider's Agreement Manager.
(Address):
(City, State, ZIP):
Telephone: 
Cell Phone: 
Fax:
E-mail: 


14.8	Identification/Substitution of Personnel.  The personnel identified or described in Provider's proposal shall perform the services provided for the State under this Agreement.  Provider agrees that any personnel substituted during the term of this Agreement must be able to conduct the required work to industry standards and be equally or better qualified than the personnel originally assigned.  The State reserves the right to approve Provider personnel assigned to work under this Agreement and any changes or substitutions to such personnel.  The State's approval of a substitution will not be unreasonably withheld.  This approval or disapproval shall not relieve Provider to perform and be responsible for its obligations under this Agreement.  The State reserves the right to require Provider personnel replacement.  If Provider personnel become unavailable, Provider shall provide an equally qualified replacement in time to avoid delays to the work plan.

[bookmark: _DV_M250][bookmark: _Toc496591116][bookmark: _Toc509804137]14.9	Customer Data Backup.  Provider shall back up all State data appropriately to a storage device at Provider’s production datacenter for Provider’s recovery purposes. Data shall be stored for seven days at the production facility and at the disaster recovery facility for at least 30 days.

14.10	Disaster Recovery.  Provider shall be responsible for providing disaster recovery services if Provider experiences or suffers a disaster; Provider shall take all commercially reasonable and necessary steps to ensure that the State is not denied access to the Subscription Services and Non-subscription Services. If there is an event impacting Provider resources or services or State Data required to provide the Subscription or Non-subscription Services, Provider will notify State within four (4) business hours, and will provide daily status reports on the service recovery progress. 

[bookmark: _DV_M251][bookmark: _DV_M252][bookmark: _Toc496591117][bookmark: _Toc509804138][bookmark: _Toc30919401][bookmark: _Toc30919603][bookmark: _Toc31094532]14.11	Force Majeure.  Neither Party shall be responsible for delays or failure to fulfill its obligations under this Agreement due to causes beyond its reasonable control. Such causes include without limitation, acts or omissions of government or military authority, acts of God, materials shortages, transportation delays, fires, floods, labor disturbances, riots, wars, terrorist acts or any other causes, directly or indirectly beyond the reasonable control of the nonperforming party.  However, the non-delayed party may terminate or suspend its performance under this Agreement if the delayed party fails to perform it obligations under this Agreement for more than 15 consecutive calendar days.  Notwithstanding the foregoing, the State’s payment obligations may be suspended or diminished if it is denied access to the Subscription Services for more than 5 days. 

[bookmark: _Toc496591118][bookmark: _Toc509804139][bookmark: _Toc30919402][bookmark: _Toc30919604][bookmark: _Toc31094533][bookmark: _DV_M256]14.12	Notices.  All notices, reports, invoices and other communications required or permitted hereunder to be given to or made upon any Party hereto in writing, shall be addressed as provided below and shall be considered as properly given if (a) sent by an express courier delivery service which provides signed acknowledgments of receipt; or (b) deposited in the U.S. certified or registered first class mail, postage prepaid, return receipt requested. All notices shall be effective upon receipt. For the purposes of notice, the addresses of the Parties shall be as set forth below; provided, however, that either Party shall have the right to change its address for notice hereunder to any other location by giving not less than 5 days’ prior written notice to the other Party in the manner set forth above.

[bookmark: _DV_M257][bookmark: _DV_M269]State:
[bookmark: _DV_M317]Liaison:	
[bookmark: _DV_M318]Phone:	
[bookmark: _DV_M319]Fax:	

[bookmark: _DV_M271][bookmark: _Toc496591119][bookmark: _Toc509804140][bookmark: _Toc30919403][bookmark: _Toc30919605][bookmark: _Toc31094534]Provider: 
Liaison:
Phone: 
Fax: 

14.13	Changes to Agreement.  Once executed, this Agreement, and any referenced attachments other than a Statements of Work, may be modified only by executing an Amendment.  Once executed, Statements of Work and their referenced attachments may be modified only by executing an Addendum to the applicable documents.

[bookmark: _DV_M272][bookmark: _DV_M273][bookmark: _Toc496591120][bookmark: _Toc509804141][bookmark: _Toc30919404][bookmark: _Toc30919606][bookmark: _Toc31094535]14.14	Choice of Law and Venue.  This Agreement is governed and construed by the laws of Montana, excluding its conflict of laws principles.  All disputes arising from or in connection with this Agreement, whether in contract, tort, or otherwise, shall also be governed by the laws of Montana, excluding its conflict of laws principles. The parties agree that any litigation concerning this Agreement must be brought in the First Judicial District in and for the County of Lewis and Clark, State of Montana.  Each party shall pay its own costs and attorney fees. (18-1-401, MCA)

[bookmark: _DV_M274][bookmark: _DV_M275][bookmark: _Toc496591121][bookmark: _Toc509804142]14.15	Severability.  A declaration by any court, or any other binding legal source, that any provision this Agreement is illegal and void shall not affect the legality and enforceability of any other provision of the Agreement, unless the provisions are mutually dependent.

[bookmark: _DV_M361][bookmark: _DV_M276][bookmark: _DV_M277][bookmark: _Toc31094537]14.16	Relationship of the Parties.  Nothing in this Agreement is intended or shall be construed to create or establish any agency, partnership or joint venture relationship between the Parties. The Parties expressly disclaim such relationship, agree that they are acting solely as independent contractors hereunder and agree that the Parties have no fiduciary duty to one another or any other special or implied duties that are not expressly stated in this Agreement. Provider has no authority to act as agent for, or to incur any obligations on behalf of or in the name of, the State or its Affiliates.

[bookmark: _DV_M279][bookmark: _Toc514473323][bookmark: _Toc496591123][bookmark: _Toc509804144][bookmark: _Toc30919407][bookmark: _Toc30919609][bookmark: _Toc31094539]14.17	No Waiver.  No waiver of any obligation or breach of this Agreement constitutes a waiver of any other obligation or breach of the same or any other provision of the Agreement on a future occasion. No waiver is effective unless made in writing.   

14.18	Entire Agreement.  This Agreement supersedes all prior discussions and agreements between the parties regarding the subject matters covered in this Agreement. This is the entire Agreement of the Parties.  The Agreement may be amended, supplemented, or modified only by a written instrument signed by the Parties’ authorized representatives.

14.19	Agreement Oversight.  The Chief Information Officer (CIO) for the State of Montana, or designee, may perform Agreement oversight activities.  Such activities may include the identification, analysis, resolution, and prevention of deficiencies that may occur within the performance of Agreement obligations.  The CIO may require the issuance of a right to assurance or may issue a stop work order.

14.19.1 Right to Assurance. If the State, in good faith, has reason to believe that Provider does not intend to, is unable to, or has refused to perform or continue performing all material obligations under this Agreement, the State may demand in writing that Provider give a written assurance of intent to perform.  Provider’s failure to provide written assurance within the number of days specified in the demand (in no event less than five business days may, at the State's option, be the basis for terminating this Agreement and pursuing the rights and remedies available under this Agreement or law.

14.19.2  Stop Work Order.  The State may, at any time, by written order to Provider require Provider to stop any or all parts of the work required by this Agreement for the period of days indicated by the State after the order is delivered to Provider.  The order must be specifically identified as a stop work order issued under this clause.  Upon receipt of the order, Provider shall immediately comply with its terms and take all reasonable steps to minimize the incurrence of costs allocable to the work covered by the order during the period of work stoppage.  If a stop work order issued under this clause is canceled or the period of the order or any extension expires, Provider shall resume work.  The State Project Manager shall make the necessary adjustment in the delivery schedule or Agreement price, or both, and this contract shall be amended in writing accordingly.  

14.20	Order of Precedence If Conflict Arises.  If there is a conflict between the terms and conditions of this Agreement, Statement of Work, or other referenced attachment to this Agreement, the order of precedence is:
· First this Agreement;
· Second, the Statement of Work;
· Third, RFP15-3010T as amended; and 
· Fourth, Provider’s proposal as amended.

If a conflict arises between the terms of two or more Statements of Work, the terms of the more/most recent Statement of Work prevail.  

14.21	Provider Notification.  The Provider is notified that under section 2-17-514, MCA, the Montana Department of Administration retains the right to cancel or modify any Agreement, project, or activity that is not in compliance with the Agency's Plan for Information Technology, the State Strategic Plan for Information Technology, or any statewide IT policy or standard.




15.	EXECUTION

The Parties have executed the Agreement by their authorized representatives as of the Effective Date. 

Montana Department of Administration	(INSERT PROVIDER'S NAME)
PO Box 200533	(Insert Address)
Helena, MT 59620	(Insert City, State, Zip)
	FEDERAL ID # 
	
BY:   __Ronald Baldwin, Chief Information Officer_ 	BY: ________________________________	
  (Name/Title)	(Name/Title)
		
__________________________________________	___________________________________		
(Signature)	(Signature)	
DATE: ____________________________________ 	DATE:  ______________________________	

		
Approved as to Legal Content:		
__________________________________________		
Legal Counsel	(Date)	

	
Approved as to Form:	
__________________________________________	
Procurement Officer	(Date)	
State Procurement Bureau	


Department of Administration Approval:
_________________________________________			
Director	(Date)
Department of Administration


SCHEDULE A
STATEMENT OF WORK TEMPLATE

Statement of Work

[image: mt]
For

[Insert Project Name]

Please refer to the companion document “SOW Guidelines MM-YYYY”  for further detail of what should be included under each section of the template.  The BLUE ITALICS text in this document is either instruction or a field which needs to be filled.  When the SOW is complete, there should be no blue italics remaining. There may be some areas that are not applicable to your particular SOW. Simply enter a N/A in those areas. (Delete this page)




 Between:                             [Agency name]                                                           

       and:                          [Contractor name]



Prepared by:       ____________________________

Effective Date: _________________________

Under Contract #:   _________________________

Under Contract Name: ______________________

                                     ______________________

Statement of Work

1.0  Introduction

1.1Project Title

This work is being performed under the [insert contract name, if being done under a current contract] for [insert a brief description of the project]. If not being done under a current contract, use the State of Montana IT Contract template to complete a contract and reference the new contract number.

This Statement of Work (SOW) is made and entered by and between [Purchasing Agency] and [Contractor].  This SOW incorporates by reference the terms and conditions of Contract Number [XXX-XXX-XXX] in effect between the State and [Contractor].  In case of any conflict between this SOW and the Contract, the Contract shall prevail. The Agency and Contractor agree as follows:

1.2 Background

1.3 Objectives

1.4 Reference to other applicable documents
· List any pertinent documents or supporting materials pertaining to the SOW
2.0  Staffing Roles and Responsibilities

2.1 Staffing
Project Manager – Contractor
The Contractor’s Project Manager is:

Name:
Address:
City:
State & Zip
Phone:
Cell:
Fax:
Email:

Project Manager – Agency
The Agency’s Project Manager is:

Name:
Address:
City:
State & Zip
Phone:
Cell:
Fax:
Email:

2.2 Roles and Responsibilities Matrix
Contractor Staff, Roles and Responsibilities

· Contractor staff that will be involved
· Individuals key to the project
· Detail in a roles ad responsibilities matrix the contractor tasks, staff, hours, rates, cost.
· Include function corresponding to the Org Chart
Agency Staff, Roles and Responsibilities

· Who within the agency will have decision-making authority, including approval of changes, report, documentation and deliverables?
· Precise definition of all products, data services, and facilities the agency will provide
· Include quantities, locations and dates for delivery
· Agency staff that will be involved
· Individuals key to the project
· Detail their roles and responsibilities
3.0  Key Assumptions
Identify/quantify:
· Any unknowns
· Potential issues
· Any contractor and agency assumptions
4.0  Risks
Identify/quantify:
· Describe risks to the project and your proposed mitigation strategy
· Require Contractor to identify any risks they are aware of and how they plan to mitigate the risks
5.0  Scope of Work
· Describe in detail what work Contractor will perform
· Identify all work elements and objectives of the SOW

5.1 Inclusions
Describe:

· Tasks to be performed
· Resources assigned to tasks 
· Costs associated with each task
· Location(s) where task is to be performed
· Include tasks that do not result in specific deliverables (i.e. project management)
· Include tasks to be performed by the agency

5.2 Exclusions
Describe:
· Tasks which are not part of the scope of this project



5.3 Deliverables
Describe:
· Items that will be developed or provided from the performance of the tasks (i.e. products, service, plans, status reports, documentation)
· Quantities, locations and dates for delivery
· Periods of performance for services
· Testing program plan
· Implementation or migration plan to production
· Are there Documentation Standards to be applied
· If performance is a requirement, what are the reliability measures that will be used?

5.4 Milestones
6.0 Work Approach
· Describe how the work is to be performed – if a formal methodology will be used, provide a concise description here. (E.g., “This project will use the PMBOK based methodology.  Also, for larger projects, indicate if the project will be tracked by the state CIO’s Project Management Office (PMO)
7.0 Completion Criteria and Final Acceptance Criteria

7.1 Completion Criteria
· The focus of this section is to define the process for submitting, approving and rejecting tasks and deliverables

7.2 Final Acceptance
· Describe in detail the precise definition of the conditions and criteria that will be applied to determine that the contract has been successfully completed
8.0  Schedule
· Dates of the seller’s key tasks or completion of the major elements of the project
· Identify interim quality gate milestones-these are decision points where the project can be stopped or approved to go forward
9.0  Project Management (if applicable)
Describe what will be required as far as project management, which reports will be required and what must be submitted to the state Project Management Office.
10.0 State Policies Standards and Computing Environment
State Policies, Standards and Computing Environment can be found on the state Web site at:
Environment - http://itsd.mt.gov/techmt/compenviron.mcpx 
Policies - http://itsd.mt.gov/policy/default.mcpx 
Supported Software- http://itsd.mt.gov/policy/software/default.mcpx 
Double check to be sure that the links are to the latest versions of the policies, standards and environment
11.0  Timeline and Period of Performance
Outline the dates of contractor’s key tasks or submission of product or service. 
The period of performance for this project will start on [start date] and the work tasks are estimated to continue through [end date].  The State has the right to extend or terminate this SOW at its sole discretion.
12.0  Compensation and Payment Schedule
· Compensation/Payment should be tied to completed tasks/deliverables that have been approved by the agency. Require invoices to list task ID, hours, deliverables and resource roles that are being billed for

· List detail of compensation to be paid, e.g., hourly rates, number of hours per task, unit prices, cost per task, cost per deliverable, etc

· Make it clear that the tasks and deliverables detailed in the invoice require the approval and sign-off by the agency project manage prior to payment of the invoice

· If Contractor will be reimbursed for any other expenses, describe them and any cost limits in this section

· Agency shall pay Contractor an amount not to exceed [________] dollars ($___) [specify maximum dollar amount if there is one] for the performance of all activities necessary for or incidental to the performance of work as set forth in this SOW. See the template guidelines for suggested language on different types of compensation language.  A 20% holdback is often used to ensure project completion

· Expenses are optional. Travel costs are the most common reimbursable expense. If no travel is expected, insert a statement to that effect, e.g. “All activities are expected to take place in the greater (fill in location) area, thus no travel expenses are expected or authorized.”  If Agency agrees to reimburse travel costs, include the following language.

Agency shall reimburse Contractor for travel and other expenses as identified in this SOW, or as authorized in writing, in advance by Agency.  No payment of travel expenses will be made to Contractor for routine travel to and from Agency’s location. Contractor shall provide a detailed itemization of expenses as requested by Agency. The amount reimbursed to Contractor is included in calculating the “not to exceed” amount specified above.
13.0  Miscellaneous
Describe any items unique to the project such as:
· Standards to be used including hardware, software and technical architecture
· Travel and accommodations
· Support personnel
· Shipping, handling and packaging
· Conflict resolution agreement
· Service level agreements
· Performance standards
· Other
14.0  Appendices

For example:
· Appendix A: Contractor’s hardware and software
· Appendix B: Change control procedure
· Appendix C: Resource Documents 
· Appendix D: Policies and Standards
· Appendix E: Contractors Project Management Methodology
· Others.

If additional sections are required for your specific project, please leave the above section numbering as it is and add your new sections here as 15.0, 16.0 etc.
Execution/Signature Block
In Witness Whereof, the parties hereto, having read this SOW  [Project Name] to Contract Number [XXX-XXX-XXX] in its entirety, do agree thereto in each and every particular.

	Approved

	
	Approved

	[Agency]

	
	[Contractor]

	
	
	

	Signature
	
	Signature

	
	
	

	Print or Type Name
	
	Print or Type Name

	Title:	                                                                

	
	Title:	                                                                      


	Date:

	
	Date:



[Use this space for other applicable agency signatures]

The contractor is notified that pursuant to 2-17-514, MCA, the Department of Administration retains the right to cancel or modify any contract, project or activity that is not in compliance with the Agency’s Plan for Information Technology, the State Strategic Plan for Information Technology, or any statewide IT policy or standard.

Reviewed and Approved by:
Information Technology Services Division
Montana Department of Administration, 
per MCA 2-17-512:

_____________________________________	Date:	                              				 
CIO (or Agency Designee for Delegated IT Authority)


APPENDIX C: ROLES AND RESPONSIBILITIES

Use this Appendix C to submit your response to Section 3.3.8.

The offeror’s response to this section shall describe acceptance of the roles and responsibilities as presented in this section or shall clearly identify any deviation and describe why a deviation is deemed appropriate. 

The offeror shall describe how it will incorporate State analyst staff into the project team in such a way as to participate in all phases of design, development, and implementation of the pilots and shall describe the responsibilities of both the offeror and the State in order for this to be achieved.

The offeror shall describe how it intends to mentor the State IT support staff. The offeror shall cite references where the offeror was required to perform in a similar fashion, and shall describe the responsibilities of both the offeror and the State in order for this to be successfully achieved.

The offeror shall describe its experiences working with an IV&V company or similar situation including examples of how the offeror resolved perceived issues.

The offeror shall provide a list and description of all deliverables that are anticipated as part of the work identified in this section.

	Offeror Response:




Use the table below to indicate (where not already filled in) your understanding of the roles and responsibilities of your company and the state.

Lead (L) shall mean the party with primary responsibility and ownership for the effort. Such assistance includes the contribution of skills and resources to complete the project in accordance with the technical and functional requirements detailed within this RFP.

Support (S) shall mean the party with supporting roles in the performance of the effort. Such assistance includes the contribution of skills and resources to complete the project in accordance with the technical and functional requirements detailed within this RFP.

	
Roles and Responsibilities
	Contractor
	State

	I. Program Management 
	 
	 

	A. Operate Project Management Office (PMO)
	S
	L

	B. Manage Contractor component of Project Team
	L
	S

	C. Manage State component of Project Team
	S
	L

	II. Independent Verification and Validation (IV&V)
	 
	 

	A. Support project IV&V if the State exercises its option for requiring this type of oversight from a 3rd Party.
	S
	L

	III. Technology Management
	 
	 

	A. Recommend technology platform that best meets the State business needs and expense/service level expectations
	
	

	B. Authorize and approve technology platform
	
	

	C. Recommend policies and procedures
	
	

	D. Authorize and approve policies and procedures
	
	

	E. Define services and standards
	
	

	F. Manage/track development requests and orders
	
	

	IV. Planning/Requirements/Design
	
	

	A. Design data structures
	
	

	B. Design program modules
	
	

	C. Determine and manage functional requirements
	
	

	D. Gap analysis
	
	

	E. Authorize and approve requirements definition
	
	

	F. Develop cost/benefit analysis, if appropriate for out of scope enhancements
	
	

	G. Obtain management authorization
	
	

	V. Programming
	
	

	A. Develop functional specifications
	
	

	B. Create program code
	
	

	C. Conduct unit testing of modules
	
	

	D. Transfer programs to Contractor Quality Assurance
	
	

	E. Develop version control methodology
	
	

	VI. Software Integration and Testing 
	
	

	A. Test system conformance to functional requirements
	
	

	B. Test system conformance to usability standards
	
	

	C. Conduct user acceptance testing
	
	

	D. Ensure system conformance to naming/operational conventions
	
	

	E. Review and approve quality assurance testing
	
	

	F. Repair defects
	
	

	VII. Implementation
	
	

	A. Install local system components as needed
	
	

	B. Train local system users
	
	

	C. Provide in-person assistance during initial implementation period
	
	

	D. Review and approve application implementation
	
	

	E. Develop disaster recovery plan and procedures 
	
	

	VIII. Data Base Administration
	
	

	A. Perform data modeling
	
	

	B. Create logical database design
	
	

	C. Create physical database design
	
	

	D. Determine data element naming conventions
	
	

	E. Determine data element access levels
	
	

	F. Monitor compliance with naming conventions
	
	

	G. Determine logical views of database
	
	

	H. Recommend DBMS/tools for implementation
	
	

	I. Perform technical review of DBMS code
	
	

	J. Monitor DBMS performance
	
	

	K. Recommend DBMS performance optimization measures
	
	

	L. Coordinate database backup and recovery procedures
	
	

	M. Assist in test-to-production application turnover
	
	

	N. Provide technical support of DBMS as needed
	
	

	IX. Data Conversion and Quality
	
	

	A. Recommend data conversion strategies
	
	

	B. Perform data conversion extract and minor cleaning
	
	

	C. Perform data conversion transform, import and loading
	
	

	D. Perform data cleansing
	
	

	E. Perform data validation
	
	

	X. Accounting and Reporting
	
	

	A. Assign user account codes
	
	

	B. Maintain tables of client account codes
	
	

	C. Maintain and allocate budget
	
	

	D. Track utilization
	
	

	E. Monitor cost center invoices
	
	

	F. Send invoices
	
	

	G. Respond to the State’s stakeholder inquiries
	
	

	H. Report on project execution metrics
	
	

	I. Provide status reports and metrics
	
	

	J. Provide state agency status reports
	
	

	XI. Change Management Control
	 
	 

	A. Establish change management controls 
	
	

	B. Establish change requirements
	
	

	C. Determine and manage risk
	
	

	D. Determine change cost and impact
	
	

	E. Schedule and conduct change management meetings
	
	

	F. Authorize and approve change
	
	

	G. Notify affected clients of change timing and impact
	
	

	H. Implement change
	
	

	I. Verify change met objectives and no negative impacts
	
	

	J. Validate and Report results of change
	
	

	K. Perform quality control
	
	

	XII. Security 
	
	

	A. Establish security requirements and rights
	
	

	B. Maintain physical security of assets
	
	

	C. Conduct periodic security checks per requirements
	
	

	D. Report security violations and weaknesses identified 
	
	

	E. Resolve security violations
	
	

	XIII. Training and Knowledge Transfer
	
	

	A. Plan and Execute Training
	
	

	B. Provide Training Materials
	
	

	C. Knowledge Transfer
	
	

	XIV. Documentation
	
	

	A. Provide user documentation
	
	

	B. Provide technical documentation
	
	

	C. Provide operations documentation
	
	

	D. Provide training documentation
	
	





APPENDIX D: BUSINESS REQUIREMENTS TRACEABILITY MATRIX
Note:  This document is provided in Excel format as a separate file and may be found with RFP No. 15-3010T at
http://svc.mt.gov/gsd/OneStop/SolicitationDefault.aspx.
This appendix is a critical and necessary element of this RFP.









APPENDIX E: TOTAL COST OF OWNERSHIP WORKBOOK


Note:  This document is provided in Excel format as a separate file and may be found with RFP No. 15-3010T at
http://svc.mt.gov/gsd/OneStop/SolicitationDefault.aspx.
This appendix is a critical and necessary element of this RFP.









APPENDIX F: GLOSSARY


	TERM
	DEFINITION

	Active Directory
	Active Directory is the “directory service” portion of the Windows Server operating system. Active Directory manages the identities and relationships of the distributed resources that make up a network environment. It stores information about network-based entities (e.g., applications, files, printers and people) and provides a consistent way to name, describe, locate, access, manage and secure information about these resources. It the central authority that manages the identities and brokers the relationships between these distributed resources, enabling them to work together.*

	ActiveX
	ActiveX is an application programming interface (API) that enhances Microsoft’s OLE protocol. Often compared to Java, ActiveX facilitates various Internet applications, and therefore extends and enhances the functionality of Microsoft’s Internet Explorer browser. Like Java, ActiveX enables the development of interactive content. When an ActiveX-aware browser encounters a Web page that includes an unfamiliar feature, it automatically installs the appropriate applications so the feature can be used.*

	ANSI
	American National Standards Institute (ANSI)
ANSI coordinates the development and use of voluntary consensus standards in the U.S. and represents the needs and views of U.S. stakeholders in standardization global forums. ANSI is actively engaged in accrediting programs that assess conformance to standards.*

	Application Integration
	Within the context of computer software, Application Integration is the process of linking together different computing software applications physically or functionally, to act as a coordinated whole.

	Archive Management
	See Records Management.

	Best Practice
	Best Practice – A group of tasks that optimizes the efficiency (cost and risk) or effectiveness (service level) of the business discipline or process to which it contributes. It must be implementable, replicable, transferable and adaptable across industries.*

	Binary Large Object
	Binary Large Object (BLOB) is a generic term used to describe the handling and storage of long strings of data by database management systems. A BLOB is a category of data, characterized by large size (including media formats such as audio and video), which can place extreme demands on storage systems and network bandwidth.*

	BLOB
	See Binary Large Object.

	BPM
	See Business Process Management (BPM) and Business Process Modeling (BPM).

	BPR
	See Business Process Re-engineering (BPR).

	Business Process
	Business Process is an event-driven, end-to-end processing path that starts with a customer request and ends with a result for the customer. Business processes often cross-departmental and even organizational boundaries.*

	Business Process Management
	Business Process Management (BPM) is the discipline of managing processes (rather than tasks) as the means for improving business performance outcomes and operational agility. Processes span organizational boundaries, linking together people, information flows, systems and other assets to create and deliver value to customers and constituents.*

	Business Process Modeling
	Business Process Modeling (BPM) links business strategy to IT systems development to ensure business value. It combines process/workflow, functional, organizational and data/resource views with underlying metrics such as costs, cycle times and responsibilities to provide a foundation for analyzing value chains, activity-based costs, bottlenecks, critical paths and inefficiencies.*

	Business Process Re-engineering
	Business Process Re-engineering (BPR) is defined as an integrated set of management policies, project management procedures, and modeling, analysis, design and testing techniques for analyzing existing business processes and systems; designing new processes and systems; testing, simulating and prototyping new designs prior to implementation; and managing the implementation process.*

	Capture
	Within the context of ECM content, capturing is the process of collecting that content through various means, such as image scanning and electronic interface. It may also include the extraction of metadata through any of various means, such as OCR and barcoding.

	Case Management Solutions
	Case Management Solutions are applications designed to support a complex process that requires a combination of human tasks and electronic workflow, such as an incoming application, a submitted claim, a complaint, or a claim that is moving to litigation. These solutions support the workflow, management collaboration, storage of images and content, decisioning, and processing of electronic files or cases. Some come with insurance workflow/process templates to help implementation.*

	Cloud
	See Cloud Computing.

	Cloud Computing
	Cloud Computing is a style of computing in which scalable and elastic IT-enabled capabilities are delivered as a service using Internet technologies. It is often used in a context that contrasts it with on-premises computing.*

	CM
	See Content Management (CM).

	CMS
	See Content Management Systems (CMS).

	Collaboration
	To work with another person or group in order to achieve or do something.**

	Compound Document
	A compound document is an electronic document that contains a combination of data structures such as text , graphics, spreadsheets, sound clips, etc.

	Configuration
	Configuration – For the purposes of this RFP and referring to computer software, configuration is the setting of parameters for that software that determines how the software is to function. It specifically excludes making changes to executable programming code or logic found in modules, programs, scripts, methods, etc., that are a part of that software. Configuration may include the modification of constants defined in modules, programs, scripts, methods, etc., that are a part of that software. Any modification of executable programming code or logic is specifically excluded from being considered software configuration for the purposes of this RFP.

	Content
	The principal substance (as written matter, illustrations, or music) offered by a World Wide Web site <Internet users have evolved an ethos of free content in the Internet — Ben Gerson>.** See also Structured Content, Unstructured Content.

	Content Management
	Content Management (CM) is a broad term referring to applications and processes to manage Web content, document content and e-commerce-focused content.*

	Content Management System
	Content Management Systems (CMS) comprise a set of templates, procedures and standard format software that enables marketers and their proxies (e.g., webmasters) to produce and manage text, graphics, pictures, audio and video for use in Web landing pages, blogs, document repositories, campaigns or any marketing activity requiring single or multimedia content.*

	Data Mining
	Data Mining is the process of discovering meaningful correlations, patterns and trends by sifting through large amounts of data stored in repositories. Data mining employs pattern recognition technologies, as well as statistical and mathematical techniques.*

	Data Warehouse
	Data Warehouse – A data warehouse is a storage architecture designed to hold data extracted from transaction systems, operational data stores and external sources. The warehouse then combines that data in an aggregate, summary form suitable for enterprise-wide data analysis and reporting for predefined business needs. The five components of a data warehouse are production data sources, data extraction and conversion, the data warehouse database management system, data warehouse administration and business intelligence (BI) tools.*

	Declaration
	Within the context of records management, a declaration.

	Deduplication
	Data Deduplication is a form of compression that eliminates redundant data on a subfile level, improving storage utilization. In this process, only one copy of the data is stored; all the redundant data will be eliminated, leaving only a pointer to the previous copy of the data. Deduplication can significantly reduce the required disk space, since only the unique data is stored.*

	Deduplication
	See Data Deduplication.

	Disaster Recovery
	Disaster Recovery (DR) is defined as (1) The use of alternative network circuits to re-establish communications channels in the event that the primary channels are disconnected or malfunctioning, and (2) The methods and procedures for returning a data center to full operation after a catastrophic interruption (e.g., including recovery of lost data).*

	Disposal
	See Disposition.

	Disposition
	Within the context of records management, Disposition is the final stage of records management in which a record is either destroyed or permanently retained.

	DM
	See Document Management.

	Document Management
	Document Management (DM) is a function in which applications or middleware perform data management tasks tailored for typical unstructured documents (including compound documents). It may also be used to manage the flow of documents through their life cycles.*
Long-established document management products have traditionally focused on managing a small group of documents vital to the business. However, the DM market is transforming into a two-tier market, with new competitors building out horizontal capabilities to manage the many documents created in the course of everyday work life.*
Today, enterprises are looking for ways to cut costs, reduce risk, and enable competitive opportunities, resulting in new market opportunities and competitive forces. Vendors are scrambling to compete by leveraging their existing market positions as well as experimenting with new approaches such as open source and software as a service (SaaS).*

	DR
	See Disaster Recovery.

	ECM
	See Enterprise Content Management.

	Electronic Records Management
	See Records Management.

	Enterprise Content Management
	Enterprise Content Management (ECM) is used to create, store, distribute, discover, archive and manage unstructured content (such as scanned documents, email, reports, medical images and office documents), and ultimately analyze usage to enable organizations to deliver relevant content to users where and when they need it.*

	ERM
	See Electronic Records Management.

	eSignature
	eSignature – An electronic signature, or e-signature, is any electronic means that indicates either that a person adopts the contents of an electronic message, or more broadly that the person who claims to have written a message is the one who wrote it (and that the message received is the one that was sent).

	Extensible Markup Language
	Extensible Markup Language (XML) is a World Wide Web Consortium (W3C) open standard for describing data using embedded tags. Unlike HTML, XML does not describe how to display elements on the page but rather defines what the elements contain. It has become the standard for business-to-business transactions, electronic-data interchanges and Web services.*

	File Plan
	A file plan is a comprehensive outline that includes the records series, file organization, active file locations, file transfer instructions, file retention and disposition instructions, and other specific instructions that provide guidance for effective management of records, including vital records.

	Formal Submission
	Formal submission is used within the context of project deliverables. It means the official delivery to the State by the successful offeror (contractor) of some piece or pieces of required asset(s) as part of the project. An asset could be a document, a set of computer code, a phase of the project, a plan, or any other piece of valuable deliverable.

	HTML5
	HTML5 is a collection of proposed specifications for the next generation of HTML. Beyond this, HTML5 is used as a short-hand label for all that’s new with the Web, including CSS3 and changes to HTTP.*

	Indexing
	Within the context of ECM, indexing is the process of collecting, parsing, and storing data related to content to facilitate fast and accurate information retrieval.

	Integration
	Within the context of computer software, integration is the process of linking together different computing systems and software applications physically or functionally, to act as a coordinated whole.

	Interface
	Within the context of computer software, an interface is a shared boundary across which two separate components of a computer system exchange information.

	Legal Hold
	A legal hold is a process that an organization uses to preserve all forms of relevant information when litigation is reasonably anticipated.

	Library
	Within the context of records management, a library is a structured location for the storage of records.

	Load Balancing
	Load Balancing is the ability of processors to schedule themselves to ensure that all are kept busy while instruction streams are available.* The goal of load balancing is to spread the amount of work being required over several processors in order to avoid the overload of some processors while other processors are underutilized.

	Metadata
	Metadata is information that describes various facets of an information asset to improve its usability throughout its life cycle. It is metadata that turns information into an asset. Generally speaking, the more valuable the information asset, the more critical it is to manage the metadata about it, because it is the metadata definition that provides understanding that unlocks the value of data.*

	Operating System
	Operating System (OS) – An operating system is software that, after being loaded into the computer by an initial boot program, manages a computer’s resources, controlling the flow of information into and from a main processor. OSs perform complex tasks, such as memory management, control of displays and other input/output peripheral devices, networking and file management, and other resource allocation functions between software and system components. The OS provides the foundation on which applications, middleware and other infrastructure components function. An OS usually provides user interfaces, such as command-line shell and GUI, for interaction between user and computer.*

	OS
	See Operating System.

	Records Crawler
	Records Crawler is an IBM FileNet term (formerly known as Universal File Importer (UFI) that refers to a product that can perform rule-based classification and assignment of documents to folders. It operates on documents already in FileNet. The “crawler” portion of its name refers to its ability to “crawl” through folder and subfolders, classifying the documents found there.

	Records Management
	Records Management (RM) technologies enable organizations to enforce policies and rules for the retention and disposition of content required for documenting business transactions, in addition to automating the management of their record-retention policies. These technologies, implemented with well-formulated and consistently enforced RM strategies and policies, form an essential part of the organization-wide life cycle management of information. RM principles and technologies apply to both physical and electronic content.*

	Records Manager
	Records managers are responsible for the effective and appropriate management of an organization's records from their creation through to their eventual disposal.

	Redaction
	Redaction – The process of redacting documents has been used in the legal profession for decades to black out confidential or privileged information during the exchange of documents during litigation. In electronic documents, redaction refers to the permanent removal of information, not the masking or obfuscating of data.*

	Renditioning
	In the content management world, renditioning typically means an ability to generate and retrieve alternative representations of content or a document.

	Retention Schedule
	A Retention Schedule is information that describes (1) length of time each document or record will be retained as an active record, (2) reason (legal, fiscal, historical) for its retention, and (3) final disposition (archival or destruction) of the record. 

	Return on Investment
	Return on Investment (ROI) – Financial gain expressed as a percentage of funds invested to generate that gain.*

	RM
	See Records Management.

	ROI
	See Return on Investment.

	SaaS
	See Software as a Service.

	Scalability
	Scalability is the measure of a system’s ability to increase or decrease in performance and cost in response to changes in application and system processing demands. Examples would include how well a hardware system performs when the number of users is increased, how well a database withstands growing numbers of queries, or how well an operating system performs on different classes of hardware. Enterprises that are growing rapidly should pay special attention to scalability when evaluating hardware and software.*

	Scanner
	Scanner – A device that resolves a two-dimensional object, such as a business document, into a stream of bits by raster scanning and quantization.*

	Social Content
	Social Content is material, artwork, diagrams, other knowledge, etc. shared via social networks.

	Software as a Service
	Software as a Service (SaaS) – Software that is owned, delivered and managed remotely by one or more providers. The provider delivers software based on one set of common code and data definitions that is consumed in a one-to-many model by all contracted customers at anytime on a pay-for-use basis or as a subscription based on use metrics.*

	Structured Content
	Structure Content is a general term used for content (material, artwork, diagrams, etc.) that have a perceived or formal organization scheme.

	Subscription Services
	Subscription Services is defined as the State’s access to and use of and Provider’s provision of the SaaS Software Applications

	TCO
	See Total Cost of Ownership.

	Total Cost of Ownership
	Total Cost Of Ownership (TCO) is a comprehensive assessment of information technology (IT) or other costs across enterprise boundaries over time. For IT, TCO includes hardware and software acquisition, management and support, communications, end-user expenses and the opportunity cost of downtime, training and other productivity losses.*

	Unstructured Content
	Unstructured Content is a general term used for content (material, artwork, diagrams, etc.) that have no perceived or formal organization scheme.

	Versioning
	Versioning is the creation and management of multiple releases of a product, all of which have the same general function but are improved, upgraded or customized.

	Virtual Machine
	Virtual Machine (VM) – A software implementation of a hardware-like architecture, which executes predefined instructions in a fashion similar to a physical central processing unit (CPU). A VM can be used to create a cross-platform computing environment that loads and runs on computers independently of their underlying CPUs and operating systems. A notable example is the Java Virtual Machine, the environment created on a host computer to run Java applets. Although VMs have existed longer than Java, Java has made VMs highly visible.*

	Virtualization
	Virtualization is the abstraction of IT resources that masks the physical nature and boundaries of those resources from resource users. An IT resource can be a server, a client, storage, networks, applications or OSs. Essentially, any IT building block can potentially be abstracted from resource users.*

	Vital Records
	Vital Records consist of births, adoptions, marriages, divorces, and deaths recorded on registers, certificates, and documents.

	VM
	See Virtual Machine.

	Web Content
	A general term used for any material, artwork, diagrams, etc. contained on a website.

	Workflow Management
	Workflow Management – There are two types of workflow management:
1) Internal and external process integration—a workflow approach that allows for the definition of business processes that span applications, including those that come from different vendors. This usually requires a standards-based commercial workflow development environment.
2) Automated events or processes – a workflow approach that enables automated tasks.*

	XML
	See Extensible Markup Language.



Revised 1/11
RFP15-3010T, Enterprise Content Management Solution, Page 7
image1.png




image2.jpeg




